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1. Introduction
This document aims to further provide awareness to TSG RAN regarding the work in TSG SA on provisioning of Public Safety services via LTE, with the aim to ensure that TSG RAN is in a position to support the full system requirements that may be required to operate Public Safety within the Release 12 timeframe.
2. Background and status
Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.
The possibility to operate Public Safety services over LTE represents a significant opportunity for 3GPP to enable additional revenue to be generated, which will provide great benefit to the LTE eco-system moving forward. 

Many discussions have taken place in SA1 to understand the requirements to enable LTE to provide Public Safety services effectively.  Sources of input requirements for an LTE Public safety system include, but are not limited to:

· The TETRA and Critical Communications Association (TCCA), who are considering LTE for critical communications with similar requirements they expressed in their initial communication in [1].

· ETSI TR 102 628: Land Mobile Service; Additional spectrum requirements for future Public Safety and Security (PSS) wireless communication systems in the UHF frequency range.

Legacy TETRA are due for initial replacement in Europe from 2016 onwards, and in order to have a chance of entering into this market, LTE/SAE will need to be able to demonstrate that it is the best candidate next generation solution based on Release 12 specifications.

 The ProSe and Group Call (GCSE_LTE) work items within SA1 have captured some of the essential requirements to allow LTE to provide Public Safety services. 
Unfortunately, there are some proposed requirements from the Public Safety community are not covered by ProSe and GCSE_LTE. As a result, a new work item [2] was proposed in the (recent) SA1#60 meeting to capture these additional requirements in an overall umbrella work item for Public Safety. However, there were concerns that if SA1 asks for more things from TSG RAN, then all of the Public Safety work may miss the Release 12 timeframe, and therefore the proposed Work Item was not agreed. 

The additional requirements that have been identified by the above Public Safety system sources are:

· High degree of network availability and resilience, e.g. priority access and pre-emption

· Communication with high-speed vehicles 

· Communication between aircraft and ground-based personnel

· Emergency or covert operation modes 

· Interoperability with existing public safety networks and devices

The above requirements were further focussed into some specific objectives in [2] and, of those objectives, it is likely that the following ones would require (at least) some analysis from TSG RAN, and possibly also some new RAN functionality to be specified:
1)
Ensure that the eNodeB is able to perform communication with UEs located in aircraft at up to 3000m altitude;

2)
Investigate the feasibility for the eNodeB to be able to perform communication with UEs travelling at up to 500 km/h (e.g. high speed trains and aircraft), including the case where the eNodeB antenna is located adjacent to the high speed railway;

3)
Identify solutions that allow the UE to operate in receive-only mode;

4)
Resilient basestation/network, including locally routed eNodeB traffic with no S1 interface, Rapid dynamic reconfiguration of the system, UE and network operation at extreme temperatures, and low latency/high availability/fast authentication.
5)
Priority and pre-emption service requirements not already captured in TS 22.153 (MPS) or TS 22.067 (eMLPP).
The proponents of this document plan to follow-up on this in TSG-SA to ensure that these requirements are included by the Release 12 Stage 1 specification freeze in March 2013.

The strong concern that, if LTE does not fulfil also these identified requirements for Public Safety customers to operate effectively within the Rel-12 timeframe, then the Public Safety community may not be satisfied that LTE is the best candidate solution, and may look to other new “non-LTE” technologies to provide this service. This outcome would clearly represent a significant opportunity missed for 3GPP and LTE, which would not be an acceptable outcome for the sources of this document. 
3. Way forward
In order to ensure that LTE is the best candidate to run public safety in the Rel-12 timeframe, TSG RAN assistance, and potentially also specification work, will likely be required after the initial SA1 work has been completed.  Therefore, the companies co-sourcing this document would like to ensure that, when the Stage 1 freeze for Release 12 has been completed, TSG RAN is still in a position to complete any analysis and specify any required RAN functionality that has been identified, within the Release 12 timeframe.  

Therefore, TSG RAN is requested to leave some space in their Release 12 resource planning at RAN#58 to ensure that it has resource available to complete such analysis and complete possible specification work to meet the full SA1 requirements (such as those above) in Release 12 timeframe.
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