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<*********** Beginning of the second change ***********>

15.1
Originating Identification Presentation

15.1.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Originating Identification Presentation. This process is described in 3GPP TS 24.607 [102]. The test case is applicable for IMS security or GIBA.
15.1.2
Conformance requirement

Generic requirements for Originating Identification Presentation can be found from Annexes F1 and F.2.

[TS 24.607 clause 4.2.1]:

The OIP service provides the terminating user with the possibility of receiving trusted (i.e. network‑provided) identity information in order to identify the originating user.

In addition to the trusted identity information, the identity information from the originating user can include identity information generated by the originating user and in general transparently transported by the network. In the particular case where the "no screening" special arrangement does not apply, the originating network shall verify the content of this user generated identity information. The terminating network cannot be responsible for the content of this user generated identity information.

[TS 24.607 clause 4.10.1]:

The OIP service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation> service element.

Reference(s)

3GPP TS 24.607[102], clauses 4.2.1 and 4.10.1.

15.1.3
Test purpose

1)
To verify that the UE can request activation of Originating Identification Presentation with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Originating Identification Presentation; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.1.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Originating Identification Presentation
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Activation of Originating Identification Presentation is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Originating Identification Presentation is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Originating Identification Presentation.

15.1.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Originating Identification Presentation. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation> element with "active" attribute being set "false"

15.2
Originating Identification Restriction

15.2.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Originating Identification Restriction. This process is described in 3GPP TS 24.607 [102]. The test case is applicable for IMS security or GIBA.
15.2.2
Conformance requirement

Generic requirements for Originating Identification Restriction can be found from Annexes F1 and F.2.

[TS 24.607 clause 4.2.1]:

The OIR service is a service offered to the originating user. It restricts presentation of the originating user's identity information to the terminating user.

When the OIR service is applicable and activated, the originating network provides the destination network with the indication that the originating user's identity information is not allowed to be presented to the terminating user. In this case, no originating user's identity information shall be included in the requests sent to the terminating user. The presentation restriction function shall not influence the forwarding of the originating user's identity information within the network as part of the simulation service procedures.

[TS 24.607 clause 4.10.1]:

The OIR service can be activated/deactivated using the active attribute of the <originating‑identity‑presentation‑restriction> service element. Activating the OIR service this way activates the temporary mode OIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

Reference(s)

3GPP TS 24.607[102], clauses 4.2.1 and 4.10.1.

15.2.3
Test purpose

1)
To verify that the UE can request activation of Originating Identification Restriction with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Originating Identification Restriction; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.2.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Originating Identification Restriction
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Activation of Originating Identification Restriction is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Originating Identification Restriction is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Originating Identification Restriction.

15.2.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme it that the UE supports.


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Originating Identification Restriction. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation-restriction> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<originating-identity-presentation-restriction> element with "active" attribute being set "false"

15.3
Terminating Identification Presentation

15.3.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Terminating Identification Presentation. This process is described in 3GPP TS 24.608 [103]. The test case is applicable for IMS security or GIBA.
15.3.2
Conformance requirement

[TS 24.608 clause 4.2.1]:

The Terminating Identification Presentation (TIP) service provides the originating party with the possibility of receiving trusted information in order to identify the terminating party.

[TS 24.608 clause 4.9.1]:

The TIP service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation> service element.

Reference(s)

3GPP TS 24.608[103 ], clauses 4.2.1 and 4.9.1.

15.3.3
Test purpose

1)
To verify that the UE can request activation of Terminating Identification Presentation with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Terminating Identification Presentation; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.3.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Terminating Identification Presentation
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Activation of Terminating Identification Presentation is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Terminating Identification Presentation is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Terminating Identification Presentation.

15.3.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:


-
HTTP Digest authentication.

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Terminating Identification Presentation. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation> element with "active" attribute being set "false"

15.4
Terminating Identification Restriction

15.4.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Terminating Identification Restriction. This process is described in 3GPP TS 24.608 [103 ]. The test case is applicable for IMS security or GIBA.
15.4.2
Conformance requirement

[TS 24.608 clause 4.2.1]:

The Terminating Identification Restriction (TIR) is a service offered to the terminating party which enables the terminating party to prevent presentation of the terminating identity information to originating party.

[TS 24.608 clause 4.9.1]:

The TIR service can be activated/deactivated using the active attribute of the <terminating‑identity‑presentation‑restriction> service element. Activating the TIR service this way activates the temporary mode TIR service. When deactivated and not overruled by operator settings, basic communication procedures apply.

Reference(s)

3GPP TS 24.608[103], clauses 4.2.1 and 4.9.1.

15.4.3
Test purpose

1)
To verify that the UE can request activation of Terminating Identification Restriction with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Terminating Identification Restriction; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.4.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session
(Yes/No)

IMS security
(Yes/No)

GIBA
(Yes/No)

Support for Terminating Identification Restriction
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Activation of Terminating Identification Restriction is triggered at the UE. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and activate the service.

3)
Deactivation of Terminating Identification Restriction is triggered at the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the Terminating Identification Restriction.

15.4.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :


-
HTTP Digest authentication.

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest XCAP authentication, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Terminating Identification Restriction. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation-restriction> element with "active" attribute set as "true"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<terminating-identity-presentation-restriction> element with "active" attribute being set "false"

15.5
Communication Forwarding unconditional

15.5.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding unconditional. This process is described in 3GPP TS 24.604 [bb]. The test case is applicable for IMS security or GIBA.
15.5.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F1 and F.4..



[TS 24.604, clause 4.2.1.2]:

The CFU service enables a served user to have the network redirect to another user communications which are addressed to the served user's address. The CFU service may operate on all communication, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFU supplementary service. After the CFU service has been activated, communications are forwarded independent of the status of the served user.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFU service has been activated. This indication shall be provided when the served user originates a communication if the CFU service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Reference(s)

3GPP TS 24.604 [bb].
15.5.3
Test purpose

1)
To verify that the UE can request activation of Communication unconditional with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.5.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.
If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.
Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)
GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Communication Forwarding is activated on the UE so that the incoming call will be unconditionally forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding unconditional to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.5.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme it supports:


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding unconditional to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element missing or empty as forwarding is supposed to be unconditional

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

<*********** Beginning of the third change ************>
15.6
Communication Deflection 

15.6.1
Definition and applicability

Test to verify that the MT UE correctly performs MTSI Communication Deflection. This process is described in 3GPP TS 24.173 [65] and TS 24.604 [bb]. The test case is applicable for IMS security or GIBA.
15.6.2
Conformance requirement

 
[TS 24.604, clause 4.2.1.6]:

The CD service enables the served user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the connection is established by the served user, i.e. in response to the offered communication (before ringing), i.e. CD Immediate, or during the period that the served user is being informed of the communication (during ringing). The served user's ability to originate communications is unaffected by the CD supplementary service.

The maximum number of diversions permitted for each communication is a network provider option. The network provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604[bb] clause 4.2.1
15.6.3
Test purpose

1) To verify that the UE correctly returns 302 when initiating MTSI Communication Deflection
15.6.4
Method of test
Initial conditions

UE contains either SIM application  (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step. UE is configured to deflect incoming sessions so that the session should be diverted to "sip:user@company.com".

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)

IMS security (Yes/No)

GIBA (Yes/No)
Support for MTSI
(Yes/No)

Support for initiating a session (Yes/No)

Support for speech (Yes/No)

Support for Communication Diversion  (Yes/No)
Test procedure

1)
SS sends an INVITE request to the UE.

2)
SS may receive 100 Trying from the UE.
3)
SS receives 302 Moved Temporarily from the UE.

4)
SS send an ACK to the UE

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with the first SDP offer.

	2
	(
	100 Trying
	(Optional) The UE responds with a 100 Trying provisional response.

	3
	(
	302 Moved Temporarily
	The UE responds to INVITE with 302 Moved Temporarily

	4
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE.


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “GIBA”  when applicable

Specific Message Contents

INVITE (Step 1)

Use the default message "INVITE for MT Call" in annex A.2.9, with the following exceptions:

	Header/param
	Value/Remark

	Supported
	

	    option-tag
	precondition

	Message-body
	The following SDP types and values.

Session description:

· v=0
· o= - 1111111111 1111111111 IN (addrtype) (unicast-address for SS)

· s=IMS conformance test
· b=AS:30
Time description:

· t=0 0
Media description:
· m=audio (transport port) RTP/AVPF 99
· c= IN (addrtype) (connection-address for SS)

· b=AS:30
Attributes for media: 

· a=rtpmap:99 AMR/8000/1 
· a=fmtp:99 mode-change-capability=2; max-red=220 

· a=ptime:20
· a=maxptime:240
Attributes for preconditions:

· a=curr:qos local sendrecv
· a=curr:qos remote none
· a=des:qos mandatory local sendrecv
· a=des:qos optional remote sendrecv



100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2

302 Moved Temporarily (Step 3)

Use the default message “302 Moved Temporarily” in annex A.4.5
ACK (Step 4)

Use the default message “ACK” in annex A.2.7 
<********** Beginning of the fourth change ***********>
15.7
Communication Forwarding on non Reply: activation

15.7.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user does not answer to the phone. This process is described in 3GPP TS 24.604 [bb]. The test case is applicable for IMS security or GIBA.
15.7.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F1 and F.4..

[TS 24.604, clause 4.2.1.4]:


The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNR service has been activated. This indication shall be provided when the served user originates a communication if the CFNR service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604 [bb]
15.7.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user does not answer) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.7.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

Support for no reply timer setting
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Communication Forwarding is activated on the UE so that when the user does not answer, the incoming call will be forwarded to SIP URI "sip:user@domain.com". If the UE supports no reply timer setting, the value shall be set as 10 seconds. 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to no-answer to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.
15.7.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding No Reply to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <no-answer> element

-
<cp:actions> element containing <forward-to> element containing <target> element. Additionally <NoReplyTimer> element shall be included, if the UE supports no reply timer setting.

-
value of target address to be "sip:user@domain.com"-
value of NoReplyTimer (if included) to be 10 seconds
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

<*********** Beginning of the fifth change ************>
15.8
Communication Forwarding on non reply: MO call initiation

15.8.1
Definition and applicability
Test to verify that the MTSI MO UE correctly handles session setup where call is being forwarded due to no reply. This process is described in 3GPP TS 24.604 [bb], clauses 4.2.1, 4.5.2.1 and A.1.3 and 3GPP TS 24.229 [10], clause 9.2.3. The test case is applicable for IMS security or GIBA.
15.8.2
Conformance requirement

[TS 24.604, clause 4.2.1.4]:


The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

[TS 24.604, clause 4.5.2.1]:

When communication diversion has occurred on the served user side and the network option "Originating" user receives notification that his communication has been diverted (forwarded or deflected)" is set to true, the originating UA may receive a 181 (Call is being forwarded) response according to the procedures described in 3GPP TS 24.229 .

The Information given by the History header could be displayed by the UA if it is a UE.

[TS 24.229, clause 9.2.3]:

Since the UE does not know that forking has occurred until a second provisional response arrives, the UE will request the radio/bearer resources as required by the first provisional response. For each subsequent provisional response that may be received, different alternative actions may be performed depending on the requirements in the SDP answer:

-
the UE has sufficient radio/bearer resources to handle the media specified in the SDP of the subsequent provisional response, or

-
the UE must request additional radio/bearer resources to accommodate the media specified in the SDP of the subsequent provisional response.

NOTE 1:
When several forked responses are received, the resources requested by the UE is the "logical OR" of the resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE does not request more resources than proposed in the original INVITE request.

NOTE 2:
When service-based local policy is applied, the UE receives the same authorization token for all forked requests/responses related to the same SIP session.
When an 199 (Early Dialog Terminated) response for the INVITE request is received for an early dialogue, the UE shall release reserved radio/bearer resources associated with that early dialogue.

When the first final 200 (OK) response for the INVITE request is received for one of the early dialogues, the UE proceeds to set up the SIP session using the radio/bearer resources required for this session. Upon the reception of the first final 200 (OK) response for the INVITE request, the UE shall release all unneeded radio/bearer resources.

GIBA:

NOTE 1:
GIBA does not allow SIP requests to be protected using an IPsec security association because it does not perform a key agreement procedure.

Reference(s)

3GPP TS 24.604 [bb], clauses 4.2.1 and 4.5.2.1; 3GPP TS 24.229 [10], clause 9.2.3
15.8.3
Test purpose

1)
To verify that when initiating MO call the UE handles correctly the successive 180 and 181 provisional responses received during call setup.

15.8.4
Method of test
Initial conditions

UE contains either SIM application  (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration (IMS security).

Related ICS/IXIT Statement(s)
-
Support for initiating a session

(Yes/No)

-
Support for MTSI
(Yes/No)

-
Support for speech
(Yes/No)

-
Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

-
Support for Communication Diversion  (Yes/No)

-
IMS security (Yes/No)

-
GIBA (Yes/No)
Test procedure

1-8) MO voice call is initiated on the UE. The same procedure as in steps 1 - 8 of Annex C.7 is used to negotiate the session parameters with the called UE simulated by the SS.

9)
SS responds to the INVITE with a valid 181 Call Is Being Forwarded response.

10)
SS (now starting to simulate the UE to which call was forwarded) sends another 183 Session in Progress response to the INVITE request. As this response contains an SDP answer it is sent reliably.
11)
SS waits for the UE to send a PRACK request, containing an SDP offer in which the UE tells to have reserved the local resources.

12)
SS responds to the PRACK request with valid 200 OK response. The response contains an SDP answer which tells that SS has reserved its local resources as well.

13)
SS responds to the INVITE request with 180 Ringing response. 

14)
SS responds to the INVITE request with valid 200 OK response.

15)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

16)
Call is released on the UE. SS waits the UE to send a BYE request.

17)
SS responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-8
	(
	Steps 1-8 as defined in Annex C.7
	The same messages as in steps 1 - 8 of Annex C.7 are used

	9
	(
	181 Call is being forwarded
	SS sends 181 response to indicate that call forwarding has been started as the user did not answer to the phone

	10
	(
	183 Session in Progress
	SS (simulating the phone to which the call was forwarded) responds with 183 Session in Progress containing an SDP answer indicating support for AMR codec and state of the local preconditions. UE will consider this response as forked one since it has different To tag this time compared to step 8.

	11
	(
	PRACK
	UE acknowledges the receipt of 183 response by sending PRACK

	12
	(
	200 OK
	The SS responds PRACK with 200 OK

	13
	(
	180 Ringing
	The SS sends 180 Ringing response to the UE

	14
	(
	200 OK
	The SS responds INVITE with 200 OK to indicate that the virtual remote UE had answered the call

	15
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE

	16
	(
	BYE
	The UE releases the call with BYE

	17
	(
	200 OK
	The SS sends 200 OK for BYE


NOTE:
The default messages contents in annex A are used with condition “IMS security“ or “GIBA” when applicable

Specific Message Contents

181 Call is being forwarded for INVITE (Step 9)

Use the default message “181 Call is being forwarded” in annex A.2.14

183 Session in Progress for INVITE (Step 10)

Use the default message “183 Session in Progress for INVITE” in annex A.2.3 with the following exceptions:

	Header/param
	Value/remark

	To
	

	
tag
	different tag must be used than the one used in steps 3-9 as this response is now from another UE and belongs to another dialog instance. Note that this new tag must be used within the rest of the steps (10-17) in this test case instead of the tag used within steps 3-9.

	Contact
	

	
addr-spec 
	different URI must be used than the one used in step 3 as this is supposed now to represent another UE to which the call is being forwarded. . Note that this new Contact must be used within the rest of the steps (13-14) in this test case.

	Require
	

	
option-tag

	precondition

	Message-body
	SDP body of the 183 response copied from the received INVITE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

- For speech media, the SS shall indicate only the AMR codec which the UE also supports. For all other media lines (if any) SS shall set the port number as zero in order to reject non-speech streams.

-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31], updated as follows:

a=curr:qos local none
a=curr:qos remote [none or sendrecv]  (*
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv 

*) like the UE indicated its local status in the INVITE


PRACK (Step 11)

Use the default message “PRACK” in annex A.2.4. For the contents of the SDP body, see the test requirements.
200 OK for PRACK (Step 12)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Content-Type
	

	
media-type
	application/sdp

	Content-Length
	

	
value
	length of message-body

	Message-body
	SDP body of the 200 response copied from the received PRACK, but modified as follows:


-
IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

- For speech media, the SS shall indicate only the AMR codec which the UE also supports. For all other media lines (if any) SS shall set the port number as zero in order to reject non-speech streams.


-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31], updated as follows:

a=curr:qos local sendrecv
a=curr:qos remote sendrecv
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv 




180 Ringing for INVITE (Step 13)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 183 response of step 10

	History-Info
	

	
hi-targeted-to-uri
	<sip:user@company.com>

	
hi-index
	1


200 OK for INVITE (Step 14)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 183 response of step 10

	History-Info
	

	
hi-targeted-to-uri
	<sip:user@company.com>

	
hi-index
	1


ACK (Step 15)

Use the default message “ACK” in annex A.2.7.
BYE (Step 16)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 17)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
<********** Beginning of the sixth change ***********>
15.9
Communication Forwarding on Busy

15.9.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is busy. This process is described in 3GPP TS 24.604 [bb]. The test case is applicable for IMS security or GIBA.
15.9.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F.1 and F.4.

[TS 24.604, clause 4.2.1.3]:


The CFB service enables a served user to have the network redirect to another user communications which are addressed to the served user's address and meet busy. The CFB service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFB supplementary service.

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFB service has been activated. This indication shall be provided when the served user originates a communication if the CFB service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604 [bb]
15.9.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user is busy) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.9.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Communication Forwarding is activated on the UE so that when the user is busy, the incoming call will be forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to busy to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.9.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding on Busy to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <busy> element

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

<********** Beginning of the seventh change ***********>
15.10
Communication Forwarding on Not logged-in

15.10.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is not registered to IMS service. This process is described in 3GPP TS 24.604 [bb]. The test case is applicable for IMS security or GIBA.
15.10.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F.1 and F.4.

[TS 24.604, clause 4.2.1.7]:


The Communication Forwarding on Not Logged-in (CFNL) service enables a served user to redirect incoming communications which are addressed to the served user's address, to another user (forwarded-to address) in case the served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated with specified basic services. 

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CFNL service has been activated. This indication shall be provided when the served user logs out according to procedures described in RFC 3261

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604 [bb]
15.10.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user is not logged in) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.10.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Communication Forwarding is activated on the UE so that when the user is not logged into IMS, the incoming call will be forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to not-registered to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.10.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding Not Logged-in to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <not-registered> element

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false"

15.10a
Communication Forwarding on Not reachable

15.10a.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Forwarding for the case when user is not reachable. This process is described in 3GPP TS 24.604 [bb]. The test case is applicable for IMS security or GIBA.
15.10a.2
Conformance requirement

Generic requirements for Communication Forwarding can be found from Annexes F.1 and F.4.

[TS 24.604]:

Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables an user to have the network redirect all incoming communications, when the user is not reachable (e.g. there is no IP connectivity to the user's terminal), to another user. The CFNRc service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNRc simulation service.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNRc service has been activated. This indication may be provided when the user originates a communication if the CFNRc service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Reference(s)

3GPP TS 24.604 [bb]
15.10a.3
Test purpose

1)
To verify that the UE can request activation of Communication Forwarding (when the called user is not reachable) with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Forwarding; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.10a.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

GIBA
(Yes/No)

Support for Communication Diversion  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Communication Forwarding is activated on the UE so that when the user is not reachable, the incoming call will be forwarded to SIP URI "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rule for communication forwarding due to not-reachable to target "sip:user@domain.com" and finally activate the communication forwarding service.

3)
Communication Forwarding is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication forwarding. The UE may also delete any rules for communication forwarding.

15.10a.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Forwarding Not Reachable to target user "sip:user@domain.com". SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <not-reachable> element

-
<cp:actions> element containing <forward-to> element containing <target> element

-
value of target address to be "sip:user@domain.com"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<communication-diversion> element with "active" attribute being set "false".

<********** Beginning of the eigth change ***********>
15.13
Incoming Communication Barring except for a specific user

15.13.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring (CB) correctly when incoming calls are allowed from one single address only. This process is described in 3GPP TS 24.611 [101]. The test case is applicable for IMS security or GIBA.
15.13.2
Conformance requirement

Generic requirements for activating and deactivating Communication Barring can be found from Annexes F.1 and F.5 of this document. Summary of the XML conditions specific to this test case is given here:

[TS .24.611]:

cp:identity: This condition evaluates to true when the remote user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the in the common policy draft (see RFC 4745). In all other cases the condition evaluates to false.


...

ocp:other‑identity: If present in any rule, the "other‑identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA‑TS‑XDM_Core.

Reference(s)

3GPP TS .24.611 [101].
15.13.3
Test purpose

1)
To verify that the UE can request activation of Incoming Communication Barring with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Incoming Communication Barring; and

3)
To verify that the UE supporting HTTP Digest authentication can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.13.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.
If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.
Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No) 

Support for Communication Barring
(Yes/No)
IMS security (Yes/No)

GIBA
(Yes/No)
GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Incoming Communication Barring is activated on the UE so that all incoming calls will be barred except when the SIP URI of the caller is "sip:user@domain.com". 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and add a rule for barring incoming communication from all other users except "sip:user@domain.com" and finally activate the incoming communication barring.

3)
Incoming Communication Barring is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the incoming communication barring. The UE may also delete any rules for incoming communication barring.

15.13.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself with correctly with the authentication scheme that the UE supports:


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Incoming Communication Barring. Calls from user "sip:user@domain.com" shall always be allowed. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE. Note that the UE has two alternative ways for expressing the desired barring behaviour:

Option 1:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <cp:identity> element containing a <cp:many> element 

-
element <cp:except id="sip:user@domain com"> within the <cp:many> element

-
<cp:actions> element containing <allow> element with value "false"

Option 2:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> two rules as follows:

-
one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <cp:identity> element 

-
element <cp:one id="sip:user@domain com"> within the <cp:identity> element

-
<cp:actions> element containing <allow> element with value "true"

-
another <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an empty <ocp:other-identity> element 

-
<cp:actions> element containing <allow> element with value "false"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute being set "false"

<********** Beginning of the ninth change ***********>
15.14
Incoming Communication Barring for anonymous users

15.14.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring (CB) correctly when incoming calls are rejected for anonymous users. This process is described in 3GPP TS 24.611 [101]. The test case is applicable for IMS security or GIBA.
15.14.2
Conformance requirement

Generic requirements for activating and deactivating Communication Barring can be found from Annexes F.1 and F.5 of this document. Summary of the XML conditions specific to this test case is given here:

[TS 24.611, clause 4.2.1]:

The Anonymous Communication Rejection (ACR) service allows the served user to reject incoming communications on which the asserted public user identity of the originating user is restricted. In case the asserted public user identity of the originating user is not provided then the communication shall be allowed by the ACR service.

An example where the originating user restricts presentation of the asserted public user identity is when he activated the OIR service 3GPP TS 24.607 .

The originating user is given an appropriate indication that the communication has been rejected due to the application of the ACR service.

The Anonymous Communication Rejection (ACR) simulation service is a special case of the ICB service, which is highlighted here because it is a regulatory service in many countries. The ACR service can be activated for a specific subscriber by configuring an ICB service barring rule where the conditional part contains the "Condition=anonymous" and the action part "allow=false".

 [TS 24.611, clause 4.5.2.6.2]:

The AS providing the ACR service shall reject all incoming communications where the incoming SIP request:

1) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "id" as specified in RFC 3325; or

2) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "header" as specified in RFC 3323; or

3) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "user" as specified in RFC 3323; or

4) includes the P-Asserted-Identity header field AND includes the Privacy header field indicating "critical" as specified in RFC 3323.

[TS 24.611, clause 4.9.1.4]:

anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element shall only evaluate to true when the conditions as set out in clause 4.5.2.6.2 for asserted originating public user identity apply.

Reference(s)

3GPP TS 24.611 [101], clauses 4.2.1, 4.5.2.6.2 and 4.9.1.4
15.14.3
Test purpose

1)
To verify that the UE can request activation of Anonymous Communication Rejection with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Anonymous Communication Rejection; and

3)
To verify that the UE supporting HTTP Digest authentication can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.14.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

Support for anonymous communication rejection (ACR)

(Yes/No)
IMS security (Yes/No)

GIBA
(Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Anonymous Communication Rejection is activated on the UE 

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and add a rule for barring incoming communication from all anonymous users and finally activate the incoming communication barring.

3)
Anonymous Communication Rejection is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the incoming communication barring. The UE may also delete any rules for incoming communication barring.

15.14.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports :


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109.

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Incoming Communication Barring for anonymous users. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <anonymous> element

-
<cp:actions> element containing <allow> element with value "false"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute being set "false"

15.14a
Communication Barring while roaming

15.14a.1
Definition and applicability
Test to verify that the UE activates and deactivates IMS Multimedia Telephony Communication Barring for incoming and outgoing calls while the user is roaming. This process is described in 3GPP TS 24.611 [101].

15.14a.2
Conformance requirement

Generic requirements for Communication Barring can be found from Annexes F.1 and F.5.

[TS 24.611, clause 4.9.1.4]:

roaming: This condition evaluates to true when the served user is registered from an access network other then the served users home network.

NOTE:
Whether the served user is registered from another network then the served users home network can be determined from the P-Visited-Network-ID header field specified in IETF RFC 3455 [15] and the P-Access-Network-Info header field specified in IETF RFC 3455 [15] both are provided during the registration process, see 3GPP TS 24.229 [2], subclause 5.7.1.3.

Reference(s)

3GPP TS 24.611 [101]
15.14a.3
Test purpose

1)
To verify that the UE can request activation of Communication Barring for incoming and outgoing calls while the user is roaming with a correctly composed HTTP PUT request; and

2)
To verify that the UE can request deactivation of Communication Barring; and

3)
To verify that the UE can authenticate its HTTP requests by including a correctly composed Authorization header with credentials of the user to the request. The UE may either include the Authorization header to its initial request or when sending the request again after receiving 401 response from SS.

15.14a.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE is configured with the name of the XCAP root directory on the XCAP server and the user's directory name. If needed the UE is also configured with the HTTP Digest password to be used for XCAP. UE has activated a PDP context with SS.

SS is configured with the HTTP Digest password for XCAP or shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE.

If the UE uses GAA as XCAP authentication scheme, GAA bootstrapping exchange has been performed.

Related ICS/IXIT Statement(s)
Support for MTSI
(Yes/No)

Support for initiating a session

(Yes/No)

IMS security (Yes/No)

Support for Communication Barring  (Yes/No)

GAA XCAP authentication
(Yes/No)

HTTP Digest XCAP authentication

(Yes/No)


Test procedure

1)
Communication Barring for incoming and outgoing calls are activated on the UE for the condition that the user is roaming.

2)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself, add a rules for barring communication while the user is roaming and finally activate the communication barring.

3)
Communication Barring is deactivated on the UE. 

4)
UE and SS exchange a sequence of HTTP requests and responses. In this sequence UE may query the contents of the simservs document or selected parts of it. The UE shall authenticate itself and deactivate the communication barring. The UE may also delete any rules for communication barring.

15.14a.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself correctly with the authentication scheme that the UE supports:


-
HTTP Digest authentication

-
GAA based authentication as specified in 33.222 and 24.109. 

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity

-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Communication Barring while roaming. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.. 

SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <roaming> element

-
<cp:actions> element containing <allow> element with value "false"

-
<outgoing-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for communication forwarding as follows:

-
<cp:conditions> element containing a <roaming> element

-
<cp:actions> element containing <allow> element with value "false"

SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> and <outgoing-communication-barring> elements with "active" attribute being set "false" or those elements simply deleted

<*********** Beginning of the tenth change ************>
Annex F (normative):
Generic Requirements for MTSI Supplementary Services

This Annex contains references to such generic requirements for IMS Multimedia Telephony Supplementary Services which apply to multiple test cases. These references are to the 3GPP documents, most of which were earlier annexes of TS 24.173 [65].

F.1
XCAP over Ut interface

The generic UE requirements for XCAP over Ut interface are specified in 3GPP TS 24.623 [aa] clauses 4, 5.1, 5.2.1, 5.3.1 and 6.

NOTE:
3GPP TS 24.173 refers to this document as its Annex I.

The generic UE requirements for XCAP authentication over Ut interface are specified in 3GPP 24.623 [aa] clause 5.2.1.1 and TS 33.220 clauses 4 and 4.3.1 

[TS 24.623 clause 5.2.1.1]:
For systems where Generic Authentication Architecture is used, the UE shall support the authentication mechanisms specified in 3GPP TS 33.222 and 3GPP TS 24.109.

For systems where Generic Authentication Architecture is not used, the UE shall support RFC 2617 and RFC 2246 according to ETSI TS 183 038.

…

[TS 33.220 clause 4]:

The 3GPP authentication infrastructure, including the 3GPP Authentication Centre (AuC), the USIM or the ISIM, and the 3GPP AKA protocol run between them, is a very valuable asset of 3GPP operators. It has been recognised that this infrastructure could be leveraged to enable application functions in the network and on the user side to establish shared keys. Therefore, 3GPP can provide the "bootstrapping of application security" to authenticate the subscriber by defining a Generic Bootstrapping Architecture (GBA) based on AKA protocol.

…

[TS 33.220 clause 4.3.1]:

The reference point Ub is between the UE and the BSF. Reference point Ub provides mutual authentication between the UE and the BSF. It allows the UE to bootstrap the session keys based on 3GPP AKA infrastructure.

The HTTP Digest AKA protocol, which is specified in RFC 3310, is used on the reference point Ub. It is based on the 3GPP AKA TS 33.102 protocol. The interface to the USIM is as specified in TS 31.102 and to the ISIM is as specified in TS 31.103.
F.2
Originating Identification Presentation (OIP) / Originating Identification Restriction (OIR)

The UE requirements for Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) are specified in 3GPP TS 24.607 [102] clauses 4.2, 4.5.0, 4.5.1, 4.5.2.1, 4.5.2.12 and 4.10.

NOTE:
3GPP TS 24.173 refers to this document as its Annex A.

F.3
Terminating Identification Presentation (TIP) / Terminating Identification Restriction (TIR)

The UE requirements for Terminating Identification Presentation (TIP) and Terminating Identification Restriction (TIR) are specified in 3GPP TS 24.608 [103] clauses 4.2, 4.5.0, 4.5.1, 4.5.2.1, 4.5.2.12 and 4.9.

NOTE:
3GPP TS 24.173 refers to this document as its Annex B.

F.4
Communication Diversion (CDIV)

The UE requirements for Communication Diversion (CDIV) are specified in 3GPP TS 24.604 [bb] clauses 4.2, 4.5.0, 4.5.1, 4.5.2.1, 4.5.2.15, 4.5.2.16 and 4.9.

NOTE:
3GPP TS 24.173 refers to this document as its Annex C.
F.5
Communication Barring (CB)

The UE requirements for Communication Barring (CB) are specified in 3GPP TS 24.611 [101] clauses 4.2, 4.5.0, 4.5.1, 4.5.2.1, 4.5.2.13 and 4.9.

NOTE:
3GPP TS 24.173 refers to this document as its Annex E. 
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