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<*********** Beginning of the second change ************>
15.11
MO Call Hold without announcement

15.11.1
Definition and applicability
Test to verify that the UE correctly performs IMS mobile originated call hold and resume. This process is described in 3GPP TS 24.610 [ee], The test case is applicable for IMS security or GIBA.
15.11.2
Conformance requirement
[TS 24.610 clause 4.5.2.1]:
In addition to the application of procedures according to 3GPP TS 24.229, the following procedures shall be applied at the invoking UE in accordance with RFC 3264.

If individual media streams are affected, the invoking UE shall generate a new SDP offer where:

-
for each media stream that is to be held, the SDP offer that contains:

-
an "inactive" SDP attribute if the stream was previously set to "recvonly" media stream; or

-
a "sendonly" SDP attribute if the stream was previously set to "sendrecv" media stream;

-
for each media stream that is to be resumed, the SDP offer contains:

-
a "recvonly" SDP attribute if the stream was previously an inactive media stream; or

-
a "sendrecv" SDP attribute if the stream was previously a sendonly media stream, or the attribute may be omitted, since sendrecv is the default; or
-
for each media stream that is unaffected, the media parameters in the SDP offer remain unchanged from the previous SDP offer.

If all the media streams are to be held, the invoking UE shall generate an SDP offer containing a session level direction attribute, or separate media level direction attributes, in the SDP that is set to:

-
"inactive" if the streams were previously set to "recvonly" media streams; or

-
"sendonly" if the streams were previously set to "sendrecv" media streams; or

If all the media streams that shall be resumed, the invoking UE shall generate a session level direction attribute, or separate media level direction attributes, in the SDP that is set to:

-
"recvonly" if the streams were previously inactive media streams; or

-
"sendrecv" if the streams were previously sendonly media streams, or the attribute may be omitted, since sendrecv is the default.

Then the UE shall send the generated SDP offer in a re-INVITE request (or UPDATE request) to the remote UE.

 

















[TS 26.114 clause 7.3.1]:

RTCP packets should be sent for all types of multimedia sessions to enable synchronization with other RTP transported media, remote end-point aliveness information, monitoring of the transmission quality, and carriage of feedback messages such as TMMBR for video and RTCP APP for speech. Point-to-point speech only sessions may not require these functionalities and may therefore turn off RTCP by setting the SDP bandwidth modifiers (RR and RS) to zero. When RTCP is turned off (for point-to-point speech only sessions) and the media is put on hold, the MTSI client should re-negotiate the RTCP bandwidth with SDP bandwidth modifiers values greater than zero, and send RTCP packets to the other end. This allows the remote end to detect link aliveness during hold. When media is resumed, the resuming MTSI client should turn off the RTCP sending again through a re-negotiation of the RTCP bandwidth with SDP bandwidth modifiers equal to zero.

[TS 24.229 clause 6.1.1]:

If the media line in the SDP indicates the usage of RTP/RTCP, and if the UE is configured to request an RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in RFC 3556, then in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 to specify the required bandwidth allocation for RTCP. The bandwidth-value in the b=RS: and b=RR: lines may include transport overhead as described in subclause 6.1 of RFC 3890.

For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in or 3GPP 29.213.

NOTE 1:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifier will typically get the value of zero.

Reference(s)

3GPP TS 24.610 [ee], 3GPP TS 24.229 [10]
15.11.3
Test purpose

1)
To verify that the invoking UE puts the call to hold with a correct exchange of  SIP/SDP protocol signalling messages; and

2)
To verify that the invoking UE is able to resume the call with a correct exchange of  SIP/SDP protocol signalling messages.
15.11.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in Annex C.7 up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No) 

Support for MTSI
(Yes/No)

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Hold
(Yes/No)
Support for sending RTCP while call is being hold
(Yes/No)

Support for suppressing RTCP during the active two-way voice sessions
(Yes/No)
IMS security (Yes/No)

GIBA (Yes/No)
Test procedure

1)
Call hold is initiated on the UE. SS waits the UE to send an INVITE or UPDATE request with a SDP offer

2)
If UE sent an INVITE request in step 1, SS responds to the it with a 100 Trying response. No such response is sent for UPDATE.

3)
SS responds to the INVITE or UPDATE request with valid 200 OK response.

4)
If UE sent an INVITE in step 1 SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

5)
Call resume is initiated on the UE. SS waits the UE to send an INVITE or UPDATE request with a SDP offer

6)
If UE sent an INVITE request in step 5, SS responds to the it with a 100 Trying response. No such response is sent for UPDATE.

7)
SS responds to the INVITE or UPDATE request with valid 200 OK response.

8)
If UE sent an INVITE in step 5 SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

9)
Call is released on the UE. SS waits the UE to send a BYE request.

10)
SS responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE or UPDATE
	UE sends INVITE or UPDATE with a SDP offer indicating all medias either as inactive or sendonly

	2
	(
	100 Trying
	Optional: The SS responds to the INVITE with a 100 Trying provisional response

	3
	(
	200 OK
	The SS responds INVITE or UPDATE with 200 OK to indicate that the remote UE is no more sending any media

	4
	(
	ACK
	Optional: If  the UE sent INVITE in step 1 then UE acknowledges the receipt of 200 OK for INVITE

	5
	(
	INVITE or UPDATE
	UE sends INVITE or UPDATE with a SDP offer indicating all medias either as recvonly or sendrecv

	6
	(
	100 Trying
	Optional: The SS responds to the INVITE with a 100 Trying provisional response

	7
	(
	200 OK
	The SS responds INVITE or UPDATE with 200 OK to indicate that the remote UE can again send media

	8
	(
	ACK
	Optional: If  the UE sent INVITE in step 5 then UE acknowledges the receipt of 200 OK for INVITE

	9
	(
	BYE
	The UE releases the call with BYE

	10
	(
	200 OK
	The SS sends 200 OK for BYE


Specific Message Contents

INVITE or UPDATE (Step 1)

Use the default message “INVITE for MO call setup” in annex A.2.1 or “UPDATE” in annex A.2.5.
For the contents of the SDP body see test requirement details.
100 Trying for INVITE (Step 2) optional step used when UE sent INVITE in step 1

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE or UPDATE (Step 3)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SDP body of the 200 OK response copied from the received INVITE or UPDATE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should send the media; and

- every "sendonly" directionality attribute inverted to "recvonly"


ACK (Step 4) optional step used when UE sent INVITE in step 1

Use the default message “ACK” in annex A.2.7.

INVITE or UPDATE (Step 5)

Use the default message “INVITE for MO call setup” in annex A.2.1 or “UPDATE” in annex A.2.5.
For the contents of the SDP body see test requirement details.
100 Trying for INVITE (Step 6) optional step used when UE sent INVITE in step 5

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE or UPDATE (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SDP body of the 200 OK response copied from the received INVITE or UPDATE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should send the media; and

- every "sendonly" directionality attribute inverted to "recvonly"


ACK (Step 8) optional step used when UE sent INVITE in step 5

Use the default message “ACK” in annex A.2.7.

BYE (Step 9)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 10)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
15.11.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 1: the UE shall send an INVITE or UPDATE message with correct content. The UE shall include the same lines in the SDP body as in its previous offer but with the following exceptions:

-
Version number of the SDP shall be incremented by one; and
-
If the UE supports sending RTCP while the call is being hold, it shall add a "b=" line for the RTCP "RS" bandwidth modifier, proposing a value greater than zero; and

-
If the UE supports sending RTCP while the call is being hold, it shall add a "b=" line for the RTCP "RR" bandwidth modifier, proposing a value greater than zero; and
-
Either to add a session level direction attribute (and remove the direction attributes of all the media lines) or modify the direction attributes of all the media lines as follows:

-
If the directionality of the media lines were originally as "recvonly" then the directionality attributes within the INVITE in step 1 shall be "inactive"  

-
If the directionality of the media lines were originally as "sendrecv"then the directionality attributes within the INVITE in step 1 shall be "sendonly"

...

Step 5: the UE shall send an INVITE or UPDATE message so that the value of the directionality attributes within the SDP body have been restored to their original values. The UE may use either a single session level attribute or separate attributes for each media line. Version number of the SDP shall again be incremented by one. If the UE suppresses RTCP during the active two-way voice sessions, the values of RTCP "RR" and “RS” bandwidth modifiers shall be returned back to zero.
15.12
MT Call Hold without announcement

15.12.1
Definition and applicability
Test to verify that the UE correctly performs IMS mobile terminated call hold and resume. This process is described in 3GPP TS 24.610 [ee]. The test case is applicable for IMS security or GIBA.
15.12.2
Conformance requirement

[TS 24.610 clause 4.5.2.9]:

Basic communication procedures according to TS 24.229 shall apply.
[TS 24.229 clause 6.1.1]:

If the media line in the SDP indicates the usage of RTP/RTCP, and if the UE is configured to request an RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in RFC 3556, then in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 to specify the required bandwidth allocation for RTCP. The bandwidth-value in the b=RS: and b=RR: lines may include transport overhead as described in subclause 6.1 of RFC 3890.

For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in or 3GPP 29.213.

NOTE 1:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifier will typically get the value of zero.
[TS 26.114  clause 7.3.1]:

RTCP packets should be sent for all types of multimedia sessions to enable synchronization with other RTP transported media, remote end-point aliveness information, monitoring of the transmission quality, and carriage of feedback messages such as TMMBR for video and RTCP APP for speech. Point-to-point speech only sessions may not require these functionalities and may therefore turn off RTCP by setting the SDP bandwidth modifiers (RR and RS) to zero. When RTCP is turned off (for point-to-point speech only sessions) and the media is put on hold, the MTSI client should re-negotiate the RTCP bandwidth with SDP bandwidth modifiers values greater than zero, and send RTCP packets to the other end. This allows the remote end to detect link aliveness during hold. When media is resumed, the resuming MTSI client should turn off the RTCP sending again through a re-negotiation of the RTCP bandwidth with SDP bandwidth modifiers equal to zero.

Reference(s)

3GPP TS 24.610 [ee], TS 24.229 [10]
15.12.3
Test purpose

1)
To verify that the held UE responds correctly to call hold and resume requests from SS.

15.12.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in Annex C.7 up to its last step.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No) 

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Communication Hold
(Yes/No)
Support for sending RTCP while call is being hold
(Yes/No)

IMS security (Yes/No)

GIBA (Yes/No)
Test procedure

1)
SS initiates the call hold by sending a re-INVITE to set the media streams into sendonly state.

2)
Optional: SS waits for the UE to respond to the INVITE request with a 100 Trying response.

3)
SS waits for the UE to respond to the INVITE request with valid 200 OK response.

4)
SS sends an ACK to acknowledge receipt of the 200 OK for INVITE.

5)
SS resumes the call by sending another re-INVITE request with a SDP offer to set the media streams into sendrecv state again.
6)
Optional: SS waits for the UE to respond to the INVITE request with a 100 Trying response.

7)
SS waits for the UE to respond to the INVITE request with valid 200 OK response.

8)
SS sends an ACK to acknowledge receipt of the 200 OK for INVITE.

9)
SS sends a BYE request to the UE in order to release the call.

10)
UE responds to the BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	SS sends INVITE with a SDP offer indicating all medias as sendonly

	2
	(
	100 Trying
	Optional: The UE responds with a 100 Trying provisional response

	3
	(
	200 OK
	The UE responds INVITE with 200 OK to indicate that the  UE is no more expecting to receive any media

	4
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE

	5
	(
	INVITE
	SS sends INVITE with a SDP offer indicating all medias as sendrecv

	6
	(
	100 Trying
	Optional: The UE responds with a 100 Trying provisional response

	7
	(
	200 OK
	The UE responds INVITE with 200 OK to indicate that the SS can again send media

	8
	(
	ACK
	The SS acknowledges the receipt of 200 OK for INVITE

	9
	(
	BYE
	The SS releases the call with BYE

	10
	(
	200 OK
	The UE sends 200 OK for BYE


Specific Message Contents

INVITE (Step 1)

Use the default message “INVITE for MT call setup” in annex A.2.9 with the following exceptions:

The SS shall include the same lines in the SDP body as finally accepted for the dialog but change the directionality of all media lines as "sendonly". Version number of the SDP must be incremented by one compared to the previous SDP sent by the SS.

100 Trying for INVITE (Step 2)

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE (Step 3)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Properly generated SDP answer to the SDP offer contained in the INVITE including:


- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

- All the media lines having directionality as "recvonly
- RTCP “RR” and “RS” modifiers having values greater than zero, if the UE supports sending RTCP while call is being hold"




ACK (Step 4)

Use the default message “ACK” in annex A.2.7.

INVITE (Step 5)

Use the default message “INVITE for MT call setup” in annex A.2.9 with the following exceptions:

The SS shall include the same lines in the SDP body as in Step 1 but change the directionality of all media lines as "sendrecv". Version number of the SDP must be incremented by one compared to the previous SDP sent by the SS.

100 Trying for INVITE (Step 6)

Use the default message “100 Trying for INVITE” in annex A.2.2.
200 OK for INVITE (Step 7)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Properly generated SDP answer to the SDP offer contained in the INVITE including:


- All mandatory SDP lines as specified in RFC 4566[27].

- The same number of media lines (“m=”) as in the INVITE.

- All the media lines having directionality as "sendrecv"




ACK (Step 8)

Use the default message “ACK” in annex A.2.7.

BYE (Step 9)

Use the default message “BYE” in annex A.2.8.

200 OK for BYE (Step 10)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
15.12.5
Test requirements

SS must check that the UE correctly responds to all the mid-dialog INVITEs sent by the SS.

<*********** Beginning of the third change ************>
15.15
Subscription to the MWI event package

15.15.1
Definition and applicability
Test to verify that the UE is able to subscribe a MTSI message waiting notification and handle such notifications received after subscription. This process is described in 3GPP TS 24.229 [10] and TS 24.606 [dd]. The test case is applicable for IMS security or GIBA.
15.15.2
Conformance requirement

[TS 24.606, clause 4.1]:

The Message Waiting Indication (MWI) service enables the network, upon the request of a controlling user to indicate to the receiving user, that there is at least one message waiting.

[TS 24.606, clause 4.6]:

The application/simple-message-summary MIME type used to provide Message Summary and Message Waiting Indication Information shall be coded as described in clause 5 of RFC 3842.

The coding of the message types in the message-context-class values shall follow the rules defined in the specifications listed in the "reference" column of table 1.

Table 1: Coding requirements
	Value
	Reference

	voice-message
	RFC 3458

	video-message
	RFC 3938

	fax-message
	RFC 3458

	pager-message
	RFC 3458

	multimedia-message
	RFC 3458

	text-message
	RFC 3458

	none
	RFC 3458


The coding of the additional information about deposited messages in the application/simple-message-summary MIME type body shall be in alignment with the rules defined in clause 25 of RFC 3261 for SIP extension-header (clause 3.5 of RFC 3842) and follow the rules defined in the specifications listed in the "reference" column of table 2.

Table 2: Additional information

	Header
	Description
	Reference

	To:
	Indicates the subscriber's public user identity used by correspondent to deposit a message.
	clause 3.6.3 of RFC 2822

	From:
	Indicates the correspondent's public user identity, if available.
	clause 3.6.2 of RFC 2822

	Subject:
	Indicates the topic of the deposited message as provided by correspondent.
	clause 3.6.5 of RFC 2822

	Date:
	Indicates the time and date information about message deposit.
	clause 3.6.1 of RFC 2822

	Priority:
	Indicates the message priority as provided by correspondent.
	RFC 2156

	Message-ID:
	Indicates a single unique message identity.
	clause 3.6.4 of RFC 2822

	Message-Context:
	Indicates a type or context of message.
	RFC 3458


[TS 24.606, clause 4.7.1]:

The MWI service is immediately activated after successful SUBSCRIBE request from the subscriber's UE, see clause 4.7.2.

The MWI service is deactivated after subscription expiry or after unsuccessful attempt to deliver a notification about message waiting. 

[TS 24.606, clause 4.7.2.1]:

When the subscriber user agent intends to subscribe for status information changes of a message account, it shall generate a SUBSCRIBE request in accordance with RFC 3265 and RFC 3842 and in alignment with the procedures described in TS 24.229.

Depending on the service provisioning the UE will address the SUBSCRIBE request either to one of the subscriber's public user identities or to the public service identity of the message account (see clause 4.5.1).

The subscriber's UE shall implement the "application/simple-message-summary" content type as described in RFC 3842.

Reference(s)

3GPP TS 24.606 clause 4.1, 4.6, 4.7.1 and 4.7.2.1

15.15.3
Test purpose

1)
To verify that when subscribing the message waiting indicator the MTSI UE performs correct exchange of SIP protocol signalling messages; and

2)
After the receipt of the NOTIFY message, if the MS has a UI with the capability to notify the user of a Message Waiting Indication, the MS shall provide the appropriate user indication (which is to be described by the manufacturer) for the message waiting.
15.15.4
Method of test
Initial conditions

UE contains either SIM application  (GIBA), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) but the UE has not yet executed test procedure specified in annex C.14. If public service identity of the message account will be used in the test, that identity is configured to the phone. Otherwise the phone is expected to use the public identity of the user when subscribing to Message Waiting Indication package.
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE (IMS security) and accepted the registration.

Related ICS/IXIT Statement(s)
Support for IMS Multimedia Telephony (Yes/No)

Support for Message Waiting Indication  (Yes/No)
Support for UI capable of showing user notification for Message Waiting Indication (Yes/No)
IMS security (Yes/No)

GIBA (Yes/No)

Description of the user indication for the message waiting.

Test procedure

1)
The UE sends a SUBSCRIBE request for Message Waiting Indication package

2)
SS responds to the SUBSCRIBE request with a valid 200 OK response

3)
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package referring to no messages waiting.

4)
SS waits for the UE to respond the NOTIFY with 200 OK response.

5)
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package containing one messages waiting.

6)
SS waits for the UE to respond the NOTIFY with 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SUBSCRIBE
	UE subscribes to the Message Waiting Indication event package. 

	2
	(
	200 OK
	The SS responds SUBSCRIBE with 200 OK

	3
	(
	NOTIFY
	The SS sends initial NOTIFY for Message Waiting Indication event package 

	4
	(
	200 OK
	The UE responds the NOTIFY with 200 OK

	5
	(
	NOTIFY
	The SS sends another NOTIFY for Message Waiting Indication event package, now referring to one voice message waiting

	6
	(
	200 OK
	The UE responds the NOTIFY with 200 OK


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “GIBA” when applicable

Specific Message Contents

SUBSCRIBE (Step 1)

Use the default message “SUBSCRIBE for Message Waiting Indication package” in annex A.6.1
200 OK for SUBSCRIBE (Step 2)

Use the default message “200 OK for SUBSCRIBE” in annex A.1.5
NOTIFY (Step 3)

Use the default message “NOTIFY for Message Waiting Indication package” in annex A.6.2

200 OK for NOTIFY (Step 4)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

NOTIFY (Step 5)

Use the default message “NOTIFY for Message Waiting Indication package” in annex A.6.2 but with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Messages-Waiting: yes

Message-Account: px_PublicUserIdentity or px_MessageAccountIdentity as in From header
Voice-Message: 1/0 (0/0)

To: <px_PublicUserIdentity>
From: <user2_public1@home1.net>

Subject: call me back!

Message-ID: 27775334485@px_MessageServerDomainName
Message-Context: voice-message




200 OK for NOTIFY (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

15.15.5
Test requirements
The UE shall send requests and responses as described in clause 15.15.4

After step 5, if the UE has a UI with the capability to notify the user of a Message Waiting Indication, it shall indicate to the user the message waiting as per “Description of the user indication for the message waiting”.

<*********** Beginning of the fourth change ************>
15.23
MO Explicit Communication Transfer - Blind Call Transfer

15.23.1
Definition and applicability
Test to verify that the transferor UE correctly performs IMS Multimedia Telephony Explicit Communication Transfer (ECT) without consulting the transfer target prior to the transfer. This process is described in 3GPP TS 24.629 [104], Annex H. The test case is applicable for IMS security or GIBA.
15.23.2
Conformance requirement

[TS 24.629, clause 4.5.2.1]:

A UE that initiates a transfer operation, shall:

-
Issue a REFER request in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

-
The Refer-To header field shall indicate the public address of the transfer Target. 

-
If the transferor UE has a (consultation) communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

-
The Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".
After the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing.

When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog. 

Reference(s)

3GPP TS 24.629, clause 4.5.2.1 [104]
15.23.3
Test purpose

1)
To verify that the transferor UE puts the call to hold before the transfer with a correct exchange of  SIP/SDP protocol signalling messages; and

2)
To verify that the transferor UE issues a correctly composed REFER request to initiate the call transfer; and

3)
To verify that the transferor UE correctly processes the NOTIFYs from the transferee; and

4)
To verify that the transferor UE terminates the dialog with the transferee with a BYE request.
15.23.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up the MO call, by executing the generic test procedure in Annex C.2 or C.2a (GIBA only) up to the last step and thereafter executing the generic test procedure in Annex C.7 up to its last step.
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No) 

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Explicit Communication Transfer - blind transfer
(Yes/No)
IMS security (Yes/No)

GIBA
(Yes/No)

Test procedure

1-4)
Call transfer is initiated on the UE. Steps defined in Annex C.8 are used to put the call into hold.

5)
SS waits the UE to send a REFER request, which refers to the transfer target.
6)
SS responds to the REFER request with a valid 202 Accepted response.

7)
SS sends an initial NOTIFY to tell that the implicit refer subscription is pending.

8)
UE responds to the NOTIFY request with valid 200 OK response.

9)
SS sends the final NOTIFY to tell that the call transfer was successfully completed.

10)
UE responds to the NOTIFY request with a valid 200 OK response.


UE shall send a BYE to terminate its session with SS. However timing of sending the BYE request is not fixedly defined and it may appear any time after step 5.


SS responds to the BYE request with a valid 200 OK response.

NOTE:
Timing of BYE is not shown in the test sequence as it might appear to the SS between any of the messages 5 and 10 or after the message 10. SS shall be prepared to respond the BYE immediately after receiving it from the UE.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Steps defined in Annex C.8
	The same messages as in steps 1 - 4 of Annex C.8 are used

	5
	(
	REFER
	UE sends REFER to SS referring to the transfer target

	6
	(
	202 Accepted
	The SS responds with a 202 final response

	7
	(
	NOTIFY
	The SS sends initial NOTIFY for the implicit subscription created by the REFER request

	8
	(
	200 OK
	The UE responds the NOTIFY with 200 OK

	9
	(
	NOTIFY
	The SS sends a NOTIFY to confirm that the call transfer has been completed

	10
	(
	200 OK
	The UE responds the NOTIFY with 200 OK

	
	
	
	

	
	(
	BYE
	UE shall send a BYE to terminate its session with SS. However timing of sending the BYE request is not fixedly defined and it may appear any time after step 5.

	
	(
	200 OK
	The SS responds the received BYE with 200 OK


Specific Message Contents

REFER (Step 5)

Use the default message “MO REFER” in annex A.2.10  

202 Accepted for REFER (Step 6)

Use the default message “202 Accepted” in annex A.3.3.

NOTIFY (Step 7)

Use the default message “MT NOTIFY for refer package” in annex A.2.11 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SIP/2.0 100 Trying


200 OK for NOTIFY (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
NOTIFY (Step 9)

Use the default message “MT NOTIFY for refer package” in annex A.2.11 with the following exceptions:

	Header/param
	Value/remark

	Subscription-State
	

	
substate-value
	terminated

	
expires
	omitted from the request

	
reason
	noresource

	Message-body
	SIP/2.0 200 OK


200 OK for NOTIFY (Step 10)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

BYE

Use the default message “BYE” in annex A.2.8. 
200 OK for BYE

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
15.23.5
Test requirements

SS must check that the UE sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
SS must check that the UE sends a BYE to terminate its session with the SS at some point during the session transfer.

15.24
MT Explicit Communication Transfer - Blind Call Transfer

15.24.1
Definition and applicability
Test to verify that the transferee UE correctly performs IMS Multimedia Telephony Explicit Communication Transfer (ECT). This process is described in 3GPP TS 24.629 [104]. The test case is applicable for IMS security or GIBA.
15.24.2
Conformance requirement

When a REFER request is received in the context of a call transfer scenario (see clause 4.5.2.4.1), the transferee UE shall perform the following steps: 

1)
apply the procedure for holding the active communication with the transferor as described in 3GPP TS 24.610 clause 4.5.2.1; and

2)
apply normal REFER handling procedures according to 3GPP TS 24.229 .

Reference(s)

3GPP TS 24.629, clause 4.5.2.1 [104]
15.24.3
Test purpose

1)
To verify that the transferee UE is able to put the call to hold before the transfer with a correct exchange of  SIP/SDP protocol signalling messages; and

2)
To verify that the transferee UE correctly processes the REFER request which initiates the call transfer; and

3)
To verify that the transferee UE issues a correctly composed NOTIFYs to the transferor; and

4)
To verify that the transferee UE sets up a new dialog with transfer target by sending an INVITE request; and

5)
To verify that the transferee UE terminates the dialog with the transferor when receiving a BYE request.
15.24.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and set up a MO call by executing test case 12.12 (MO MTSI Voice Call Successful with preconditions) up to the step 12.

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and the MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)

Support for MTSI
(Yes/No)

Support for speech
(Yes/No)

Support for integration of resource management and SIP (use of preconditions)
(Yes/No)

Support for Explicit Communication Transfer - blind transfer
(Yes/No)
IMS security (Yes/No)

GIBA (Yes/No)
Test procedure

1-4) The same procedure as in steps 1 - 4 of subclause 15.12.4 (MT Call hold) are used to put the call into hold.

5)
SS sends to the UE a REFER request, which refers to the transfer target.
6)
SS waits the UE to respond to the REFER request with a valid 202 Accepted response.

7)
SS waits the UE to send an initial NOTIFY to tell that the implicit refer subscription is pending.

8)
SS responds to the NOTIFY request with valid 200 OK response.

9)
SS waits the UE to send an INVITE request to the transfer target
10)
SS responds to the INVITE request with a 100 Trying response

11)
SS responds to the INVITE request with 180 Ringing response. 

12)
SS waits for the UE to send a PRACK request.

13)
SS responds to the PRACK request with valid 200 OK response.

14)
SS responds to the INVITE request with a 200 OK response

15)SS waits the UE to send an ACK

16)
SS waits the UE to send the final NOTIFY to tell that the call transfer was successfully completed.

17)
SS responds to the NOTIFY request with a valid 200 OK response.

18)
SS sends a BYE request in order to terminate its session with the UE

19)
SS waits the UE to respond to the BYE request with a valid 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Messages in MT Call Hold test case (subclause 15.12)
	The same messages as in steps 1 - 4 of subclause 15.12.4 are used

	5
	(
	REFER
	SS sends REFER to SS referring to the transfer target

	6
	(
	202 Accepted
	UE responds with a 202 Accepted response

	7
	(
	NOTIFY
	UE sends initial NOTIFY for the implicit subscription created by the REFER request

	8
	(
	200 OK
	SS responds the NOTIFY with 200 OK

	9
	(
	INVITE
	UE sends INVITE to set up a dialog with transfer target. UE indicates the medias and codecs ithe UE supports. The UE has also reserved its resources.

	10
	(
	100 Trying
	SS responds the INVITE with 100 Trying

	11
	(
	180 Ringing
	The SS responds INVITE with 180 Ringing with SDP answer indicating that the resources have been reserved for one single codec selected per each offered media.

	12
	(
	PRACK
	UE acknowledges the receipt of 180 response by sending PRACK

	13
	(
	200 OK
	The SS responds PRACK with 200 OK

	14
	(
	200 OK
	SS responds the INVITE with 200 OK

	15
	(
	ACK
	UE sends the ACK

	16
	(
	NOTIFY
	UE sends a NOTIFY to confirm that the call transfer has been completed

	17
	(
	200 OK
	SS responds the NOTIFY with 200 OK

	18
	(
	BYE
	SS sends a BYE to terminate its session with UE

	19
	(
	200 OK
	UE responds the BYE with 200 OK


Specific Message Contents

REFER (Step 5)

Use the default message “MT REFER” in annex A.2.12  

202 Accepted for REFER (Step 6)

Use the default message “202 Accepted” in annex A.3.3.

NOTIFY (Step 7)

Use the default message “MO NOTIFY for refer package” in annex A.2.13 with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SIP/2.0 100 Trying


200 OK for NOTIFY (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

INVITE (Step 9)

Use the default message “INVITE for MO call setup” in annex A.2.1 with the following exceptions:

	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	SIP or Tel URI of the transfer target

	To
	

	
addr-spec
	SIP or Tel URI of the transfer target

	Supported
	

	
option-tag
	100rel, precondition


For the contents of the SDP body see test requirement details.
100 Trying for INVITE (Step 10)

Use the default message “100 Trying for INVITE” in annex A.2.2.
180 Ringing for INVITE (Step 11)

Use the default message “180 Ringing for INVITE” in annex A.2.6 with the following exceptions:

	Header/param
	Value/remark

	Require
	

	
option-tag

	precondition

	Contact
	

	
addr-spec
	Different URI must be used than the one SS uses when setting up the MO call as this is supposed now to represent another UE to which the call is being forwarded. . 

	Message-body
	SDP body copied from the received INVITE but modified as follows:


- IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and 

- For each media, the SS shall indicate only one codec which the UE also supports

- optional "a=sendonly" line inverted to "a=recvonly" and vice versa

- the "a=" lines describing the current and desired state of the preconditions, updated as follows:

a=curr:qos local [direction-tag] (1
a=curr:qos remote [direction-tag] (2
a=des:qos mandatory local [direction-tag] (1
a=des:qos mandatory remote [direction-tag] (1

1) The value of direction-tags in this message must be the inverse from those of INVITE (both a= lines for local and remote). If the INVITE contained the direction-tag as "recv" this message must have it as "send" and vice versa. The value  "sendrecv" will be kept as is. 

2) The value for direction tag of curr:qos remote must be the inverse of direction tag of curr:qos local within the INVITE. 


PRACK (Step 12)

Use the default message “PRACK” in annex A.2.4. 
200 OK for PRACK (Step 13)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.
200 OK for INVITE (Step 14)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1 with the following exceptions:

	Header/param
	Value/remark

	Contact
	

	
addr-spec
	Same value as in the 180 response of step 11


ACK (Step 15)

Use the default message “ACK” in annex A.2.7.
NOTIFY (Step 16)

Use the default message “MO NOTIFY for refer package” in annex A.2.13 with the following exceptions:

	Header/param
	Value/remark

	Subscription-State
	

	
substate-value
	terminated

	
expires
	omitted from the request

	
reason
	noresource

	Message-body
	SIP/2.0 200 OK


200 OK for NOTIFY (Step 17)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1.

BYE (Step 18)

Use the default message “BYE” in annex A.2.8. 
200 OK for BYE (Step 19)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
15.24.5
Test requirements

SS must check that the UE sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Step 9: the UE shall send an INVITE message with correct content. The UE shall include the following lines in the SDP body:

-
All mandatory SDP lines, as specified in SDP grammar in RFC 2327 [27] appendix A, including:

-
"o=" line indicating e.g. the session identifier and the IP address of the UE;

-
"c=" line indicating the IP address of the UE for receiving the media flow;

-
Media description lines for the speech media proposed by UE for the transferred call. For the speech media at least the following lines must exist within the SDP:

-
"m=" line describing the media type as audio, transport port and protocol used for media and media format as RTP/AVP;

-
"b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media;

-
extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line. The UE shall offer at least the mandatory AMR codec;

-
"a=" line for fmtp attribute per each rtpmap attribute. The fmtp attribute must cover at least the following parameters defined in RFC 4867 [67] for the AMR codec:
mode-change-capability with value 2
max-red with a value between 0 and 65535

-
an a=sendrecv line

-
four "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [31]. At this stage of the call setup the lines shall be as follows:
a=curr:qos local sendrecv
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos [none, optional or mandatory] remote [send, recv or sendrecv]
These four "a=" lines may appear in any order.
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