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4.1.4
LPP Messages

Each LPP transaction involves the exchange of one or more LPP messages between the location server and the target device.  The general format of an LPP message consists of a set of common fields followed by a body.  The body (which may be empty) contains information specific to a particular message type. Each message type contains information specific to one or more positioning methods and/or information commom to all positioning methods.

The common fields are as follows:

	Field
	Role

	Transaction ID
	Identify messages belonging to the same transaction

	Transaction End Flag
	Indicate when a transaction (e.g. one with periodic responses) has ended

	Sequence Number
	Enable detection of a duplicate LPP message at a receiver

	Acknowledgment
	Enable an acknowledgment to be either requested or returned for any LPP message



NOTE:
use of the transaction ID and Transaction End fields conform to the procedures in clause 5 and are independent of the means used to transport LPP messages (e.g. whether using a NAS MO-LR Request, NAS Generic Transport or User Plane solution)

The following message types are defined:

-
Request Capabilities;

-
Provide Capabilities;

-
Request Assistance Data;

-
Provide Assistance Data;

-
Request Location Information;

-
Provide Location Information;

-
Abort;

-
Error.

4.2
Common LPP Session Procedure

The purpose of this procedure is to support an LPP session comprising a sequence of LPP transactions. The procedure is described in Figure 4.2-1.
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Figure 4.2-1 LPP Session Procedure

1.
Endpoint A, which may be either the target or the server, initiates an LPP session by sending an LPP message for an initial LPP transaction j to the other endpoint B (which has an opposite role to A). 

2.
Endpoints A and B may exchange further messages to continue the transaction started in step 1.

3.
Either endpoint may instigate further transactions by sending additional LPP messages. 

4.
A session is terminated by a final transaction N in which LPP messages will be exchanged between the two endpoints.

Within each transaction, all constituent messages shall contain the same transaction identifier.  The last message sent in each transaction shall have the field “Transaction end indicator” set to TRUE.  Transactions that occur in parallel shall use different transaction IDs; transaction IDs for completed transactions may be reused at any time after the final message of the previous transaction with the same ID is known to have been received..

4.3
LPP Transport

4.3.1
Transport Layer Requirements 

LPP requires reliable, in sequence delivery of LPP messages from the underlying transport layers. If the transport layer is reliable and provides in-sequence delivery (e.g., SUPL), no additional support for reliable transfer of messages is needed at the LPP level. However, LPP provides its own support for reliable in sequence delivery of LPP messages in the case of an underlying transport layer that is not fully reliable. This section describes the transport capabilities that are available within LPP.
4.3.2
LPP Duplicate Detection

A sender may include a sequence number in some or all LPP messages sent for a particular location session. The sequence number shall be distinct for different LPP messages sent in the same direction in the same location session – e.g. may start at zero in the first LPP message and increase monotonically in each succeeding LPP message. Sequence numbers used in the uplink and downlink are independent (e.g. can be the same).
A receiver records the most recent received sequence number for each location session. If a message is received carrying the same sequence number as that last received for the associated location session, it shall be discarded. Otherwise (i.e. if the sequence number is different or if no sequence number was previously received or if no sequence number is included), the message shall be processed.

Sending and receiving sequence numbers shall be deleted in a server when the associated location session is terminated and shall be deleted in a target device when there has been no activity for a particular location session for 10 minutes.

NOTE:
For LPP control plane use, a target device can be aware of a location session from information provided at the NAS level for downlink transport of an LPP message.

4.3.3
LPP Acknowledgment

4.3.3.1
General

Each LPP message may carry either an acknowledgment request indicator or an acknowledgement indicator. Upon reception of an LPP message which includes a request for acknowledgment, a receiver returns an acknowledgement response that includes the same sequence number if the message being acknowledged contains a sequence number. An acknowledgment response may contain no LPP message body (in which case only the sequence number being acknowledged is significant); alternatively, the acknowledgment may be sent in an LPP message along with an LPP message body. An acknowledgment is returned for each received LPP message including any duplicate. Once a sender receives an acknowledgment for an LPP message and provided any included sequence number is matching, it is permitted to send the next LPP message. No message reordering is needed at the receiver since this stop and wait method of sending ensures that messages normally arrive in the correct order.
When an LPP message is transported via a NAS MO-LR request, the message does not request an acknowledgment.
4.3.3.2
Procedure related to Acknowledgment

Figure 4.3.3.2-1 shows the procedure related to acknowledgment.
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Figure 4.3.3.2-1: LPP Acknowledgment procedure

1.
Endpoint A sends an LPP message N to Endpoint B and includes a request for acknowledgment.

2.
If LPP message N is received (regardless of whether the message body can be correctly decoded), Endpoint B returns an acknowledgment for message N. The acknowledgment contains the same sequence number as that in message N if included. 

3.
When the acknowledgment for LPP message N is received and provided any included sequence number matches that in message N, Endpoint A sends the next LPP message N+1 to Endpoint B when this message is available.

Editor's Note:
For step 3, it is assumed that LPP retransmission is used to ensure that either an acknowledgment is eventually received or all LPP activity for the location session is aborted. If LPP retransmission is not used, an additional mechanism is needed to detect and recover from message and acknowledgment loss (i.e. to avoid LPP transmission becoming blocked).

4.3.4
LPP Retransmission

4.3.4.1
General

This capability builds on the acknowledgment and duplicate detection capabilities. When an LPP message which requires acknowledgement is sent and not acknowledged, it is resent by the sender following a timeout period up to three times. If still unacknowledged after that, the sender aborts all LPP activity for the associated session. The timeout period is determined by the sender implementation but shall not be less than a minimum value of [FFS].

4.3.4.2
Procedure related to Retransmission

Figure 4.3.4.2-1 shows the procedure related to retransmission when combined with acknowledgment and duplicate detection.
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Figure 4.3.4.2-1: LPP Retransmission procedure

1.
Endpoint A sends an LPP message N to Endpoint B for a particular location session and includes a request for acknowledgment.

2.
If LPP message N is received (regardless of whether the message body can be correctly decoded), Endpoint B returns an acknowledgment for message N. If the acknowledgment is received by Endpoint A (such that the acknowledged message can be identified and any included sequence numbers are matching), Endpoint A skips steps 3 and 4.

3.
If the acknowledgment in step 2 is not received after a timeout period, Endpoint A retransmits LPP message N and includes the same sequence number as in step 1 if a sequence number was included in step 1.

4.
If LPP message N in step 3 is received (regardless of whether the message body can be correctly decoded and whether or not the message is considered a duplicate), Endpoint B returns an acknowledgment. Steps 3 and 4 may be repeated one or more  times if the acknowledgment in step 3 is not received after a timeout period by Endpoint A. If the acknowledgment in step 4 is still not received after sending three retransmissions, Endpoint A aborts all procedures and activity associated with LPP support for the particular location session. 

5.
Once an acknowledgment in step 2 or step 4 is received, Endpoint A sends the next LPP message N+1 for the location session to Endpoint B when this message is available.

5
LPP Procedures

5.1
Procedures related to capability transfer

The purpose of the procedures that are grouped together in this section is to enable the transfer of capabilities from the target device to the server. Capabilities in this context refer to positioning and protocol capabilities related to LPP and the positioning methods supported by LPP.

These procedures instantiate the Capability Transfer transaction from 3GPP TS 36.305 [2].

5.1.1
Capability Transfer procedure

The Capability Transfer procedure is shown in Figure 5.1.1-1.
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Figure 5.1.1-1: LPP Capability Transfer procedure

1.
The server sends a RequestCapabilities message to the target. The server may indicate the types of capability needed. 

2.
The target responds with a ProvideCapabilities message to the server. The capabilities shall correspond to any capability types specified in step 1.  This message carries an end transaction indication.

5.1.2
Capability Indication procedure

 The Capability Indication procedure allows the target to provide unsolicited capabilities to the server and is shown in Figure 5.1.2-1.
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Figure 5.1.2-1: LPP Capability Indication procedure

1.
The target sends a ProvideCapabilities message to the server. This message carries an end transaction indication.

5.1.3
Reception of LPP Request Capabilities

Upon receiving a RequestCapabilities message, the target device shall generate a ProvideCapabilities message as a response.

The target device shall:

1>
for each positioning method for which a request for capabilities is included in the message:

2>
 if the target device supports this positioning method:

3>
include the capabilities of the device for that supported positioning method in the response message;

1>
set the IE LPP-TransactionID in the response message to the same value as the IE LPP-TransactionID in the received message;

1>
deliver the response message to lower layers for transmission.

5.1.4
Transmission of LPP Provide Capabilities

When triggered to transmit a ProvideCapabilities message, the target device shall:

1>
for each positioning method whose capabilities are to be indicated:

2>
set the corresponding IE to include the device’s capabilities;

1>
deliver the response to lower layers for transmission.

5.2
Procedures related to Assistance Data Transfer

The purpose of the procedures in this section is to enable the target to request assistance data from the server to assist in positioning, and to enable the server to transfer assistance data to the target in the absence of a request.

These procedures instantiate the Assistance Data Transfer transaction from 3GPP TS 36.305 [2].

5.2.1
Assistance Data Transfer procedure

The Assistance Data Transfer procedure is shown in Figure 5.2.1-1.
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Figure 5.2.1-1: LPP Assistance data transfer procedure

1.
The target sends a RequestAssistanceData message to the server. 

2.
The server responds with a ProvideAssistanceData message to the target containing assistance data. The transferred assistance data should match or be a subset of the assistance data requested in step 1.

3.
The server may transmit one or more additional ProvideAssistanceData messages to the target containing further assistance data. The transferred assistance data should match or be a subset of the assistance data requested in step 1.  The last message carries an end transaction indication.

5.2.2
Assistance Data Delivery procedure

The Assistance Data Delivery  procedure allows the server to provide unsolicited assistance data to the target and is shown in Figure 5.2.2-1.
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Figure 5.2.2-1: LPP Assistance data transfer procedure

1.
The server sends a ProvideAssistanceData message to the target containing assistance data.  This message may contain an end transaction indication.

5.2.3
Transmission of LPP Request Assistance Data

When triggered to transmit a RequestAssistanceData message, the target device shall:

1>
set the IEs for the positioning-method-specific request for assistance data to request the data indicated by upper layers.

5.2.4
Reception of LPP Provide Assistance Data

Upon receiving a ProvideAssistanceData message, the target device shall:

1>
for each positioning method contained in the Body:

2>
deliver the related assistance data to upper layers.

5.3
Procedures related to Location Information Transfer

The purpose of the procedures in this section is to enable the server to request location measurement data and/or a location estimate from the target, and to enable the target to transfer location measurement data and/or a location estimate to a server in the absence of a request.

These procedures instantiate the Location Information Transfer transaction in 3GPP TS 36.305 [2].

NOTE:
The service layer (e.g. NAS or OMA SUPL ULP) would be used to transfer information associated with a location request from a target to a server (MO-LR).

5.3.1
Location Information Transfer procedure

The Location Information Transfer procedure is shown in Figure 5.3.1-1.
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Figure 5.3.1-1: LPP Location Information transfer procedure

1.
The server sends a RequestLocationInformation message to the target to request location information, indicating the type of location information needed and potentially the associated QoS. 

2.
The target sends a ProvideLocationInformation message to the server to transfer location information. The location information transferred should match or be a subset of the location information requested in step 1 unless the server explicitly allows additional location information. This message may carry an end transaction indication. 

3.
If requested in step 1, the target sends additional ProvideLocationInformation messages to the server to transfer location information. The location information transferred should match or be a subset of the location information requested in step 1 unless the server explicitly allows additional location information. The last message carries an end transaction indication. 

5.3.2
Location Information Delivery procedure

The Location Information Delivery allows the target to provide unsolicited location information to the server and  procedure is shown in Figure 5.3.2-1.
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Figure 5.3.2-1: LPP Location Information Delivery procedure

1.
The target sends a ProvideLocationInformation message to the server to transfer location information. This message may carry an end transaction indication. 

5.3.3
Reception of Request Location Information

Upon receiving a RequestLocationInformation message, the target device shall:

1>
if the requested information is compatible with the target device capabilities and configuration:

2>
include the requested information in a ProvideLocationInformation message;

2>
set the IE LPP-TransactionID in the response to the same value as the IE LPP-TransactionID in the received message;

2>
deliver the ProvideLocationInformation message to lower layers for transmission.

1>
otherwise:

2>
if one or more positioning methods are included that the target device does not support:

3>
Continue to process the message as if it contained only information for the supported positioning methods.

3>
Handle the signaling content of the not supported positioning methods by LPP error detection as in 5.4.3.

5.3.4
Transmission of Provide Location Information

When triggered to transmit ProvideLocationInformation message, the target device shall:

1>
for each positioning method contained in the message:

2>
set the corresponding IE to include the available location information;
1>
deliver the response to lower layers for transmission.

5.4
Error Handling Procedures

5.4.1

General

This sub-clause describes how a receiving entity (target device or location server) behaves in cases when it receives erroneous or unexpected data or detects that certain data are missing. 

5.4.2
Procedures related to Error Indication

Figure 5.4.2-1 shows the procedure related to Error indication.
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Figure 5.4.2-1: LPP Error Indication procedure

1.
Endpoint A sends an LPP message to Endpoint B. 

2.
Endpoint B determines that the LPP message in step 1 contains an error and is not an LPP Error or Abort message. Endpoint B returns an Error message to Endpoint A indicating the error or errors and discards the message in step 1.

5.4.3
LPP Error Detection

Upon receiving any LPP message, the receiving entity shall attempt to decode the message and verify the presence of any errors prior to using the following procedure:

1>
if decoding errors are encountered:

2>
if decoding cannot determine the LPP-TransactionID:

3>
discard the message and stop error detection.

2>
if decoding can determine that the message is not an LPP Error or Abort message:
3>
return an LPP Error message to the sender and include the received LPP-TransactionID and type of error;

3>
discard the message and stop error detection;

1>
if the message is a duplicate of previously received message

2>
discard the message and stop error detection.

1>
if the LPP-TransactionID matches the LPP-TransactionID for a procedure that is still ongoing for the same session and the message type is invalid for the current state of the procedure:

2>
abort the ongoing procedure;

2>
return an Error message to the sender and include the received transaction ID and type of error;

2>
discard the message and stop error detection.

1> if the message type is an LPP RequestCapabilities and some of the requested information is not supported:

2>
return any information that can be provided in a normal response.
1>
if the message type is an LPP RequestAssistanceData, or RequestLocationInformation and some or all of the requested information is not supported:

2>
return any information that can be provided in a normal response, which includes indications on other information that is not supported.

5.4.4
Reception of an LPP Error Message 

Upon receiving an Error message, a device shall:

1>
abort any ongoing procedure associated with the LPP-TransactionID indicated in the message.

The device may:

1>
restart the aborted procedure taking into consideration the returned error information.

5.5

Abort Procedure

5.5.1
General

The purpose of the abort procedure is to allow the the target device or location server to abort an ongoing procedure due to some unexpected event – e.g. cancelation of a location request by an LCS client. It can also be used to stop an ongoing procedure – e.g. periodic location reporting from the target device.
5.5.2
Procedures related to Abort

Figure 5.5.2-1 shows the Abort procedure.
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Figure 5.5.2-1: LPP Abort procedure

1.
A procedure P is ongoing between endpoints A and B

2.
Endpoint A determines that the procedure must be aborted and sends an Abort message to Endpoint B carrying the transaction ID for procedure P. Endpoint B aborts procedure P.

5.5.3
Reception of an LPP Abort Message 

Upon receiving an Abort message, a device shall:

1>
abort any ongoing procedure associated with the transaction ID indicated in the message.

6
Information Element Abstract Syntax Definition

6.1
General

The contents of each LPP message is specified in sub-clause 6.2 using ASN.1 to specify the message syntax and using tables when needed to provide further detailed information about the information elements specified in the message syntax. The syntax of the information elements that are defined as stand-alone abstract types is further specified in a similar manner in sub-clause 6.3.

The ASN.1 in this section uses the same format and coding conventions as described in Annex A of [12].
6.2
LPP PDU Structure

–
LPP-PDU-Definitions

This ASN.1 segment is the start of the LPP PDU definitions.

-- ASN1START

LPP-PDU-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- ASN1STOP

–
LPP-Message

The LPP-Message provides the complete set of information for an invocation or response pertaining to an LPP transaction.

-- ASN1START

LPP-Message ::= SEQUENCE {


transactionID


LPP-TransactionID
OPTIONAL,
-- Need ON


endTransaction


BOOLEAN,


sequenceNumber


SequenceNumber

OPTIONAL,
-- Need ON


acknowledgment


Acknowledgment

OPTIONAL,
-- Need ON


lpp-MessageBody


LPP-MessageBody

OPTIONAL
-- Need ON

}

SequenceNumber ::= INTEGER (0..255)

Acknowledgment ::= SEQUENCE {


ackRequested
BOOLEAN,


ackIndicator
SequenceNumber

OPTIONAL

}

-- ASN1STOP

	LPP-Message  field descriptions

	sequenceNumber

This field may be included when LPP operates over the control plane and an lpp-MessageBody is included but shall be omitted otherwise.

	Acknowledgment

This field is included in an LPP acknowledgment and in any LPP message requesting an acknowledgment when LPP operates over the control plane and is omitted otherwise

	ackRequested

This field indicates whether an LPP acknowledgment is requested (TRUE) or not (FALSE). A value of TRUE may only be included when an lpp-MessageBody is included.

	ackIndicator

This field indicates the sequence number of the message being acknowledged.

	lpp-MessageBody

This field is omitted in an LPP transport level ack

	transactionID

This field is omitted if an lpp-MessageBody is not present (i.e. in an LPP transport level Ack) or if it is not available to the transmitting entity (e.g., in an LPP-Error message triggered by a message that could not be parsed). If present, this field shall be ignored at a receiver in an LPP transport level Ack. 

	endTransaction

This field indicates whether an LPP message is the last message carrying an lpp-MessageBody in a transaction (TRUE) or not last (FALSE).


–
LPP-MessageBody

The LPP-MessageBody identifies the type of an LPP message and contains all LPP information specifically associated with that type. 

-- ASN1START

LPP-MessageBody ::= CHOICE {


c1





CHOICE {



requestCapabilities


RequestCapabilities,



provideCapabilities


ProvideCapabilities,



requestAssistanceData

RequestAssistanceData,



provideAssistanceData

ProvideAssistanceData,



requestLocationInformation
RequestLocationInformation,



provideLocationInformation
ProvideLocationInformation,


abort





Abort,



error





Error,



spare7 NULL, spare6 NULL, spare5 NULL, spare4 NULL,



spare3 NULL, spare2 NULL, spare1 NULL, spare0 NULL


},


messageClassExtension
SEQUENCE {}

}

-- ASN1STOP

–
LPP-TransactionID

The LPP-TransactionID identifies a particular LPP transaction and the initiator of the transaction. 

-- ASN1START

LPP-TransactionID ::= SEQUENCE {


initiator



Initiator,


transactionNumber

TransactionNumber,


...

}

Initiator ::= ENUMERATED {


locationServer,


targetDevice,


...

}

TransactionNumber ::= INTEGER (0..255)

-- ASN1STOP
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