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8.4
Handover Signalling

8.4.1

Handover Preparation

8.4.1.1
General

The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.

8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE. 

The source eNB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message. 

In case of intra-system handover, the container shall be encoded according to the definition of the Source eNB to Target eNB Transparent Container IE. In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE. If the handover is to GERAN A/Gb mode then the Source to Target Transparent Container IE shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE.

When the preparation, including the reservation of resources at the target side is ready, the MME responds with the HANDOVER COMMAND message to the source eNB.

If the Target to Source Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

Upon reception of the HANDOVER COMMAND message the source eNB shall stop the timer TS1RELOCprep and start the timer TS1RELOCOverall.
In case of intra-system handover, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE. In case of inter-system handover to UTRAN, the Target to Source Transparent Container IE shall be encoded according to the Target RNC to Source RNC Transparent Container IE definition as specified in [19]. In case of inter-system handover to GERAN A/Gb mode, the Target to Source Transparent Container IE shall be encoded according to the Target BSS to Source BSS Transparent Container IE definition as described in [18].

If there are any E-RABs that could not be admitted in the target, they shall be indicated in the E-RABs to Release List IE.

If the DL forwarding IE is included within the Source eNB to Target eNB Transparent Container IE of the HANDOVER REQUIRED message and it is set to "DL forwarding proposed", it indicates that the source eNB proposes forwarding of downlink data.

If the MME receives the Direct Forwarding Path Availability IE in the HANDOVER REQUIRED message indicating that a direct data path is available, it shall handle it as specified in [11]. 
If the CSG Id IE and no Cell Access Mode IE are received in the HANDOVER REQUIRED message, the MME shall perform the access control according to the CSG Subscription List of that UE and if the access control is successful it shall continue the handover and propagate the CSG Id IE to the target side. 
If the CSG Id IE and the Cell Access Mode IE set to "hybrid" are received in the HANDOVER REQUIRED message, the MME shall provide the membership status of the UE and the CSG Id to the target side.
The source eNB shall include the SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed as defined in [9]. The source eNB shall indicate to the MME in the SRVCC HO Indication IE if the handover shall be prepared for PS and CS domain or only for CS domain. The SRVCC HO Indication IE is set according to the target cell capability. In case the target system is GERAN without DTM HO support, the source eNB shall indicate CS only in the SRVCC HO Indication IE. Otherwise, the source eNB shall indicate PS and CS in the SRVCC HO Indication IE. In case of inter-system handover from E-UTRAN, the source eNB shall indicate in the Target ID IE, in case of inter-system handover to UTRAN, the Target RNC-ID of the RNC, in case of inter-system handover to GERAN A/Gb mode the Cell Global Identity (including the Routing Area Code) of the cell in the target system.

In case the SRVCC operation is performed, SRVCC HO Indication IE indicates that handover shall be prepared only for CS domain, the source eNB shall include in the HANDOVER REQUIRED message one Source to Target Transparent Container IEs and encode the information in the Source to Target Transparent Container IE according to the definition of the Old BSS to New BSS information IE as specified in [23].

In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the source eNB shall include in the HANDOVER REQUIRED message the Source to Target Transparent Container IE and the Source to Target Transparent Container Secondary IE. The first shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE as described in [18]. The second shall be encoded according to the definition of the Old BSS to New BSS information IE as specified in [23].

-
the target system is UTRAN, then the source eNB shall include in the HANDOVER REQUIRED message the Source to Target Transparent Container IE encoded according to the definition of the Source RNC to the Target RNC Transparent Container IE as specified in [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE.
In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared only for CS domain, the corresponding HANDOVER COMMAND message shall contain one Target to Source Transparent Container IE that shall be encoded according to the definition of the Layer 3 Information IE as specified in [23].

In case the SRVCC operation is performed, SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the corresponding HANDOVER COMMAND message shall contain the Target to Source Transparent Container IE and the Target to Source Transparent Container Secondary IE. The first IE shall be encoded according to the definition of the Layer 3 Information IE as specified in [23]. The second IE shall be encoded according to the definition of the Target BSS to Source BSS Transparent Container IE as specified in [18].

-    the target system is UTRAN, then the corresponding HANDOVER COMMAND message shall contain Target to Source Transparent Container IE encoded according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in [19].
If the HANDOVER COMMAND message contains DL GTP-TEID IE and DL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB accepts the forwarding of downlink data for this bearer, proposed by the source eNB.

If the HANDOVER COMMAND message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB requests forwarding of uplink data for this bearer.

Interactions with E-RAB Management procedures:

If, after a HANDOVER REQUIRED message is sent and before the Handover Preparation procedure is terminated, the source eNB receives a MME initiated E-RAB Management procedure on the same UE associated signaling connection, the source eNB shall either:

1.
cancel the Handover Preparation procedure by executing the Handover Cancel procedure with an appropriate cause value . After successful completion of the Handover Cancel procedure, the source eNB shall continue the MME initiated E-RAB Management procedure

or

2. terminate the MME initiated E-RAB Management procedure by sending the appropriate response message with an appropriate cause value e.g. "S1 intra system Handover Triggered", "S1 inter system Handover Triggered" to the MME and then the source eNB shall continue with the handover procedure.

8.4.1.3
Unsuccessful Operation
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Figure 8.4.1.3-1: Handover preparation: unsuccessful operation

If the EPC or the target system is not able to accept any of the bearers or a failure occurs during the Handover Preparation, the MME sends the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNB. 
If the CSG Id IE and no Cell Access Mode IE are received in the HANDOVER REQUIRED message and the access control is unsuccessful the MME shall send the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNB. Upon reception, the source eNB may decide to prevent handover for that UE towards closed access mode cells with corresponding CSG Id.
Interaction with Handover Cancel procedure:

If there is no response from the EPC to the HANDOVER REQUIRED message before timer TS1RELOCprep expires in the source eNB, the source eNB should cancel the Handover Preparation procedure by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source eNB shall ignore any HANDOVER COMMAND or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure. 

8.4.1.4
Abnormal Conditions

If the eNB receives some E-RAB ID included in the E-RABs Subject to Forwarding List IE without any associated DL GTP-TEID and DL Transport Layer Address pair or UL GTP-TEID and UL Transport Layer Address pair, it shall terminate the procedure as a logical error.
8.4.2
Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has some particular ARP values [11].

The eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to determine a target cell for handover. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

Upon receiption of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the received SRVCC operation possible in the UE context and use it as defined in [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in [15] 

If the Trace activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in [10].
If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to "member", the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell. 
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
After all necessary resources for the admitted E-RABs have been allocated the target eNB generates the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell shall be included in the E-RABs Failed to Setup List IE.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to "DL forwarding proposed", the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE IE within the E-RABs Admitted List IEs IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains UL GTP-TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Admitted List IE then the target eNB requests forwarding of uplink data for this bearer.

If the Request Type IE is included in the HANDOVER REQUEST message then the target eNB should perform the requested location reporting functionality for the UE as described in section 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB [15], the eNB shall take it into use and ignore the keys received in the Security Context IE.
8.4.2.3
Unsuccessful Operation
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Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation

If the target eNB does not admit at least one non-GBR E-RAB, or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the MME with an appropriate cause value. 
If the target eNB does not receive the CSG Membership Status IE but does receive the CSG Id IE in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id of the target cell, the eNB shall send the HANDOVER FAILURE message to the MME with an appropriate cause value.
If the target eNB receives a HANDOVER REQUEST message containing RRC Container IE that does not include required information as specified in [16], the target eNB shall send the HANDOVER FAILURE message to the MME.
8.4.2.4
Abnormal Conditions

If the eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall not admit the corresponding E-RAB. 

If the eNB receives a HANDOVER REQUEST message containing several E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the eNB shall not admit the corresponding E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is not contained in the Source eNB to Target eNB Transparent Container IE whereas available in the source eNB, the target eNB shall trigger a local error handling.

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 in all UEs [15], do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the eNB [15], the eNB shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE  plus the mandated support of the EIA0 algorithm in all UEs [15], do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the eNB [15] , the eNB shall reject the procedure using the HANDOVER FAILURE message.

9.1.5.1
HANDOVER REQUIRED

This message is sent by the source eNB to the MME to request the preparation of resources at the target.

Direction: eNB ( MME.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	Target ID
	M
	
	9.2.1.6
	
	YES
	reject

	Direct Forwarding Path Availability
	O
	
	9.2.3.15
	
	YES
	ignore

	SRVCC HO Indication
	O
	
	9.2.1.59
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	Source to Target Transparent Container Secondary
	O
	
	Source to Target Transparent Container 9.2.1.56
	
	YES
	reject

	MS Classmark 2
	C-

ifSRVCCtoGERAN
	
	9.2.1.64
	
	YES
	reject

	MS Classmark 3
	C-

ifSRVCCtoGERAN
	
	9.2.1.65
	
	YES
	ignore

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	Cell Access Mode
	O
	
	9.2.1.x2
	
	YES
	reject


	Condition
	Explanation

	ifSRVCCtoGERAN
	This IE shall be present if the Handover Type IE is set to the "Value" LTEtoGERAN and the SRVCC HO Indication IE is present.


9.1.5.4
HANDOVER REQUEST

This message is sent by the MME to the target eNB to request the preparation of resources.

Direction: MME ( eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	M
	
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 to <maxnoof E-RABs>
	
	
	EACH
	reject

	>> E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>> Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>> GTP TEID
	M
	
	9.2.2.2
	To deliver UL PDUs
	-
	

	>> E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters
	-
	

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES 
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.x1
	
	YES
	ignore


Editor’s Note: The details of required IEs to indicate security parameters in the message (e.g., encryption and integrity protection information) are FFS.

	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE"


	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.


9.2.1.71
Number of Broadcasts

The Number of Broadcasts IE indicates the number of times that a particular message has been broadcast in a given warning area.

	IE/Group Name
	Presence
	Range
	
IE Type and Reference

	Semantics Description

	Number of Broadcasts
	M
	
	INTEGER(0..65535)
	This IE is set to ‘0’ if valid results are not known or not available. It is set to 65535 if the counter results have overflown.


9.2.1.72
Concurrent Warning Message Indicator
The Concurrent Warning Message Indicator IE indicates to eNB that the received warning message is a new message to be scheduled for concurrent broadcast with any of the other ongoing broadcast of warning messages.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	Concurrent Warning Message Indicator
	M
	
	ENUMERATED(true)
	


9.2.1.x1
CSG Membership Status

This element indicates the membership status of the UE to a particular CSG.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CSG Membership Status
	M
	
	ENUMERATED (member, not-member) 
	


9.2.1.x2
Cell Access Mode

This element indicates the access mode of the cell accessed by the UE.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Cell Access Mode
	M
	
	ENUMERATED (hybrid, …) 
	


9.2.1.3
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the S1AP protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TX2RELOCOverall Expiry, 

Successful Handover,

Release due to E-UTRAN Generated Reason, 
Handover Cancelled, Partial Handover, Handover Failure In Target EPC/eNB Or Target System,

Handover Target not allowed,

TS1RELOCoverall Expiry,

TS1RELOCprep Expiry,

Cell not available,,

Unknown Target ID,

No Radio Resources Available in Target Cell, Unknown or already allocated MME UE S1AP ID,

Unknown or already allocated eNB UE S1AP ID,

Unknown or inconsistent pair of UE S1AP ID, Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell, User inactivity,

Radio Connection With UE Lost, Load Balancing TAU Required, CS Fallback Triggered,

UE Not Available For PS Service, Radio resources not available,

Failure in the Radio Interface Procedure, 

Invalid QoS combination, Inter-RAT redirection,

Interaction with other procedure, Unknown E-RAB ID, Multiple E-RAB ID instances, Encryption and/or integrity protection algorithms not supported, S1 intra system Handover triggered, S1 inter system Handover triggered, X2 Handover triggered
…,

Redirection towards 1xRTT,

Not supported QCI value,

invalid CSG Id)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,

Unspecified,
...)
	

	   > NAS
	
	
	
	

	>> NAS Cause
	M
	
	ENUMERATED (Normal Release,

Authentication failure,

Detach,
Unspecified, 

…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,

Semantic Error,

Abstract Syntax Error (Falsely Constructed Message), Unspecified,...)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, Unknown PLMN, ...)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies

	TX2RELOCOverall Expiry 
	The timer guarding the handover that takes place over X2 has abnormally expired.

	Successful Handover
	Successful handover.

	Release due to E-UTRAN generated reason
	Release is initiated due to E-UTRAN generated reason.

	Handover Cancelled
	The reason for the action is cancellation of Handover

	Partial Handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from MME contained E-RABs to Release List IE and the source eNB estimated service continuity for the UE would be better by not proceeding with handover towards this particular target eNB.

	Handover Failure In Target EPC/eNB Or Target System
	The handover failed due to a failure in target EPC/eNB or target system.

	Handover Target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TS1RELOCoverall Expiry
	The reason for the action is expiry of timer TS1RELOCoverall.

	TS1RELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TS1RELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown Target ID
	Handover rejected because the target ID is not known to the EPC.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown or already allocated MME UE S1AP ID
	The action failed because the MME UE S1AP ID is either unknown, or (for a first message received at the eNB) is known and already allocated to an existing context.

	Unknown or already allocated eNB UE S1AP ID
	The action failed because the eNB UE S1AP ID is either unknown, or (for a first message received at the MME) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE S1AP ID
	The action failed because both UE S1AP IDs are unknown, or are known but do not define a single UE context.

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Time Critical Handover
	handover is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce Load in Serving Cell
	Load on serving cell needs to be reduced.

	User Inactivity
	The action is requested due to user inactivity on all E-RABs e.g. S1 is requested to be released in order to optimise the radio resources.

	Radio Connection With UE Lost
	The action is requested due to loosing the radio connection to the UE.

	Load Balancing TAU Required
	The action is requested for all load balancing and offload cases in the MME.

	CS Fallback triggered
	The action is due to a CS fallback that has been triggered

	UE Not Available for PS Service
	The action is requested due to a Cell Change Order that has been triggered

	Radio resources not available
	No requested radio resources are available

	Invalid QoS combination
	The action was failed because of invalid QoS combination. 

	Inter-RAT Redirection
	The release is requested due to inter-RAT redirection.

	Failure in the Radio Interface Procedure
	Radio interface procedure has failed 

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure

	Unknown E-RAB ID
	The action failed because the E-RAB ID is unknown in the eNB

	Multiple E-RAB ID Instances
	The action failed because multiple instance of the same E-RAB had been provided to the eNB

	Encryption and/or integrity protection algorithms not supported
	The eNB is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	S1 Intra system Handover triggered
	The action is due to a S1 intra system handover that has been triggered.

	S1 Inter system Handover triggered
	The action is due to a S1 inter system handover that has been triggered.

	X2 Handover triggered
	The action is due to a X2 handover that has been triggered.

	Redirection towards 1xRTT
	The release is requested due to redirection towards a 1xRTT system.

	Not supported QCI Value
	The E-RAB setup failed because the requested QCI is not supported.

	Invalid CSG Id
	The CSG ID provided to the target eNB was found invalid.


	Transport Layer cause
	Meaning

	Transport Resource Unavailable
	The required transport resources are not available

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related


	NAS cause
	Meaning

	Normal Release
	The release is normal

	Authentication Failure
	The action is due to authentication failure.

	Detach
	The action is due to detach.

	Unspecified
	Sent when none of the above cause values applies but still the cause is NAS related


	Protocol cause
	Meaning

	Transfer Syntax Error
	The received message included a transfer syntax error.

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerning criticality indicated "reject".

	Abstract Syntax Error (Ignore And Notify)
	The received message included an abstract syntax error and the concerning criticality indicated "ignore and notify".

	
	

	Message Not Compatible With Receiver State
	The received message was not compatible with the receiver state.

	Semantic Error
	The received message included a semantic error.

	Abstract Syntax Error (Falsely Constructed Message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related


	Miscellaneous cause
	Meaning

	Control Processing Overload
	Control processing overload

	Not Enough User Plane Processing Resources Available
	No enough resources are available related to user plane processing.

	Hardware Failure
	Action related to hardware failure

	O&M Intervention
	The action is due to O&M intervention.

	Unspecified Failure
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer, NAS or Protocol.

	Unknown PLMN
	The MME doesn’t identify any PLMN provided by the eNB


9.3.3
PDU Definitions

-- **************************************************************

--

-- PDU definitions for S1AP.

--

-- **************************************************************

S1AP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS


UEAggregateMaximumBitrate,


Cause,


Cdma2000HORequiredIndication,


Cdma2000HOStatus,


Cdma2000OneXSRVCCInfo,


Cdma2000OneXRAND,

Cdma2000PDU,


Cdma2000RATType,


Cdma2000SectorID,


EUTRANRoundTripDelayEstimationInfo,

CNDomain,


ConcurrentWarningMessageIndicator,


CriticalityDiagnostics,


CSFallbackIndicator,


CSG-Id,


CSG-IdList,


Direct-Forwarding-Path-Availability,


Global-ENB-ID,


EUTRAN-CGI,


ENBname,


ENB-StatusTransfer-TransparentContainer,

ENB-UE-S1AP-ID,


GTP-TEID,


GUMMEI,


HandoverRestrictionList,


HandoverType,


MMEname,


MME-UE-S1AP-ID,

MSClassmark2,


MSClassmark3,


NAS-PDU,


NASSecurityParametersfromE-UTRAN,


NASSecurityParameterstoE-UTRAN,

OverloadResponse,


PagingDRX,


PLMNidentity,


RIMTransfer,


RelativeMMECapacity,


RequestType,


E-RAB-ID,


E-RABLevelQoSParameters,


E-RABList,


SecurityKey,


SecurityContext,


ServedGUMMEIs,


SONConfigurationTransfer,


Source-ToTarget-TransparentContainer,


SourceBSS-ToTargetBSS-TransparentContainer,


SourceeNB-ToTargeteNB-TransparentContainer,


SourceRNC-ToTargetRNC-TransparentContainer,


SubscriberProfileIDforRFP,


SRVCCOperationPossible,

SRVCCHOIndication,


SupportedTAs,


TAI,


Target-ToSource-TransparentContainer,


TargetBSS-ToSourceBSS-TransparentContainer,



TargeteNB-ToSourceeNB-TransparentContainer,


TargetID,


TargetRNC-ToSourceRNC-TransparentContainer,


TimeToWait,


TraceActivation,


E-UTRAN-Trace-ID,


TransportLayerAddress,


UEIdentityIndexValue,


UEPagingID,


UERadioCapability,


UE-S1AP-IDs,


UE-associatedLogicalS1-ConnectionItem,


UESecurityCapabilities,


S-TMSI,


MessageIdentifier,


SerialNumber,


WarningAreaList,


RepetitionPeriod,


NumberofBroadcastRequest,


WarningType,


WarningSecurityInfo,


DataCodingScheme,


WarningMessageContents,


BroadcastCompletedAreaList,

RRC-Establishment-Cause,


BroadcastCancelledAreaList,


Cell-Access-Mode,


CSG-Membership-Status
FROM S1AP-IEs


id-NumberofBroadcastRequest,


id-WarningType,


id-WarningSecurityInfo,


id-DataCodingScheme,


id-WarningMessageContents,


id-BroadcastCompletedAreaList,


id-BroadcastCancelledAreaList,


id-RRC-Establishment-Cause,

id-TraceCollectionEntityIPAddress,

id-Cell-Access-Mode,


id-CSG-Membership-Status,

maxnoofTAIs,


maxNrOfErrors,


maxNrOfE-RABs,


maxNrOfIndividualS1ConnectionsToReset,


maxnoofEmergencyAreaID,


maxnoofCellID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI
FROM S1AP-Constants;

<unchanged ASN.1 omitted>
-- **************************************************************

--

-- HANDOVER PREPARATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Handover Required

--

-- **************************************************************

HandoverRequired ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { { HandoverRequiredIEs} },


...

}

HandoverRequiredIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID

 






PRESENCE mandatory
} |


{ ID id-eNB-UE-S1AP-ID






CRITICALITY reject
TYPE ENB-UE-S1AP-ID

 






PRESENCE mandatory
} |


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType

 






PRESENCE mandatory
} |


{ ID id-Cause








CRITICALITY ignore
TYPE Cause

 








PRESENCE mandatory
} |


{ ID id-TargetID







CRITICALITY reject
TYPE TargetID
 








PRESENCE mandatory
} |


{ ID id-Direct-Forwarding-Path-Availability

CRITICALITY ignore
TYPE Direct-Forwarding-Path-Availability

PRESENCE optional } |


{ ID id-SRVCCHOIndication





CRITICALITY reject
TYPE
SRVCCHOIndication






PRESENCE optional }|


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject 
TYPE Source-ToTarget-TransparentContainer 
PRESENCE mandatory }|


{ ID id-Source-ToTarget-TransparentContainer-Secondary 
CRITICALITY reject 
TYPE Source-ToTarget-TransparentContainer 
PRESENCE optional }|

{ ID id-MSClassmark2






CRITICALITY reject
TYPE MSClassmark2








PRESENCE  conditional }|


{ ID id-MSClassmark3






CRITICALITY ignore
TYPE MSClassmark3








PRESENCE conditional }

{ ID id-CSG-Id








CRITICALITY reject
TYPE CSG-Id










PRESENCE optional} |


{ ID id-Cell-Access-Mode





CRITICALITY reject
TYPE Cell-Access-Mode







PRESENCE optional} ,


...

}

<unchanged ASN.1 omitted>
-- **************************************************************

--

-- HANDOVER RESOURCE ALLOCATION ELEMENTARY PROCEDURE

--

-- **************************************************************

-- **************************************************************

--

-- Handover Request

--

-- **************************************************************

HandoverRequest ::= SEQUENCE {


protocolIEs


ProtocolIE-Container       { {HandoverRequestIEs} },


...

}

HandoverRequestIEs S1AP-PROTOCOL-IES ::= {



{ ID id-MME-UE-S1AP-ID






CRITICALITY reject
TYPE MME-UE-S1AP-ID








PRESENCE mandatory
} |


{ ID id-HandoverType






CRITICALITY reject
TYPE HandoverType








PRESENCE mandatory
} |


{ ID id-Cause








CRITICALITY ignore
TYPE Cause

 








PRESENCE mandatory
} |


{ ID id-uEaggregateMaximumBitrate



CRITICALITY reject
TYPE UEAggregateMaximumBitrate




PRESENCE mandatory
}|


{ ID id-E-RABToBeSetupListHOReq




CRITICALITY reject
TYPE E-RABToBeSetupListHOReq

 



PRESENCE mandatory
} |


{ ID id-Source-ToTarget-TransparentContainer
CRITICALITY reject
TYPE Source-ToTarget-TransparentContainer
PRESENCE mandatory
} |


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE mandatory
}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList





PRESENCE optional
}|

{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation







PRESENCE optional
}|


{ ID id-RequestType







CRITICALITY ignore
TYPE RequestType








PRESENCE optional
}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible





PRESENCE optional
}|


{ ID id-SecurityContext






CRITICALITY reject
TYPE SecurityContext







PRESENCE mandatory}|


{ ID id-NASSecurityParameterstoE-UTRAN


CRITICALITY reject
TYPE NASSecurityParameterstoE-UTRAN


PRESENCE conditional


-- This IE shall be present if the Handover Type IE is set to the value "UTRANtoLTE" or "GERANtoLTE" --
}

{ ID id-CSG-Id








CRITICALITY reject
TYPE CSG-Id










PRESENCE optional} |


{ ID id-CSG-Membership-Status




CRITICALITY ignore
TYPE CSG-Membership-Status





PRESENCE optional} ,


...

}

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

<unchanged ASN.1 omitted>
Cause ::= CHOICE {


radioNetwork

CauseRadioNetwork,


transport


CauseTransport,


nas




CauseNas,


protocol


CauseProtocol,


misc



CauseMisc,


...

}

CauseMisc ::= ENUMERATED {


control-processing-overload,


not-enough-user-plane-processing-resources,


hardware-failure,


om-intervention,


unspecified,


unknown-PLMN,
...

}

CauseProtocol ::= ENUMERATED {


transfer-syntax-error,


abstract-syntax-error-reject,


abstract-syntax-error-ignore-and-notify,


message-not-compatible-with-receiver-state,


semantic-error,


abstract-syntax-error-falsely-constructed-message,


unspecified,


...

}

CauseRadioNetwork ::= ENUMERATED {


unspecified,


tx2relocoverall-expiry,


successful-handover,


release-due-to-eutran-generated-reason,


handover-cancelled,



partial-handover,



ho-failure-in-target-EPC-eNB-or-target-system,


ho-target-not-allowed,


tS1relocoverall-expiry,

tS1relocprep-expiry,


cell-not-available,


unknown-targetID,


no-radio-resources-available-in-target-cell,


unknown-mme-ue-s1ap-id,


unknown-enb-ue-s1ap-id,


unknown-pair-ue-s1ap-id,


handover-desirable-for-radio-reason,


time-critical-handover,


resource-optimisation-handover,


reduce-load-in-serving-cell,


user-inactivity,


radio-connection-with-ue-lost,


load-balancing-tau-required,


cs-fallback-triggered,


ue-not-available-for-ps-service,


radio-resources-not-available,


failure-in-radio-interface-procedure,


invalid-qos-combination,


interrat-redirection,


interaction-with-other-procedure,


unknown-E-RAB-ID,


multiple-E-RAB-ID-instances,

encryption-and-or-integrity-protection-algorithms-not-supported,

s1-intra-system-handover-triggered,


s1-inter-system-handover-triggered,


x2-handover-triggered,


...,


redirection-towards-1xRTT,


not-supported-QCI-value,

invalid-CSG-Id
}

CauseTransport ::= ENUMERATED {


transport-resource-unavailable,


unspecified,


...

}

CauseNas ::= ENUMERATED {


normal-release,


authentication-failure,


detach,


unspecified,


...

}
Cell-Access-Mode ::= ENUMERATED {


hybrid,


...

}
<unchanged ASN.1 omitted>
CSG-Id

::= BIT STRING (SIZE (27))

CSG-IdList ::= SEQUENCE (SIZE (1..maxNrOfCSGs)) OF CSG-IdList-Item

CSG-IdList-Item ::= SEQUENCE {


cSG-Id


CSG-Id,


iE-Extensions
ProtocolExtensionContainer { {CSG-IdList-Item-ExtIEs} } OPTIONAL,


...

}

CSG-IdList-Item-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}
CSG-Membership-Status ::= ENUMERATED {


member,


not-member,

}
9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

S1AP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

<unchanged ASN.1 omitted>
id-SONConfigurationTransferECT




ProtocolIE-ID ::= 129
id-SONConfigurationTransferMCT




ProtocolIE-ID ::= 130
id-TraceCollectionEntityIPAddress



ProtocolIE-ID ::= 131

id-MSClassmark2








ProtocolIE-ID ::= 132

id-MSClassmark3








ProtocolIE-ID ::= 133

id-RRC-Establishment-Cause





ProtocolIE-ID ::= 134
id-NASSecurityParametersfromE-UTRAN



ProtocolIE-ID ::= 135

id-NASSecurityParameterstoE-UTRAN



ProtocolIE-ID ::= 136

id-DefaultPagingDRX







ProtocolIE-ID ::= 137
id-Source-ToTarget-TransparentContainer-Secondary
ProtocolIE-ID ::= 138

id-Target-ToSource-TransparentContainer-Secondary
ProtocolIE-ID ::= 139

id-EUTRANRoundTripDelayEstimationInfo


ProtocolIE-ID ::= 140
id-BroadcastCancelledAreaList




ProtocolIE-ID ::= 141

id-ConcurrentWarningMessageIndicator


ProtocolIE-ID ::= 142
id-Cell-Access-Mode







ProtocolIE-ID ::= 145
id-CSG-Membership-Status





ProtocolIE-ID ::= 146
END
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