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1
Introduction

At the 4th meeting of ITU-R Working Party 5D the work on Revision 9 of Recommendation ITU-R M.1457 was addressed with a view towards completion of the Revision 9 update.
2
Status and future action

Working Party 5D intends to finalize all the technology changes proposed for Revision 9 of Recommendation ITU-R M.1457 in the 10-17 June 2009 meeting of WP 5D and to submit the Revision to Study Group 5 for its 7-8 December 2009 meeting. 

Working Party 5D has reviewed the submissions to the 4th meeting of the radio interface technologies revisions under the Circular Letter 95 process:

	M.1457 Section
	Technology
	Document
	Circular Letter 95

	5.5
	FDMA/TDMA
	5D/338
	Section 4


It is requested that the proposed Attachment 1 be confirmed by your organization.

The established deadline for contributions to the June meeting is 1600 hours UTC on 3 June 2009.

In addition, WP 5D reaffirms the previously established deadline for certifications of references and transposition as well as final references and other administrative information as 3 August 2009, resent for your convenience in Attachment 2 of this liaison. 

WP 5D has not at this time defined a final schedule for the initiation and final completion of Revision 10 of Recommendation ITU-R M.1457, however, for planning purposes WP 5D is of the current view that meeting “x” for draft Revision 10 would not occur before meeting #6 (14-21 October 2009).
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Recommendadtion itu-r M.1457-8

5.5
IMT-2000 FDMA/TDMA


5.5.1
Overview of the radio interface


5.5.1.1
Introduction


The IMT-2000 radio interface specifications for FDMA/TDMA technology are defined by a set of ETSI standards. This radio interface is called digital enhanced cordless telecommunications (DECT).


Figure 61 shows the layers of this radio interface.


The individual layers are defined in different parts of the common interface (CI) standard. The standard specifies a TDMA radio interface with TDD. The radio-frequency bit rates for the specified modulation schemes are 1.152 Mbit/s, 2.304 Mbit/s, 3.456 Mbit/s, 4.608 Mbit/s and 6.912 Mbit/s. The standard supports symmetric and asymmetric connections, connection oriented and connectionless data transport. Using multi-carrier-operation with e.g. 3 carriers allows bit rates up to 20 Mbit/s. The network layer contains the protocols for call control, supplementary services, connection oriented message service, connectionless message service and mobility management, including the security and confidentiality services.
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In addition to the CI standard, access profile standards define minimum requirements for accessing specific networks and the interworking to these networks. For example, the generic access profile (GAP) standard defines the requirements when using the speech service and the DECT packet radio service (DPRS) standard defines the requirements for packet data transport.


A high-level description of features and how the relevant ETSI standards interrelate to the different applications can be found in the ETSI Technical Report TR 101 178: “A high-level guide to the DECT standardization”.


This radio interface is a general radio access technology for wireless telecommunications. It is a high capacity digital technology, for wide cell radii ranging from a few metres to several kilometres, depending on application and environment. It provides telephony quality voice services, and a broad range of data services, including ISDN and packet data. It can be effectively implemented in a range from simple residential cordless telephones up to large systems providing a wide range of telecommunications services, including fixed wireless access.


5.5.1.2
General access technology


This technology provides a comprehensive set of protocols which provide the flexibility to interwork between numerous different applications and networks. Thus a local and/or public network is not part 
of this specification. Figure 62 illustrates this.
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The radio interface covers, in principle, only the air interface between the fixed part (FP) and portable part (PP). The interworking unit (IWU) between a network and the fixed radio termination (FT) is network specific and is not part of the CI specification, but the profile specifications define IWUs 
for various networks. Similarly, the end system (ES), the application(s) in a PP is also excluded. The CI specification contains general end-to-end compatibility requirements e.g. on speech transmission. 
The IWU and ES are also subject to general attachment requirements for the relevant public network, 
e.g. the PSTN/ISDN.


NOTE 1 – An ES depends on the application supported in a PP. For a speech telephony application the ES may be a microphone, speaker, keyboard and display. The ES could equally well be a serial computer port, a fax machine or whatever the application requires.


For each specific network, local or global, the specific services and features of that network are made available via the air interface to the users of PPs/handsets. Except for cordless capability and mobility, this standard does not offer a specific service; it is transparent to the services provided by the connected network. 


Thus the CI standard is, and has to be, a tool box with protocols and messages from which a selection is made to access any specific network, and to provide means for market success for simple residential systems as well as for much more complex systems e.g. office ISDN services.


IMT-2000 FDMA/TDMA is very suitable to be used as radio access system to connect to mobile networks. Specifically the access to GSM/UMTS networks has been specified in detail, which allows the provision of GSM/UMTS services via DECT. The multipart TS 101 863 contains the UMTS interworking specification.


The detailed requirements that have governed the standardization efforts of this interface are provided by the ETR 043 – DECT Common Interface Services and Facilities Requirements Specification – where one requirement is flexibility for additions and evolutionary applications. The CI standard has 
a layered structure as indicated in § 5.5.2. It contains a complete set of requirements, procedures and messages. The messages also contain codes that are reserved for evolutionary applications and proprietary extensions. The authentication algorithm and the encryption algorithm are not part of the CI standard, but are obtained from ETSI through a special legal procedure. The administration of global unique identity codes for manufacturing, installation and public operation are also handled by ETSI.


5.5.1.3
Summary of the physical layer


The specification for the physical layer is given in § 5.5.2.1. The tasks of the physical layer can be grouped into five categories:


–
to modulate and demodulate radio carriers with a bit stream of a defined rate to create a radio frequency channel;


–
to acquire and maintain bit and slot synchronization between transmitters and receivers;


–
to transmit or receive a defined number of bits at a requested time and on a particular frequency;


–
to add and remove the synchronization field and the Z-field used for rear end collision detection;


–
to observe the radio environment to report signal strengths.


5.5.1.3.1
The physical channels


The radio access frequency channels as well as a time structure are defined. The carrier spacing is 1.728 MHz. To access the medium in time, a regular TDMA structure with a frame length of 10 ms is used. Within this frame 24 full-slots are created, each consisting of two half-slots. A double slot has a length of two full slots, and starts concurrently with an even numbered full slot.
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Data is transmitted within the frequency, time, and space dimensions using physical packets. Physical packets shall be of one of the following four types:


–
short physical packet P00 (D-field contains 64 symbols):
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–
basic physical packet P32 (the D-field contains 388 symbols):
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–
low capacity physical packet P08 (the D-field contains 148 symbols):
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–
high capacity physical packet P80 (the D-field contains 868 symbols):
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Each physical packet contains a synchronization field S and a data field D. The packets P80, P32 and P08 may contain an optional collision detection field, Z.


The synchronization field S may be used by the receiver for clock and packet synchronization of the radio link. The first 16 bits are a preamble, and the last 16 bits are the packet synchronization word. 
A prolonged preamble field which extends the preamble bit pattern by 16 bits is optional. This prolonged preamble field may be used by a receiver for implementation of an antenna selection diversity algorithm.


5.5.1.3.2
The RF carrier modulation


The modulation method is either Gaussian frequency shift keying (GFSK), with a bandwidth-bit period product of nominally 0.5 or differential phase shift keying (DPSK) or phase amplitude modulation (QAM). Equipment is allowed to use 4-level and/or 8-level and/or 16-level and/or 64‑level modulation in addition to 2-level modulation. This increases the bit rate of single radio equipment by a factor 2 or 3 or 4 or 6, which allows for 4 Mbit/s services. For example, the asymmetric double-slot service with modulation configuration 3 provides up to 5.76 Mbit/s B-field data rate per carrier. The 4-level modulation shall be /4-DQPSK, the 8-level modulation (/8‑D8PSK, the 16-level modulation 16-QAM and the 64-level modulation 64-QAM. It is only allowed to use 4-level and/or 8-level modulation in the B  Z or the A  B  Z fields, whereby the S  A or the S field respectively shall use the /2-DBPSK 2-level modulation. It is only allowed to use 16-level and/or 64-level modulation in the B  Z fields, whereby the S  A field shall use the (/2-DBPSK 2-level modulation. The allowed combinations of modulation schemes are defined in Table 7.


TABLE 7


Allowed combinations of modulation schemes


		Configuration

		S-field

		A-field

		B  Z-field



		1a

		GFSK

		GFSK

		GFSK



		1b

		/2-DBPSK

		/2-DBPSK

		/2-DBPSK



		2

		/2-DBPSK

		/2-DBPSK

		/4-DQPSK



		3

		/2-DBPSK

		/2-DBPSK

		/8-D8PSK



		4a

		/2-DBPSK

		/4-DQPSK

		/4-DQPSK



		4b

		/2-DBPSK

		/8-D8PSK

		/8-D8PSK



		5

		/2-DBPSK

		/2-DBPSK

		16-QAM



		6

		/2-DBPSK

		/2-DBPSK

		64-QAM





Schemes 2, 3, 5 and 6 ensure that equipment with basic 2-level modulation, and equipment with a higher rate option, can efficiently share a common BS infrastructure. The GFSK modulation can be detected for instance in a non-coherent /2‑DPSK receiver, and the /2-DPSK modulation can be detected in a GFSK receiver. Therefore all A-field information including broadcast system information, paging and call control can be received independently of whether configuration 1, 2, 3, 5 or 6 is used.


5.5.1.4
Summary of the MAC layer


The specification for the MAC layer is given in § 5.5.2.2. The MAC layer offers three groups of services to the upper layers and to the management entity:


–
broadcast message control (BMC);


–
connectionless message control (CMC);


–
multi-bearer control (MBC).


The BMC provides a set of continuous point-to-multipoint connectionless services. These are used to carry internal logical channels, and are also offered to the higher layers. These services operate in the direction FT to PT, and are available to all PTs within range.


The CMC provides connectionless point-to-point or point-to-multipoint services to the higher layers. These services may operate in both directions between one specific FT and one or more PTs.


Each instance of MBC provides one of a set of connection oriented point-to-point services to the higher layers. An MBC service may use more than one bearer to provide a single service.


Four types of MAC bearer are defined:


–
Simplex bearer: a simplex bearer is created by allocating one physical channel for transmissions in one direction.


–
Duplex bearer: a duplex bearer is created by a pair of simplex bearers, operating in opposite directions on two physical channels.


–
Double simplex: a double simplex bearer is created by a pair of long simplex bearers operating in the same direction on two physical channels.


–
Double duplex bearer: a double duplex bearer is composed by a pair of duplex bearers referring to the same MAC connection.


A bearer can exist in one of three operational states:


–
Dummy bearer: where there are normally continuous transmissions (i.e. one transmission in every frame).


–
Traffic bearer: where there are continuous point-to-point transmissions. A traffic bearer is a duplex bearer or a double simplex bearer or a double duplex bearer.


–
Connectionless bearer: where there are discontinuous transmissions. A connectionless bearer is either a simplex or a duplex bearer.


The MAC layer defines a logical structure for the physical channels. The user bit rate depends on the selected slot-type, modulation scheme, level of protection and number of slots. Table 8 gives the user bit rates for unprotected single slot operation.


TABLE 8


Bit rates for single slot operation


		

		2-level modulation
(kbit/s)

		4-level modulation
(kbit/s)

		8-level modulation
(kbit/s)

		16-level modulation
(kbit/s)

		64-level modulation
(kbit/s)



		Half slot

		8

		16

		24

		32

		48



		Full slot

		32

		64

		96

		128

		192



		Long slot

		64

		128

		192

		256

		384



		Double slot

		80

		160

		240

		320

		480





5.5.1.5
Summary of the data link control (DLC) layer


The specification for the DLC layer is given in § 5.5.2.3. The DLC layer contains two independent planes of protocol, the C-plane and the U-plane. The C-plane is the control plane of the protocol stacks. The U-plane is the user plane of the protocol stacks.


5.5.1.5.1
C-plane services


The C-plane data link service is provided by two protocol entities called LAPC and Lc. These two protocol entities separate the link access protocol functions from the lower link control functions. The upper LAPC entity uses a protocol derived from the ISDN LAPD protocol. The lower Lc entity buffers and fragments complete LAPC frames (LAPC protocol data units) to/from the MAC layer.


The Lb entity provides a broadcast service in the direction FP to PP. It operates on simple fixed length frames and uses the dedicated MAC layer broadcast service.


5.5.1.5.2
U-plane services


The U-plane services are all optional, in the sense that each service corresponds to a particular requirement, and for any given application only selected services may be implemented. Each U‑plane service is divided into two entities, an upper (LUx) entity and a lower (FBx) entity. The upper (LUx) entity contains all of the service dependent functions, and therefore defines the majority of the procedures. The lower (FBx) entity buffers and fragments the complete U-plane frames (LUx protocol data units) to/from the MAC layer. The following family members have been defined:


LU1:
transparent unprotected service (TRUP)


LU2:
frame relay service (FREL)


LU3:
frame switching service (FSWI)


LU4:
FEC service


LU5:
basic rate adaption service (BRAT)


LU6:
secondary rate adaption service (SRAT)


LU7:
64 kbit/s data bearer service with ARQ mechanism


LU8:
64 kbit/s data bearer service without ARQ mechanism


LU9:
unprotected rate adaption for V series equipment (RAVE) service


LU10:
enhanced data service


LU11:
64 kbit/s data bearer service when A and B fields are both modulated at 4 level


LU12 to LU15:
reserved for standard family member


LU16:
escape for non-standard family (ESC).


5.5.1.6
Summary of the network (NWK) layer


The specification for the C-plane of the NWK layer is given in § 5.5.2.4. It contains no specification for the U‑plane (user plane) because the U-plane is null for all services at the NWK layer.


The NWK layer (Layer 3) protocol contains the following groups of functions:


Link control entity (LCE):  The establishment, operation and release of a C-plane link between the fixed termination and every active portable termination.


Call control (CC) entity:  The establishment, maintenance and release of circuit-switched calls.


Call independent supplementary services (CISS) entity:  The support of call independent supplementary services.


Connection oriented message service (COMS) entity:  The support of connection-oriented messages.


Connectionless message service (CLMS) entity: The support of connectionless messages.


Mobility management (MM) entity:  The management of identities, authentication, location updating, on-air subscription and key allocation.


In addition all of these C-plane entities interface to the lower layer management entity (LLME). This provides coordination of the operations between different NWK layer entities and also between the NWK layer and the lower layers.
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5.5.1.7
Summary of identities and addressing


The specifications for the identities and addressing mechanisms are given in § 5.5.2.5. FP identities are used to inform PPs about the identity of a FP and the access rights to that FP and thereby reduce the number of access attempts from unauthorized portables. A FP broadcasts this information. A PP needs to be able to interpret necessary parts of this broadcast information to detect the access rights to a system or even access rights agreements between system operators, i.e. operators A and B have a bilateral agreement permitting their users to roam between their systems. These agreements can change and cannot therefore be stored in PPs without updating them frequently. Therefore the FP handles access rights information which is embedded in the identity structure. The identity structure provides solutions for residential, public and private environments. This can also be extended to combinations between these environments, e.g. private groups of users within a public network built using this standard, and e.g. public users access to private networks.


PP identities have two main purposes, first to enable a PP to select a valid FP and second to uniquely identify the PP within that FP. For these purposes there are two identities defined. These identities are the portable access rights key (PARK) and the IPUI.


Connection related identities are associated with the peer-to-peer communication. That means that every layer-to-layer connection has an identity. These identities serve the purpose of handshake, protection against co-channel interference, avoiding loss of a connection during bearer and connection handover, etc.








5.5.1.8
Summary of security features


The specifications for the security architecture, the types of cryptographic algorithms required, the way in which they are to be used, and the requirements for integrating the security features provided by the architecture are given in § 5.5.2.6. It also describes how the features can be managed and how they relate to certain fixed systems and local network configurations. 


The security architecture is defined in terms of the security services which are to be supported at the CI, the mechanisms which are to be used to provide the services, and the cryptographic parameters, keys and processes which are associated with these mechanisms.


Two basic security services are specified, which are authentication and encryption. The authentication is used to verify the provided identity. There are four forms defined, which are portable authentication, fixed part authentication, mutual authentication and user authentication. Encryption is used to obtain confidentiality of the data which is transmitted over the air.


5.5.1.9
Coexistence of uncoordinated installations on a common frequency band


The mandatory instant dynamic channel selection messages and procedures provide effective coexistence of uncoordinated private and public systems on the common designated frequency band and avoid any need for traditional frequency planning. Each device has access to all channels (time/frequency combinations). 


When a connection is needed, the channel is selected, that at that instant and at that locality, is least interfered of all the common access channels. This avoids any need for traditional frequency planning, and greatly simplifies the installations. This procedure also provides higher and higher capacity by closer and closer BS installation, while maintaining a high radio link quality. Not needing to split the frequency resource between different services or users gives a very efficient use of the allocated spectrum. There is a large spectrum efficiency gain in sharing spectrum between applications and between operators.


Much unique knowledge and experience is available on the subject of sharing spectrum between uncoordinated installations. Information on this subject has been collected in an ETSI Technical Report, TR 101 310, which describes configurations for typical applications and relevant mixes of these, including residential, office, public and radio local loop (RLL) applications, and the traffic capacity is analysed, mainly by advanced simulations. 


5.5.1.10
Access to different systems by the same PP


Each system, FP, has a broadcasted globally unique access rights identity (ARI). To each ARI are linked the available services, the related protocols and when required e.g. a cipher-key and/or authentication-key. For each service suitable protocols have been selected from the CI tool box to efficiently provide these services.


Similarly each PP (handset) has one or more portable access rights keys (PARKs). One PARK relates to one FP or a group of FPs belonging to the same operator. To each PARK are linked the corresponding FP ARIs, related services and protocols, and when required e.g. a ciphering-key and/or authentication-key.


Thus the same PP will have access to several different types of systems, if equipped with the relevant PARKs and associated protocols. Thus, it is basically not a common protocol for all systems that provide intersystem roaming, but it is that the PP is equipped with access rights and related protocols to the wanted systems. A detailed description of the flexible and powerful identity provisions are found in Part 6 of the CI standard.


5.5.1.11
Access to several applications through the same BS


This radio interface also provides the means for sharing BS or systems between different operators or applications, e.g. hosting private user groups in a large public system, providing public access through a privately owned system, or hosting public access to several service providers in one system owned by one of the service providers.


5.5.1.12
DECT Packet Radio Service (DPRS)


This standard defines the requirements and procedures for packet data transport over the DECT air interface. It specifies the interworking to ISO/IEC 8802-3 (Ethernet), ISO/IEC 8802-5 (Token Ring), Internet Protocol (IP), Point-to-Point Protocol (PPP) and V.24. Figure 69 gives an example of a DECT wireless Ethernet LAN with Distributed Communication and additional voice capability.


FIGURE 69


DECT wireless ethernet (LAN) with distributed communication including voice capability
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5.5.1.13
DECT access to IP-networks


This technical specification defines how DECT can use mobile IP for roaming and how the DECT signalling can be interworked with the “Session Initiation Protocol” (SIP).


5.5.1.14
Open data access profile (ODAP)


This technical specification defines a common architecture and protocol to support home and industrial sensors, alarms, telematics and other machine-to-machine (M2M) messages. The profile provides a low rate (up to 28 kbit/s) protected data service utilizing a single symmetric DECT channel with an option of switching the service to a high data rate.


5.5.1.15
New Generation DECT Part 1: Wideband Speech


This technical specification is the first part of a multi-part standard for “New Generation DECT”. It defines the DECT application profile for wideband speech. In traditional telephony applications the supported bandwidth is 3.1 kHz. Increasing the bandwidth from narrow-band (300 Hz-3 400 Hz) to at least 150 Hz-7 000 Hz range (“wideband”) will allow to increase the speech quality with a feeling of more transparent communication and an increased intelligibility and listening comfort. One typical usage of this profile is for voice over IP.


5.5.1.16
New Generation DECT Part 2: Support of transparent IP packet data


The document describes the packet-mode data service supporting Internet Protocol with efficient spectrum usage and high data rate. The aim is to guarantee a sufficient level of interoperability and to provide an easy route for development of DECT data applications, with the features of the document being a common fall-back option available in all equipment, which is compliant to this profile.

5.5.1.17
New Generation DECT Part 3: Extended Wideband Speech Services


The part 3 "Extended wideband speech services" is defined as an extension of part 1 "Wideband speech service". All devices compliant to part 3 specification shall implement at least all mandatory features defined in part 1 "wideband speech" and all mandatory features of the "Generic Access Profile (GAP)".


The aim of the present document is to guarantee a sufficient level of interoperability and to provide an easy route for development of DECT wideband speech applications, with the features of the present document being a common fall-back option available in all equipment, which is compliant to this profile..


5.5.1.18

Summary of major technical parameters


TABLE 9


		Technical parameter

		Value

		Reference to § 5.5.2



		Multiple access technique 

		TDMA

		5.5.2.2



		Duplexing scheme

		TDD

		5.5.2.2



		Frame length

		10 ms

		5.5.2.2



		Number of time slots in a frame

		12 double slots
24 full slots
48 half slots

		5.5.2.2



		Modulation

		GFSK, /2-DBPSK, /4-DQPSK, /8-D8PSK, 16-QAM, 64-QAM

		5.5.2.2



		RF bit rate

		1 152 kbit/s for 2-level modulation
2 304 kbit/s for 4-level modulation
3 456 kbit/s for 8-level modulation
4 608 kbit/s for 16-level modulation
6 912 kbit/s for 64-level modulation

		5.5.2.2



		Channel spacing

		1 728 kHz

		5.5.2.2



		Transmit power

		Peak power
Level 1: 2.5 mW (4 dBm)
Level 2: 250 mW (24 dBm)

		5.5.2.2



		Frequency stability

		For the portable part the centre frequency accuracy shall be within ( 50 kHz at extreme conditions either relative to an absolute frequency reference or relative to the received carrier, except during the first one second after the transition from the idle-locked state to the active-locked state the centre frequency accuracy shall be within ( 100 kHz at extreme conditions relative to the received carrier.


At an RFP the transmitted RF carrier frequency corresponding to RF channel C shall be in the range FC ( 50 kHz at extreme conditions. 


The maximum rate of change of the centre frequency at both the RFP and the PP while transmitting, shall not exceed 15 kHz per slot.

		5.5.2.2



		Adjacent channel leakage power

		1
channel: 160 W
2
channel:  1 W
3
channel:  80 nW
3
channel:  40 nW

		5.5.2.2





		Technical parameter

		Value

		Reference to § 5.5.2



		Transmit linearity requirements

		The power level of intermodulation products that are on any of this standard's physical channel when any combination of the transmitters at a radio end point are in calls on the same slot on different frequencies shall be less than 1 W. The power level is defined by integration over the 1 MHz centred on the nominal centre frequency of the afflicted channel and averaged over the time period.

		5.5.2.2



		Reference sensitivity

		better than –83 dBm –86 dBm for speech service according to Generic Access Profile (GAP)
Sensitivity is measured at 1  103 raw BER

		5.5.2.2
5.5.2.11



		Intermodulation sensitivity

		The level of the interfering signals is –48 dBm, wanted signal is –80 dBm and 1  103 raw BER

		5.5.2.2



		Spurious response and blocking

		With the desired signal set at –80 dBm, the BER shall be maintained below 1  103 in the presence of any one of the signals shown in the table below;


where:


FL and FU :
lower and the upper edges of the allocated frequency band;


FC :
centre frequency of the allocated frequency band.

		5.5.2.2



		

		Frequency

		Interferer level for radiated measure- ments (dB(V/m))

		Interferer level for conducted measure- ments
(dBm)

		



		

		25 MHz  f  FL 100 MHz

		
120

		
–23

		



		

		FL  100 MHz  f  FL – 5 MHz

		
110

		
–33

		



		

		| f – FC |  6 MHz

		100

		–43

		



		

		FU   5 MHz  f  FU  100 MHz

		
110

		
–33

		



		

		FU   100 MHz  f  12.75 GHz

		
120

		
–23

		



		Adjacent channel selectivity

		With a received signal strength of –73 dBm (i.e. 70 (dB(V/m)) on RF channel M, the BER in the D‑field shall be maintained better than 1  103 when a modulated, reference interferer of the indicated strength is introduced on the RF channels shown below:

		5.5.2.2



		

		Interferer on 
RF channel Y

		Interferer signal strength

		



		

		

		(dB(V/m))

		(dBm)

		



		

		Y  M

		59

		84

		



		

		Y  M  1

		83

		60

		



		

		Y  M  2

		104

		39

		



		

		Y  any other channel

		110

		33

		





		Technical parameter

		Value

		Reference to § 5.5.2



		Handover

		Seamless handover, mobile controlled, triggered when another BS becomes stronger.

		5.5.2.3, 5.5.2.4, 
5.5.2.5



		Random access

		Instant dynamic channel selection for every set-up using the least interfered channel measured at the mobile.

		5.5.2.3



		Pilot structure

		Broadcast system information available on each active downlink, at least one downlink is active on every BS.

		5.5.2.3



		Dynamic channel allocation

		Supported.

		5.5.2.3





5.5.2
Detailed specification of the radio interface

The standards contained in this section are derived from the global core specifications for IMT‑2000 contained at http://ties.itu.int/u/itu-r/ede/rsg8/rwp8f/wp8f-tech/GCSrev7/5-5/. The following notes apply to the sections below, where indicated: (1) The relevant SDOs should make their reference material available from their Web site. (2) This information was supplied by the recognized external organizations and relates to their own deliverables of the transposed global core specification.

Note by the Secretariat: In accordance with the established procedure for updating this Recommendation, the SDO’s information regarding the development of standards transposed from the global core specifications will be submitted to ITU by 3 August 2009 and included in the sections below when the final text is sent out for approval.


5.5.2.1
EN 300 175-1

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 1: Overview

This standard gives an introduction and overview of the complete Digital Enhanced Cordless Telecommunications (DECT) Common Interface (CI). This part of the DECT CI contains an abstract of the other parts of the DECT standard together with a general description of the objectives of the present document; the DECT Common Interface and the protocol architecture of DECT. The present document also provides an extensive vocabulary, in particular it contains the common definitions of all the technical terms used in different parts of the present document.

5.5.2.2
EN 300 175-2

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 2: Physical Layer (PHL)

This standard specifies the physical channel arrangements. The tasks of the PHL are to modulate and demodulate radio carriers with a bit stream of a defined rate to create a radio-frequency channel, to acquire and maintain bit and slot synchronization between transmitters and receivers, to transmit or receive a defined number of bits at a requested time and on a particular frequency, to add and remove the synchronization field and the Z-field used for rear end collision detection and to observe the radio environment to report signal strengths.

5.5.2.3
EN 300 175-3

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 3: Medium Access Control (MAC) layer

This standard specifies the Layer 2a of the DECT protocol stack. It defines three groups of MAC services: the broadcast message control service, the connectionless message control service and the multi-bearer control service. It also specifies the logical channels that are used by the above-mentioned services, and how they are multiplexed and mapped into the Service Data Units that are exchanged with the Physical Layer.

5.5.2.4
EN 300 175-4

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 4: Data Link Control (DLC) layer

This standard specifies the Layer 2b of the DECT protocol stack. Two planes of operation are specified for this DLC (sub)layer. These planes are called the Control plane (C-plane) and the User plane (U-plane). The C-plane is mostly concerned with the DECT signalling aspects. It provides a reliable point-to-point service that uses a link access protocol to offer error protected transmission of network layer messages. The C-plane also provides a separate point-to-multipoint (broadcast) service. The U-plane is only concerned with end-to-end user information. This plane contains most of the application dependent procedures of DECT. Several alternative services (both circuit-mode and packet-mode) are defined as a family of independent entities. Each service provides one or more point-to-point U-plane data links, where the detailed characteristics of those links are determined by the particular needs of each service. The defined services cover a wide range of performance, from unprotected with low delay for speech applications to highly protected with variable delay, for local area network applications.

5.5.2.5
EN 300 175-5

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 5: Network (NWK) layer

This standard specifies the Layer 3 of the DECT protocol stack. It contains the following groups of functions: Link Control Entity (LCE), Call Control (CC) entity, Call Independent Supplementary Services (CISS) entity, Connection Oriented Message Service (COMS) entity, Connectionless Message Service (CLMS) entity and the Mobility Management (MM) entity.

5.5.2.6
EN 300 175-6

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 6: Identities and addressing

This standard specifies the identities and addressing structure of the DECT Common Interface. There are four categories of identities defined, which are Fixed Part (FP), Portable Part (PP), connection-related, and equipment-related identities.

5.5.2.7
EN 300 175-7

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 7: Security features

This part of the DECT CI specifies the security architecture, the types of cryptographic algorithms required, the way in which they are to be used, and the requirements for integrating the security features provided by the architecture into the DECT CI. It also describes how the features can be managed and how they relate to certain DECT fixed systems and local network configurations. The security architecture is defined in terms of the security services which are to be supported at the CI, the mechanisms which are to be used to provide the services, and the cryptographic parameters, keys and processes which are associated with these mechanisms.

5.5.2.8
EN 300 175-8

Digital Enhanced Cordless Telecommunications (DECT); Common Interface (CI); Part 8: Speech coding and transmission

This part of the DECT CI specifies the speech coding and transmission requirements. In order to ensure satisfactory interworking of different portable and fixed units, it is necessary to specify the transmission performance of the analogue information over the digital link. This requires not only use of a common speech algorithm, but also standardization of frequency responses, reference speech levels (or loudness) at the air interface and various other parameters.

5.5.2.9
EN 300 176-1

Digital Enhanced Cordless Telecommunications (DECT); Approval test specification; Part 1: Radio

This standard specifies radio tests for DECT equipment. It covers testing of radio-frequency parameters, security elements and those DECT protocols that facilitate the radio-frequency tests and efficient use of frequency spectrum. The aims of this document are to ensure efficient use of frequency spectrum and that no harm is done to other radio networks and services.

5.5.2.10
EN 300 176-2

Digital Enhanced Cordless Telecommunications (DECT); Approval test specification; Part 2: Speech

This standard specifies tests applicable to DECT speech transmission.


5.5.2.11
EN 300 444

Digital Enhanced Cordless Telecommunications (DECT); Generic Access Profile

The objective of the standard is to ensure inter-operability of DECT equipment capable of 3.1 kHz telephony applications. The profile consists of the minimum mandatory requirements that allow a 3.1 kHz teleservice connection to be established, maintained and released between a Fixed Termination (FT) and a Portable Termination (PT) with the appropriate access rights.

5.5.2.12
EN 301 649

Digital Enhanced Cordless Telecommunications (DECT); DECT Packet Radio Service

The document defines the standard for packet data services for Digital Enhanced Cordless Telecommunications (DECT) systems conforming to EN 300 175 Parts 1 to 7. It is the basis of profiles which define more specific applications, aimed at the connection of terminals supporting packet data services to a fixed infrastructure, both private and public.

5.5.2.13
TS 102 265

Digital Enhanced Cordless Telecommunications (DECT); DECT access to IP-networks

The document specifies additional requirements for Digital Enhanced Cordless Telecommunications (DECT) Internet Protocol applications including networking aspects, voice over IP, SIP interworking, mobility and quality of service properties.

5.5.2.14
TS 102 342

Digital Enhanced Cordless Telecommunications (DECT); Cordless multimedia communication system; Open Data Access Profile (ODAP)

The document defines a common architecture and protocol to support home and industrial sensors, alarms, telematics and other Machine_to_Machine (M2M) messages. The specification aims at ensuring low cost terminals and an easy to use application interface.

5.5.2.15
TS 102 527-1

Digital Enhanced Cordless Telecommunications (DECT); New Generation DECT; Part 1: Wideband Speech

New Generation DECT improves audio quality by implementing wideband enhanced quality audio codecs. The document defines the wideband voice service for DECT with the aim to guarantee interoperability. All New Generation DECT wideband speech devices are backward compatible with traditional DECT voice devices.

5.5.2.16
TS 102 527-2

Digital Enhanced Cordless Telecommunications (DECT); New Generation DECT; Part 2: Support of transparent IP packet data

The document describes the packet-mode data service supporting Internet Protocol with efficient spectrum usage and high data rate. The aim is to guarantee a sufficient level of interoperability and to provide an easy route for development of DECT data applications, with the features of the document being a common fall-back option available in all equipment, which is compliant to this profile.

5.5.2.17
TS 102 527-3

Digital Enhanced Cordless Telecommunications (DECT); New Generation DECT; Part 3: Extended Wideband Speech Services

The part 3 "Extended wideband speech services" is defined as an extension of part 1 "Wideband speech service". All devices compliant to part 3 specification shall implement at least all mandatory features defined in part 1 "wideband speech" and all mandatory features of the "Generic Access Profile (GAP)".


The aim of the present document is to guarantee a sufficient level of interoperability and to provide an easy route for development of DECT wideband speech applications, with the features of the present document being a common fall-back option available in all equipment, which is compliant to this profile..


_______________
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ATTACHMENT 2


Source: Document 5D/97 Chapter 6 Attachment 6.9 

Liaison statement to external organizations on the schedule for updating Recommendation ITU-R M.1457 to Revision 9


Introduction


This liaison provides guidance to External Organizations regarding updates of the terrestrial radio interfaces in the development of Revision 9 of Recommendation ITU-R M.1457 
(“Detailed specifications of the radio interfaces of IMT-2000”).


Background


The Radiocommunication Assembly 2007 (15-19 October 2007) established a new ITU-R Study Group 5 “Terrestrial services”. All of the studies on terrestrial services which were conducted by the former ITU-R Study Groups 8 and 9 will henceforth be undertaken by Study Group 5.


To allow the work on International Mobile Telecommunications (IMT)
 to proceed, the studies associated with IMT have been assigned, as an interim measure, to Working Party 5D (WP 5D).


Prior to the next meeting of Study Group 5 on 10-11 November 2008, it is not possible to know with certainty the final working party structure of the Study Group, nor to which Working Party the revision of Recommendation ITU-R M.1457 will be assigned during the remainder of the new Study Period. Likewise, the meeting schedule of the group maintaining M.1457 is not finalized, but it has been planned following certain assumptions. Nevertheless, for the purpose of this announcement, WP 5D assumes that it will be responsible for Rec. ITU-R M.1457 and will meet on the dates provided in Table 1. Should this information change, WP 5D expects that the development of Revision 9 will proceed on a similar schedule.


TABLE 1


Tentative WP 5D and SG 5 meetings


		GROUP

		No

		START

		STOP



		WP 5D

		2

		24 Jun 08

		1 Jul 08



		WP 5D

		3

		8 Oct 08

		15 Oct 08



		SG 5

		2

		10 Nov 08

		11 Nov 08



		WP 5D

		4

		11 Feb 09

		18 Feb 09





Confirmed meeting dates for 2008 will be published on the ITU website (http://www.itu.int/events/upcomingevents.asp?sector=ITU-R&lang=en) along with planned dates for 2009 and beyond.


Procedure


The procedure outlined in Circular Letter 8/LCCE/95 applies to the development of Revision 9.


Schedule


In accordance with 8/LCCE/95, ITU-R has historically updated Recommendation ITU-R M.1457 approximately annually using a three-meeting cycle. WP 5D intends to maintain this annual update process. However, development of the work is inevitably tied to meetings of the responsible Working Party and Study Group. In this case, due to the uncertainty in the meeting schedules, the full Revision 9 development schedule cannot be determined precisely. Nevertheless, WP 5D announces that the first meeting in the development of Revision 9 will be WP 5D Meeting No. 2, has been confirmed as 24th Jun – 1st Jul 2008.

Inputs for M.1457 updates


The summary of inputs or correspondence required for terrestrial component updates in the ninth Revision of Recommendation ITU-R M.1457 is found in Table 2. Inputs listed in the first part ("Technical input") of the table are the ones required according to Circular Letter 8/LCCE/95 to be submitted to WP 5D. It is clarified that WP 5D needs to receive only one submission of those inputs (i.e. "Technical input") per each terrestrial radio interface. Inputs listed in the second part of Table 2 ("Administrative input") are of administrative nature. Those inputs need to be submitted to the ITU‑R SG 5 Counsellor by each and every individual SDO that is stakeholder to any proposed change. With specific reference to the Letters of Conveyance, it is further clarified that they are needed only in case of modification or addition/deletion to the Global Core Specifications.


table 2


Summary of inputs or correspondence required for terrestrial 
component updates in the ninth revision of Recommendation ITU-R M.1457


		

		Section1

		Item

		Final Date5



		Technical input6,7
(to be submitted to WP 5D)

		5.X.1

5.X.2

		Overview section required

Titles and tables required

Global Core Specification submitted

Summary and rationale of update

Self-evaluation

Self-declaration of consistency

		16:00 hours UTC, 4 February 2009 (based on planned meeting dates)



		Administrative input
(to be submitted to ITU-R SG 5 Counselor by each stakeholder SDO)

		5.X.2

		Letters of conveyance2, 4



		16:00 hours UTC, 4 February 2009 (based on planned meeting dates)



		

		

		Certifications of references and transposition3

Final references required

		16:00 hours UTC, 3 August 2009 (based on planned meeting dates)



		NOTE 1 ( The baseline document (based on M.1457‑8) that shall be used by WP 5D in their internal work and by the External Organizations in submitting their changes for development of M.1457-9 shall be provided by the ITU-R SG5 Counselor.

NOTE 2 ( As per Document IMT/2(Rev.1) (http://www.itu.int/osg/imt-project/docs/002r1.pdf).

NOTE 3 ( As per Document IMT/1(Rev.2) (http://www.itu.int/osg/imt-project/docs/001r2.pdf).

NOTE 4 ( Letters of conveyance have to be received 16:00 hours UTC, 4 February 2009 (based on planned meeting dates). If the SDOs alter their position with respect to Part B of the Letter of conveyance, the SDO must submit directly to the ITU-R SG 5 Counselor by 16:00 hours UTC, 3 August 2009 (based on planned meeting dates) "letters of conveyance, Part B only" together with the final references.

NOTE 5 ( The dates indicated in the table are the final ones for documents to be received by ITU, established as 16:00 hours UTC, 7 days prior to the start of the scheduled meeting.

NOTE 6 ( If the proposed changes affect section 5.X.2 only, then only a subset of the listed items are needed (i.e. Summary and rationale of update, and self declaration of consistency with 5.X.1 and the GCS, as per CL 8/LCCE/95 Section 3; it is further clarified that, if titles and/or synopsis in 5.X.2 are modified, the modified 5.X.2 has to be submitted, as well).

NOTE 7 ( Inputs listed in the first part ("Technical input") of the table are the ones required according to Circular Letter 8/LCCE/95 to be submitted to WP 5D. It is clarified that WP 5D needs to receive only one submission of those inputs (i.e. "Technical input") per each terrestrial radio interface.





Contact:
Colin Langtry


Counsellor, ITU-R SG 5


colin.langtry@itu.int

�	The Radiocommunication Assembly 2007 approved Resolution ITU-R 56 “Naming for International Mobile Telecommunications”. In accordance with resolves 3 of that Resolution, the term “IMT” is the root name that encompasses both IMT-2000 and IMT-Advanced.








