Page 1



3GPP TSG-RAN WG3 Meeting #61 
(
R3-082313
Jeju Island, Korea, 18th – 22nd August 2008

	CR-Form-v9.4

	CHANGE REQUEST

	

	(

	25.401
	CR
	0122
	(

rev
	1
	(

Current version:
	8.0.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:
(

	The supplement of IPv4 encoding in NSAP structure

	
	

	Source to WG:
(

	Huawei

	Source to TSG:
(

	R3

	
	

	Work item code:
(

	TEI8
	
	Date: (

	08/08/2008

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)

	
	

	Reason for change:
(

	Though IPv4 may be used for data transport within an IP UTRAN Node, the TS 25.401 only introduced the IPV6 encapsulated by the Transport Network Layer in the NSAP structure.
The format of AFI in NSAP structure for IPv6 is ambiguous.
Rev1:

· Remove of the picture of IPV4 NSAP structure

· First additional clarification Note on PV6 NASP structure

· Second additional clarification Note on PV4 NASP structure based on RFC 4548

· Third additional Note clarify the unspecified values

Impact assessment towards the previous version of the specification (same release):  


This CR has isolated impact towards the previous version of the specification (same release).

This CR has an impact under protocol point of view.

The impact can be considered isolated because the affects the Transport Network Identifiers.


	
	

	Summary of change:
(

	IPv4 encoding in NSAP structure is supplemented. 
The AFI of NSAP structure for IPv6 is specified as hexadecimal code.


	
	

	Consequences if 
(

not approved:
	Inter-working problem may caused by different implementations of IPv4 address embedded in NSAP structure.

	
	

	Clauses affected:
(

	2, 6.1.8.2

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.


References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.


For a specific reference, subsequent revisions do not apply.


For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]
3GPP TR 25.990: "Vocabulary".

[2]
3GPP TS 23.110: "UMTS Access Stratum Services and Functions".

[3]
3GPP TS 25.211: "Physical channels and mapping of transport channels onto physical channels (FDD)".

[4]
3GPP TS 25.442: "UTRAN Implementation Specific O&M Transport".

[5]
3GPP TS 25.402: "Synchronisation in UTRAN, Stage 2".

[6]
3GPP TS 23.003: "Numbering, Addressing and Identification".

[7]
3GPP TS 25.331: "RRC Protocol Specification".

[8]
3GPP TS 23.101: "General UMTS Architecture".

[9]
3GPP TS 25.414: " UTRAN Iu Interface Data Transport & Transport Signalling".

[10]
3GPP TS 25.424: "UTRAN Iur Interface Data Transport & Transport Signalling for Common Transport Channel Data Streams".

[11]
3GPP TS 25.434: "UTRAN Iub Interface Data Transport & Transport Signalling for Common Transport Channel Data Streams".

[12]
IETF RFC 2460: "Internet Protocol, Version 6 (Ipv6) Specification".
[13]
IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers " December 1998
[14]
IETF RFC 768: "User Datagram Protocol", (8/1980)

[15]
"Information technology – Open Systems Interconnection – Network service definition", X.213, ISO/IEC 8348.

[16]
"Information technology – Open Systems Interconnection – Network service definition Amendment 1: Addition of the Internet protocol address format identifier", X.213/Amd.1, ISO/IEC 8348.

[17]
IETF RFC 791 (1981): "Internet Protocol".

[18]
3GPP TS 25.426: "UTRAN Iur and Iub Interface Data Transport & Transport Signalling for DCH Data Streams".

[19]
Void

[20]
3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes".

[21]
3GPP TR 43.930: "Iur-g interface; Stage 2".

[22]
3GPP TR 44.901: "External Network Assisted Cell Change".

[23]
3GPP TS 48.018: "General Packet Radio Service (GPRS); BSS GPRS Protocol (BSSGP)".

[24]
3GPP TS 25.460: "UTRAN Iuant Interface: General Aspects and Principles".

[25]
3GPP TS 25.461: "UTRAN Iuant Interface: Layer 1".

[26]
3GPP TS 25.462: "UTRAN Iuant Interface: Signalling Transport".

[27]
Void

[28]
3GPP TS 23.251: "Network sharing - Architecture and functional description".

[29]
3GPP TS 25.410:  “UTRAN Iu Interface: general aspects and principles”.

[30]
3GPP TS 25.346: “Introduction of the Multimedia Broadcast Multicast Service (MBMS) in the Radio Access Network (RAN); Stage 2”.
[31]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".
[32]
3GPP TS 25.466: "UTRAN Iuant Interface: Application part".

[33]
3GPP TS 25.305: "Stage 2 functional specification of UE positioning in UTRAN".

[34]
IETF RFC 4548: “Internet Code Point (ICP) Assignments for NSAP Addresses”
	***************** Omitted No Change *****************


3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AAL
ATM Adaptation Layer

AAL2
ATM Adaptation Layer 2

ALCAP
Access Link Control Application Part

APN
Access Point Name

ATM
Asynchronous Transfer Mode

BM-IWF
Broadcast Multicast Interworking Function

BMC
Broadcast/Multicast Control

BSS
Base Station Subsystem

CBC
Cell Broadcast Centre

CBS
Cell Broadcast Service

CN
Core Network

CRNC
Controlling Radio Network Controller

DCH
Dedicated Channel

DL
Downlink

DRNS
Drift RNS
DSP
Domain Specific Part
E-DCH
Enhanced UL DCH

EDGE
Enhanced Data rates for Global Evolution

FACH
Forward Access Channel

FFS
For Further Study

GERAN
GSM EDGE Radio Access Network

GSM
Global System for Mobile Communications

GTP
GPRS Tunnelling Protocol
GWCN
GateWay Core Network
HPLMN
Home PLMN
IDP
Initial Domain Part
IPv4
Internet Protocol, version 4

IPv6
Internet Protocol, version 6

LA
Location Area

MAC
Medium Access Control

MBMS
Multimedia Broadcast Multicast Service
MCCH
MBMS point-to-multipoint Control Channel
MOCN
Multi Operator Core Network

MSCH
MBMS point-to-multipoint Scheduling Channel
MTCH
MBMS point-to-multipoint Traffic Channel
NACC
Network Assisted Cell Change

NAS
Non Access Stratum

NBAP
Node B Application Part

NNSF
NAS Node Selection Fuction

NSAP
Network Service Access Point

PCH
Paging Channel

PLMN
Public Land Mobile Network
PTM
Point To Multipoint
PTP
Point To Point

QoS
Quality of Service

RAB
Radio Access Bearer

RACH
Random Access Channel

RANAP
Radio Access Network Application Part

RET
Remote Electrical Tilting

RIM
RAN Information Management

RNC
Radio Network Controller

RNL
Radio Network Layer

RNS
Radio Network Subsystem 

RNSAP
Radio Network Subsystem Application Part

RNTI
Radio Network Temporary Identity

SAB
Service Area Broadcast

SAS
Stand-Alone SMLC

SMLC
Serving Mobile Location Centre

SNA
Shared Network Area

SRNC
Serving Radio Network Controller

SRNS
Serving RNS

TMA
Tower Mounted Amplifier

TEID
Tunnel Endpoint Identifier

TMGI
Temporary Mobile Group Identity
TNL
Transport Network Layer

TTI
Transmission Time Interval

UDP
User Datagram Protocol

UE
User Equipment

UL
Uplink

UMTS
Universal Mobile Telecommunication System

URA
UTRAN Registration Area

USIM
UMTS Subscriber Identity Module

UTRAN
Universal Terrestrial Radio Access Network
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6.1.8.2
Transport Network Identifiers

Transport Network identifiers are used in the Transport Network Layer (TNL) to identify the transport bearer and may be used in User Plane in the actual data transmission using the transport link. The Transport Network identifier identifies the transport link according to the naming conventions defined for the transport link type in question. Both ends of the reference point of the concerned TNL shall memorise the Transport Network identifiers during the lifetime of the transport link. Each Transport Network identifier can be binded to an Application Part identifier.

The Transport Network identifiers vary depending on the transport link type.

Table 2 indicates examples of the identifiers used for different transmission link types.

Table 2: Examples of the identifiers used for different transmission link types

	Transmission link type
	Transport Network Identifier

	AAL2
	AAL2 Path ID + CID

	GTP over IP
	IP address + TEID

	UDP over IP
	IP address + UDP port


The communication of Transport Network identifiers is made in two ways:

When an ALCAP is used, the transport layer address communicated via the Radio Network Layers protocols (NBAP, RNSAP, RANAP…) is a Transport Network Control Plane address and the Transport Network identifiers are communicated through this Transport Network Control Plane only.

When no ALCAP is used, the Transport Network identifiers are directly communicated via the Radio Network Layers protocols (NBAP, RNSAP, RANAP…) on all interfaces.

In both cases, the transport layer address (e.g. IP address) is encapsulated by the Transport Network Layer in the NSAP structure as defined in [Annex A of [15], [16]] transported transparently on Iub, Iur and Iu-CS and passed transparently from the Radio Network Layer to the Transport Network Layer. The NSAP structure (encapsulation) is only used in order to provide to the TNL explicit identification of the type of the TNL address that is being conveyed by the given RNL protocol. It is then the responsibility of the Transport Network Layer to interpret this structure (e.g. to determine accordingly if the requested network type is ATM or IP).

On the Iu-PS, the NSAP structure is not used in RANAP but the 'straight IP addressing’ shall be used.

The following scheme depicts the encapsulation of a native IPv6 address in NSAP structure when conveyed in RANAP, RNSAP and NBAP.
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Figure 6A: IPv6 address embedded in NSAP structure in RANAP/RNSAP/NBAP.
Note 1: The last octet of the DSP (the DSP is the remaining octets after the IDP [34]) the encapsulation of a native IPv6 address in NSAP structure is unspecified. 
Note 2: The encapsulation of a native IPv4 address in NSAP structure when conveyed in RANAP, RNSAP and NBAP shall be encoded according to [34]. The last 13 octets of the DSP are unspecified. 
Note 3: The default values for the unspecified octets are zero.
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