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Supplementary Services
<Text skipped>

<Start of new section>
15.26
MT Explicit Communication Transfer – Consultative Call Transfer
15.26.1
Definition and applicability
Test to verify that the transferee UE correctly performs IMS Multimedia Telephony Consultative Explicit Communication Transfer. This process is described in 3GPP TS 24.173 [65], Annex H. The test case is applicable for IMS security or early IMS security.
15.26.2
Conformance requirement

When a REFER request is received in the context of a call transfer scenario, the transferee UE shall perform the following steps: 

1)
apply the procedure for holding the active communication with the transferor as described in TS 183 010 clause 4.5.2.1; and

2)
apply normal REFER handling procedures according to ES 283 003.

Reference(s)

3GPP TS 24.173[65], Annex H
15.26.3
Test purpose

1)
To verify that the transferee UE puts the active communication with the transferor UE on hold with a correct exchange of SIP/SDP protocol signalling messages; and

2)
To verify that the transferee UE correctly processes the REFER request from the transferor UE and sets up a communication with the transfer Target UE with a correct exchange of SIP/SDP protocol signalling messages; and
3)
To verify that the transferee UE correctly processes a BYE request from the transferor UE after successful communication setup between the transferee UE and the transfer Target UE.
15.26.4
Method of test
Initial conditions

UE contains either ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF, registered to IMS services and received the MT call, by executing test case 12.13 (MT MTSI Speech Call).

SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration and MO call.

Related ICS/IXIT Statement(s)
Support for initiating a session

(Yes/No)
Support for MTSI
(Yes/No)
IMS security (Yes/No)

Early IMS security (Yes/No)
Test procedure

1-4)
SS puts active call with UE on hold by performing the same procedure as in subclause 15.12.4 (MT Call Hold) Steps 1-4.
5)
SS sends UE a REFER message to initiate transfer to the transfer Target UE.
6)
SS waits for UE to respond to REFER message with 202 Accepted.
7)
SS waits for UE to send an initial NOTIFY to indicate that the implicit refer subscription is pending.
8)
SS responds to NOTIFY with valid 200 OK response.

9-12)
UE puts active call on hold by perfoming the same procedure as in subclause 15.11.4 (MO Call Hold) Steps 1-4.
13)
SS waits for UE to send an INVITE to set up an MO call with the transfer Target UE.
14-20) If in the INVITE sent a Step 13, UE has not already indicated to have met the local preconditions, the same procedure as in subclause 12.12.4 (MO MTSI Voice Call) Steps 2-8 is performed.
21-24) Call setup with the transfer Target UE is completed by performing the same procedure as in subclause 12.12.4 (MO MTSI Voice Call) Steps 9-12.
25)
SS waits for UE to send a NOTIFY message indicating 200 OK status.
26)
SS responds to NOTIFY with valid 200 OK response.

27) SS releases call between transferor UE and UE by sending a BYE request.

28) SS waits for UE to respond to BYE request with valid 200 OK response.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1-4
	
	Messages in MT Call Hold test case (subclause 15.12.4) Steps 1-4
	The same messages as in subclause 15.12.4 Steps 1-4 are used

	5
	(
	REFER
	The SS sends REFER to initiate transfer to Transfer Target UE

	6
	(
	202 Accepted
	The UE responds to REFER with 202 Accepted

	7
	(
	NOTIFY
	The UE sends initial NOTIFY for the implicit subscription created by the REFER request

	8
	(
	200 OK
	The SS responds to NOTIFY with 200 OK

	9-12
	
	Messages in MO Call Hold test case (subclause 15.11.4) Steps 1-4
	The same messages as in subclause 15.11.4 Steps 1-4 are used

	13
	(
	INVITE
	UE sends INVITE to setup call with transfer Target UE. The UE might already indicate to have met the local preconditions

	14-20
	
	Messages in MO MTSI Voice Call Successful with preconditions (subclause 12.12.4) Steps 2-8
	Optional steps: The same messages as in subclause 12.12.4 Steps 2-8 are used

	21-24
	
	Messages in MO MTSI Voice Call Successful with preconditions (subclause 12.12.4) Steps 9-12
	The same messages as in subclause 12.12.4 Steps 9-12 are used

	25
	(
	NOTIFY
	The UE sends a NOTIFY to confirm that the call transfer has been completed

	26
	(
	200 OK
	The SS responds to NOTIFY with 200 OK

	27
	(
	BYE
	The SS releases the call between transferor UE and UE with BYE

	28
	(
	200 OK
	The UE sends 200 OK for BYE


Specific Message Contents

Messages in Steps 1-4
Messages in Steps 1-4 are the same as those specified in subclause 15.12.4 Steps 1-4.
REFER (Step 5)
Use the default message “MT REFER” in annex A.2.x with the following exceptions:
	Header/param
	Value/remark

	Refer-To
	

	
Value
	<public address of transfer Target ?Replaces=(dialog id for the call between the SS and the transfer Target)&Require=replaces>

	Referred-By
	

	
Value
	same value as addr-spec field in To header in the first INVITE during intial call setup


202 Accepted (Step 6)
Use the default message “202 Accepted for REFER” in annex A.3.3.
NOTIFY (Step 7)

Use the default message “MO NOTIFY for refer package” in annex A.2.y with the following exceptions:

	Header/param
	Value/remark

	Message-body
	SIP/2.0 100 Trying


200 OK for NOTIFY (Step 8)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
Messages in Steps 9-12
Messages in Steps 9-12 are the same as those specified in subclause 15.11.4 Steps 1-4.
INVITE (Step 13)
Same message as that specified in subclause 12.12.4 Step 1, with the following exceptions:
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	<public address of transfer Target?Replaces=(dialog id of the dialog between the SS and the transfer Target)&Require=replaces>

	To
	

	
addr-spec
	<public address of transfer Target?Replaces=(dialog id of the dialog between the SS and the transfer Target)&Require=replaces>


Messages in Steps 14-20, optional steps used when the UE has not already indicated to have met the local preconditions in the INVITE sent at Step 13
Messages in Steps 14-20 are the same as those specified in subclause 12.12.4 Steps 2-8.
Messages in Steps 21-24
Messages in Steps 21-24 are the same as those specified in subclause 12.12.4 Steps 9-12.
NOTIFY (Step 25)

Use the default message “MO NOTIFY for refer package” in annex A.2.y with the following exceptions:
	Header/param
	Value/remark

	Subscription-State
	

	
substate-value
	terminated

	
expires
	omitted from the request

	
reason
	noresource

	Message-body
	SIP/2.0 200 OK


200 OK for NOTIFY (Step 26)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
BYE (Step 27)

Use the default message “BYE” in annex A.2.8 with the following exceptions:
	Header/param
	Value/remark

	Request-Line
	

	
Request-URI
	same value as in PRACK message during initial call setup

	Via
	

	
sent-by
	same value as in INVITE message during initial call setup

	Route
	

	
route-param
	URIs of the Record-Route header of 183 response during initial call setup, in reverse order

	From
	

	
addr-spec
	same value as received in INVITE message during initial call setup

	
tag
	same value as received in INVITE message during initial call setup

	To
	

	
addr-spec
	same value as received in INVITE message during initial call setup

	
tag

	same value as in the 183 message during initial call setup, in reverse order

	Call-ID
	

	
callid
	same value as received in INVITE message during initial call setup


200 OK for BYE (Step 28)
Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
15.26.5
Test requirements

SS must check that if the UE uses IMS security, it sends all the requests over the security associations set up during registration, in accordance to 3GPP TS 24.229 [10], clause 5.1.1.5.1.
Annex A (normative):
<Text skipped>
A.2
Default messages for Call Setup

<Text skipped>
A.2.9
INVITE for MT Call

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261[15]

	
Method
	
	INVITE
	
	

	
Request-URI
	
	UE’s registered contact address in SIP URI form, as provided in the Contact header of the REGISTER message
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261[15]

	
sent-protocol
	
	SIP/2.0/UDP  (when using UDP) or 

SIP/2.0/TCP  (when using TCP)
	
	

	
sent-by
	A1
	px_pcscf:px_SSProtectedServerPort
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the SS (optional)
	
	

	
Via-branch

	
	Value starting with ‘z9hG4bk’
	
	

	Via
	
	In addition to the via-parm entry for the SS, the following via-parm entries are included:
	
	RFC 3261[15]

	
via-parm
	
	SIP/2.0/UDP scscf1.3gpp.org;branch=z9hG4bK1234567890, SIP/2.0/UDP scscf2.3gpp.org;branch=z9hG4bK2345678901, SIP/2.0/UDP pcscf2.3gpp.org;branch=z9hG4bk3456789012,

SIP/2.0/UDP caller.3gpp.org:6543;branch=z9hG4bk4567890123
	
	

	Record-Route
	
	
	
	RFC 3261[15]

	
rec-route
	A1
	<sip:px_pcscf:px_SSProtectedServerPort;lr>
	
	

	
rec-route
	A2
	SIP URI with FQDN or IP address and unprotected server port of the SS (optional)
	
	

	Record-Route
	
	In addition to the rec-route entry for the SS, the following rec-route entries are included:
	
	RFC 3261[15]

	
rec-route
	
	<sip:term@scscf1.3gpp.org;lr>, <sip:orig@scscf2.3gpp.org;lr>, <sip:pcscf2.3gpp.org;lr>
	
	

	From
	
	
	
	RFC 3261[15]

	
addr-spec
	
	an SIP URI representing the calling UE
	
	

	
Tag
	
	any value (e.g. abc1)
	
	

	To
	
	
	
	RFC 3261[15]

	
addr-spec
	
	SIP or TEL URI of the UE
	
	

	
Tag

	
	not present
	
	

	Call-ID
	
	
	
	RFC 3261[15]

	
callid
	
	a random text string generated by the SS
	
	

	CSeq
	
	
	
	RFC 3261[15]

	
value
	
	any value (e.g. 4711)
	
	

	
method
	
	INVITE
	
	

	Supported
	
	
	
	RFC 3261[15]

	
option-tag
	
	100rel
	
	

	P-Called-Party-ID
	
	One of the UE’s registered, non-barred public ID
	
	RFC 3455[18]

	Contact
	
	
	
	RFC 3261[15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the calling UE, for example “sip:caller@3gpp.org:6543”
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of the calling UE
	
	

	Content-Type
	
	
	
	RFC 3261[15]

	
media-type
	
	application/sdp
	
	

	Max-Forwards
	
	
	
	RFC 3261[15]

	
value
	
	non-zero value
	
	

	Content-Length
	
	
	
	RFC 3261[15]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	early IMS security (A.6a/1)


Note1:
All choices for applicable conditions are described for each header.

A.2.x
MT REFER
	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	REFER
	
	

	
Request-URI
	
	same URI value as that which the UE has earlier sent in its Contact header within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
via-parm2:
	
	In addition to the via-parm entry for the SS, the following via-parm entries are included:
	
	

	
via-parm
	
	SIP/2.0/UDP scscf1.3gpp.org;branch=z9hG4bK1234567890, SIP/2.0/UDP scscf2.3gpp.org;branch=z9hG4bK2345678901, SIP/2.0/UDP pcscf2.3gpp.org;branch=z9hG4bk3456789012,

SIP/2.0/UDP uas.3gpp.org:6543;branch=z9hG4bk4567890123
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the SS which must be the same URI as used for the SS in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header 
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	SIP URI of the UE which must be the same URI as used for UE in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header 
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in the first INVITE sent by the UE during setup of the call to be transferred
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the dialog created by the INVITE sent by the UE when initiating the call to be transferred, but increased by one
	
	

	
method
	
	REFER
	
	

	Require
	
	(header optional in A2)
	
	RFC 3261 [15]
RFC 3312 [31]

RFC 3329 [21]

	
option-tag
	A1
	sec-agree
	
	

	
	
	
	
	

	Proxy-Require
	
	(header optional in A2)
	
	RFC 3261 [15]

RFC 3329 [21]

	
option-tag
	A1
	sec-agree
	
	

	
	
	
	
	

	Security-Verify
	A1
	(not present in A2)
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by UE
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the SS (transferor)
	
	

	
	A2
	SIP URI with IP address or FQDN and unprotected server port of the SS (transferor)
	
	

	Refer-To
	
	
	
	RFC 3515 [72]

	
addr-spec
	
	SIP or Tel URI of the transfer target
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
Value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	early IMS security (A.6a/1)


A.2.y
MO NOTIFY for refer package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	same URI value which the SS sent in its Contact header within the REFER request
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or 
SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN and unprotected server port of UE
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:px_SSProtectedServerPort;lr>, <sip:px_scscf;lr>
	
	

	
	A2
	<sip:px_pcscf:px_SSUnprotectedServerPort (optional);lr>, <sip:px_scscf;lr
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Local SIP URI of the UE which must be the same URI as used for the UE in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header 
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Remote SIP URI of the SS which must be the same as used for the SS in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred.
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header 
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in the INVITE (and REFER) message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the dialog created by the INVITE sent by the UE when initiating the call to be transferred, but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the UE or GRUU as returned by the SS in registration
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
media-type
	
	message/sipfrag
	
	

	Event
	A1,A2
	
	
	RFC 3265 [34]
RFC 3515 [72]

	
event-type
	
	Refer
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Subscription-State
	
	
	
	RFC 3265[34]

	
substate-value
	
	Active
	
	

	
expires
	
	non-zero value
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	early IMS security
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