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XID Command Handling in PS Handover
1. Introduction

In the GERAN#19 meeting it was agreed as a working assumption that in the case of inter-SGSN PS Handover where LLC and SNDCP parameters need to be negotiated, the XID command should be sent to the mobile whilst it is still in the source cell.  
However, it is unclear as to how much information will need to be included in the message and how it should be transported from the new SGSN to the mobile in the source cell.  This paper addresses the issue by analysing the fields that will typically be required in the XID Command and comparing the message sizes in two cases; where the XID Command is one or more tunnelled LLC frames and where the information is passed in a new IE.  

This paper does not address the issue of how the data is transferred from the new SGSN to the MS (e.g. via the target-BSS and transparent container) as is it expected that this will be discussed separately in the transparent container discussion.  

2. Default values or Negotiation

One issue that needs to be addressed is whether default parameters can be used in order to avoid the need for XID negotiation on handover.  
According to section 8.9.9 of [2] the default value of IOV-UI is zero.  If new values of IOV-UI are required for correct ciphering when the mobile starts LLC data transfer with the new SGSN then a default value of zero is not acceptable.  
In addition, the current defaults for N201-U (maximum information field length for U and UI frames) for user data SAPIs is 500 octets.  An LLC frame of 500 octets on a 64 kbit/s channel (i.e. low rate Gb interface) will block the channel for 62.5 ms as LLC frames must be sent sequentially over the interface.  This is probably too much delay/delay jitter for any conversational service and therefore lower values of N201-U will be required on such interfaces.  
The default value for an SNDCP compression field is “not-existing” according to [3] and therefore there is no possibility to use default header compression as current procedures stand.  This will need to be negotiated on any inter-SGSN PS Handover when header compression is used.  
For these reasons, it is believed that default parameters can not be used in all cases when the SGSN changes and that XID negotiation will be required.  

3. Required Information Fields
This section analyses the required information fields for the XID Command in the scenarios identified in [1].  The main identified scenarios where XID negotiation is required are where the mobile moves to an area supported by a low rate Gb interface and where different header compression parameters are required.  However, it would appear that header compression negotiation is required with current procedures at all changes of SGSN due to the need to send the reset command.  The reset command is needed in order to synchronise sequence numbers at SGSN change and avoid potential loss of data.  However, it also has the effect of resetting all SNDCP and LLC parameters to their default values.  In the case of header compression, the reset causes the compression parameters to be reset to “not existing”.  
The typical case is defined here to be where a conversational VoIP service plus other data services are being handled.  

The main assumptions relating to the typical case are as follows:

· All data flows use unacknowledged LLC (ADM mode of operation)

· ROHC header compression is being used for one (or more) conversational PS services.  
· Only one LLC SAPI is used and multiple flows are multiplexed over this one SAPI (many NSAPIs over one user data SAPI used to carry end-user data flows).  

· Only one compression entity is required.  

The use of ADM only has the effect of only having to deal with parameters related to U and UI-frames.  Multiplexing many NSAPIs over one SAPI reduces the number of parameters that may have to be negotiated and is expected to be commonly used.  
3.1. LLC Layer
At the LLC layer the parameters that may be negotiated are listed in table 6 of [2] which is repeated below with the fields highlighted for the parameters that may need to be negotiated.  
	Parameter Name
	Type
	Length
	Format (87654321)
	Range
	Units
	Sense of Negotiation

	Version (LLC version number)
	0
	1
	0000bbbb
	0 through 15
	-
	down

	IOV‑UI (ciphering Input offset value for UI frames), common for all SAPIs of a TLLI
	1
	4
	bbbbbbbb
bbbbbbbb
bbbbbbbb
bbbbbbbb
	0 through 232 ‑ 1
	-
	-

	IOV‑I (ciphering Input offset value for I frames), for the SAPI under negotiation
	2
	4
	bbbbbbbb
bbbbbbbb
bbbbbbbb
bbbbbbbb
	0 through 232 ‑ 1
	-
	-

	T200 (retransmission time-out)
	3
	2
	0000bbbb
bbbbbbbb
	1 through 4 095
	0,1 s
	up

	N200 (maximum number of retransmissions)
	4
	1
	0000bbbb
	1 through 15
	-
	up

	N201‑U (maximum information field length for U and UI frames)
	5
	2
	00000bbb
bbbbbbbb
	140 through 1 520
	octets
	down

	N201‑I (maximum information field length for I frames)
	6
	2
	00000bbb
bbbbbbbb
	140 through 1 520
	octets
	down

	mD (I frame buffer size in the downlink direction)
	7
	2
	0bbbbbbb
bbbbbbbb
	0, 9 through 24 320
	16 octets
	down

	mU (I frame buffer size in the uplink direction)
	8
	2
	0bbbbbbb
bbbbbbbb
	0, 9 through 24 320
	16 octets
	down

	kD (window size in the downlink direction)
	9
	1
	bbbbbbbb
	1 through 255
	frames
	down

	kU (window size in the uplink direction)
	10
	1
	bbbbbbbb
	1 through 255
	frames
	down

	Layer‑3 Parameters
	11
	Variable
	See 3GPP TS 44.065 [11]

	Reset
	12
	0
	-
	-
	-
	-

	NOTE 1:
The Range for N201‑U for SAPI 1 is 400 through 1 520 octets, and for SAPIs 2, 7, and 8 270 through 1 520 octets.

NOTE 2:
All other Types and Ranges are reserved for future versions of the present document.

NOTE 3:
The length for Layer‑3 Parameters shall be set equal to the number of octets received from layer 3. If an empty XID block is received from layer 3, the LLE shall include a zero-length Layer‑3 Parameters XID parameter in the XID parameter field to allow the receiving LLE to distinguish between LLC and layer‑3 initiated procedures.


Table 1

LLC Layer Parameter Negotiation
It is assumed that in most circumstances the frame buffer, window sizes and retransmission parameters can remain the same as they were in the old SGSN which are normally default values.  There is currently only one version of LLC and thus there is no need to negotiate this value.  
The reset command is required in order to reset the sequence numbers (the LLC layer parameter V(U) is reset to 0 and the SNDCP parameter “send N-PDU (unacknowledged)” which is also reset to 0) to known values and avoid unnecessary data loss due to duplicate detection.  However, a consequence of issuing a reset command is that all parameters (LLC and SNDCP) are reset to default values and must be renegotiated if different values are required.  
	8
	7
	6
	5
	4
	3
	2
	1

	Address Field (1 octet)

	

	Control Field

	(variable length, max. 36 octets)

	

	

	Information Field

	(variable length, max. N201 octets)

	

	

	

	Frame Check Sequence Field

	(3 octets)


Figure 1
LLC frame format

Figure 1 shows the LLC frame format.  In the case of an XID command the address is one octet and the control field is 1 octet as it is sent as a U frame.  The FCS is 3 octets in length.  Therefore a total of 5 octets are required for the LLC header and trailer fields.  
Each of the parameters listed in [2] is coded in an XID Parameter field as shown in Figure 2 below taken from [2].  
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Figure 2
XID Parameter Field Format

For parameters that are 4 octets or less in length, a single octet is required for the type/length field.  For parameters that are greater than 4 octets (e.g. the Layer 3 parameters if there are any to negotiate) a 2 octet type/length field is required.  

3.2. SNDCP Layer

A protocol control information compression entity is required for each separate protocol stack that requires simultaneous protocol control information compression.  The same entity can be used over multiple NSAPIs.  

According to section 6.5 of [3], multiple control information compression types may be negotiated by SNDCP XID procedures.  Each SNDCP entity that supports protocol control information compression is able to negotiate one or several protocol control information compression entities using the format shown in Figure 3 which is taken from [3].  
The P-bit is set to one if a new compression entity is being proposed.  It is assumed that this is the case when a new SGSN is involved (in the case of inter-SGSN PS handover).  When the P-bit is set, all octets are included in the message.  
	Bit
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	P
	X
	X
	Entity number

	Octet 2
	X
	X
	X
	Algorithm type

	Octet 3
	Length=n-3

	Octet 4
	PCOMP1
	PCOMP2

	…
	…
	…

	Octet x
	High-order octet

	…
	…

	Octet n
	Low-order octet


Figure 3
Protocol Control Information Compression Field Format for SNDCP XID Negotiation

The algorithm type is taken to be 2 indicating the use of ROHC.  In the case of ROHC, according to section 6.5.4 of [3], only two PCOMP values are required; one for the use of small CIDs and one for large CIDs, hence the PCOMP field will only take one octet.  
Octets x-n are used to transport the ROHC parameters which are defined in section 6.5.4.1 of [3] and shown in Figure 4.  For a newly negotiated compression entity the applicable NSAPIs must be supplied.  The MAX_CID and MAX_HEADER fields could be left at their default values as 16 contexts should be more than enough to support 2 VoIP connections including signalling and RTCP if required.  As we assume that the user data flow requiring header compression use IPv4, it is extremely unlikely that packet headers will be larger than 168 octets even when IP options fields are taken into account.  

	
	
	
	Parameters

	Algorithm Name
	Algorithm Type
	Length
	Parameter Name
	Format
	Range
	Sense of Negotiation
	Default Value

	ROHC
	2
	0, 2, 4, 6, 8, 8+n*2 if P bit is 0,

1, 3, 5, 7, 9, 9+n*2 if P bit is 1.

(where n is the number of profiles, the max. number of profiles is 16) 
	Applicable NSAPIs
	bbbbbbbb bbb00000
	0, 32, 64, ( , 65504
	down (each bit separately)
	0

	
	
	
	MAX_CID
	00bbbbbb

bbbbbbbb
	0-16383 
	down
	15

	
	
	
	MAX_HEADER
	00000000 bbbbbbbb
	60-255
	down
	168

	
	
	
	PROFILE 1
	bbbbbbbb
bbbbbbbb
	0-65535
	(see 6.5.4.1.5)
	0

	
	
	
	PROFILE 2
	bbbbbbbb
bbbbbbbb
	0-65535
	(see 6.5.4.1.5)
	0

	
	
	
	...
	...
	...
	...
	...


	
	
	
	PROFILE 16
	bbbbbbbb
bbbbbbbb
	0-65535
	(see 6.5.4.1.5)
	0

	NOTE:
ROHC parameter MRRU is not negotiated and shall be set to 0, i.e. ROHC segmentation shall not be used.


Figure 4
ROHC Parameters
However, according to section 6.5.1.3 of [3], “not all the parameters of the entity have to be specified. If a parameter is to be included, all the preceding parameters shall also be specified.“.  Thus, as it is assumed that the profiles have to be negotiated after SGSN change due to the reset command, the MAX_CID and MAX_HEADER fields must also be included.  

4. Message Size Analysis

4.1. Tunnelled LLC Frames

The reset and IOV-UI are common to the LLME (i.e. a TLLI) and only have to be sent once.  The parameter N201-U is set per LLC SAPI but as it is assumed that only one LLC SAPI is used, this parameter need only be sent once to the MS.  The following table shows the number of octets for an XID Command LLC frame based on the parameters identified in Table 1.  

	Field
	Size (Octets)

	Address
	1

	Control
	1

	Reset
	1

	IOV-UI

(1 octet type/length)
	5

	N201-U

(1 octet type/length)
	3

	Layer-3 Parameters

(2 octet type/length)
	2+N

	FCS
	3

	Total
	16 + N


Table 2

Typical XID Command Size (Octets)

According to Table 2, the size of a typical XID Command LLC frame including LLME parameters is 16 + N octets, where N is the size of the SNDCP XID block.  

It is assumed that there is only the need for one compression entity for one or more RTP/UDP/IPv4 traffic flows, assuming a VoIP traffic.  

Referencing Figure 3, 4 octets are required for the entity number, algorithm type, length and PCOMP fields (as we only need 2 PCOMP values for ROHC).  The applicable NSAPIs field requires 2 octets.  The MAX_CID and MAX_HEADER fields can be left at their default values but have to be included as the profiles are to be negotiated.  
As far as the profiles are concerned, it is assumed that 2 profiles will be required for the typical case.  One for RTP/UDP/IP protocol stack for a VoIP speech bearer and one for UDP/IP that can be used for RTCP and SIP signalling.  A separate TCP/IP profile may also be required but two profiles is taken to be a reasonable estimate for the “typical case”.  

	Field
	Size (Octets)

	Entity
	1

	Algorithm
	1

	Length
	1

	PCOMP
	1

	Applicable NSAPIs
	2

	MAX_CID
	2

	MAX_HEADER
	2

	Profile 1
	2

	Profile 2
	2

	Total
	14


Table 3

Typical SNDCP XID Block Size (Octets)

As shown in Table 3, the SNDCP XID block will typically consist of 14 octets.  Therefore, under the assumptions made for the typical case where header compression is required, a single LLC frame can be tunnelled to the MS taking up 30 octets in total.  
If further LLC frames are needed for other SAPIs (as a separate XID Command is required for each affected SAPI) as would be the case if N201-U needs to be negotiated, a further 8 octets LLC frame will be required for each SAPI.  

4.2. New IEs

Instead of tunnelling the LLC frames between the new SGSN and the MS, it might be more efficient to recode the information as one or more new IEs to be passed from the new SGSN to the MS via the PS Handover signalling messages.  By doing this the LLC address, control and FCS fields do not have to be included.  In addition, the SNDCP XID block can be encoded in a more efficient manner.  In this case it is proposed that a single octet “Inclusion bitmap” field is introduced as the first parameter of the ROHC parameters block (after the PCOMP fields).  In this field the msb is set if the applicable NSAPIs field is included, the next bit is set if the MAX_CID field is included and so on.  In this way 4 octets are saved (MAX_CID and MAX_HEADER) at the expense of an extra octet for the “Inclusion bitmap” field.  
Assuming a single information element with one octet for the type field and one octet for the length field, then Table 4 shows how many octets would be required if the same information fields were encoded in a more compact fashion.  

	Field
	Size (Octets)

	IE Type
	1

	IE length
	1

	Reset
	1

	IOV-UI

(1 octet type/length)
	5

	N201-U

(1 octet type/length)
	3

	Entity
	1

	Algorithm
	1

	Length
	1

	PCOMP
	1

	Inclusion Bitmap
	1

	Applicable NSAPIs
	2

	Profile 1
	2

	Profile 2
	2

	Total
	22


Table 4

New IE Coding for XID Command Information (Octets)

Thus by using a new IE the typical number of octets required to send the XID command can be reduced to 22 from 30.  More efficient coding schemes may be considered but at cost in terms of complexity in decoding.  However, these would probably only result in a further saving of around 3-4 octets maximum.  
5. Conclusion

This paper has shown that in the case of inter-SGSN PS Handover it is not always possible to rely on default values in the LLC and SNDCP layers and thus XID negotiation is required.  This is true whenever header compression is required because of the need to send a reset command which causes the compression parameters to be reset to “not existing”.  
Typical contents of the XID command have been determined at the LLC and SNDCP layer in the case of a PS conversational service using ROHC header compression with other data services (not using header compression).  Two methods of coding this information (as tunnelled LLC frames or as a new IE) have been compared.  Under the assumptions made the typical size of the XID command has been determined to be 30 octets for the tunnelled LLC frame and 22 octets for new IE.  

Considering the relatively small gain (8 octets) involved in adopting a new IE compared with the extra implementation and standardisation effort required, it is suggested that the tunnelling approach be adopted at least for Release-6.  However, this should be checked against the predicted size of the PS Handover Command when its contents have been fully defined.  
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