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3
The BSS Management Application Part

3.1
BSSMAP Procedures

This sub-clause describes the procedures used in the BSS Management Application Part. There are the following main procedures:

	*
	Assignment
	figure 2

	#
	Blocking
	figures 10 and 25

	#
	Resource indication
	figure 12

	#
	Reset 
	figure 11

	*
	Handover required indication
	figure 4

	*
	Handover resource allocation
	figure 5

	*
	Handover execution
	figure 3

	#
	Handover candidate enquiry
	figure 13

	*
	Release
	figures 6 and 7

	#
	Paging
	figure 15

	#
	Flow control
	figure 14

	*
	Classmark update
	figure 9

	*
	Cipher mode control
	figure 17

	*
	Trace invocation
	

	*
	Initial MS message
	

	*
	Queuing indication
	

	*
	Data link control SAPI not
	

	
	equal to 0
	figure 18

	#
	Reset circuit
	

	*
	PDSS1 flow control
	

	*
	Circuit re-selection
	figure 26

	*
	Location Aquisition
	

	#
	Connectionless Information Transfer
	

	*
	Common ID
	

	#
	Information Transfer
	


These procedures are documented separately and are intended to be used by the operators/manufacturers to build up complete call sequences, in a flexible manner. Any sequences given where more than one procedure is shown concatenated are only for illustrative purposes.

Each of the above procedures is qualified by either an asterisk (*) or a hash symbol (#). The hash symbol (#) denotes a global procedure which concerns a complete cell or BSS, or specific terrestrial circuits. The asterisk symbol (*) denotes a dedicated procedure which concerns a single dedicated radio resource on the radio interface, or in the case of a multislot configuration, all radio resources allocated to one mobile station.

Messages used to support global procedures are sent using the connectionless services of the SCCP.

Messages used to support dedicated procedures are sent using the connection oriented services of the SCCP, on the connection which has been set up to support that call or transaction. The establishment of SCCP connections is detailed in 3GPP TS 48.002 [17].

In the following description of each procedure it is explicitly stated whether the procedure is global or not, and hence the type of SCCP service used to support the procedure is defined.

The handling of unknown terrestrial circuits is defined in sub-clause 3.1.19.6 and the procedures of sub-clause 3.1.19.6 take precedence over those of the rest of sub-clause 3.1. The procedures of the rest of sub-clause 3.1 assume that the terrestrial circuit is known by the entity concerned.

3.1.5.2
Handover Resource allocation

This procedure has been defined to allow the MSC to request resources from a BSS in a manner similar to that used for the assignment case. However it does not result in the transmission of any messages over the radio interface, only in the reservation of the resource(s) identified at the BSS, which awaits access of a MS on the reserved channel(s). These reserved resources are then indicated back to the MSC.

In order to support this procedure the MSC sets up a BSSAP SCCP connection to the BSS. This connection is then used to support all BSSAP messages related to the dedicated resource(s).

In case of Voice Group Call, the MSC may reuse the existing Resource Controlling SCCP connection which has been previously set-up with the new BSS.

3.1.5.2.1
Operation of the procedure

The correct operation of the handover resource allocation procedure is as follows:

The MSC sends a HANDOVER REQUEST message to the new BSS (note) from which it requires radio resources. This message contains details of the resource(s) required. If the MSC allocates the A interface circuits, and if the requested resource(s) is/are for speech or data the message also indicates the terrestrial resource that shall be used between the MSC and the BSS. The MSC should only ever ask for resources from the BSS that it knows are not totally incompatible with the nominated circuit. The type of channel(s) required can be different from the type of channel(s) in use, e.g. in the case of directed retry. The description of the resource(s) can either be a complete specification, or give the BSS some freedom in the selection (for instance channel rate selection, speech version selection etc.). The message may also specify the channel(s) in use, and, in case current channel mode is speech, the speech version used.

In case of Voice Group Call, the MSC need not to allocate a new A interface circuit. In such a case, the terrestrial resource which has been allocated during the VBS/VGCS assignment procedure is used as the new terrestrial resource.

On receipt of this message the new BSS shall choose suitable idle radio resources and, if the BSS allocates the A interface circuits and if needed, a terrestrial resource.

In case of Voice Group Call, the new BSS need not to allocate new radio resources. In such a case, the radio resource which has been allocated during the VBS/VGCS assignment procedure is used as the new radio resource.

The management of priority levels - relating to the Information Element "Priority" within the HANDOVER REQUEST message - is implementation dependent, under operator control.

If queuing is managed, new requests which cannot be served immediately are put in the queuing file according to the indicated priority levels.

(Refer to sub-clause 3.1.17 for Queuing Procedure.)

As a further operator option, the pre-emption indicators may (alone or along with the priority levels) be used to manage the pre-emption process, which may lead to the forced release or forced handover of lower priority connections.

However, the pre-emption indicators (refer to sub-clause 3.2.2.18), if given in the HANDOVER REQUEST, shall be treated on a per connection basis as follows:

-
The last received "Pre-emption Vulnerability" indicator and priority levels shall prevail.

-
If the "Pre-emption Capability" bit is set to 1, then this allocation request can trigger the running of the pre-emption procedure.

-
If the "Pre-emption Recommendation" bit indicates that pre-emption is recommended by the old BSS, then the new BSS may obey the recommendation and act appropriately based on "Pre-emption Capability Indication" bit.

-
If the "Pre-emption Recommendation" bit indicates that pre-emption is not recommended by the old BSS, then the new BSS may obey this recommendation and ignore the "Pre-emption Capability" bit if it is set to 1.

-
If the "Pre-emption Recommendation" bit is not present then the pre-emption procedure can be run.

-
If the "Pre-emption Capability" bit is set to 0, then this allocation request cannot trigger the pre-emption procedure.

-
If the "Pre-emption Vulnerability" bit is set to 1, then this connection is vulnerable and shall be included in the pre-emption process or procedure and as such may be subject to forced release or forced handover.

-
If the "Pre-emption Vulnerability" bit is set to 0, then this connection is not vulnerable to pre-emption and shall not be included in the pre-emption process and as such may not be subject to forced release or forced handover.

-
If no Priority Information Element has been received, both "Pre-emption Capability" and "Pre-emption Vulnerability" bits shall be regarded as set to 0.

In the case where localised service area is supported, the MSC may inform the BSS as to which LSA identities that the mobile has preferences by sending the LSA INFORMATION message. The BSS stores this information and uses it when determining the target cell list for handover. The algorithm for determining the target cell list for handover is not defined further in the present document.

In the case where Intersystem handover to other RATs is supported, the MSC may inform the target BSS, if preference for other radio access technologies (Service based handover) shall be applied to the MS connection. In such cases the MSC sets the Service Handover Information Element accordingly in the HANDOVER REQUEST message. The Service Handover information is stored in the BSS throughout the connection and is used in Handover evaluation process.

If a radio resource is available then this will be reflected back to the MSC in a HANDOVER REQUEST ACKNOWLEDGE message. If the MSC gave the BSS some freedom in resource type selection, the choices made by the BSS are indicated in the HANDOVER REQUEST ACKNOWLEDGE message. If the BSS allocates the A interface circuits and such a circuit is needed, the circuit allocated by the BSS is indicated in the HANDOVER ACKNOWLEDGE message. The HANDOVER REQUEST ACKNOWLEDGE message sent by the new BSS shall contain the radio interface message HANDOVER COMMAND within its "Layer 3 Information" Information Element. This "Layer 3 Information" (which is in fact the RR-Layer 3 HANDOVER COMMAND) is transferred by the controlling MSC to the old BSS using the BSSMAP message HANDOVER COMMAND also within the Information Element "Layer 3 Information" of that BSSMAP message. The old BSS then sends to the MS over the radio interface the RR-Layer 3 HANDOVER COMMAND message. Information about the appropriate new channels and a handover reference number chosen by the new BSS are contained in the HANDOVER COMMAND. Knowledge of the channel in use at the old BSS allows the new BSS to minimize the size of the HANDOVER COMMAND message (i.e. to decide whether the mode of the first channel IE need not be included in the HANDOVER COMMAND).

NOTE:
The new BSS and the old BSS may be the same.

In the case of external handover the BSS, when localised service area is supported, will indicate the LSA identity of the target cell in the HANDOVER REQUEST ACKNOWLEDGE message if it corresponds to one of the LSA identities received in the HANDOVER REQUEST message.

When several circuit pools are present on the BSS MSC interface, and a circuit has been allocated by the HANDOVER REQUEST message, the "circuit pool" information field shall be included in the HANDOVER REQUEST ACKNOWLEDGE. The "circuit pool" field will indicate to the MSC the circuit pool of the CIC given in the HANDOVER REQUEST message.

In the case of a handover from A/Gb mode to A/Gb mode, the New BSS to Old BSS Information information element is used to pass Field Elements from the new BSS to the old BSS. The information in the New BSS to Old BSS information information element is transparent for the MSC. When the New BSS to Old BSS information information element is present in the HANDOVER REQUEST ACKNOWLEDGE message, the MSC may pass it to the old BSS when initiating the Handover Execution procedure.

In the case of a handover from Iu mode (GERAN or UTRAN) to A/Gb mode, the Inter-System Information information element is used to pass Field Elements from the new BSS to the old system. The information in the Inter-System Information information element is transparent for the MSC. When the Inter-System Information information element is present in the HANDOVER REQUEST ACKNOWLEDGE message, the MSC may pass it to the old system.

The new BSS may provide information about the traffic load of the target cell by including the Downlink Cell Load Information and/or the Uplink Cell Load Information field elements in the New BSS to Old BSS information or in the Inter-System Information information elements. This information shall represent the traffic load in the cell assuming a successful completion of the handover procedure in progress. The old BSS may use the information to update the information about the load on the new cell, which may be used in the initiation of future cell load based handover procedures.

If the SNA Access Information IE is contained in the HANDOVER REQUEST message, the target BSS shall store this information and use it during subsequent handovers to determine which radio resources in the GERAN/UTRAN that the MS has access to. The target BSS shall consider that the MS is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the target BSS shall consider that the access to radio resources for the concerned MS is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

The sending of the HANDOVER REQUEST ACKNOWLEDGE by the new BSS to the MSC ends the Handover Resource Allocation procedure. The Handover Execution procedure can now proceed and this is given in sub-clause 3.1.5.3.

The new BSS shall then take all necessary action to allow the MS to access the radio resource(s) that the new BSS has chosen, this is detailed in the 3GPP TS 45 series of Technical Specifications. If the radio resource(s) is a traffic channel or a group of traffic channels, then the new BSS shall at this point switch it through to the terrestrial resource indicated in the HANDOVER REQUEST message, and the necessary transcoding/rate adaption/encryption equipment enabled as detailed in 3GPP TS 24.008 [6].

The optimum procedure for switching through to the target cell at the MSC is not defined in these Technical Specifications.

3.1.30
Common ID

The purpose of the Common ID procedure is to inform the BSC about the IMSI of a user and optionally about the SNA Access Information for the user. This may be used by the BSC to create a reference between the user and the RR and SCCP connections of that user for paging co-ordination. The procedure uses connection oriented signalling.

If the MS, the BSS and the MSC support DTM or if SNA Access Information needs to be transferred to the BSS and as soon as the IMSI is available at the MSC, the MSC shall send the COMMON ID message to the BSS.

The BSC associates the permanent identity to the RR and SCCP connections of that user for the duration of the RR connection.

If the SNA Access Information IE is contained in the COMMON ID message, the BSS shall store this information and use it during subsequent handovers to determine which radio resources in the GERAN/UTRAN that the MS has access to. The BSS shall consider that the MS is authorised to access only the PLMNs identified by the PLMN identity IEs in the SNA Access Information IE. If the Authorised SNAs IE is included for a given PLMN (identified by the PLMN identity IE), then the BSS shall consider that the access to radio resources for the concerned MS is restricted to the LAs contained in the SNAs identified by the SNAC IEs.

3.1.31
Information Transfer
The purpose of the Information Transfer procedure is to transfer information from the MSC to the BSS. The procedure uses connectionless signalling.

The procedure is initiated with an INFORMATION TRANSFER INDICATION message sent from the MSC to the BSS. 

NOTE: 
The MSC should at least initiate the Information Transfer procedure after the MSC or the BSS has performed the Reset procedure or whenever the respective information has changed in the MSC.

The INFORMATION TRANSFER INDICATION message shall contain following IEs:

-
Information Transfer ID
-
Shared Network Information
If the BSS is able to process the information contained in the Shared Network Information IE, it shall respond with the INFORMATION TRANSFER CONFIRMATION message provided with the same Information Transfer ID IE as the one received in the INFORMATION TRANSFER INDICATION message.

The BSS shall replace the existing Shared Network Information provided in a previous Information Transfer procedure by the newly provided Shared Network Information.
If the BSS is not able to process the information contained in the Shared Network Information IE, the BSS shall regard the Information Transfer procedure as failed and send the INFORMATION TRANSFER FAILURE message to the MSC. The message shall include the same content in the Information Transfer ID IE as received in the INFORMATION TRANSFER INDICATION message and set the Cause IE to an appropriate value.

3.2
Message Formats and Coding

This sub-clause defines the coding and format of the messages required for the BSSMAP.

For each message there is, in sub-clause 3.2.1, a table listing the signalling elements in their order of appearance in the transmitted message.

There is no general rule for the order of signalling elements: it happens that the same elements appear in various orders depending on the message.

All the BSSMAP messages are listed in the following table.

	Message name
	Reference

	ASSIGNMENT REQUEST
	3.2.1.1

	ASSIGNMENT COMPLETE
	3.2.1.2

	ASSIGNMENT FAILURE
	3.2.1.3

	BLOCK
	3.2.1.4

	BLOCKING ACKNOWLEDGE
	3.2.1.5

	CIRCUIT GROUP BLOCK
	3.2.1.41

	CIRCUIT GROUP BLOCKING ACKNOWLEDGE
	3.2.1.42

	CIRCUIT GROUP UNBLOCK
	3.2.1.43

	CIRCUIT GROUP UNBLOCKING ACKNOWLEDGE
	3.2.1.44

	CLEAR COMMAND
	3.2.1.21

	CLEAR COMPLETE
	3.2.1.22

	CLEAR REQUEST
	3.2.1.20

	UNBLOCK
	3.2.1.6

	UNBLOCKING ACK
	3.2.1.7

	HANDOVER CANDIDATE ENQUIRE
	3.2.1.14

	HANDOVER CANDIDATE RESPONSE
	3.2.1.15

	HANDOVER REQUEST
	3.2.1.8

	HANDOVER REQUIRED
	3.2.1.9

	HANDOVER REQUIRED REJECT
	3.2.1.37

	HANDOVER REQUEST ACKNOWLEDGE
	3.2.1.10

	HANDOVER COMMAND
	3.2.1.11

	HANDOVER COMPLETE
	3.2.1.12

	HANDOVER SUCCEEDED
	3.2.1.13

	HANDOVER FAILURE
	3.2.1.16

	HANDOVER PERFORMED
	3.2.1.25

	HANDOVER DETECT
	3.2.1.40

	RESOURCE REQUEST
	3.2.1.17

	RESET
	3.2.1.23

	RESET ACK
	3.2.1.24

	RESOURCE INDICATION
	3.2.1.18

	PAGING
	3.2.1.19

	OVERLOAD
	3.2.1.26

	MSC INVOKE TRACE
	3.2.1.27

	BSS INVOKE TRACE
	3.2.1.28

	CLASSMARK UPDATE
	3.2.1.29

	CLASSMARK REQUEST
	3.2.1.46

	CIPHER MODE COMMAND
	3.2.1.30

	CIPHER MODE COMPLETE
	3.2.1.31

	CIPHER MODE REJECT
	3.2.1.48

	COMPLETE LAYER 3 INFORMATION
	3.2.1.32

	QUEUING INDICATION
	3.2.1.33

	SAPI "N" REJECT
	3.2.1.34

	RESET CIRCUIT
	3.2.1.38

	RESET CIRCUIT ACKNOWLEDGE
	3.2.1.39

	CONFUSION
	3.2.1.45

	UNEQUIPPED CIRCUIT
	3.2.1.47

	LOAD INDICATION
	3.2.1.49

	VGCS/VBS SETUP
	3.2.1.50

	VGCS/VBS SETUP ACK
	3.2.1.51

	VGCS/VBS SETUP REFUSE
	3.2.1.52

	VGCS/VBS ASSIGNMENT REQUEST
	3.2.1.53

	VGCS/VBS ASSIGNMENT RESULT
	3.2.1.54

	VGCS/VBS ASSIGNMENT FAILURE
	3.2.1.55

	VGCS/VBS QUEUING INDICATION
	3.2.1.56

	UPLINK REQUEST
	3.2.1.57

	UPLINK REQUEST ACKNOWLEDGE
	3.2.1.58

	UPLINK REQUEST CONFIRMATION
	3.2.1.59

	UPLINK RELEASE INDICATION
	3.2.1.60

	UPLINK REJECT COMMAND
	3.2.1.61

	UPLINK RELEASE COMMAND
	3.2.1.62

	UPLINK SEIZED COMMAND
	3.2.1.63

	SUSPEND
	3.2.1.64

	RESUME
	3.2.1.65

	CHANGE CIRCUIT
	3.2.1.66

	CHANGE CIRCUIT ACKNOWLEDGE
	3.2.1.67

	COMMON ID
	3.2.1.68

	LSA INFORMATION
	3.2.1.69

	CONNECTION ORIENTED INFORMATION
	3.2.1.70

	PERFORM LOCATION REQUEST
	3.2.1.71

	PERFORM LOCATION RESPONSE
	3.2.1.72

	PERFORM LOCATION ABORT
	3.2.1.73

	CONNECTIONLESS INFORMATION
	3.2.1.74

	INFORMATION TRANSFER INDICATION
	3.2.1.75

	INFORMATION TRANSFER CONFIRMATION
	3.2.1.76

	INFORMATION TRANSFER FAILURE
	3.2.1.77


3.2.1.8
HANDOVER REQUEST

This message is sent from the MSC to the BSS via the relevant SCCP connection to indicate that the MS is to be handed over to that BSS.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	MSC-BSS 
	M
	1

	Channel Type
	3.2.2.11
	MSC-BSS 
	M
	5-10 

	Encryption Information
	3.2.2.10
	MSC-BSS 
	M (note 1)
	3-n

	Classmark Information 1 
or
Classmark Information 2
	3.2.2.30
3.2.2.19
	MSC-BSS
 
MSC-BSS
	M# 

M (note 6)
	2 

4-5

	Cell Identifier (Serving) 
	3.2.2.17
	MSC-BSS 
	M (note 20)
	5-10 

	Priority
	3.2.2.18
	MSC-BSS 
	O
	3 

	Circuit Identity Code 
	3.2.2.2 
	MSC-BSS 
	O (note 7)
	3 

	Downlink DTX Flag 
	3.2.2.26
	MSC-BSS 
	O (note 3) 
	2 

	Cell Identifier (Target)
	3.2.2.17
	MSC-BSS 
	M (note 17)
	3-10 

	Interference Band To Be Used
	3.2.2.21
	MSC-BSS 
	O
	2 

	Cause 
	3.2.2.5 
	MSC-BSS 
	O (note 9)
	 3-4 

	Classmark Information 3 
	3.2.2.20
	MSC-BSS 
	O (note 4)
	 3-14

	Current Channel type 1
	3.2.2.49
	MSC-BSS 
	O (note 8) 
	2 

	Speech Version (Used) 
	3.2.2.51
	MSC-BSS 
	O (note 10)
	2

	Group Call Reference
	3.2.2.55
	MSC-BSS 
	O (note 5)
	 3-8

	Talker Flag 
	3.2.2.54
	MSC-BSS 
	O (note 11)
	1

	Configuration Evolution Indication
	3.2.2.57
	MSC-BSS
	O (note 12)
	2

	Chosen Encryption Algorithm (Serving)
	3.2.2.44
	MSC-BSS
	O (note 2)
	2

	Old BSS to New BSS Information
	3.2.2.58
	MSC-BSS
	O (note 13)
	2-n

	LSA Information
	3.2.2.23
	MSC-BSS
	O (note 14)
	3+4n

	LSA Access Control Suppression
	3.2.2.61
	MSC-BSS
	O (note 15) 
	2

	Service Handover
	3.2.2.75
	MSC-BSS
	O (note 21)
	3

	IMSI
	3.2.2.6
	MSC-BSC
	O (note 16)
	3-10

	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76
	MSC-BSS
	O (note 18)
	n-m

	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77
	MSC-BSS
	O (note 19)
	n-m

	SNA Access Information
	3.2.2.82
	MSC-BSC
	O (note 22)
	2+n

	NOTE 1:
If the MSC has not sent a CIPHER MODE COMMAND for this RR connection (or has had all such CIPHER MODE COMMAND messages rejected with CIPHER MODE REJECT messages) then the MSC shall indicate that the only "permitted algorithm" is "no encryption".

NOTE 2:
If this information element is included, it shall be equal to the last received "Chosen Encryption Algorithm" information element.

NOTE 3:
This element may be included in the case of a speech TCH, and only in this case. If not included, this has no impact on the DTX function in the BSS.

NOTE 4:
This element is included if the MSC has received such information.

NOTE 5:
This element is included if the MS is in a voice broadcast or voice group call.

NOTE 6:
One of these two elements is sent.

NOTE 7:
This element is included when the channel type Information Element indicates speech or data, and only in those cases. In case of Voice Group Call talker handover, this element may contain the Circuit Identity Code already allocated during the VBS/VGCS assignment procedure, meaning that the already allocated terrestrial resource of the new cell is used.

NOTE 8:
This element is included at least when the message is sent as a reaction to reception of a HANDOVER REQUIRED message containing a "Current channel type 1" information element. In this case it shall be equal to the received element.

NOTE 9:
This information element should always be included. Its cause value should be the same as indicated in the corresponding Handover Required message.

NOTE 10:
This element is included at least when the message is sent as a reaction to reception of a HANDOVER REQUIRED message containing a "Speech version (used)" information element. In this case it shall be equal to the received element.

NOTE 11:
This information element is included for voice group call, when this is included it indicates that the mobile is a talker in the call else the mobile is a listener.

NOTE 12:
The information is indicated by the MSC if known

NOTE 13:
This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "old BSS to new BSS information" information element. Its contents shall be equal to the received element.

NOTE 14:
This information element is included when the subscriber has localised service area support.

NOTE 15:
This information element is included if LSA access control function shall be suppressed in the BSS.

NOTE 16:
This information element is included at least when the MS is dual transfer mode capable and the IMSI is available at the MSC.

NOTE 17:
If intersystem handover from GSM to UMTS or to cdma 2000 is performed, this information element indicates the target RNC-ID..

NOTE 18:
This information element shall be included when intersystem handover (UMTS) is performed. This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "Source RNC to Target RNC transparent information (UMTS)" IE. Its contents shall be equal to the received element. 

NOTE 18a:
Only provided in the HANDOVER REQUEST message on the MAP-E interface.

NOTE 19:
This information element shall be included when intersystem handover (cdma2000) is performed. This element is included if and only if the message is sent as a reaction to the reception of a HANDOVER REQUIRED message containing an "Source RNC to Target RNC transparent information (cdma2000)" IE. Its contents shall be equal to the received element. Note: Only provided in the HANDOVER REQUEST message on the MAP-E interface.

NOTE 20:
In intersystem handover from UMTS (or cdma2000) to GSM this IE indicates the serving area of the UE.

NOTE 21:
This information element is included if a preference for other radio access technologies shall be applied to the MS connection. 

NOTE 22:
This information element may be included to provide UE's SNA Access Information.




Typical Cause values are:

· uplink quality;

· uplink strength;

· downlink quality;

· downlink strength;

· distance;

· better cell;

· response to MSC invocation;

· O and M intervention;

· directed retry;

· switch circuit pool;

· traffic;

· preemption;

· reduce load in serving cell.

3.2.1.68
Common ID

This message is sent from the MSC to the BSS in order to inform the BSS of the IMSI associated with this SCCP connection.

This message is sent over the relevant SCCP connection, or, in the SCCP Connection Confirm message.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1
	MSC-BSS
	M
	1

	IMSI
	3.2.2.6
	MSC-BSS
	M
	3-10

	SNA Access Information
	3.2.2.82
	MSC-BSC
	O (note)
	2+n

	NOTE:
This information element may be included to provide UE's SNA Access Information.



3.2.1.69
LSA INFORMATION

This message is sent from the MSC to the BSS via the relevant SCCP connection in order to inform the BSS as to which LSA identities the mobile subscriber has subscription.

	INFORMATION ELEMENT
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1
	MSC-BSS
	M
	1

	LSA Information
	3.2.2.23
	MSC-BSS
	M
	3+4n


3.2.1.70
(void)

3.2.1.71
PERFORM LOCATION REQUEST

This message is sent from the serving MSC to BSS via the relevant SCCP connection. It indicates to the receiving entity that actions related to Location Services needs to be performed.

	INFORMATION ELEMENT 
	REFERENCE
	TYPE
	LEN

	Message Type
	3.2.2.1 
	M
	1

	Location Type
	3.2.2.63
	M
	3-n

	Cell Identifier
	3.2.2.17
	O
	5-10

	Classmark Information Type 3
	3.2.2.20
	O
	3-14

	LCS Client Type
	3.2.2.67
	C (note 3)
	3-n

	Chosen Channel
	3.2.2.33
	O
	2

	LCS Priority
	3.2.2.62
	O
	3-n

	LCS QoS
	3.2.2.60
	C (note 1)
	3-n

	GPS Assistance Data
	3.2.2.70
	C (note 2)
	3-n

	APDU
	3.2.2.68
	O
	3-n

	NOTE 1:
The IE is present if location of the target MS is requested.

NOTE 2:
The IE is present if the GPS assistance data is requested.

NOTE 3:
The IE is present if the location type indicates a request for a location estimate and is optional otherwise.


3.2.1.72
PERFORM LOCATION RESPONSE

This message is sent from the serving BSS to the MSC via the relevant SCCP connection in response to the PERFORM LOCATION REQUEST. It contains information related to result of positioning of the target MS. 

	INFORMATION ELEMENT 
	REFERENCE
	TYPE
	LEN

	Message Type
	3.2.2.1 
	M
	1 

	Location Estimate
	3.2.2.64
	C (note 1)
	3-n

	Positioning Data
	3.2.2.65
	O
	3-n

	Deciphering Keys
	3.2.2.71
	C (note 2)
	3-n

	LCS Cause 
	3.2.2.66
	C (note 3)
	3-n

	NOTE 1:
The IE is present if location of the target MS was requested and the procedure succeeded.

NOTE 2:
These IEs are present if deciphering key was requested and the procedure succeeded

NOTE 3:
The IE is present if the procedure failed.


3.2.1.73
PERFORM LOCATION ABORT

This message is sent from the serving MSC to BSS via the relevant SCCP connection. It indicates to the receiving entity that actions related to Location Services needs to be aborted. 

	INFORMATION ELEMENT
	REFERENCE
	TYPE
	LEN

	Message Type
	3.2.2.1
	M
	1

	LCS Cause 
	3.2.2.66
	M
	3-n


3.2.1.74
CONNECTIONLESS INFORMATION

This message is sent from the BSS to the MSC or from the MSC to the BSS. The MSC forwards the CONNECTIONLESS INFORMATION message to the BSS as to which cell is indicated in the message. The message is sent as a connectionless SCCP message.

	INFORMATION ELEMENT 
	REFERENCE
	DIRECTION
	TYPE
	LEN

	Message Type
	3.2.2.1 
	Both
	M
	1

	Network Element Identity (source)
	3.2.2.69
	Both
	M
	3-n

	Network Element Identity (target)
	3.2.2.69
	Both
	M
	3-n

	APDU
	3.2.2.68
	Both
	M
	3-n 

	Segmentation
	3.2,2,74
	Both
	C (note 1)
	5

	Return Error Request
	3.2.2.72
	Both
	C (note 2)
	3-n

	Return Error Cause
	3.2.2.73
	Both
	C (note 3)
	3-n 

	NOTE 1:
This IE is present if and only if the APDU contains a message segment.

NOTE 2:
The IE is present when the source of a message requests for an error response if the message cannot be delivered to its final destination. If this IE is present, then Return Error Cause shall not be present.

NOTE 3:
The IE is present when an error is indicated that the message was not delivered to its final destination. If this IE is present, then Return Error Request shall not be present. Refer to 3GPP TS 49.031 [19a] for cause values


3.2.1.75
INFORMATION TRANSFER INDICATION

This message is sent by the MSC to transfer information to a BSS. The message is sent as a connectionless SCCP message.
	INFORMATION ELEMENT
	REFERENCE
	TYPE
	LEN

	Message Type
	3.2.2.1
	M
	1

	Information Transfer ID
	3.2.2.83
	M
	3

	Shared Network Information
	3.2.2.84
	O
	2+n


3.2.1.76
INFORMATION TRANSFER CONFIRMATION

This message is sent by the BSS to report the successful outcome of the request from the INFORMATION TRANSFER INDICATION message. The message is sent as a connectionless SCCP message.
	INFORMATION ELEMENT
	REFERENCE
	TYPE
	LEN

	Message Type
	3.2.2.1
	M
	1

	Information Transfer ID
	3.2.2.83
	M
	3


3.2.1.77
INFORMATION TRANSFER FAILURE

This message is sent by the BSS if the Information Transfer failed. The message is sent as a connectionless SCCP message.
	INFORMATION ELEMENT
	REFERENCE
	TYPE
	LEN

	Message Type
	3.2.2.1
	M
	1

	Information Transfer ID
	3.2.2.83
	M
	3

	Cause
	3.2.2.5
	M
	3-4


3.2.2
Signalling element coding

This sub-clause contains the CODING of the signalling elements used.

The following conventions are assumed for the sequence of transmission of bits and bytes:

-
Each bit position is marked as 1 to 8. Bit 1 is the least significant bit and is transmitted first.

-
In an element octets are identified by number, octet 1 is transmitted first, then octet 2, etc.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

-
For variable length elements a length indicator is included, this indicates the number of octets following in the element.

-
All fields within Information Elements are mandatory unless otherwise specified. The Information Element Identifier shall always be included.

All spare bits are set to 0.

Table 3.2.2.1: Signalling elements used and their CODING

	Element Identifier Coding
	Element name
	Reference

	0000 0001
	Circuit Identity Code
	3.2.2.2

	0000 0010
	Reserved (see note 2)
	*

	0000 0011
	Resource Available
	3.2.2.4

	0000 0100
	Cause
	3.2.2.5

	0000 0101
	Cell Identifier
	3.2.2.17

	0000 0110
	Priority
	3.2.2.18

	0000 0111
	Layer 3 Header Information
	3.2.2.9

	0000 1000
	IMSI
	3.2.2.6

	0000 1001
	TMSI
	3.2.2.7

	0000 1010
	Encryption Information
	3.2.2.10

	0000 1011
	Channel Type
	3.2.2.11

	0000 1100
	Periodicity
	3.2.2.12

	0000 1101
	Extended Resource Indicator
	3.2.2.13

	0000 1110
	Number Of MSs
	3.2.2.8

	0000 1111
	Reserved (see note 2)
	*

	0001 0000
	Reserved (see note 2)
	*

	0001 0001
	Reserved (see note 2)
	*

	0001 0010
	Classmark Information Type 2
	3.2.2.19

	0001 0011
	Classmark Information Type 3
	3.2.2.20

	0001 0100
	Interference Band To Be Used
	3.2.2.21

	0001 0101
	RR Cause
	3.2.2.22

	0001 0110
	Reserved (see note 2)
	*

	0001 0111
	Layer 3 Information
	3.2.2.24

	0001 1000
	DLCI
	3.2.2.25

	0001 1001
	Downlink DTX Flag
	3.2.2.26

	0001 1010
	Cell Identifier List
	3.2.2.27

	0001 1011
	Response Request
	3.2.2.28

	0001 1100
	Resource Indication Method
	3.2.2.29

	0001 1101
	Classmark Information Type 1
	3.2.2.30

	0001 1110
	Circuit Identity Code List
	3.2.2.31

	0001 1111
	Diagnostic
	3.2.2.32

	0010 0000
	Layer 3 Message Contents
	3.2.2.35

	0010 0001
	Chosen Channel
	3.2.2.33

	0010 0010
	Total Resource Accessible
	3.2.2.14

	0010 0011
	Cipher Response Mode
	3.2.2.34

	0010 0100
	Channel Needed
	3.2.2.36

	0010 0101
	Trace Type
	3.2.2.37

	0010 0110
	Triggerid
	3.2.2.38

	0010 0111
	Trace Reference
	3.2.2.39

	0010 1000
	Transactionid
	3.2.2.40

	0010 1001
	Mobile Identity
	3.2.2.41

	0010 1010
	OMCId
	3.2.2.42

	0010 1011
	Forward Indicator
	3.2.2.43

	0010 1100
	Chosen Encryption Algorithm
	3.2.2.44

	0010 1101
	Circuit Pool
	3.2.2.45

	0010 1110
	Circuit Pool List
	3.2.2.46

	0010 1111
	Time Indication
	3.2.2.47

	0011 0000
	Resource Situation
	3.2.2.48

	0011 0001
	Current Channel type 1
	3.2.2.49

	0011 0010
	Queueing Indicator
	3.2.2.50

	0100 0000
	Speech Version
	3.2.2.51

	0011 0011
	Assignment Requirement
	3.2.2.52

	0011 0101
	Talker Flag
	3.2.2.54

	0011 0110
	Connection Release Requested
	3.2.2.3

	0011 0111
	Group Call Reference
	3.2.2.55

	0011 1000
	eMLPP Priority
	3.2.2.56

	0011 1001
	Configuration Evolution Indication
	3.2.2.57

	0011 1010
	Old BSS to New BSS Information
	3.2.2.58

	0011 1011
	LSA Identifier
	3.2.2.15

	0011 1100
	LSA Identifier List
	3.2.2.16

	0011 1101
	LSA Information
	3.2.2.23

	0011 1110
	LCS QoS
	3.2.2.60

	0011 1111
	LSA access control suppression
	3.2.2.61

	0100 0011
	LCS Priority
	3.2.2.62

	0100 0100
	Location Type
	3.2.2.63

	0100 0101
	Location Estimate
	3.2.2.64

	0100 0110
	Positioning Data
	3.2.2.65

	0100 0111
	LCS Cause
	3.2.2.66

	0100 1000
	LCS Client Type
	3.2.2.67

	0100 1001
	APDU
	3.2.2.68

	0100 1010
	Network Element Identity
	3.2.2.69

	0100 1011
	GPS Assistance Data
	3.2.2.70

	0100 1100
	Deciphering Keys
	3.2.2.71

	0100 1101
	Return Error Request
	3.2.2.72

	0100 1110
	Return Error Cause
	3.2.2.73

	0100 1111
	Segmentation
	3.2.2.74

	0101 0000
	Service Handover
	3.2.2.75

	0101 0001 (see note 1)
	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76

	0101 0010 (see note 1)
	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77

	0101 0011
	GERAN Classmark
	3.2.2.78

	0101 0100
	GERAN BSC Container
	3.2.2.79

	0110 0001 (see note 1)
	New BSS to Old BSS Information
	3.2.2.80

	0110 0011 (see note 1)
	Inter-System Information
	3.2.2.81

	0110 0100 
	SNA Access Information
	3.2.2.82

	xxxx xxxx
	Information Transfer Id
	3.2.2.83

	xxxx xxxx
	Shared Network Information
	3.2.2.84

	0100 0001
	Reserved (see note 3)
	#

	0100 0010
	Reserved (see note 3)
	#

	NOTE 1:
This encoding aligns with the RANAP specified tagging. The coding is defined in relevant RANAP specification 3GPP TS 25.413 [31].

NOTE 2:
Information Element codes marked as "reserved" are reserved for use by previous versions of this interface specification.

NOTE 3:

Information Element codes marked as "reserved" are reserved for use by ANSI version of this interface specification.


3.2.2.1
Message Type

Message Type uniquely identifies the message being sent. It is a single octet element, mandatory in all messages.

Bit 8 is reserved for future extension of the code set. All unassigned codes are spare.

	
	8 7 6 5 4 3 2 1
	

	
	0 0 0 0 0 0 0 0
	Reserved.

	ASSIGNMENT MESSAGES
	
	

	
	0 0 0 0 0 0 0 1
	ASSIGNMENT REQUEST

	
	0 0 0 0 0 0 1 0
	ASSIGNMENT COMPLETE

	
	0 0 0 0 0 0 1 1
	ASSIGNMENT FAILURE

	HANDOVER MESSAGES
	
	

	
	0 0 0 1 0 0 0 0
	HANDOVER REQUEST 

	
	0 0 0 1 0 0 0 1
	HANDOVER REQUIRED

	
	0 0 0 1 0 0 1 0
	HANDOVER REQUEST ACKNOWLEDGE

	
	0 0 0 1 0 0 1 1
	HANDOVER COMMAND

	
	0 0 0 1 0 1 0 0
	HANDOVER COMPLETE

	
	0 0 0 1 0 1 0 1
	HANDOVER SUCCEEDED

	
	0 0 0 1 0 1 1 0
	HANDOVER FAILURE

	
	0 0 0 1 0 1 1 1
	HANDOVER PERFORMED

	
	0 0 0 1 1 0 0 0
	HANDOVER CANDIDATE ENQUIRE

	
	0 0 0 1 1 0 0 1
	HANDOVER CANDIDATE RESPONSE

	
	0 0 0 1 1 0 1 0
	HANDOVER REQUIRED REJECT

	
	0 0 0 1 1 0 1 1
	HANDOVER DETECT

	RELEASE MESSAGES
	
	

	
	0 0 1 0 0 0 0 0
	CLEAR COMMAND

	
	0 0 1 0 0 0 0 1
	CLEAR COMPLETE

	
	0 0 1 0 0 0 1 0
	CLEAR REQUEST

	
	0 0 1 0 0 0 1 1
	RESERVED

	
	0 0 1 0 0 1 0 0
	RESERVED

	
	0 0 1 0 0 1 0 1
	SAPI "N" REJECT

	
	0 0 1 0 0 1 1 0
	CONFUSION

	OTHER CONNECTION RELATED MESSAGES
	
	

	
	0 0 1 0 1 0 0 0
	SUSPEND

	
	0 0 1 0 1 0 0 1
	RESUME

	
	0 0 1 0 1 0 1 0
	Reserved (See note)

	
	0 0 1 0 1 0 1 1
	PERFORM LOCATION REQUEST

	
	0 0 1 0 1 1 0 0
	LSA INFORMATION 

	
	0 0 1 0 1 1 0 1
	PERFORM LOCATION RESPONSE

	
	0 0 1 0 1 1 1 0
	PERFORM LOCATION ABORT

	
	0 0 1 0 1 1 1 1
	COMMON ID

	GENERAL MESSAGES
	
	

	
	0 0 1 1 0 0 0 0
	RESET

	
	0 0 1 1 0 0 0 1
	RESET ACKNOWLEDGE

	
	0 0 1 1 0 0 1 0
	OVERLOAD

	
	0 0 1 1 0 0 1 1
	RESERVED

	
	0 0 1 1 0 1 0 0
	RESET CIRCUIT

	
	0 0 1 1 0 1 0 1
	RESET CIRCUIT ACKNOWLEDGE

	
	0 0 1 1 0 1 1 0
	MSC INVOKE TRACE

	
	0 0 1 1 0 1 1 1
	BSS INVOKE TRACE

	
	0 0 1 1 1 0 1 0
x x x x x x x x 

x x x x x x x x

x x x x x x x x
	CONNECTIONLESS INFORMATION

INFORMATION TRANSFER INDICATION

INFORMATION TRANSFER CONFORMATION

INFORMATION TRANSFER FAILURE

	TERRESTRIAL RESOURCE MESSAGES
	
	

	
	0 1 0 0 0 0 0 0
	BLOCK

	
	0 1 0 0 0 0 0 1
	BLOCKING ACKNOWLEDGE

	
	0 1 0 0 0 0 1 0
	UNBLOCK

	
	0 1 0 0 0 0 1 1
	UNBLOCKING ACKNOWLEDGE

	
	0 1 0 0 0 1 0 0
	CIRCUIT GROUP BLOCK

	
	0 1 0 0 0 1 0 1
	CIRCUIT GROUP BLOCKING ACKNOWLEDGE

	
	0 1 0 0 0 1 1 0
	CIRCUIT GROUP UNBLOCK

	
	0 1 0 0 0 1 1 1
	CIRCUIT GROUP UNBLOCKING ACKNOWLEDGE

	
	0 1 0 0 1 0 0 0
	UNEQUIPPED CIRCUIT

	
	0 1 0 0 1 1 1 0
	CHANGE CIRCUIT

	
	0 1 0 0 1 1 1 1
	CHANGE CIRCUIT ACKNOWLEDGE

	RADIO RESOURCE MESSAGES
	
	

	
	0 1 0 1 0 0 0 0
	RESOURCE REQUEST

	
	0 1 0 1 0 0 0 1
	RESOURCE INDICATION

	
	0 1 0 1 0 0 1 0
	PAGING

	
	0 1 0 1 0 0 1 1
	CIPHER MODE COMMAND

	
	0 1 0 1 0 1 0 0
	CLASSMARK UPDATE

	
	0 1 0 1 0 1 0 1
	CIPHER MODE COMPLETE

	
	0 1 0 1 0 1 1 0
	QUEUING INDICATION

	
	0 1 0 1 0 1 1 1
	COMPLETE LAYER 3 INFORMATION

	
	0 1 0 1 1 0 0 0
	CLASSMARK REQUEST

	
	0 1 0 1 1 0 0 1
	CIPHER MODE REJECT

	
	0 1 0 1 1 0 1 0
	LOAD INDICATION

	VGCS/VBS
	
	

	
	0 0 0 0 0 1 0 0
	VGCS/VBS SETUP

	
	0 0 0 0 0 1 0 1
	VGCS/VBS SETUP ACK

	
	0 0 0 0 0 1 1 0
	VGCS/VBS SETUP REFUSE

	
	0 0 0 0 0 1 1 1
	VGCS/VBS ASSIGNMENT REQUEST

	
	0 0 0 1 1 1 0 0
	VGCS/VBS ASSIGNMENT RESULT

	
	0 0 0 1 1 1 0 1
	VGCS/VBS ASSIGNMENT FAILURE

	
	0 0 0 1 1 1 1 0
	VGCS/VBS QUEUING INDICATION

	
	0 0 0 1 1 1 1 1
	UPLINK REQUEST

	
	0 0 1 0 0 1 1 1
	UPLINK REQUEST ACKNOWLEDGE

	
	0 1 0 0 1 0 0 1
	UPLINK REQUEST CONFIRMATION

	
	0 1 0 0 1 0 1 0
	UPLINK RELEASE INDICATION

	
	0 1 0 0 1 0 1 1
	UPLINK REJECT COMMAND

	
	0 1 0 0 1 1 0 0
	UPLINK RELEASE COMMAND

	
	0 1 0 0 1 1 0 1
	UPLINK SEIZED COMMAND

	NOTE:
This value was allocated in an earlier phase of the protocol and shall not be used in the future.


3.2.2.82
SNA Access Information

This element identifies the PLMN(s) and/or the SNA(s) within the PLMN(s) that the UE is authorised to access.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	PLMN1
	octet 3-5

	Number of SNAs within PLMN1
	octet 6-7

	SNAC1 within PLMN1
	octet 8-9

	SNAC2 within PLMN1
	octet 10-11

	.
	

	.
	

	SNACn within PLMN1
	

	PLMN2
	

	.
	

	.
	

	PLMNn
	

	Number of SNAs within PLMNn
	

	SNAC1 within PLMNn
	

	SNAC2 within PLMNn
	

	.
	

	.
	

	SNACn within PLMNn
	



Number of SNAs within a PLMN may be between 0 and 65535.
SNAC may be a value between 0 and 65535.
3.2.2.83
Information Transfer Id
This element identifies the identity of an information transfer.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	Information Transfer Id
	octet 3-5


Octets 3-5 shall contain an integer between 0 and 220-1.
3.2.2.84
Shared Network Information

For each LA contained in this IE, it provides the SNA(s) the LA belongs to.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	PLMN 1
	octet 3-5

	Number of LAs within PLMN1
	octet 6-7

	LAC1 within PLMN1
	octet 8-9

	Number of SNAs within LA1
	octet 10-11

	SNAC1 for LAC1 within PLMN1
	octet 12-13

	.
	

	.
	

	SNACn for LAC1 within PLMN1
	

	LAC2 within PLMN1
	

	Number of SNAs within LA2
	

	SNAC1 for LAC2 within PLMN1
	

	.
	

	.
	

	SNACn for LAC2 within PLMN1
	

	LAC3 within PLMN1
	

	.
	

	.
	

	LACn within PLMN1
	

	Number of SNAs within LAn
	

	SNAC1 for LACn within PLMN1
	

	.
	

	.
	

	SNACn for LACn within PLMN1
	

	PLMN2
	

	.
	

	.
	

	PLMNn
	

	Number of LAs within PLMNn
	

	LAC1 within PLMNn
	

	Number of SNAs within LA1
	

	SNAC1 for LAC1 within PLMNn
	

	.
	

	.
	

	SNACn for LAC1 within PLMNn
	

	LAC2 within PLMNn
	

	Number of SNAs within LA2
	

	SNAC1 for LAC2 within PLMNn
	

	.
	

	.
	

	SNACn for LAC2 within PLMNn
	

	LAC3 within PLMNn
	

	.
	

	.
	

	LACn within PLMNn
	

	Number of SNAs within LAn
	

	SNAC1 for LACn within PLMNn
	

	.
	

	.
	

	SNACn for LACn within PLMNn
	


Number of SNAs within a PLMN may be between 0 and 65535.
Number of SNAs within an LA may be between 0 and 65535.
SNAC may be a value between 0 and 65535.
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