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Foreword

This Technical Report (TR) has been produced by the 3rd Generation Partnership Project (3GPP), Technical Specification Group RAN.

The contents of this TR are subject to continuing work within 3GPP and may change following formal TSG approval. Should the TSG modify the contents of this TR, it will be re-released with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
indicates [major version number]

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated into the specification.

1 Scope

The purpose of the present document is to help the TSG RAN WG3 group to specify the changes to existing specifications, needed for the introduction of the Shared Network support in Connected Mode work task, as proposed in [1].

The document describes the agreed requirements related to the work task, the different areas that were studied, the agreements that were made, and it identifies the affected specifications with related Change Requests. It also describes the schedule of the work task.

This document is a ‘living’ document, i.e. it is permanently updated. 

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.

· A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same number.

[1] Work Item Description: “Shared Network support in Connected Mode”
 RP-020246, submitted at TSG RAN#15.
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply.

Subscriber Access Group (SAG): Group of subscribers which are allowed to access cells of an area defined by a number of LAs.
SAG member information: Information obtained from the CN indicating of which SAGs a UE is a member.
SAG access information: Information configured per LA indicating for which SAGs access to this LA shall be allowed or not allowed.

Shared Network Area (SNA):  Area consisting or one or more LA’s to which access can be controlled. 

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

NRR
National Roaming Restrictions

SAG
Subscriber Access Group

SNA
Shared Network Area

Introduction

Based on the Release-99 specifications, the CN+UTRAN have mechanisms available to provide UE-specific access restrictions for LA’s of the current PLMN and other PLMNs when the UE is in Idle Mode
.  These mechanisms (described in Section 4.3) can be used for implementing shared networks solutions in which, based on roaming agreements, the access restrictions to be applied might be different for different UEs.

Although the Release-99 specifications specify these mechanisms for handling the UE when in Idle Mode, insufficient mechanisms are specified to provide similar access restrictions in Connected Mode. In Connected mode the UE mobility is handled by the UTRAN and the UTRAN does not have the necessary information (e.g. roaming agreements) to provide a consistent access restriction handling in Connected Mode.

The objective of this study is to enable the CN+UTRAN to provide a consistent UTRAN mobility access restriction handling based on roaming agreements in both Idle and Connected Mode.

This study considers two shared network scenarios, which exemplify shared network applications:

1) Geographically Split Network
E.g. 2 operators both covering part of the country, together providing UMTS access in the whole country.

2) Common Shared Network
E.g. one UMTS operator providing UMTS service for himself and 2 other GSM operators

3.3 Geographically Split Network

The Geographically Split network solution results in a situation in which different UE’s which are allowed access to a UTRAN have different access restrictions to different parts of this UMTS RAN. An example situation is shown in figure 1:
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Figure 1: Geographically Split example

In this example, operator A and B work together to cover a whole country but still compete in the middle area where they both have coverage. The PLMN’s of Operator A and B UMTS RAN’s will typically be equivalent PLMN’s in this solution. UE’s of operator B might be allowed in the whole UTRAN of operator A except where the two UTRAN’s overlap. In these overlap areas, access of operator B UE’s to LA/cells of operator A would normally be restricted. In Idle mode and connected mode other than CELL-DCH, national roaming on a regional basis (based on LA’s), solves the problem (see Section 4.3.2). A consistent solution is needed for CELL-DCH state. 

3.4 Common Shared Network

In the Common Shared Network scenario, there are no access issues within the UTRAN but at the borders of the UTRAN, the UTRAN has to consider the correct neighbouring GSM/UMTS cells as possible candidates for handovers. 

 [image: image3.wmf]UMTS shared by

operator A, B, C

might be As PLMN

GSM A

GSM B

GSM C

UE


Figure 2: Common Shared Network example

In figure 2, UMTS operator A has allowed access to UE’s from operators B and C to its UMTS network. When a UE moves as indicated, the correct GSM cells should be considered for handovers. The situation is further complicated because national roaming restrictions might exist between e.g. operator C and operator B. These NRR should be extended to all UE states.

3.5 Shared Network support in Idle mode

In idle mode, the mobility of the UE is guided by the CN by using Equivalent PLMN, and controlled by (national) roaming restrictions in the CN.

3.5.1 Equivalent PLMN  

The use of Equivalent PLMNs is defined in [25.304]. The CN provides the UE with a list of PLMNs, where the UE shall consider each PLMN on that list as equivalent to the currently selected PLMN, for PLMN selection, cell selection, cell reselection. 

The equivalent PLMN list is used by the UE but there is no control that the UE registers to a PLMN listed as equivalent PLMN. 

The (UE and/or LA specific) list of equivalent PLMNs is provided to the UE by the CN in the Location Area Update Accept and Routing Area Update Accept messages [24.008].

Equivalent PLMNs are handled at the NAS, so transparently to UTRAN.  For shared networks, the equivalent PLMN list would typically include the PLMN identities of the sharing operators.

Note that equivalent PLMN list also guides cell re-selection in certain connected states as given in Section 6.2.

3.5.2 (National) Roaming Restrictions

Roaming restrictions in idle mode are handled using Forbidden Location Areas ([24.008]). At location updating, the CN determines if the UE based on his National roaming restrictions is allowed service in that location area. If the subscriber is refused service, CN will reject the Location/Routing Area update with the cause code "Roaming not allowed in this location area".  

The UE will than add this Location Area to the list of “Forbidden location areas for roaming”.  The UE in idle mode and in Connected mode other than Cell-DCH will check this forbidden list during a cell reselection, and if the given cell belongs to an LA in its forbidden list the UE will not select that cell (provided there is an other LA which is not on the forbidden LA list). 

Forbidden lists are handled completely at NAS, so transparently for the UTRAN and guides cell re-selection in Idle and Connected states other than Cell-DCH. 

3.5.3 OAM actions needed for Shared Network support in Idle Mode 

The table below provides an overview of the OAM actions that need to be taken for the already existing solution for Network Sharing in Idle Mode (equivalent PLMN and National/International Roaming Agreements). This overview is mainly intended to serve as a baseline for the identification of OAM actions needed for Shared Network support in Connected Mode, for the different solutions as presented in this TR in Section 6.

For the readability of this table, and those in Section 6, the following assumptions apply:

i) The OAM implementation in the RAN has only Cell Objects (no LA Object). This, for instance, means that updating in the RAN Access Rights linked to an LA will be done for all the Cells of the LA.

	Scenario
	Additional OAM Actions common to all due to the Idle Mode solutions
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None6
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	Changing the LAC in the Cell Object.
	X1
	-
	X2
	-

	Change Access Rights of an existing LA
	Changing the Access Rights of the LA in the CN for Idle Mode.
	-
	X3
	-
	-

	Creating a new LA in CN and RAN
	Setting the Access Rights for the LA in Idle Mode.
	-
	X3
	-
	-

	New/Modified International Roaming Agreement
	Setting the Access Rights for the LAs in Idle Mode.
	-
	X4
	-
	X7

	3rd operator joins shared network
	Setting the Access Rights of the new Partner in Idle Mode.

Update Neighbouring Cells of each Cell (Cells of the Operator, its Partner and its new Partner).
	-

X
	X5

-
	-

X
	X5
-


1 This is applicable to the RNC controlling the Cell and to all RNCs controlling Cells from which this Cell is a neighbouring Cell.

2 If the concerned Cell(s) is(are) a neighbouring Cell of one or several Cells in the Other Operator's network. This is applicable to all the RNCs controlling Cells from which this Cell is a neighbouring Cell

3 This is applicable only to the MSC/SGSN that controls the LA.

4 This is applicable to all MSCs/SGSNs for all the LAs they control.

5 This is applicable to every MSC/SGSN that controls LAs to which Subscribers of the new partner have access.

6 At the creation of the Cell Object, the PLMN-Id + LAC identifying the LA in which the Cell is located are present in the Cell Object without considering Shared Networks.

7 Alignment of the international roaming agreements for idle mode handling is an operator choice. However when choosing not to align them operators should be aware of the fact that this could lead to the strange situation that international roamers are accepted when entering the network in connected mode, whilst being reject when in idle mode. 

The following table provides information on the OAM coordination needed for Network Sharing in Idle Mode:

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	X
	-
	-
	X1,2

	Change Access rights of an existing LA
	-
	-
	-
	-

	Creating a new LA in CN and RAN
	-
	-
	-
	-

	New/Modified International Roaming Agreement
	-
	X
	-
	X

	3rd operator joins shared network
	X
	X
	-
	X2,3


1 If the concerned Cell(s) is(are) a neighbouring Cell of one or several Cells in the Other Operator's network. There is a need for consistency in the LAC in which the Cell is put/moved.

2 Coordination at RAN level.

3 Coordination at CN level.

3.6 Comparison

Note that although in figure 2, the neighbouring networks are considered to be GSM networks, this is not required; they could also be UMTS networks. Although in such a situation, there is more than 1 UMTS network involved, still this Common Shared Network case is quite different from the Geographically Split Network case:

· In the Geographically Split Network case, the shared UMTS area is covered by multiple (equivalent) UTRANs each with their own PLMN-Id, whereas in Common Shared Network case, the shared UMTS area is covered by one UTRAN (one PLMN-Id). 

· In the Geographically Split case, the focus is on access restriction issues within the shared network. In the Common Shared Network case, the focus is on access restriction issues at the boundary of the shared network to cells of neighbouring networks.

The above two cases should be considered “school examples”. Real-life configurations might be complex combinations of these two cases. E.g., since the “equivalent PLMN UTRANs” of the Geographically Split will typically also have neighbouring networks, the problem described for the Common Shared network might also occur at the boundary of the Geographically Split network.

In Idle mode, the CN will inform the UE about the applicable access restrictions when the UE performs Location/Routing Area Updates (LAU/RAU), using Equivalent PLMN and roaming restrictions as described in Section 4.3.  This will guide the cell re-selection for connected mode other than CELL-DCH, provided that the UE has an up-to-date forbidden location area list, which might not be the case in all situations.

However, in CELL-DCH connected mode the UTRAN will be quite heavily involved in the access restrictions handling. This because for a UE in connected mode, the CN will not be informed about the mobility of the UE. As a result, for handovers the UTRAN will have to filter out the valid handover candidate cells from the list of all neighbouring cells present. In other modes than CELL-DCH connected mode, the access restrictions are handled thanks to NRR on a per LA basis. The access rights in all the UE modes/states must be aligned.

4 Requirements

The following requirements are identified:

1) The shared network solution shall be able to handle access restrictions in connected mode based on roaming agreements within the coverage of one UTRAN, and at borders between networks.

2) Access rights to a given area/cell shall be the same whatever the UE mode/state.

3) The shared network solution shall support a situation of up to 6 UTRAN operators and TBD GSM operators together providing a UMTS coverage solution in a country.

4) The shared network solution shall provide the possibility to handle differently the subscribers of each operator and roamers based on international roaming agreements. 

5) The shared network solution shall be extendable in a future release to provide the possibility to handle a per subscriber differentiation allowing e.g. to have different access rights for different roamers.

6) The shared network solution shall not exclude usage in multi-country situations i.e. situations where in neighbouring countries different existing shared network configurations are to be merged.

5 Study areas

5.1 General

Any new functionality introduced in R5 should be introduced with the least possible impact to the existing R99/R4/R5 specifications.

5.2 Description of proposed changes

As is indicated in Section 4, in CELL-DCH connected mode the UTRAN will be involved in the access restrictions handling.  As a result, for handovers the UTRAN will have to filter out the valid handover candidate cells from the list of all neighbouring cells present, based on available information about cell access restrictions.  

For a UE in connected mode, CELL_PCH, URA_PCH or CELL_FACH states, is about to re-select to a cell where the operators are competing there are two cases if the UE is not allowed to access that cell:

Where the LA/PMLN is in the forbidden list
The forbidden PLMN/LA lists would be considered during the cell re-selection procedure in connected mode for states other than Cell-DCH.  Access to cells belonging to PLMN/LAs that are in the forbidden list will be prevented by all cell re-selection procedures.  The UE will (also in connected mode) read SIB1
 from the information broadcast and detect that it is not allowed to access the concerning cell. The UE will hence select a cell that it is allowed to access and perform a Cell/URA update.

If the cell to be re-selected is not in the forbidden list but is from a different PLMN, and if the two PLMNs are not connected over Iur, the Cell/URA update will be rejected in the new cell. This is because the DRNC cannot reach the SRNC over Iur and results in the release of the RRC connection.  Note that the PDP contexts are preserved in the UE.  A new RRC connection will then be established by the UE in the re-selected cell towards the new RNC followed by a RAU towards the new SGSN in the new PLMN. The inter-SGSN procedure in the CN will transfer the PDP contexts (provided the two PLMNs are configured to allow this over GTP) to the new SGSN and the old SGSN releases the Iu connection towards the old SRNC.

No issues are identified and no additional procedure is required for this in UTRAN to support network sharing.

Where the LA/PMLN is not in the forbidden list
Here the situation in RRC connected state is different from Idle state. In idle mode a Routing Area Update (RAU) will be performed at every change in RA; the SGSN will reject the RAU with the appropriate cause value if the UE is not allowed access to that LA/PLMN.  In connected state, no RAU will be performed even if the UE crosses RA boundary as read from the SIBs. RAU is performed only when the RNC indicates a RA change using dedicated RRC messages such as RRC UTRAN Mobility Information and this typically happens only after SRNC relocation. Hence in the absence of SRNC relocation, the UE may not perform a RAU and hence cannot depend on a RAU reject to prevent access to restricted cells.

Two cases to be considered as a result of this:

i) Where a selection between multiple PLMNs should be made when going out of coverage of RPLMN:
The Preferred and the Equivalent PLMN list will guide the PLMN selection for this case and a PLMN where the user is not allowed access will not be selected by the UE since it will not be in the above lists. As indicated earlier, if no Iur exist between PLMNs, the UE goes temporarily through Idle without losing the PDP contexts.
No issues are identified and no additional procedure is required for this in UTRAN to support network sharing.

ii) When the UE in a VPLMN moves into a region of overlapping coverage with HPLMN:
The UE will do a cell reselection in the RPLMN and send a cell update. As no Location Update is performed, the UE can use the resources of a not allowed cell. When the common channels are supported over Iur, the UE can continue to be served by the SRNC over Iur indefinitely even when it is in the coverage area of the HPLMN.  

Note that the UE behaviour is implementation dependent:

· If the HPLMN and RPLMN are in the equivalent PLMN list, either of them could be selected;

· Background scan may eventually move the UE to the HPLMN or preferred PLMN.

In this situation, if the UTRAN would be aware of the access restrictions for that particular cell, the SRNC will realize that this UE is not allowed in this cell, and will release the RRC connection. Hence access restriction procedures, as those required in Cell-DCH state are required for this case.

The UE will go to idle mode, read SIB1 again, see that this is a new LA (no NAS registration performed yet) and try registration, i.e. establish RRC connection and send the direct transfer message. Since this was an area where the operators competed the UE will get a reject on the registration and then update its forbidden list.
Currently multiple solutions have been proposed on how the information on cell access restrictions is brought into the UTRAN.  The different solutions are discussed separately in the sections below, followed by a section comparing the solutions. First, Section 6.3 provides an overview of functional units that are needed to support shared networks in connected mode, both for the CN and UTRAN.

5.3 Functional units required to support shared networks

Subscriber’s Access Right Classification

Subscriber’s Access Right Classification denotes the function where the category of a subscriber in terms of access-rights is determined.

In Rel-5 this function will be based on evaluating the subscriber’s IMSI (i.e. based on MCC and MNC) and on information on national/international roaming agreements. Note, that in later releases additional HLR based subscription information may be available which may influence the resulting access-rights.

This process needs to be performed per subscriber whenever a dedicated signalling context shall be established towards a RAN.

	Location: 
	This function may be performed in CN, SRNC, D(C)RNC.

	Data:
	Input:
	IMSI, roaming agreements, additional subscription information (possible in later releases)

	
	Output:
	Access right information (so far proposals like “SAG member info”, “SNA Info for UE”, “Access Rights in authorized PLMNs” are proposed).


Input and output data may be exchanged on Iu and Iur interfaces.

LA (Cell) Access Right Classification

LA Access Right Classification denotes the function where the set of subscriber-categories in terms of access rights is defined per LA (cell). Subscribers that are members of the defined categories are allowed to access mobile services from a given cell.

	Location: 
	This function should be performed in CN

	Data:
	Input: 
	LA, roaming agreements

	
	Output:
	Set of subscriber-categories for which access to a given LA (cell) is allowed (so far proposals like “SAG access info”, “SNA Area info” are available)


LA (Cell) Access Right Info Distribution

LA Access Right Classification Distribution denotes the function where the result of the LA (cell) Access Right Classification is distributed among concerned nodes. Depending on the solution, LA (cell) Access Right information needs to be exchanged between RAN nodes or between CN and RAN.

This function needs to be executed along with node set-up procedures (via O&M or open interfaces) and whenever the access right of a LA (cell) changes or a new LA (cell) object was created.

Subscriber’s LA (Cell) Access Determination

Subscriber’s LA Access Determination is the function where a UTRAN node verifies whether a given subscriber has access to a particular LA (cell). This may result in rejecting the service request / RL setup / cell (URA)-update or filtering the list of neighbour cells for neighbour cell measurements.

	Location: 
	This function may be performed in SRNC or DRNC

	Data:
	Input:
	Result of Subscriber’s - and LA (cell) Access Right Classification functions.

	
	Output:
	Granting or rejecting access, deleting cell-entries in the measurement (neighbour cell) list.


UE’s local Access Right Determination

When the UE is in Idle, CELL-FACH, CELL-PCH, URA-PCH state, the subscriber’s access right determination is performed locally by the UE. It is based on the stored equivalent PLMN-Id list, forbidden LA-list and received System Information. 

The determination may result in a cell-update attempt that might be rejected either by the CN (in idle mode), or by the UTRAN (in all other ‘shared’ states).

The configuration of equivalent PLMN id lists and the broadcasted PLMN id’s needs to be performed at least in a way that it doesn’t prevent the UE to access areas where it’s access is granted. 

This function is outside RAN3’s responsibility but needs to be mentioned for completeness.

5.4 SAG based solution

5.4.1 Principles and Mechanisms

This solution is based on so called Subscriber Access Groups (SAGs). A SAG is a group of subscribers for which access to LAs of the UTRAN or LAs of neighbouring networks can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, SAG access information shall be configured for the concerning LA. This SAG access information indicates for each SAG if access to the LA shall be allowed or not allowed.

If access for a specific UE needs to be restricted, the CN shall provide SAG member information for that UE. The SAG member information indicates of which SAGs a UE is a member.

The UTRAN determines if access to a certain LA for a certain UE shall be restricted based on the SAG access- and SAG member information. If access is allowed for at least one of the SAGs of which the UE is a member, access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

Both the SAG member information and the SAG access information are represented as bitmaps (of length 32, extendable). 

The SAG member information for a specific UE is constructed such that each bit represents (when set) a subscriber access group where the UE’s subscriber is a member of. The rule to enter a certain subscriber into a subscribers access group is performed in the CN, and can be based on the PLMN-ID extracted from the IMSI. The subscriber’s access group concept copes also with roaming users. Below, an example illustrates how it is possible to specify such information for a scenario with 3 operators.

Bit1 is set =SubscribersGroup1 is allowed;

Bit2 is set = SubscribersGroup2 is allowed;

…

Bit16 is set= SubscribersGroup16 is allowed;

Where:

SubscribersGroup1: operator A, 3rd party with roaming agreement with A only, …

SubscribersGroup2: operator B, 3rd party with roaming agreement with B only,…

…

SubscribersGroup16: …

The SAG access information for a specific cell is constructed such that each bit represents (when set) a subscriber access group, which is allowed to access that particular cell.

If there are access restrictions relative to a certain cell, the DRNC shall include the SAG access information in the neighbouring cell information sent to the SRNC, while nothing is sent when this restriction is not present. The SRNC shall then use this information to prevent the concerned UE from performing undesired handovers. 

One very important thing is that the way the subscribers access group is defined is flexible in order to take care of multiple combinations especially due to roaming agreements, but has to be done in a consistent, and therefore coordinated between SRNC and DRNC and in the same way for all RNCs connected via Iur. 

5.4.2 Impacts to Iu

If access for a specific UE needs to be restricted, the CN shall provide SAG member information for that UE. This can be done in the same way as when informing the UTRAN about the IMSI of the UE, i.e. by including the information in the COMMON ID and RELOCATION REQUEST messages.  The proposed SAG member information is constructed as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Subscriber Access Group Member Info
	
	
	BIT STRING (32, …)
	A bit set to one indicates that the UE belongs to the subscriber access group represented by that bit in the bitmap. 

A bit set to zero indicates that the UE does not belong to the subscriber access group represented by that bit in the bitmap.

The order of bits is to be interpreted according to subclause 9.3.4.


5.4.3 Impacts to Iur

If there are access restrictions relative to a certain cell, the DRNC shall include the SAG access information in the neighbouring cell information and the Uplink Signaling Transfer Indication sent to the SRNC.  The proposed SAG access information takes the following form:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SAG Access Information
	
	
	BIT STRING (32, …)
	Each bit indicates, if set to one, that the corresponding SAG is allowed to access the cell. If the bit is not set to one, that SAG is  not allowed in the cell. The order of bits is to be interpreted according to subclause 9.3.4.


5.4.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the SAG access information in the UTRAN per cell (for cells which have different access rights for different users), and the SAG-member information mapping tables in every MSC/SGSN.

The table below provides an overview of the additional OAM actions that need to be taken for the common scenarios.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	Fill the SAG Access Information for the new Cell
	X1
	-
	X2
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	Modify the SAG Access Information for the Cell.
	X1
	-
	X2
	-

	Change Access rights of an existing LA3
	Modify the SAG Access Information for the Cells in the LA
	X1
	-
	X2
	-

	Creating a new LA in CN and RAN3
	None
	-
	-
	-
	-

	New/Modified International Roaming Agreement3
	Creating/Modifying the SAG Member Information for the new roamers.
	-
	X
	-
	X

	3rd operator joins shared network
	Create new SAG(s) resulting in:

Update the SAG Member Information 

Update the SAG Access Information of all the concerned Cells of own Operator.
	-

X
	X

-
	-

X1
	X

-


1 This is applicable to the RNC(s) controlling the Cell(s) and to all RNCs controlling Cells from which this (these) Cell(s) is (are) a neighbouring Cell.

2 If the concerned Cell(s) is (are) a neighbouring Cell of one or several Cells in the Other Operator's network. This is applicable to all the RNCs controlling Cells from which this Cell is a neighbouring Cell.

3 This scenario may generate the need for a new SAG if it isn't possible to differentiate Access Rights of the Subscribers to this new LA with the existing SAGs. In this case, the Access Rights of all the other LAs have to be updated when applicable (i.e. for the LAs to which this new SAG has access). Furthermore, there is an OAM Impact in all the CN Nodes of each operator involved in the Network Sharing agreement concerning this SAG in order to update the SAG Information of the concerned subscribers.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	X
	-
	X1
	X2

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	X
	-
	X1
	X2

	Change Access rights of an existing LA
	X
	-
	X
	X2

	Creating a new LA in CN and RAN
	-
	-
	-
	-

	New/Modified International Roaming Agreement
	-
	X
	-
	X3

	3rd operator joins shared network
	X
	X
	X
	X2,3


1 This refers to the need for coordination between OAM actions for the Idle Mode in the CN and the OAM actions for the Connected Mode in the UTRAN in order to ensure a consistent behaviour in all the states.

2 Coordination at RAN level.

3 Coordination at CN level.

5.5 LA based solution

5.5.1 Principles and Mechanisms

This solution is based on directly re-using the Location Area Identifier to communicate access restrictions to LAs of the UTRAN or LAs of neighbouring networks.

If access for a specific UE needs to be restricted, the CN shall provide a list of authorized and/or forbidden LAs for that UE. 

The UTRAN determines if access to a certain LA for a certain UE shall be restricted based on the list of authorized and/or forbidden LAs as provided by the CN. If that LA is on the list of authorized LAs, and is not on the list of forbidden LAs, access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

5.5.2 Impacts to Iu

In order to enable the UTRAN to perform the access controls, the CN has to send the list of authorized/forbidden LAIs corresponding to the UE. This can be done via Common ID and Relocation Request messages.

It is necessary to provide for each UE a list of the authorized PLMNs and information on the LAs of this PLMN to which access is allowed. In order to minimize the amount of signalling, it is proposed to provide some flexibility by offering the possibility to signal for each PLMN a list of forbidden/forbidden LAs/LA ranges. The structure of the Access Rights Information IE would be the following:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Access Rights in authorized PLMNs
	
	1 to <MaxPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (3)
	

	>Authorized Areas in PLMN
	
	0 to <MaxnbLAs>
	
	

	>>Start of LAC Range
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>>End of LAC Range
	O
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>Forbidden Areas in PLMN
	
	0 to <MaxnbLAs>
	
	

	>>Start of LAC Range
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>>End of LAC Range
	O
	
	OCTET STRING (2)
	0000 and FFFE not allowed


If the Authorized Areas in PLMN and the Forbidden Areas in PLMN IE are not present, then the UE has the right to access any LA in the concerned PLMN.

If the Authorized Areas in PLMN IE is present and the Forbidden Areas in PLMN IE is not present, then the UE has the right to access only the LAs of the concerned PLMN in the list provided by the Authorized Areas in PLMN IE.

If the Authorized Areas in PLMN IE is not present and the Forbidden Areas in PLMN IE is present, then the UE has the right to access any LA in the concerned PLMN except the LAs in the list provided by the Forbidden Areas in PLMN IE

If the Authorized Areas in PLMN and the Forbidden Areas in PLMN IE are both present, then the UE has the right to access only the LAs of the concerned PLMN present in the list provided by the Authorized Areas in PLMN IE and not present in the list provided by the Forbidden Areas in PLMN IE.

If the End of LAC Range IE in an instance of the Forbidden/Forbidden Areas in PLMN IE is not present then the LAC Range is reduced to one LAC identified by the Start of LAC Range IE.

MaxnbLAs = 2^16 – 2.

MaxPLMNs = 32

5.5.3 Impacts to Iur

In most of the cases, the list of forbidden/forbidden LAIs are available when the first RAB is requested by the CN (Common ID is sent before RAB Assignment, generally after authentication phase). In this case, the SRNC can perform the access control thanks to the knowledge of the neighbour cells LAI.

Neighbouring Cell Info IEs, provided in Iur RL Setup Response, contains the LAI of the neighbour cells that are controlled by another DRNC. This is mentioned in section 8.3.1.2 of TS 25.423: “If a UMTS neighbouring cell is not controlled by the same DRNC, the DRNC shall also include the CN PS Domain Identifier IE   {i.e. PLMN-ID + LAC + RAC} and/or CN CS Domain Identifier IE {i.e. PLMN-ID + LAC} which are the identifiers of the CN nodes connected to the RNC controlling the UMTS neighbouring cell.”

LAI is also provided for GSM neighbouring cells. 

However, LAI is not provided for the neighbouring cells controlled by the DRNC itself.  

Therefore, it is needed to mandate this information for neighbouring cells controlled by the DRNC itself in the Neighbour Cell Info IEs (the fields already exist and are optional; only the procedural text has to be updated). 

When the list of forbidden/forbidden LAIs is not available, e.g. during signaling phase, the behaviour could be similar to the “Cell reserved for operator” case, where the access is granted as long as access rights are not known, then controls are performed as soon as IMSI is received from the CN.

5.5.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the UE(LA-restriction mapping tables in every MSC/SGSN.

To facilitate the analysis, it is proposed to introduce the notion of neighbouring LA: LAb is a neighbouring LA of LAa if a Cell of LAb is a Neighbouring Cell of a Cell belonging to LAa
The table below provides an overview of the additional OAM actions that need to be taken for the common scenarios.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None
	-
	-
	-
	-

	Change Access rights of an existing LA
	Changing the Access Rights of the concerned LA in Connected Mode
	-
	X1
	-
	X2

	Creating a new LA in CN and RAN
	Setting the Access Rights for the new LA in other CN Nodes.
	-
	X1
	-
	X2

	New/Modified International Roaming Agreement
	Update roaming tables throughout the CN.
	-
	X
	-
	X

	3rd operator joins shared network
	Update the mapping tables in CN Nodes for the Subscribers of the newcomer.
	-
	X
	-
	X


1 For all the MSCs/SGSNs not controlling the concerned LA but controlling LAs that can be reached through the Iur from the concerned LA and neighbouring LAs.

2 For all the MSCs/SGSNs controlling LAs that have neighbours among the LAs that can be reached through an Iur from the concerned LA.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	X
	-
	X1

	Creating a new LA in CN and RAN
	-
	X
	-
	X1

	New/Modified International Roaming Agreement
	-
	X
	-
	X1

	3rd operator joins shared network
	-
	X
	-
	X1


1 Coordination at CN level.

5.6 SNA based solution

5.6.1 Principles and Mechanisms

This solution is based on so called Shared Network Areas (SNAs). An SNA is an area corresponding to one ore more LAs, to which UE access can be controlled.

If access restrictions shall be applied for an LA in the UTRAN or for an LA of a neighbouring system, the UTRAN shall be aware of which SNAs this LA is a part.

Note – it is an open issue whether an LA should be restricted to belong to not more than one SNA.

If SNA access for a specific UE needs to be restricted, the CN shall provide SNA information for that UE. The SNA information indicates which SNAs the UE is allowed to access.

The UTRAN determines if access to a certain LA for a certain UE shall be allowed. If an LA is part of at least one SNA to which the UE is allowed access,  access shall be allowed.

If access is not allowed, the UTRAN shall prevent the UE to obtain new resources in the concerning LA. Any already allocated resources shall be freed as soon as possible.

The SNA is configured in the UTRAN, and consists of one or more LAs. It can be identified using a globally unique identification (so-called Universal SNA) or using a PLMN specific identification (Non-Universal SNA).

Note – it is an open issue whether both universal and non-univeral SNAs need to be supported.

The CN provide the SNA information for a specific UE as a list of SNA identifiers representing shared network areas that the UE is allowed access to.

If there are access restrictions relative to a certain cell, the DRNC shall include the list of SNAs which a certain cell belongs to in the neighbouring cell information sent to the SRNC, while nothing is sent when this restriction is not present. The SRNC shall then use this information to prevent the concerned UE from performing undesired handovers.

5.6.2 Impacts to Iu

If access for a specific UE needs to be restricted, the CN shall provide the SNA information for that UE. This can be done in the same way as when informing the UTRAN about the IMSI of the UE, i.e. by including the information in the COMMON ID and RELOCATION REQUEST messages.  The proposed SNA information is constructed as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Shared Network Area Info
	
	
	
	At least one of the Universal SNAs IE and the Non Universal SNAs IE shall be included.

	   >Universal SNAs
	O
	0 to <maxNrOfUniversalSNAs, …>
	INTEGER (0..65535)
	Universal shared network areas that the UE is allowed access to.

	   >Non Universal SNAs
	O
	0 to <maxNrOfSNAPLMNs, …>
	
	Non universal shared network areas that the UE is allowed access to.

	     >>PLMN identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	     >>PLMN specific SNA
	M
	1 to <maxNrOfSNAinPLMN, …>
	INTEGER (0..65535)
	


	Range bound
	Explanation

	maxNrOfUniversalSNAs
	Maximum no. of universal shared network areas that the UE can be allowed access to. Value is 64.

	maxNrOfSNAPLMNs
	Maximum no. of PLMNs for which a UE can have non universal shared network area information. Value is 8.

	maxNrOfSNAinPLMN
	Maximum no. of non universal shared network areas, within one PLMN, that the UE can be allowed access to. Value is 8.


5.6.3 Impacts to Iur

If there are access restrictions relative to a certain cell, the DRNC shall include the SNA information in the neighbouring cell information and the Uplink Signaling Transfer Indication sent to the SRNC. The SNA information contains the list of SNAs which a certain cell belongs to.  The proposed SNA information takes the following form:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Universal SNA Info
	
	0..<maxnoofUniversalSNAs>, …
	
	

	 >Universal SNA
	M
	
	INTEGER

(0.. 65535)
	

	Non Universal SNA Info
	
	0..<maxnoofNonUniversalSNAs>, …
	
	

	 >PLMN Specific SNA
	M
	
	INTEGER

(0.. 65535)
	


	Range bound
	Explanation

	MaxnoofUniversalSNAs
	Maximum number of Universal SNAs one cell can be part of.

	MaxnoofNonUniversalSNAs
	Maximum number of  Non Universal SNAs one cell can be part of.


5.6.4 O&M configuration and co-ordination

In this solution, it should be possible to configure the SNA information in the UTRAN per cell (for cells which have different access rights for different users), and the UE(SNA-restriction mapping tables in every MSC/SGSN.

The tables below provides an overview on the OAM actions that need to be taken for the common scenarios. The overview has been split, one reflecting the usage of PLMN specific SNAs, the other reflecting the usage of Universal SNAs.

5.6.4.1 SNA solution using PLMN specific SNAs

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	Assigning the Cell to an SNA
	X1
	-
	X2
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	Update the SNA Information in the Cell Object.
	X1
	-
	X2
	-

	Change Access rights of an existing LA3
	Modify the SNA Information for all the Cells in the LA
	X1
	-
	X2
	-

	Creating a new LA in CN and RAN3
	None
	-
	-
	-
	-

	New/Modified International Roaming Agreement3
	Coordinating roaming tables throughout the CN
	-
	X
	-
	X

	3rd operator joins shared network3
	Creation of New SNA(s) resulting in:

Update of the mapping tables between IMSI and SNAs.

Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for Cells or LAs.
	-

X
	X

-
	-

X
	X

-


1 This is applicable to the RNC(s) controlling the Cell(s) and to all RNCs controlling Cells from which this(these) Cell(s) is(are) a neighbouring Cell.

2 If the concerned Cell(s) is(are) a neighbouring Cell of one or several Cells in the Other Operator's network. This is applicable to all the RNCs controlling Cells from which this Cell is a neighbouring Cell

3 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	X
	-
	X1
	X2

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	X
	-
	X1
	X2

	Change Access rights of an existing LA
	X
	-
	X
	X2

	Creating a new LA in CN and RAN
	-
	-
	-
	-

	New/Modified International Roaming Agreement
	-
	X
	-
	X3

	3rd operator joins shared network
	X
	X
	X
	X2,3


1 This refers to the need for coordination between OAM actions for the Idle Mode in the CN and the OAM actions for the Connected Mode in the UTRAN in order to ensure a consistent behaviour in all the states.

2 Coordination at RAN level.

3 Coordination at CN level.

5.6.4.2 SNA solution using Universal SNAs

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	Assigning the Cell to an SNA
	X1
	-
	X2
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	Update the SNA Information in the Cell Object
	X1
	-
	X2
	-

	Change Access rights of an existing LA3
	Modify the SNA Information for all the Cells in the LA.
	X1
	-
	X2
	-

	Creating a new LA in CN and RAN3
	None
	-
	-
	-
	-

	New/Modified International Roaming Agreement3
	Coordinating roaming tables throughout the CN
	-
	X
	-
	X

	3rd operator joins shared network3
	Creation of New SNA(s) resulting in:

Update of the mapping tables between IMSI and SNAs.

Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for Cells or LAs.
	-

X
	X

-
	-

X
	X

-


1 This is applicable to the RNC(s) controlling the Cell(s) and to all RNCs controlling Cells from which this(these) Cell(s) is(are) a neighbouring Cell.

2 If the concerned Cell(s) is(are) a neighbouring Cell of one or several Cells in the Other Operator's network. This is applicable to all the RNCs controlling Cells from which this Cell is a neighbouring Cell

3 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	X
	-
	X1
	X2

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	X
	-
	X1
	X2

	Change Access rights of an existing LA
	X
	-
	X
	X2

	Creating a new LA in CN and RAN
	-
	-
	-
	-

	New/Modified International Roaming Agreement
	-
	X
	-
	X3

	3rd operator joins shared network
	X
	X
	X
	X2,3


1 This refers to the need for coordination between OAM actions for the Idle Mode in the CN and the OAM actions for the Connected Mode in the UTRAN in order to ensure a consistent behaviour in all the states.

2 Coordination at RAN level.

3 Coordination at CN level.

5.7 RAN-based IMSI analysis solution
5.7.1 Principles and Mechanisms

5.7.1.1 Access rights tables in each VLR

In the SAG-based, SNA-based, and LA-based solutions that have been described in the previous sections, the access rights information needed in an RNS to handle properly the handovers is transferred from the CN via the Iu interface only. That information is related to:

· all LAs of the V-PLMN (because of Iur inside the UTRAN within the V-PLMN),

· the neighbour PLMNs/LAs,

· other PLMNs (only if connected via Iur to V-PLMN which does not seem to be an usual case).
In the existing VLR with national/international roaming, only access rights related to the LAs covered by the VLR is configured. 

The existing VLR has to be enhanced by the addition of international/national roaming agreements tables of the whole PLMN: that could be achieved either by O&M or by non-standardized external coordination between VLRs. Furthermore, each time there are modifications in one VLR, all the other VLRs have to be updated immediately.

Another drawback is the increase of the access rights tables in the VLRs.

5.7.1.2 Amount of data over the Iu interface

In the SAG-based, SNA-based, and LA-based solutions that have been described in the previous sections, the access rights information related to one MCC/MNC is transferred to the RNS at each new RAB Establishment (via Common Id message) and at each Relocation Request for each active mobile. Since most of the users have the same MCC/MNC, the same information is transferred many times. This is not efficient with regards to the bandwidth usage over the Iu, and increases the size of the RANAP messages unnecessarily.

Furthermore, the access rights information corresponds to semi-static information and should not be linked with calls or UEs.

5.7.1.3 Proposed solution

In this solution, it is proposed to transfer the access rights information related to roaming agreements independently from the UE connections. Instead of transferring the access rights information at each new RAB or Relocation for each active mobile, it is proposed to transfer them only when the RNS asks for it (e.g. at RNC initialization/restart, and at each Iu/Iur link recovery) and at each access rights modification in the CN or in a neighbour RNC. 

The Subscriber’s LA (Cell) Access Rights controls are always performed in the SRNC.

Regarding the VPLMN roaming agreements:

1. The solution consists in transferring, via the Iu interface, the international/national roaming agreements already configured in existing VLR for the idle mode, i.e. VPLMN roaming agreements related to the LAs covered by the RNS. There is no need to change the VPLMN roaming tables in the VLR.

2. The access rights information of the VPLMN's LAs not covered by the RNS are transferred by the other RNCs via Iur interface. Each RNC transfers the VPLMN access rights information that it received from its VLR via the Iu interface.

Regarding neighbour PLMNs roaming agreements: 

1. When there is no Iur between PLMNs, the local VLR must be configured with the roaming agreements related to adjacent PLMNs/LAs. These roaming agreements are transferred to the RNS via Iu. 

2. In addition to Subscriber’s LA (Cell) Access Rights controls handled in the SRNC, the target RNC may additionally perform appropriate access rights controls during a Relocation procedure via the CN since it owns the roaming access rights information: the target RNC is able to check the access rights related to the concerned UE thanks to its IMSI. The only modifications is the introduction of additional cause values in the Relocation Preparation Failure and Relocation Failure messages from the target RNC. When it’s the UE's IMSI is not available yet, the target RNC accepts the relocation, and will be able to check the access rights as soon as it receives the IMSI via Common ID message from the CN (since the target RNC would have become the new SRNC).

When there is an Iur between two PLMNs, the access rights of the neighbour RNCs belonging to the neighbour PLMN, and which are requested by an RNC belonging to the VPLMN, can be transferred via Iur interface. In the proposed modifications below, it is not proposed to handle that case, but that is possible by e.g. adding the PLMN identity in RNSAP messages. 

5.7.1.4 Description of a possible implementation

On the Iur, a set of Information Exchange procedures have been introduced (Information Exchange Initiation, Information Reporting, Information Exchange Termination, Information Exchange Failure). In the Information Exchange Initiation procedure, the Information Report Characteristics IE indicates how the reporting of the information shall be performed: on-demand, periodic, on-modification. 

This procedure is designed for semi-static information, i.e. not linked to a specific UE or a specific RAB. So, it is appropriate to access rights information that are configured by O&M in the CN.

It is proposed to use the Information Exchange procedure over the Iur for access rights information between RNCs, and it is proposed to introduce a similar procedure over the Iu interface.

5.7.2 Impacts to Iu

1. The impact to Iu interface consists in the introduction of Information Exchange procedures similar to the one that exists across the Iur with the information proposed in the next section "impacts to Iur".

2. To enable the target RNC to perform additional roaming access rights controls, new cause values are required in Relocation Failure and Relocation Preparation Failure messages:

New cause values
As in a Relocation procedure via the CN, the target RNC may be able to check the access rights related to the concerned UE thanks to its IMSI, additional cause values have to be added to messages from target RNC to source RNC in the Relocation Preparation phase. These messages on the Iu interface are RELOCATION FAILURE message from target RNC to CN, and the RELOCATION PREPARATION FAILURE message from CN to source RNC. 
Existing Cause IE values in the RELOCATION PREPARATION FAILURE message are "TRELOCalloc expiry", "Relocation Failure in Target CN/RNC or Target System", "Relocation not supported in Target RNC or Target System", "Relocation Target not allowed". There is no precise value corresponding to "not authorized PLMN" or "not authorized LA".
The "not authorized PLMN" or "not authorized LA" values are added to enable the source RNC (or GSM BSS) to possibly chose another target cell: if the cause value is " not authorized PLMN", the source RNC should not chose a cell in that PLMN; if the cause value is "not authorized LA", the source RNC may chose another cell in the same PLMN. 
These two cause values have to be added as well in the RELOCATION FAILURE message from target RNC to CN, as a response to RELOCATION REQUEST message.

5.7.3 Impacts to Iur

The Information Exchange messages use today a "choice of" switch with only "Cell". As the roaming tables in the VLRs are related only to LAs and PLMN-id, it should be more bandwidth efficient to introduce a new choice "RNC” since it is RNC-wide information and not cell-wide.

The Information Type could be set to "roaming access rights” and the Information Report Characteristics to "local LAs", which means that the access rights are required for all LAs covered by the requested RNC.   

Below is an example of possible modifications.
9.1.49
INFORMATION EXCHANGE INITIATION REQUEST
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	Information Exchange ID
	M
	
	9.2.1.31A
	
	YES
	reject

	Information Exchange Object Type
	M
	
	9.2.1.31B
	
	YES
	reject

	CHOICE Information Exchange Object Type
	M
	
	
	
	YES
	reject

	>Cell
	
	
	
	
	-
	

	>>C-ID
	M
	
	9.2.1.6
	
	YES
	reject

	Information Type
	M
	
	9.2.1.31E
	
	YES
	reject

	Information Report Characteristics
	M
	
	9.2.1.31C
	
	YES
	reject

	>RNC
	
	
	
	
	-
	

	Information Type
	M
	
	9.2.1.31E
	
	YES
	reject

	Information Report Characteristics
	M
	
	9.2.1.31C
	
	YES
	reject


9.1.50
INFORMATION EXCHANGE INITIATION RESPONSE
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	Information Exchange ID
	M
	
	9.2.1.31A
	
	YES
	ignore

	CHOICE Information Exchange Object Type
	M
	
	9.2.1.31B
	
	YES
	ignore

	>Cell
	
	
	
	
	-
	

	>>Requested Data Value 
	M
	
	9.2.1.48A
	
	YES
	ignore

	>RNC
	
	
	
	
	-
	

	>>Requested Data Value 
	M
	
	9.2.1.48A
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.13
	
	YES
	ignore


9.1.51
INFORMATION EXCHANGE INITIATION FAILURE
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	reject

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	Information Exchange ID
	M
	
	9.2.1.31A
	
	YES
	ignore

	Cause
	M
	
	9.2.1.5
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.13
	
	YES
	ignore


9.1.52
INFORMATION REPORT
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	ignore

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	Information Exchange ID
	M
	
	9.2.1.31A
	
	YES
	ignore

	CHOICE Information Exchange Object Type
	M
	
	
	
	YES
	ignore

	>Cell
	
	
	
	
	-
	

	>>Requested Data Value Information
	M
	
	9.2.1.48B
	
	YES
	ignore

	>RNC
	
	
	
	
	-
	

	>>Requested Data Value Information
	M
	
	9.2.1.48B
	
	YES
	ignore


9.1.53
INFORMATION EXCHANGE TERMINATION REQUEST
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	ignore

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	Information Exchange ID
	M
	
	9.2.1.31A
	
	YES
	ignore


9.1.54
INFORMATION EXCHANGE FAILURE INDICATION
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.40
	
	YES
	ignore

	Transaction ID
	M
	
	9.2.1.59
	
	–
	

	Information Exchange ID
	M
	
	9.2.1.31A
	
	YES
	ignore

	Cause
	M
	
	9.2.1.5
	
	YES
	ignore


9.2.1.48A
Requested Data Value
The Requested Data Value contains the relevant data concerning the ongoing information exchange.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	UTRAN Access Point Position with Altitude
	O
	
	9.2.1.75
	

	IPDL Parameters
	O
	
	9.2.1.31F
	

	DGPS Corrections
	O
	
	9.2.1.19B
	

	GPS Navigation Model and Time Recovery
	O
	
	9.2.1.30I
	

	GPS Ionospheric Model
	O
	
	9.2.1.30H
	

	GPS UTC Model
	O
	
	9.2.1.30L
	

	GPS Almanac
	O
	
	9.2.1.30G
	

	GPS Real-Time Integrity
	O
	
	9.2.1.30J
	

	GPS RX Pos
	O
	
	9.2.1.30K
	

	SFN-SFN Measurement Reference Point Position
	O
	
	9.2.1.74
	

	LA-based access rights
	0
	
	9.2.1.z
	


9.2.1.z 
LA-based access rights
The LA-based access rights IE provides the list of roaming groups authorised in each LA covered by the requested RNC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	LA-based Access rights
	
	1..<maxnoofLAs>
	
	

	>LAC 
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>Authorised Roaming Groups
	
	1..<maxnoofRoamingGroups>
	
	

	>>Roaming Group ID
	M
	
	OCTET STRING (3)
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The Roaming Group ID consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).


	Range bound
	Explanation

	MaxnoofLAs
	Maximum number of location areas in the PLMN.

	MaxnoofRoamingGroups
	Maximum number of roaming groups in the LA.


5.7.4 O&M configuration and co-ordination

The table below provides an overview of the additional OAM actions that need to be taken for the common scenarios.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None
	-
	-
	-
	-

	Change Access rights of an existing LA3
	Update mapping tables (PLMN Id ( authorised LA list)
	-
	X
	-
	X

	Creating a new LA in CN and RAN3
	Update mapping tables (PLMN Id ( authorised LA list)
	-
	X
	-
	X

	New/Modified International Roaming Agreement
	Update of roaming tables throughout the CN
	-
	X
	-
	X

	3rd operator joins shared network3
	Update mapping tables (PLMN Id ( authorised LA list)
	-
	X
	-
	X


The following table provides information on the OAM coordination needed by the solution depending on the scenario:

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	-
	-
	X1

	Creating a new LA in CN and RAN
	-
	-
	-
	X1

	New/Modified International Roaming Agreement
	-
	X1
	-
	X1

	3rd operator joins shared network
	-
	X1
	-
	X1


1 This applies only for the CN of the Partner Operator for the handling of neighbouring PLMN areas.

SNA-InfoExch solution

5.7.5 
Principles and Mechanisms

This solution is based on the SNA concept as described in Section 6.6.

The main advantage of an approach based on Information Exchange over the Iu interface is that the classification of access rights for LAs within an MSC service area will be performed in the CN thus allowing to ensure consistency between Shared Networks solutions for Connected Mode and Idle Mode. In principle, this could even allow the same OAM implementation for Connected and Idle modes, thus removing altogether the risk of inconsistency.

There are 3 different possible solutions using over the Iu interface an "Information Exchange":

1 – Use of the Information Exchange on the Iu only. 

In this case, the MSC needs to be configured with some global information:
-
in which SNAs are the LAs within the MSC Service Area and all the LAs that can be reached via Iur from these LAs.
-
in which SNAs are LAs of other PLMNs containing Cells that are neighbouring Cells of Cells in LAs within the MSC Service Area or in LAs that can be reached via Iur from these LAs. This additional information will bring some need for coordination between shared network partners.

2 – Use of the Information Exchange on the Iu coupled with the use of the Neighbouring Cells Information over the Iur as in the SNA solution. 

In this case, the MSC needs only to be configured with the "local" information:
-
in which SNAs are the LAs within the MSC Service Area
The remaining issue is in how to get SNA Information for Neighbouring Cells configured in the RNC that are in:
-
an LA of the same PLMN not within the MSC Service Area: Open Issue.
-
another PLMN: This issue also needs to be investigated.

3 – Use of the Information Exchange on the Iu coupled with the use of the Information Exchange procedures on the Iur as in the "RAN-based IMSI analysis" solution (§ 6.7). 

In this case, the MSC needs only to be configured with the "local" information:
-
in which SNAs are the LAs within the MSC Service Area
-
in which SNAs are LAs of other PLMNs containing Cells that are neighbouring Cells of Cells in LAs within the MSC Service Area. This additional information will bring some need for coordination between shared network partners.
For information that cannot be obtained via an Iur (either within a PLMN or with another PLMN), the same issues as described in alternative 2 need to be addressed.

Considerations on the different possibilities:
Assuming that the CN node controlling the LA is responsible to set the Access Rights it is obvious that this entity is the adequate one to execute the primary LA access right distribution function.

In this context, the approach 1 would introduce an additional burden in terms of OAM in the CN Nodes and this whatever the solution to the issues identified for approaches 2 and 3. It would also be more consistent to solve via the Iur problems introduced by the Iur: in case of Iur mobility, a kind of “secondary” LA Access Right Distribution would then be performed for cells not directly neighbouring the serving RNC via existing Iur procedures, but deriving this information from the CN node supplying the serving RNC “primarily” with access right information. In this sense, solution 2 (usage of RL Setup/Addition in case of Handover and UL Signalling Transfer in case of URA/Cell Update) or 3 (usage of Information Exchange) can be used.

The approach 3 would induce handling an important additional number of transactions to obtain LA Access Right Classification information from all the concerned RNCs and this would allow basically to obtain the same information as the one obtained in the Neighbouring Cells Information in approach 2. Actually, the debate between approach 2 and approach 3 is very similar to the debate on the "Iur Neighbouring cell reporting efficiency optimisation" WI. One of the proposed solution for this WI was based on the existing Information Exchange over the Iur, however, it was concluded that such an optimisation was not needed: so a consistent choice is to follow the approach 2.

In order to solve the outlined issues, it is proposed to configure in the CN Nodes the Access Rights of “Neighbouring LAs”.

The term "Neighbouring LAs" covers all the LAs not within the CN Node Service Area but containing Cells neighbouring the Cells controlled by the RNCs served by the concerned CN Node.
This approach is summed up in the following figure:
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Following this approach leads to the additional requirement that a CN node needs to get access right information on LAs containing cell neighbouring the ones controlled by the RNCs in the CN node’s service area (which are either obtained from neighbour CN nodes or via O&M coordination in the CN).

Regarding this additional requirement it should be noted that dealing with neighbouring LAs is not completely new for CN nodes. On the CS side, for GSM access, the serving 2G MSC is tasked to maintain an LA database for E-interface mobility. In case it receives a CGI it has to decide based on the LA whether this CGI is part of the LAs it controls or part of a “foreign” LA. A 3G-MSC has to maintain a knowledge of LAs controlled by other MSCs for the purpose of Relocation or Handover: in this case, the MSC is provided with the Target RNC Global Id containing a LAC and has to deduce from this LAC the MSC to which it shall address the request (it shall thus maintain a routing table containing foreign LAs). On the PS side, for mobility via Routing Area Update, the SGSN receiving the RAU has to check whether the RA within the NAS message (representing the old RA) is controlled by itself or if it has to start to transfer the UEs contexts from the old SGSN. Similar mechanism also exists in the CS domain during LA Update when the new VLR retrieves information from the old VLR.

Further it should be noted, that co-ordination among the CN domains is required - but this is not a new requirement as it was already required for the idle mode sharing case.

It has already been pointed out that an interaction with Iu-flex is given in case of an specified Iu procedure and CN4 co-ordination, however, if the corresponding message definition foresees an CN identifier (as this will most probably be a common, connection independent procedure, foreseeing node identifiers in the messages is recommended) the RAN node would be able to decide whether an information sent by a CN node which is not the default CN node shall be taken into account.

5.7.6 Impacts to Iu

The impact over the Iu in the COMMON ID and the RELOCATION REQUEST messages is the same as the one described in subclause 6.6.2.

This solution brings an additional impact on the Iu due to the introduction of the "Information Exchange":

This Information Exchange can be realised in two different manners: by introducing a set of Information Exchange procedures similar to the one introduced on the Iur in Release 4 that are exchanged over a specific Iu signalling connection or by introducing a single Class 1 procedure in SCCP Connectionless Mode.

The first alternative results in:

· Introduction of the Information Exchange Initiation procedure with:

· The "On Demand" and "On Modification" reporting type.

· The "SNA" Information Type.


· Introduction of the Information Exchange Report/Termination/Failure procedures.

The Information Exchange Initiation procedure is initiated by the RNC requesting from the CN to know how the SNAs are built.

The second alternative results in:

· Introduction of a Class 1 procedure initiated by the CN by sending the LA to SNA mapping to the RNC. The RNC will then send back a Response or a Failure message depending on whether the procedure was successfully completed.

The first alternative has the following drawbacks compared to the first one:

· It is an SCCP Connection-oriented approach: A specific SCCP connection (Iu signalling connection) is set up between the CN and the RNC in order to support the Information Exchanges.

· This breaks the R99/Rel-4 principle that an Iu signalling connection is linked to one UE: This has an impact on the architectural principles agreed upon up to now between CN and UTRAN.

· This needs to be documented in TS 25.410 and probably in other specifications, thus the impact on specifications is important.

· There are 3 more Class 2 procedures in this alternative than in the second alternative without much added value.

· This alternative imposes to configure the RNC to initiate the Information Exchange. Mechanisms to decide upon the termination of the Information Exchange, if used, need also to be implemented.

· Lesser impact is that this approach generally "imposes" to specify the CN behaviour which is against RANAP specification principles.

Whatever, the selected alternative, the CN Node will provide the SNA Information for each LAs for which it has been configured with such an information (see sub-clause 6.8.1 for details on the concerned LAs). From a signalling point of view, the SNA Information IE will be defined as follows:

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	SNA Information
	
	1..<maxNrOfSNAPLMNs>
	
	

	>PLMN Identity
	M
	
	OCTET STRING (SIZE (3))
	- digits 0 to 9, two digits per octet,

- each digit encoded 0000 to 1001,

- 1111 used as filler

- bit 4 to 1 of octet n encoding digit 2n-1

- bit 8 to 5 of octet n encoding digit 2n

-The PLMN identity consists of 3 digits from MCC followed by either 
-a filler plus 2 digits from MNC (in case of 2 digit MNC) or 
-3 digits from MNC (in case of a 3 digit MNC).

	>LAs
	
	1..<maxNrOfLAs>
	
	

	>>LAC
	M
	
	OCTET STRING (2)
	0000 and FFFE not allowed

	>>List of SNAs containing LA
	
	1..<maxNrOfSNAinPLMN>
	
	

	>>>SNA Identity
	M
	
	INTEGER (0..65535)
	


	Range bound
	Explanation

	maxNrOfSNAPLMNs
	Maximum number of PLMNs involved in a Shared Network Agreement

	maxNrOfSNAinPLMN
	Maximum number of Shared Network Areas within one PLMN


Proposed maxNrOfSNAPLMN: 16

Proposed maxNrOfSNAinPLMN: 65536

The data format on the Iu has been chosen so as to be consistent with the data format on the Iur (on the Iur, for each Neighbouring Cell, the SNAs in which the Neighbouring Cell is will be provided). This allows the RNC not to make any translation of the information received on the Iu before being able to transmit it over the Iur.

In this respect, the ASN.1 encoding for the "List of SNAs" shall be consistent in RANAP (list of SNAs containing a particular LA) and RNSAP (list of SNAs containing the concerned Cell), especially in the way it handles the possibility of future extensions (e.g. possibly for the introduction of Universal SNAs in a future release).

5.7.7 
Impacts to Iur

The impact of this solution on the Iur interface is similar to the impact described in sub-clause 6.6.3.

5.7.8 
O&M configuration and co-ordination

In this solution, there is no need to configure the SNA information in the UTRAN: all the configuration is performed in the CN. The UE(SNA-restriction mapping tables in every MSC/SGSN and the SNA(List of LAs also.

The tables below provides an overview on the OAM actions that need to be taken for the common scenarios. It only reflects the usage of PLMN specific SNAs.

	Scenario
	Additional OAM Actions generated by the solution
	Action to be taken in

	
	
	Own Operator’s
	Other Operator’s

	
	
	RAN
	CN
	RAN
	CN

	Add new cell in existing LA
	None
	-
	-
	-
	-

	Change Access Rights of a Cell by moving the Cell to another existing LA without changing the Access rights of this LA
	None.
	-
	-
	-
	-

	Change Access rights of an existing LA1
	Modify the SNA Information in the CN
	-
	X2
	-
	X

	Creating a new LA in CN and RAN
	Create the SNA Information for this LA in the CN
	-
	X2
	-
	X

	New/Modified International Roaming Agreement1
	Coordinating roaming tables throughout the CN
	-
	X
	-
	X

	3rd operator joins shared network
	Creation of New SNA(s) resulting in:

- Update of the mapping tables between IMSI and SNAs.

- Change the SNA Information (if non-overlapping SNAs) or Add new SNA Information (if overlapping SNAs) for LAs.
	-

-
	X

X
	-

-
	X

X


1 This scenario may generate the need for a new SNA, which needs to be reflected in all the CN Nodes of each operator involved in the Network Sharing agreement.

2 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

The following table provides information on the OAM coordination needed by the solution depending on the scenario (this takes into account both the OAM actions that have to be performed for the Idle Mode and the solution for Connected Mode):

	Scenario
	OAM Coordination needed

	
	In UTRAN
	In CN
	Between UTRAN & CN
	Between Different Operators

	Add new cell in existing LA
	-
	-
	-
	-

	Change Access Rights of a Cell => moving the Cell to another existing LA without changing the Access rights of this LA
	-
	-
	-
	-

	Change Access rights of an existing LA
	-
	X1
	-
	X

	Creating a new LA in CN and RAN
	-
	X1
	-
	X

	New/Modified International Roaming Agreement
	-
	X
	-
	X

	3rd operator joins shared network
	-
	X
	-
	X


1 If the OAM implementation in CN allows a common handling of the Connected and the Idle modes, then there is no additional amount of coordination for the sake of Connected Mode.

5.8 Comparison

5.8.1 Comparing the existing solution based on the identified functional units

In order to reflect the current status of discussion it was tried to compare the solutions in terms of identifying per solution the node that executes the function and the data processed per function, based on the functional units as defined in Section 6.3. 

Subscriber’s Access Right Classification
	
	Executing node
	Input data
	Result

	SAG based solution
	CN
	IMSI, roaming agreements (subscription info)
	SAG member info, 
(Provided on Iu)

	SNA based solution
	CN
	IMSI, roaming agreements (subscription info)
	Shared Network Area Information for UE
(Provided on Iu)

	LA based solution 
	CN
	IMSI, roaming agreements (subscription info)
	Subscriber’s Access Rights in authorised PLMNs = LA list per PLMN
(Provided on Iu)

	RAN-based IMSI analysis solution
	SRNC
	IMSI
	PLMN-Id

	SNA-InfoExch solution
	CN
	IMSI, roaming agreements (subscription info)
	Shared Network Area Information for UE
(Provided on Iu)


LA (Cell) Access Right Classification
	
	Executing node
	Input data
	Result

	SAG based solution
	CN
	LA
	SAG access info per LA

	SNA based solution
	CN
	LA
	Shared Network Area Information per LA 

	LA based solution 
	n/a
	n/a
	n/a

	RAN-based IMSI analysis solution
	CN
	LA, roaming agreements
	LA access info per HPLMN-Id of potential users

	SNA-InfoExch solution
	CN
	LA
	Shared Network Area Information per LA 


LA (Cell) Access Right Info Distribution
	
	Executing node
	Distributed data
	Interface, method

	SAG based solution
	CN
	list (SAG access info per LA)
	O&M

	SNA based solution
	CN
	list (SNA info per LA)
	O&M 

	LA based solution 
	n/a
	n/a
	n/a

	RAN-based IMSI analysis solution
	CN, CRNC
	list (per potential HPLMN-Id
list (access info per LA)  )
	Common procedures on Iu and Iur

	SNA-InfoExch solution
	CN
	list (SNA info per LA)
	Primary exchange: Common procedure on Iu 
Secondary exchange: within Iur procedures


Subscriber’s Cell Access Determination
	
	Executing node
	Input data
	Result

	SAG based solution
	SRNC
	SAG member info

SAG access info
	Access granted / rejected

	SNA based solution
	SRNC
	Share Network Area Information for UE

Share Network Area Information
	Access granted / rejected

	LA based solution 
	SRNC
	LA

Access Rights in authorised PLMNs
	Access granted / rejected

	RAN-based IMSI analysis solution
	SRNC
	PLMN Id derived from IMSI

LA access info per PLMN-Id
	Access granted / rejected

	SNA-InfoExch solution
	SRNC
	Shared Network Area Information for UE

Shared Network Area Information
	Access granted / rejected


5.8.2 Standards impact

In principle there is no difference in standards impact between the different solutions. All solutions require changes to RANAP (25.413), RNSAP (25.423), and 25.401 (Introduction of concepts).  As the LA based solution is using existing identifiers, one could regard the LA based solution as having the least standards impact. 

5.8.3 Signaling efficiency

In the SAG solution, the additional information exchanged over the Iu interface is always one bitstring of fixed length (proposed 32).  For the Iur interface, the additional information exchanged is always one bitstring of fixed length (proposed 32) per neighbouring cell for which access restrictions apply. 

For the LA based solution, the additional information exchanged over the Iu interface scales with the number of LAs involved (LAs from all PLMNs of the sharing operators, i.e. all PLMNs that can be reached over Iur), unless LA ranges can be used. Taking into account 2G systems where LAs are already assigned (and very difficult or even impossible to reassign), it will also be very difficult to gather the LAs in value ranges. This may lead to potentially long messages over the Iu, the size of which needs to be assessed.  For the Iur interface, no additional information is exchanged.

For the SNA based solution, the additional information exchanged over the Iu interface scales with the number of Shared Network Areas that are defined. However, the SNA is a new identification, groups LAs together, and thus allocations can be optimized for network sharing, without taking other considerations into account. For the Iur interface, if SNAs cannot overlap each other, the additional information exchanged is always one INTEGER per neighbouring cell for which access restrictions apply. 

For the" SNA-InfoExch" solutions, the same remarks as for the SNA solution apply for the COMMON ID and the RELOCATION REQUEST. For the newly introduced messages, the lists of LAs constituting all the SNAs are exchanged. This, in itself, is similar to the information exchanged in the LA-based solution, so the same concern could be raised. However, the main difference is in the frequency at which these "heavy" messages are exchanged: in the LA-based solution, this information is exchanged for each connection (mobile) whereas in the SNA-InfoExch, this is exchanged at each modification in how the SNAs are built (which should be far less frequent than calls).

5.8.4 Impact on existing functionality within a PLMN

LA based solution
As mentioned in Section 6.6.1, the standards impact is the least because of the re-use of existing identifiers (i.e. LAC).

If signaling optimization is needed, there maybe a need for changing the LAids, which could have important consequences for the operator. 

In order to use an LA-range solution, the LA-Id of many LA’s in existing GSM infrastructure might have to be re-allocated. This could take several months of configuration work for the GSM networks.-The LA is also one of the most stable identifier in the networks today and as such it is used for many purposes: Emergency call routing, Trend statistics, call routing, localized charging, alarm management, localized services (e.g. yellow pages) …. .  These functions all are likely to have ties to the LA identifiers. Introducing frequent and/or global changes to these identifiers will cause undesirable side effects in the operation of networks.


SAG and SNA based solution
In these solutions no existing identifiers are re-used. This enables a flexible access restriction handling without impacting existing concepts like SA or LA.

Independent of the LA-Id’s used in the GSM networks, by configuring the correct SAG-access information/SNA identifiers any access restriction solution for the UMTS(GSM handover can be provided without any impact on the existing GSM networks.

5.8.5 Operations And Maintenance (OAM) aspects

The Sections 6.4.4, 6.5.4, 6.6.4,  6.7.4, and 6.8.4 shows the OAM impacts depending on the chosen solution for Shared Networks for the defined scenarios. When summing up the crosses in the tables, it appears that the additional amount of OAM is probably lesser for an LA-based solution than for the SAG or the SNA-based solutions. 

Evaluating the actual "amount" is actually difficult as this is a highly implementation-dependent issue, but the obvious conclusion of this analysis is that:

1) For the required coordination between the sharing operators:

· The SAG-based and the SNA-based solutions require coordination at RAN level and at CN level (it is assumed that coordination between RAN and CN is done within the network).

· The LA-based, the SNA-InfoExch and the RAN based IMSI analysis solutions require coordination only at CN level.

· Coordination at RAN level for the SAG-based and the SNA-based solutions can be considered as a small addition to existing OAM coordination mechanisms.

· Coordination at CN level can be achieved either through automated tools or simple coordination between operators of the different Networks (the use of automated tools removing the risk of error). Given the probably higher frequency of changes needing coordination at CN level in the LA-based, SNA-InfoExch and the RAN based IMSI analysis solutions, it is likely that an automated tool will be more useful for this particular solution.

2) As the LA is an existing concept in R99/Rel-4, there is no new scenario to be considered for the LA-based and the RAN-based IMSI analysis solutions whereas in the case of SAG-based and SNA-based solutions, new scenarios may have to be considered and implemented in addition to those already existing.

3) For the LA-based and the RAN-based IMSI analysis solutions, there is no need for coordination of the OAM in the CN and the RAN in order to insure consistency of behaviour in Idle and Connected Modes with regards to Access Rights. These tables clearly show that this is not the case for the SAG-based and the SNA-based solutions.

5.8.6 Future Enhancements

It is foreseen, that in future the shared network support in connected mode for UTRAN is extended with the following: 

· The support of roaming restrictions on a per subscriber basis (in a future release)

· The applicability to GSM handovers (GSM to UMTS), allowing the BSC to take access
rights restrictions into account when initiating handovers.

5.8.6.1 The support of roaming restrictions on a per subscriber basis

Supporting roaming restrictions on a per subscriber basis, implies that the relevant information about subscribers rights to be handed over to different parts of the network will come from the HLR and will be stored in the VLR and SGSN. This information will be provided by the CN to the RAN when needed (i.e. at RAB establishment, relocation). 

5.8.6.2 The applicability to GSM handovers (GSM to UMTS)

A common solution needs to be defined for handling access restrictions in both UTRAN and GSM, to facilitate a common CN interface. With the solutions as described in this TR, during GSM to UTRAN handover the target RNC will be able to reject the RELOCATION REQUEST based upon the access rights information contained in it. As an enhancement, the BSC should be allowed to take access restrictions into account before initiating handovers.  Therefore, it is important to consider the following: 

· Limitations of existing GSM interfaces should be taken into account (e.g. . the limited size of BSSMAP (256+2 octets) messages );

· The solution shall not rely on concepts only available in UTRAN, for which no GSM equivalent exists. This in particular applies to using the Iur for exchanging the LA to IMSI mapping, as proposed in the RAN-based IMSI analysis solution.

5.9 Open issues

The following open issues are identified:

1. The need for Universal SNA’s, non-Universal SNA’s, or both Universal SNA’s and non-Universal SNA’s
Closed, see agreement 3 in Section 7.

2. The need to restrict an LA to belong to not more than one SNA.
Closed, see agreement 2. in Section 7.

6 Agreements

The following conclusions were agreed:

1. It is agreed that the solution for Shared Network in Connected Mode shall be based on the SNA concept (see Section 6.6)

2. It is agreed that this SNA-solution shall allow an LA to be in several SNAs 

3. It is agreed that the SNA-solution in Release 5 will be based only on PLMN-specific SNAs. The use of Universal SNAs should be investigated as a possible enhancement in future releases 

4. It is agreed that the solution for Shared Networks in Connected Mode shall be based on an  “Information Exchange”  over the Iu and the Neighbouring Cells Information over the Iur as described in Section 6.8
5. It is agreed that the second alternative described in Section 6.8.2 is the one that will be used to realise the "Information Exchange" over the Iu interface.

7 Specification Impact and associated Change Requests

This clause lists places where Change request need to be given in order to enhance Release 5 specifications for this work task.
Table 1: Place where Change request is given in order to refer the new procedure

	3G TS
	CR
	Title
	Remarks

	25.401
	057
	Introduction of the Access Control Function: SNA
	

	25.423
	702
	Introduction of Shared Network Area information support
	

	25.413
	504
	Shared Networks in connected mode – Information Transfer
	


8 Project Plan

8.1 Schedule

	Date
	Meeting
	Scope
	[Expected] Input
	[Expected]Output

	June 2002
	RAN#16
	RAN Approval
	
	Approved CRs as outline of the work reflected in this TR.

	
	
	
	
	


8.2 Work Task Status

	
	Planned Date
	Milestone
	Status

	1. 
	
	
	

	2. 
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� Mechanisms include UE-specific LOCATION UPDATING ACCEPT/REJECT & inclusion of LA-specific/UE-specific equivalent PLMN information in LOCATION UPDATING ACCEPT.


� The reading of SIB1 for the purpose of checking the LA was added in the 09-01 version of 25.331.
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