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1
Introduction

This document introduces the agreements from [1] into TR 45.820.
As there is no general section on requirements for the normative work phase in the current TR, it is proposed to create a new section with applicable requirements for the normative work phase applicable for any CIoT solution in the TR. In the pCR below “X” is used to indicate that an appropriate chapter needs to be created. 
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	PROPOSED CHANGE


X
General Requirements for all CIoT proposals 
The applicability for these requirements for EC-GSM is FFS.
X.1
Network Sharing principles
Network sharing using the “MOCN” concept is supported:
· Transmission of 1 up to 6 PLMN identities on the BCCH is supported
· there is no need for a common / additional PLMN id (unlike in UMTS)
· MOCN network sharing support is mandatory for CIoT UEs.
· The selected PLMN is reported from the UE by using a “pointer” to the transmission order on the BCCH (as in LTE RRC).

The CIoT system design also supports the “GWCN” concept.
X.2
Cell Barring and Reservation principles
· The cell baring concept of LTE is supported by using a cell baring indication (1 bit).
· The “cell reserved for operator use” concept of LTE is supported by using a cell reserved for operator use  indication (1 bit).
Note: 
only UE with AC11 and/or AC15 are allowed to select/reselect such as cell.
· A “cell reserved for future use” (1 bit) should be supported by the CIoT system with the default that UE do not select or reselect such as cell.

Note: 
This is a hook for a later introduction of a concept similar to the “CSG concept”or other use cases where a specific handling of cells is required. 
X.3
Access Barring principles
· The Access Control concept is based on the availability of Access Classes in the SIM/UICC like in GSM/UMTS/LTE.
· The Access Control is based on a Access Class Barring bitmap (like for GSM & UMTS).
· The Access Barring time for CIoT is fixed.
· The support of EAB or any other enhanced Access Barring feature is not needed for the CIoT system. 
· Access Class Barring only applies for mobile originated calls.
· It is possible to allow exceptional reporting in case the access control for normal reporting would prevent a UE from access to the CIoT system. 
· This is realised by a single bit on the BCCH which overwrites the access restriction.
· It is possible to configure a UE individually with the allowance to use the AC barring overwrite for exceptional reporting. 
· This is done dedicated per UE with (NAS) signalling as part of the registration procedure.
· For the network sharing case the indication of Access Barring information is per sharing PLMN.
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