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Pseudo CR 45.820 – Core Network Objective
1
Introduction

1.1
Background Information

A study on Cellular System Support for Ultra Low Complexity and Low Throughput Internet of Things was approved at GERAN#62, see [1].
The study allows both for an evolution of GSM, to comply with the objectives of the study, and non-backwards compatible solutions by a new system design. 

1.2
Reason for change

It is not clearly stated that the choice of CN architecture and choice security framework is among the SI objectives.
1.3
Summary of change

Sub-clauses 4.2.X is added to introduce the SI objective of CN architecture and security framework. A sub-clause 5.X is added that informs the reader that the CN evaluation methodology is described first in sub-clause 8.2. It is also mentioned that SA3 has taken over the responsibility of the security aspects listed among the objectives. The related SA3 TRs are added to the list of references in clause 2. Finally sub-clause 8.1.2 can be deleted as a result of this update. 

1.4
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pCR to 3GPP TR 45.820-v1.2.0
	First modification 


2
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	Second modification [new sub-clause]


4.2.X
Core Network Architecture 

An objective is to identify Core Network Architecture and Radio Access Network-Core Network interface (i.e. S1 or Gb), and associated protocol stacks, suitable for the M2M market in the 2017 and onwards timeframe. 
	Third modification [new sub-clause]


4.2.X
Security Framework 

An objective is to identify security framework suitable for the M2M market in the 2017 and onwards timeframe. 
The evaluation of this objective is under the responsibility of 3GPP SA WG3 (see 3GPP TR 33.863 “Study on battery efficient security for very low throughput Machine Type Communication Devices“ [16], and 3GPP TR 33.860: “Study on Access Security Enhancements with relation to cellular IoT” [17]).
	Fourth modification [new sub-clause]


5.X
Core Network Architecture Evaluation Methodology
The evaluation methodology for core network architecture and associated interface selection for new radio access solutions is presented in subclause 8.2.
In case of GERAN Evolution based radio access solutions the Gb interface should be reused, as stated in subclause 8.1.4.
	Fifth modification [Removal of sub-clause]




	End of modifications
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