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Pseudo CR 45-820
C-UNB Link layer design

Introduction
A study on Cellular System Support for Ultra Low Complexity and Low Throughput Internet of Things was approved at GERAN#62 [1]. This study covers both GSM/GPRS evolution and clean slate concepts. This pCR deals with clean slate concept named C-UNB [2].
Change proposal
This pCR deals with text proposal for insertion in section 7.2 on clean slate concept #2.
More precisely, this pCR is for section 7.2.4 on Link layer design.
Reference
[1]	GP-140421, “New Study Item on Cellular System Support for Ultra Low Complexity and Low Throughput Internet of Things”, VODAFONE Group Plc., GERAN#62

[2]	GPC150052, "Cooperative ultra narrow band technology for Cellular IoT
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7.2.4 Link layer aspects
7.2.4.1 Uplink MAC-PDU
Figure 1 illustrates the MAC-PDU format of a C-UNB uplink radio packet. The various fields are detailed in the following subclauses.
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Figure 1: Format of a MAC-PDU frame in C-UNB uplink transmission
7.2.4.1.1 Header
Uplink header is 32 bits. It consists in:
a preamble for frame detection and bit rate synchronization,
a frame type,
a frame length,
a acknowledge request flag,
a repetition counter (value 1, 2 or 3) tagging the actual repetition number of a MAC-PDU.

7.2.4.1.2 Sequence counter
The uplink sequence counter is 12 bits. It is incremented for each new LLC-PDU sent by the UEs. The sequence counter is used for authentication purpose (see subclause 3.1.5).
7.2.4.1.3 Identifier
This field is 40 bits long. It contains the UE unique identifier set during personalization of the UE. Each identifier is unique in a C-UNB system. It is allocated by a unique registration authority.
7.2.4.1.4 Data
In uplink, the data field is 7 to 25 byte long. Bytes are transmitted MSB first.
7.2.4.1.5 Authentication
The authentication field is a cryptographic hash, computed with a 128 secrete key and the bits from the first four fields of the MAC-PDU. Cryptographic algorithm is common AES. If there are not enough bits in these fields to get a complete 128 bit block, specific padding is applied before running the AES 128.
7.2.4.1.6 FCS
The frame check sequence in C-UNB uplink consists in a CRC-16. In reception, it is used to check MAC-PDU consistency before running the hash algorithm.
7.2.4.2 Downlink MAC-PDU
In C-UNB, downlink MAC-PDUs differ from uplink ones because they are not repeated. Figure 2 illustrates the MAC-PDU format of a C-UNB downlink radio packet. The various fields are detailed in the following subclauses.
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Figure 2: Format of a MAC-PDU frame in C-UNB downlink transmission
7.2.4.2.1 Header
Downlink header is 53 bits. It consists in:
a preamble for frame detection and bit rate synchronization,
a frame type.

7.2.4.2.2 ECC
This field is 32 bit long. It contains extra bits generated by the BCH(15,11) codes applied to three remaining field: Data, Auth. and FCS. In reception, this field is used to detect and correct transmission errors.
7.2.4.2.3 Data
In downlink, this field is 1 to 8 bytes. Bytes are transmitted MSB first.
7.2.4.2.4 Authentication
The authentication field is a cryptographic hash, computed with:
the UE unique identifier received in corresponding uplink packet,
the 128 bit secrete key of the target UE,
the sequence number in the corresponding uplink packet,
the Data field.
This field is used to sign a downlink packet and also to identify the destination UE in a transparent way, i.e. without explicit destination identifier in the downlink radio frame.
7.2.4.2.5 FCS
The frame check sequence in C-UNB downlink consists in a CRC-8.
7.2.4.3 Uplink access control
The contribution [2] gives an overall description of the C-UNB uplink access control, which is designed to save energy in the UEs. The key concepts of the C-UNB uplink access control leverage the small size of the radio frames. They are detailed hereunder.
7.2.4.3.1 Unsynchronized transmission
IoT devices are expected to send and receive small amount of data, that is to say, small numbers of small messages compared to usual cellular phones designed to address human-to-human services, such as calls, web browsing or steaming. When considering small size messages and small amount of transmission, it is well known that the most efficient way to access a shared medium is the ALOHA medium access control. ALOHA means that devices transmit radio packets on a random basis, without prior synchronization nor any signaling exchange with the network. This approach prevents the UEs from running complex protocols; hence, it reduces the overall power consumption in the UEs. The drawback of ALOHA is the collisions that may occur, especially in high network load. In the case of C-UNB, the uplink access control implements two features to overcome this issue.
7.2.4.3.2 Channel selection
7.2.4.3.2.1 Ad'hoc micro-channels
In C-UNB, the allocated frequency band of 200kHz is split into ad'hoc micro-channels. The present implementation of the physical layer (D-BPSK at 160bps) gives 160Hz micro-channels. In a 200KHz band, it gives 1 250 potential micro-channels. The center frequency of a micro-channel is not defined "a priori", because it is based on the actual frequency of the UE's crystal oscillator. In the base station, the full 200kHz frequency band is received and decoded continuously. The 160Hz channel is named "ad'hoc micro-channel" in C-UNB.
7.2.4.3.2.2 Micro-channel selection
When a UE wants to transmit, it selects three ad'hoc micro-channels pseudo-randomly and transmits three repetition of the same MAC-PDU (only repetition counter changes) over these three different micro-channels. Randomization algorithm is based on UE unique identifier and sequence number associated with the LLC-PDU.
This feature is a kind of frequency hopping that spreads the UE transmissions over the full 200kHz bandwidth and prevents the collision of radio packets. In the case of bulk arrival of multiple transmissions (i.e. fire detectors in a building), frequencies selected by UEs have a large probability to be different (see figure 3). For example, if a collision occurs between during the first transmissions, the probability to have a second collision and a third collision is very low.
7.2.4.3.3 Cooperative reception
Unlike cellular networks, there is no attachment of UEs to any base station in the C-UNB technology, because:
transmissions occur in ad'hoc micro-channels, that have pseudo-random center frequency somewhere in the full 200kHz band,
UEs transmit without knowing which base station is in their range,
all base stations listen for the full 200kHz band.

Therefore, a message sent by a UE is received by one or more base stations. If two messages collide in a given base station, the probability to have a collision in another base station is low because of different radio propagation conditions (see figure 4). This reception diversity helps managing the probability of fatal collisions, but it is not coherent reception as in MIMO system.
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Figure 3: Collision prevention with random micro-channel selection in the case of
bulk arrival of messages
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Figure 4: Collision management in cooperative reception

7.2.4.4 Downlink access control
7.2.4.4.1 Implementation principle
As UEs are asleep most of the time, there is no paging mechanism and therefore no means to wake up a UE and pushing downlink packets towards it. C-UNB implements downlink by means of pulling the downlink packets after an uplink transmission (time-delayed piggy-backing).
Downlink packets are stored in the core network and forwarded after an uplink transmission. A constant time lag is defined between the three repetitions of an uplink message and the transmission of the downlink packet (see figure 5). After this given delay, a UE opens a reception window to receive downlink packets.
In the case of multiple receptions by several base stations, the core network selects the most appropriate base station for transmitting the downlink packet.
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Figure 5: downlink implementation in C-UNB (time-delayed piggy-backing)


7.2.4.4.2 Acknowledgement
As such, there is no MAC-level acknowledgement in the present implementation of the C-UNB solution for Cellular IoT. Acknowledgement is implemented at application level. Therefore, acknowledgement is managed by the application server.
A UE, willing to get an acknowledgement, transmits its uplink packet with a "acknowledge request flag" set to one. Upon reception of such uplink packet, the application server transmits a downlink packet with proper acknowledgement.


--------------------------
end of text proposal for inclusion in TR 45.820

---------------------------------------------------------------------------------------------------------

	PAGE : 1/5
	PAGE 5/5
image1.png
Header

Seq. Counter

Identifier

Data

Auth.

FCS





image2.png
Header

ECC

Data

Auth.

FCS





image3.png
B8 B Eﬁg





image4.png




image5.png
5(2)))

uiumop
ZHY 00T
>

J

defined time lag

<

Afousnbayy

time

Sjurdn
ZHY 002






275 M et ersam
retepores e

pasudo CR 45520
CUNB Link ayer design

A Gl st oo s T it
e s 11 o o GRS o
T s 5 i s €09 .

. vteece
™01, e st o ot et o ety s
e e e, PO . GO

[ ————————

R P PO O . T et

o [ o | e | [
o 1P 4G e O e

o e 31 i




