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2. IPR Policy
	Delegates' attention is drawn to their obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

The members take note that they are hereby invited:

-to investigate in their company whether their company does own IPRs which are, or are likely to become Essential in respect of the work of the Technical Specification Group.

-to notify their respective Organizational Partners of all potential IPRs e.g. for ETSI, by means of the IPR Information Statement and the Licensing declaration forms (http://www.etsi.org/WebSite/document/Legal/IPRforms.doc).


Assen Golaup [Vodafone] highlighted the IPR policy
3. Attendance
The list of attendants on the call is in the attached document

4. Agreement on agenda
Assen Golaup [Vodafone] proposed a detailed agenda for the meeting. 

Niklas Johansson [Ericsson] expressed concerns on discussing documents under agenda item 5.2 considering GERAN WG1 colleagues were not on the call.

Zhao Yang [Huawei]: Documents under 5.2 will only be presented for information after documents under 5.1 are completed (if time allows).

The agenda was approved.

  
5. Contributions and discussions
1) Vodafone contribution on Gb vs S1 architecture aspects.

Document was presented by Chris Pudney [Vodafone].

Comments

Integration of Packet Control Unit in BTS (slide 9/10)
Niklas Johansson [Ericsson]: Integration of PCU in BTS will have hardware (HW) impacts. Isn’t an objective of the study to minimise HW impact?

Chris Pudney [Vodafone]: It is foreseen that the PCU will more likely be added to an eNB (perhaps part of a multi-standard RAN node) rather than a legacy BTS. With evolved Gb we have opportunity to choose where we put the PCU and it seems more natural to have PCU in BTS and use IP transport from BTS. 

Zhao Yang [Huawei]: Selection of architecture is related to what we will have on the radio interface. It does not seem a good idea to move PCU to BTS for GERAN evolution. If we have a new BTS e.g. for clean slate, we will need to incorporate both PCU and BSC functionality in the BTS.

Chris Pudney [Vodafone]: For GERAN evolution, we will probably stick to the Gb architecture and the focus of the contribution is more about the choices for clean slate.

Niklas Johansson [Ericsson]: The proposal effectively means that we will have PCU functionality in an eNB.

John Haine [u-blox AG]: Would it make a difference in the way the proposal works if we have the PCU is a BSC?

Chris Pudney [Vodafone]: It might be a problem to integrate with an LTE only network, where there is no box between eNB and Core Network. Absence/presence of BSC impacts CN in terms of how many connections it sees.

Zhao Yang [Huawei]: If we eliminate the BSC, this would imply that the BTS has to support PCU + BSSMAP.

Chris Pudney [Vodafone]: yes and for S1 interface, BTS would support S1-AP.

Maximum encrypted packet size handling by LLC (over Gb) and S1 (slide 10)

Niklas Johansson [Ericsson]: How does this relate to the message size if we are only sending 20 bytes user data?

Chris Pudney [Vodafone]: If we use Gb, the device can negotiate the crypto block size over LLC. On S1, the device has to be ready to process the maximum possible crypto block size, depending on what the CN sends. Understands that the maximum NAS signalling PDU size can be as high as 8000 bytes.

Mungal Dhanda [Qualcomm]: Does it mean that we have to add padding bits to the user data to reach the block size? What is the overall requirement on packet size?
Chris Pudney [Vodafone]: It means that the lower layers have to be ready to receive the maximum block size.

Zhao Yang [Huawei]: PDCP has a segmentation functionality to break up message. Huawei have started the analysis on this.

Header Compression (slide 11)
John Haine [u-blox AG]: Vast majority of interactions with network likely to be very short. The ability to keep the compression context is vital.

Support of Mutual Authentication (slide 14)

John Haine [u-blox AG]: Feedback from implementation is that even if we have USIM in 2G device, the authentication information is stored in different folders for 2G and 3G and 2G devices will still only look at the 2G folder. 
Zhao Yang [Huawei]: If mobile supports 2G/3G, mutual authentication will be done by device with USIM provided network supports R99+. If we have a 2G only mobile, only SIM card is used. 

Chris Pudney [Vodafone]: Old devices may just use SIM files on UICC card

Zhao Yang [Huawei]: If we use 2G CN, can we guarantee that all M2M devices are using USIM cards?

Chris Pudney [Vodafone]: It is already guaranteed that only USIM is used for LTE

Niklas Johansson [Ericsson]: It is up to the group to set the requirement to use USIM

Mungal Dhanda [Qualcomm]: A new device can implement any security mechanism

Zhao Yang [Huawei]: Not sure whether for the GERAN evolution path we can have such a strong requirement.

Niklas Johansson [Ericsson]: Devices only need to identify themselves as M2M devices. It is anyway specified that from R5 onwards all devices shall support USIM.

John Haine [u-blox AG]: Higher layer End-to-end protocols have strong mutual authentication as well. We might not need it in both higher and lower layer. 

Chris Pudney [Vodafone]: The aim is to avoid ‘False’ base station and the radio interface being stolen. 

Support of SMS (slide 15)

Mungal Dhanda [Qualcomm]: Isn’t it expensive to use SMS for small data transfer?

Chris Pudney [Vodafone]: SMS is mostly expected to be used for operational purposes e.g. change of OMA DM parameters, change of preferred roaming list etc. For user data, SMS may add more overhead and may not be appropriate.

Mungal Dhanda [Qualcomm]: How is operational signalling handled in LTE?

Chris Pudney [Vodafone]: We don’t require CSFB for SMS as the information is packaged as a NAS datagram.

Zhao Yang [Huawei]: As support of packet services grows, is SMS still relevant for data transfer e.g. can we use a packet bearer to send small message?

Chris Pudney [Vodafone]: SMS might be useful for an operator to contact the device as it is assumed that the CIOT device only supports one PDP context which may be taken up by another service. Even if we have a permanent PDP context, we might still need SMS. 

John Haine [u-blox AG]: This sounds like additional radio connection is required for SMS. Could we define two PDP contexts?

Chris Pudney [Vodafone]: SMS looks similar to signalling and already implies two connections to the network, one for signalling and one for data. 

Support of Broadcast (eMBMS) (slide 18)

Zhao Yang [Huawei]: Do we need to support MBMS for CIOT?

Chris Pudney [Vodafone]: MBMS may be required e.g. for software updates for smart meters. But this is not essential for initial release. We could add MBMS in the future. 

Mungal Dhanda [Qualcomm]: Doesn’t MBMS support implies a large bandwidth requirement?

Chris Pudney [Vodafone]:  MBMS support does not necessarily imply high bandwidth e.g. we expect to support Push-to-talk services (with low bandwidth requirement) on MBMS. 
Mungal Dhanda [Qualcomm]: If we need to update devices already in the field, doesn’t that imply that the broadcast support is required in the initial release?

Chris Pudney [Vodafone]:  Device population in the initial phases of deployment might not be significant and we could cope with unicast.

Network Sharing

Chris Pudney [Vodafone]:  It is important that network sharing is supported in the initial release.

General comments
Mungal Dhanda [Qualcomm]: The Gb architecture option implies that operators will need to continue support for SGSN in their network even if they are migrating to EPC.

Chris Pudney [Vodafone]:  It might only mean support of SGSN functionality rather than standalone SGSN node and such functionality might even be implemented in the ‘cloud’ in the future. 
Zhao Yang [Huawei]: Slides raise a number of aspects and we need to identify the most important ones to resolve for the initial release.

Chris Pudney [Vodafone]:  We intend to bring contribution on this for next F2F meeting. 
2) Huawei contribution on architecture for M2M services

Chongming Zhang [Huawei] presented the document.
Comments
Packet header Overhead with S1 and Gb

Niklas Johansson [Ericsson]: Even though packet overhead with S1 might not add more significant battery consumption that using Gb, the overhead will have a large impact on capacity.

Zhao Yang [Huawei]: We need simulation evaluations to understand system capacity. 

GEA4 security algorithm

Niklas Johansson [Ericsson]: Why is new HW required to support GEA4?

Zhao Yang [Huawei]: The statement is based on feedback from implementation. Other vendors are invited to check the impact.

Energy Consumption calculation
John Haine [u-blox AG]: The last column in Table 6 is for energy consumption (in mJoules?) rather than power consumption (mW).

Zhao Yang [Huawei]: This is a mistake and will be corrected.

Assen Golaup [Vodafone]: How will the energy consumption for measurements and monitoring tasks affect the overall energy consumption?

Zhao Yang [Huawei]: The impact will be included later in the analysis.

3) Ericsson contribution on enhanced security for Gb architecture option.

Niklas Johansson [Ericsson]: Mistake in text: message to be updated is the Authentication and Cipher Mode Request rather than ‘command’ as stated.

Support of Integrity Protection

Zhao Yang [Huawei]: What is the impact in SGSN to support integrity protection and how do we achieve key derivation for integrity protection? Also at which layer is the integrity protection done?

[Ericsson]: We need a way to derive the integrity protection key. We could probably use the same structure as LTE.

Zhao Yang [Huawei]: Do we need to interact with SA3 on this and will we need to create new test cases?

[Ericsson]:SA3 will need to take a look at what is being done for the new system.

[Device vendor?]  We would need new test cases

Zhao Yang [Huawei]: We need to take into account the timeline and not sure if we can do all the proposed enhancements.

Integrity Protection on user plane

Zhao Yang [Huawei]: We probably need an authentication code which will add to the overhead. 

[Ericsson]: The reason why integrity protection is not used on user plane in LTE was because of fear that terminals will not be able to cope with high speed user plane. It depends what we are trying to do with the new system.
Usage of GEA4 algorithm 

Zhao Yang [Huawei]: Huawei understands that this algorithm is not widely implemented by device vendors and network vendors. 

Chris Pudney [Vodafone]:  Vodafone might have asked for this from vendors.

[Ericsson]: GEA3 and GEA4 are basically the same algorithm but GEA4 uses 2x64 bit key. GEA4 also uses 3G authentication and GEA3 uses 2G authentication.

Zhao Yang [Huawei]: Can we use same security algorithm as 3G/LTE?

[Ericsson]: In principle yes, but we need to make it fit with the GERAN authentication framework. There does not seem to be any security issues with GEA4 though.

5.2 Contribution on MAC design for clean slate [Huawei]
Comments

Kairul Hasan [Nokia Networks]: In figure 4, scheduling of DCI is on PDSCH1. How about mapping on PDSCH2, 3 etc.

Zhao Yang [Huawei]: It is configurable whether DCI is on PDSCH 1 or PDSCH 2.

Kairul Hasan [Nokia Networks]: Fixed length part of DCI is 30 ms. How has 30 ms been derived? How many bits are needed for DCI?

Zhao Yang [Huawei]: This has been designed based the Huawei proposed design for a 10ms slot with 3 slots allocated for DCI. One slot is about 120 symbols.

Davide Sorbara [Telecom Italia]: On proposal for contention resolution, what happens if more than one mobile performs access using the same random number? Wouldn’t any mobiles with same random number assume the response message is for them? Hence, don’t we need an additional identity?

Zhao Yang [Huawei]: The use of a 40 bit random number will make this event rare. In any case, the design proposes a new mobile identity to identify different UEs.

Chris Pudney [Vodafone]:  Registered device would normally use a packet TMSI for access which would be unique. Only UEs which are not registered on the network will use random number. 
6. AoB
Assen Golaup [Vodafone] made suggestion for an adhoc telco to discuss simulation assumptions before the F2F meeting. Proposal will be made on GERAN reflector. 

7. End
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