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GSM Evolution for cellular IoT – RACH overview
1 Introduction
The number of IoT devices is expected to increase dramatically over the years to come. These devices must be able to operate in most diverse environments and as such the requirement on coverage is very high which implies that these devices shall handle poor radio conditions. A way to handle the coverage requirement within the context of the RACH is to use repetitive access attempts. The large number of IoT devices together with repetitive access attempts will result in an increase of the RACH load to an extent where the RACH could be bottleneck, causing system congestion. 
In this paper potential RACH procedures for cellular IoT are investigated. It should be noted that performance is not evaluated, nor is the added complexity impact on the BTS. This is left FFS.
2 RACH in a Cellular IoT system
Design principles

The RACH is part of the uplink CCCH and it is here considered how the RACH space can be realized to provide extended coverage. 

The following principles are followed:

· The legacy uplink CCCH space (TS 0 on BCCH carrier) will be unmodified to serve legacy devices and cellular IoT devices in normal coverage. 

· Extended coverage uplink CCCH space can be supported on TS 1 of the same carrier as legacy uplink CCCH carrier (i.e. the uplink of TS 1 of the BCCH carrier will never be assigned to a legacy device or to an IoT device). 

· The uplink IoT CCCH makes use of the 51-multiframe format which is synchronized with the 51-multiframe of the legacy CCCH on TS 0.
Repetition based access
To support the extended coverage requirement in a Cellular IoT system it is expected that repetition based schemes will be needed to ensure communication links in poor radio conditions. In [2] it is evaluated that up to 16 repetitions are needed per access attempt to support the requested coverage enhancement of the RACH (assuming 33 dBm output power from the terminal). The preliminary results in [2] have not further been evaluated and further evaluation is left FFS.

Coverage Classes

Not all IoT devices will experience radio conditions such that the maximum number of repetitions is needed for a single access attempt.  Hence, to improve resource utilization different coverage classes are foreseen, meaning that different number of repetitions will be used for a single access attempt depending on the coverage class that the IoT device belongs to. 

For example, IoT devices in the best coverage class would only need to send a single RACH burst as per operation on the legacy RACH, while an IoT device in the worst coverage class could be required to send 16 RACH bursts wherein the same RACH burst is repeated 16 times using 16 separately transmitted RACH bursts. How many coverage classes are to be supported is left FFS.
For the IoT device to know which coverage class it belongs to it could for example make a first assumption of its coverage class based upon signal strength measurements and/or from the number of repeated BCCH messages a device needed to receive when acquiring system information / SCH / FCCH. The coverage class could then be updated by the network based on subsequent interaction with that device (e.g. based on the actual number RACH repetitions needed for a successful access attempt by the device or the number of PDCH repetitions needed to decode uplink payload received in packet transfer mode). 

Although beneficial to allow devices using different number of repetitions on the same resources, it is of interest to have some knowledge from the base station regarding when to expect the bursts corresponding to access attempts from devices of different access classes (i.e. to avoid having a “running average” that would otherwise be needed if any attempt can be initiated any point in time). Figure 1 shows one possible mapping of different access opportunities. 
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Figure 1 Possible organization of the IoT RACH
Collision Handling

To improve capacity on the RACH it should be considered to allow the use of different TSCs to better separate simultaneous users accessing. In contrast to the legacy RACH channel where typically a single access is received per RACH slot (although it need not be limited to this), when multiplexing different devices in different coverage, some functionality similar to VAMOS could be beneficial where different TSCs per coverage class are used to separate the users.

Orthogonal CDMA codes

In [3] a procedure for increasing the UL capacity is evaluated when assigning different dedicated channels different orthogonal codes allowing users to simultaneously transmit. The same procedure could be of value to evaluate for the RACH. Although it is not possible for the network to have control over which codes are used by which devices in a collision based channel, some additional channel capacity could be achieved.
3 Summary
This paper has outlined some potential RACH procedures on allowing devices in extended coverage accessing the system while at the same time limiting the impact on system capacity. It should be noted that no performance evaluation has been done, and is at this stage left FFS. Each procedure is expected to increase the complexity of the BTS, and also the level of complexity increase for legacy GSM BTSs need to be better understood.

The following potential RACH procedures have been mentioned:

· In order to help ensure sufficient RACH capacity for Cellular IoT devices the RACH space could be organized in a coverage class centric manner thereby allowing devices and the BSS to know which specific sets of bursts are available for an access attempt made for any given coverage class. 

· When attempting system access a TSC value could be selected from the set of TSC values corresponding to the coverage class of the accessing device. 

· Orthogonal codes as already evaluated in [3] could also be considered for RACH, although the same level of orthogonality cannot be ensured.
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