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1. Introduction

In GERAN#50 meeting, one of the issues raised when discussing the proposal in [1] was the indication of the selected PLMN ID to the BSS. It was left for further study whether AS signalling or NAS signalling is to be used.

In the LS from SA2 [2], TSG SA2 is assuming that the selected PLMN ID will be indicated in the AS signalling to the BSS for the CS domain and possibly for the PS domain as well as per Aspect 2 and Aspect 3 in the LS:
“Aspect 2: On the radio interface the MS shall indicate the selected PLMN id to the BSC in the initial layer 3 message. On the CS domain, this indication is included when the MS’s connection between BSC and MSC is established. SA2 would like to know whether there is no issue e.g. with the payload. “

…
Aspect 3: For PS domain SA2 does not have the expertise to study all various alternatives and to conclude e.g. on whether the MS indicates the selected PLMN id to the BSC in all LLC frames sent with non-local TLLI, or whether this indication is embedded in the GMM messages and the BSC examines the NAS contents of these LLC frames. SA2 would like GERAN2 to decide the PS domain solution.”
In this paper an analysis of proposed solutions is given in order to determine the best approach for signaling of the selected PLMN ID to the BSS.
2. Analysis of the SA2 proposal  

2.1 Aspect2 Analysis

The signalling messages that can trigger the RR connection establishment as given in 44.018 sec 3.1.5 are listed below:

· CM SERVICE REQUEST ( 24.008, sec 9.2.9):

· LOCATION UPDATING REQUEST (24.008, sec 9.2.15):

· IMSI DETACH (24.008, 9.2.12):

· PAGING RESPONSE(44.018, 9.1.25);

· CM RE-ESTABLISHMENT REQUEST( 24.008, 9.2.4);
and in case of VGCS/VBS:
· IMMEDIATE SETUP 
· NOTIFICATION RESPONSE 

· PRIORITY UPLINK REQUEST

· TALKER INDICATION

· DATA INDICATION 

· DATA INDICATION 2

PLMN ID requires a space of 4 octets  (TV format) in signaling messages. When included on the CS radio interface signaling, the total length of 20 octets of the SABM frames in the CS domain shall not be exceeded. Considering this limitation the Selected PLMN ID can be included as given below: 
· CM SERVICE REQUEST consists of 9-16 octets of mandatory IEs, 3 octets of Optional IEs. In the worst case it has 19 octets. Hence it may not be possible to add the PLMN ID. However, the 19 octets length is calculated by considering 9 octets for the Mobile Identity. But if the MS uses TMSI for the Mobile Identity, the length is reduced to 6 octets. In this case there are free octets left for including the PLMN ID. It must be noted that using this approach, it will be mandatory for the MS to always use TMSI when reporting the Selected PLMN ID.
· LOCATION UPDATING REQUEST already has Location Area Identification which is MCC + MNC + LAC and therefore no additional changes are needed.
· IMSI DETACH and PAGING RESPONSE are of size 12 octets and 16 octets respectively. The PLMN ID can be included in these messages.
· CM RE-ESTABLISHMENT REQUEST consists of 9-16 mandatory octets, 6 conditional octets and 1 optional octet. If the MS utilizes TMSI as mobile identity the PLMN ID can be included

2.2  Aspect3 Analysis

In the PS domain the BSS does not examine the NAS contents of LLC frames.  On the radio interface signalling there are no messages where the PLMN ID can be introduced without changes to the signalling. Possibly some reserved octets can be reused in one phase access where for example the PLMN ID can be indicated in RLC data using the PFI octet assuming PFCs are not used, while in the two phase access in the PACKET RESOURCE REQUEST message utilizing the Extension bit which is in the PFI Octet. 
However differently from the CS side there are no limitations on the length of the LLC frames, which allows for the Selected PLMN ID to be included in the NAS signalling namely ATTACH REQUEST and ROUTING AREA UPDATE REQUEST.
2.2.1 LLC frames and TLLI

The serving SGSN allocates a Local TLLI based on the Selected PLMN ID it receives. Until this time the BSS utilizes the random or foreign TLLI depending on whether it has an old PTMSI signature or not for addressing the RLC/MAC data blocks. Once the Selected PLMN ID is added to the NAS signalling legacy procedures will be utilized.

3. Solutions for Signaling Selected PLMN ID
The LS from SA2 [2] seems to indicate that the Selected PLMN ID is to be added to the NAS signalling forcing the BSS to decode the NAS signalling in order to derive the PLMN ID. However, this is not required if the redirection mechanism specified for MOCN in GERAN is utilized.

3.1 Redirection in MOCN GERAN

The main difference between the supporting mobiles and non-supporting mobiles is the ability of the supporting mobiles to select one of the PLMN IDs from the multiple PLMN list and inform the CN of the Selected PLMN ID. In case of non–supporting mobiles it is the RAN that decides on the serving core network. If this CN cannot serve this mobile the redirection feature provides the means for the CN to redirect the mobiles to their appropriate serving PLMN / operator.  

As specified in TS 23.251, in Rel-10 MOCN feature in GERAN all mobiles are considered non-supporting mobiles.  Upon attachment or routing/location area update it is the BSS that decides on the serving CN node. However as it may happen that the CN node cannot serve the MS the redirection is utilized. An example of the signalling flow for the redirection as given in TS23.251 in Section 7.1.4 and 7.1.4.2 is copied below in Section 3.1.1. Redirection is based on the fact that A-flex and Gb-flex is supported.  The selection of CN node is based on NRI (valid or invalid) or by random selection. The same mechanism as defined for A-Flex and Gb-Flex is defined in TS 23.236. 

3.1.1 Redirection Examples from TS23.251: 

“In this example an attach request from a non-supporting UE is directed to two different CN operators. The first CN operator rejects since it has no roaming agreement with the subscribers Home PLMN. The second CN operator accepts and completes the attach request.

The different "MSC/SGSNs" in the example below shall be seen as different CN operators. One specific CN operator may also have several pooled MSCs/SGSNs connected to the BSC if A/Gb-Flex is used.

Separate call flows are shown for CS domain and for PS domain.
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Figure 1: Information flow for redirection in GERAN (CS domain)
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Figure 2: Information flow for redirection in GERAN (PS domain)

Redirection is already part of Stage 3 specifications. Redirection signalling can also be used also for sending the received Selected PLMN ID to the BSS from the CN node. This solution is then based on the NAS signalling with no impact on the radio interface. 
3.2 Utilizing Redirectionsignaling  

In this solution the redirection mechanism already specified for MOCN GERAN would be extended to inform the BSS on the Selected PLMN ID from the MSC or SGSN to the BSS. 

3.2.1 CS domain Solution 

The solution for sending the Selected PLMN PLMN ID utilizing the redirection mechanism is depicted in Figure 3 below:
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Figure 3. Utilizing the redirection signaling for informing the BSS on
 the Selected PLMN ID 
The additions to the redirection mechanism are highlighted in green. The difference with the redirection in MOCN is that the BSS will know as soon as it received the Selected PLMN ID  the serving MSC and does not have to send Layer 3 Information to several MSCs. 
3.2.2 PS domain Solution

The solution for sending the Selected PLMN ID utilizing the redirection mechanism is depicted in Figure 4 below:
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Figure 4. Utilizing the redirection signaling for informing the BSS on the Selected PLMN ID from SGSN

The additions to the redirection mechanism are highlighted in green. Redirection occurs only once, thus if SGSN A is not the Selected PLMN but the SGSN B, the BSS shall redirect the L3 message to the Selected SGSN.
4. Conclusions

This contribution analyzed the signaling of the Selected PLMN ID in GERAN utilizing both the radio interface signaling and the NAS signaling. 

From the solutions presented it can be derived that the addition of Selected PLMN ID to the NAS signaling is possible both in the CS and the PS domains. The solution for signaling the Selected PLMN ID from the CN node to the BSS utilizing the redirection mechanism for RAN sharing in GERAN will require minimum changes to be utilized for the Full MOCN in GERAN. In addition it will avoid impacts to the radio interface and to mobile station. Furthermore it will prevent the BSS from decoding the NAS signaling in order to derive the Selected PLMN ID thus preserving the protocol layering. 

It is expected that solutions utilizing the radio interface signaling for signaling the Selected PLMN ID will require significantly more changes compared to the solution presented in the paper based on the MOCN redirection and NAS signaling. Considering these points it is proposed that TSG GERAN WG2 considers this analysis and the solution presented for signaling the Selected PLMN ID to the BSS. It is also recommended that should this solution be deemed acceptable, coordination be made with SA2 and CT1.
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