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Pseudo-CR to TR 43.868-V0.2.0: New RACH Procedure for Devices Configured for Low Priority Access 
1
Introduction
The increase of mobile devices labeled as “Machine Type Communication” devices is believed to increase the load and congestion on the common control channel (CCCH). More specifically, the situation could arise when a sudden increase in the traffic load, as could e.g. be caused by a momentaneous traffic spike such as the one modelled by the T2 traffic model of 3GPP TS 23.868, will congest the CCCH. Especially in the case when this traffic spike is caused by MTC devices configured for low priority access, it would be most desirable to alleviate the impact this will have on other services in the network, such as e.g. legacy CS and PS traffic. After all, the service requirements for an MTC device configured for low priorioty access are assumed to be lower than those for other types of services.
Due to the sudden nature of this traffic spike, it will be hard – if not impossible – for the network to regulate the load on the CCCH swift enough to alleviate the impact this will have on e.g. legacy services by the means currently available in the specifications. Therefore it is cruical to provide additional means so this situation may be solved in an efficient and robust manner, preferably without the network needing to taking any actions, since these will most likely some too late in this scenario anyway.
2
Summary of Change

It is proposed that devices configured for low priority access, will have will have an uplink CCCH access methodology that in e.g. congestion situations as the one described above, which allow the devices to solve the situation in an efficient way awithout the need for direct intervention by the network. 

This is acheived by a procedure where any accessing device configured for low priority access will perform its first CCCH access attempt as per the legacy procedures described in 3GPP TS 44.018, however modified in such a way that any subsequent CCCH access attempts made by the device shall spread over successively longer periods of time. This provides a self-resolving and dynamic back-off mechanism, which could e.g. be compared with the well-known back-off mechanism of TCP. This will provide enough robusteness to solve a congestion scenario as e.g. the one described above, but still without introducing any unnecessary delays for a system which is ungongested. 
A detailed desription is provided in the following section(s).
3
Pseudo-CR to TR 43.868-V0.2.0
===== First Change =====
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===== Second Change =====

4.2
Overload control 

4.2.1
General

Overload Control refers to use cases Radio Network Congestion, Signalling Network and Core Network Congestion as described in [2] Annex A.

4.2.2
Description and Analysis

[Editor’s note: This section provides the description and the analysis of the functionality.]
4.2.2.1 CCCH Overload Control

The increase of mobile devices labeled as “Machine Type Communication” devices is believed to increase the load and congestion on the common control channel (CCCH). More specifically, the situation could arise when a sudden increase in the traffic load, as could e.g. be caused by a momentaneous traffic spike such as the one modelled by the T2 traffic model of 3GPP TS 23.868, will congest the CCCH. Especially in the case when this traffic spike is caused by MTC devices configured for low priority access, it would be most desirable to alleviate the impact this will have on other services in the network, such as e.g. legacy CS and PS traffic. After all, the service requirements for an MTC device configured for low priorioty access are assumed to be lower than those for other types of services.

Due to the sudden nature of this traffic spike, it will be hard – if not impossible – for the network to regulate the load on the CCCH swift enough to alleviate the impact this will have on e.g. legacy services by the means currently available in the specifications. Therefore it is cruical to provide additional means so this situation may be solved in an efficient and robust manner, preferably without the network needing to taking any actions, since these will most likely some too late in this scenario anyway.

4.2.2.1.1
General Description of Proposed Solution
It is proposed that devices configured for low priority access, will have will have an uplink CCCH access methodology that in e.g. congestion situations as the one described above, which allow the devices to solve the situation in an efficient way awithout the need for direct intervention by the network. 

This is acheived by a procedure as illustrated in Figure 4.2.2.1.1 below. Any accessing device configured for low priority access will perform its first CCCH access attempt just as per the legacy procedures described in 3GPP TS 44.018, Section 3.3.1.1.2 (‘Initiation of the immediate assignment procedure’). Regardeless of what the trigger for the CCCH access is, it is proposed that a small initial access delay - identical to the one used already for all cases except device initiated PS access shall be applied. This initial access delay shall however not be larger than this, since this will cause unnecessary access delays even when there is no congestion in the system, as would be the normal case.
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Figure 4.2.2.1.1 
Legacy CCCH access procedure for device initiated PS access (top left). 







Legacy CCCH access procedure for all other cases (top right).












New CCCH access procedure (lower).
In addition, any subsequent CCCH access attempts made by the device shall spread over successively longer periods of time as also illustrated in Figure 4.2.2.1.1 above. 

4.2.2.1.2
Detailed Description of Proposed Solution

The procedure described in the preious section is acheived by introducing a new parameter ‘Imult’ which, if set to 0, says that the number of slots between subsequent uplink CCCH attempts should be set according to 3GPP TS 44.018, Section 3.3.1.1.2 (‘Initiation of the immediate assignment procedure’) used for all cases except device initiated PS access as illustrated in Figure 4.2.2.1.1 in the preceding section.
Given however that the Imult parameter differs from 0, the numbers of slots between subsequent uplink CCCH attempts are modified as follows (where all numbers are drawn randomly with a uniform distribution).

First attempt – – {0, 1, …, max(T,8) - 1} 

Second attempt – {S, S + 1, …, S + i(T-1)} 

Third attempt – {S, S + 1, …, S + 2i(T-1)}

Fourth attempt – {S, S + 1, …, S + 3i(T-1)]

And so forth… 
Thus for the k-th attempt, where k>1, the waiting time in number of slots would be uniformly distributed according to

{S, S + 1, …, S + (k - 1)i(T - 1)} 

where S and T are as per existing parameters, and the parameter i introduced here is defined as follows.


i = floor(Imult * S),

where Imult is the above mentioned new parameter broadcasted in an appropriate system information message and the floor function denotes the integer part. Exactly which system infomation message this message is to be included in, is FFS. 
4.2.3
Result

[Editor’s note: This section identifies the impacts on GERAN specifications resulting from the  functionality.]
The modification to the RACH access methodology will be described by reference [4], subclause 3.3.1.1.2 as descripbed in Section 4.2.1.2 above.

The additional parameter to be broadcasted in an appropriate System Information message in the cell will be described by a 3 bit LOW_PRIORITY_RACH_PARAMETER that will map its values on Imult as described below:

Value
Imult
000
0 - The new RACH procedure for devices configured for low priority access is not used
001
0.25
010
0.5
011
1
100
2
101
4
110
8
111
16

Which System Information message this information shall be included is FFS. Also, the the exact values of the broadcasted parameters are FFS, even thoug the above indicated values are considered to be reasonable. 
…..

===== End of Changes =====
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