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Supporting H(e)NB Inbound mobility
1 Introduction
As indicated in [1] the inbound mobility problem must solve the issues covering identification of the CSG ID for the target cell, access check, PCI/PSC confusion resolution and issues related to identifiers for routing handover requests. Also any complete solution will have to consider possible optimizations leading to battery power savings and measurement bandwidth.
Solutions already under discussions cover maintaining a UE based finger print leading to CSG cell search when under the finger print macro cell. Searching for CSG cells of interest even when aided by a UE based finger print could lead to substantial MIB/SIB reading and leading to service interruption times leading to impairments in voice services and retransmissions/lost packets for data services [2]. UE based macro cell finger print may still not be considered optimal as decoding MIB/SIB for every potential CSG cell even within the macro cell coverage area has a power and an increased handover delay cost associated with it [3].
Also as described in [1] to handle the routing of the Handover Required message to the correct target node, the source MS needs to signal the CSG ID and CGI to the network. This means that the BSS maintains a mapping table between the physical layer cell identity and the routing identifiers. Having to report CGI to a network would mean that the UE will still have to read MIB/SIB1 within a UE maintained macro finger print scope which could be still substantial if we consider for example a 3Km macro cell radius and possible CSG cell deployments within such a geographic scope. 
A good solution would be if the PSC/PCI to CSG ID mapping is maintained at the network and subsequent to any change in the PSC/PCI of a H(e)NB, the same is notified to a UE. This would avoid unnecessary MIB/SIB1 reading but such a solution raises the issue of the network entity which would maintain the PSC/PCI to CSG mapping and update the same to a BSS/OAM.
In this paper a complete network based solution to the issue of H(e)NB inbound mobility is presented.
2 Discussion
A good over all inbound mobility solution will have to address the issues of 

1. Avoiding having to read the MIB/SIB1 as much as possible

2. Consider an over all solution covering CSG cell as well as Hybrid access cells.
What is proposed is an over all network based solution for inbound mobility where in a UE will initially report the H(e)NB “finger print” to the network and subsequently the network shall maintain the macro cell finger print of a UE. The network shall notify the UE when ever the UE is in the “finger print” macrocell coverage area (connected mode only) and the UE shall then search for the PSC/PCI of the subscribed CSG cell. The UE will search for a CSG cell only upon notification from the network. This can apply to the Hybrid cells as well where in the network can control the mobility of any UE into a Hybrid cell provided the network maintains the Hybrid cell to the Macro cell “finger print” and notifies a UE when under a finger print macro cell. It has to be noted that it has been agreed to maintain a separate PSC/PCI split for hybrid cells as well [5].
2.1 Initial finger print reporting
The UE will report the initial finger print to the network after which it would be the responsibility of the network to maintain/update the finger print information. The finger print shall contain the CSG ID, PCI/PSC IDs and the macro cell ID, the CGI is any way reported. The network (BSC) will then have to maintain the “finger print” along with the appropriate BSC level UE identity.
The initial finger print reporting by the UE can be done on Power up within the H(e)NB range upon the H(e)NB installation. This reporting can be sent on a measurement report message the first time the UE encounters the H(e)NB.
2.2 Maintaining the network mappings
The BSS will maintain a table of “finger prints” which will contain the macro cell ID with the CSG IDs and the associated PSC/PCIs and the UE IDs. This list can be maintained at the BSS-OAM. Once such a list is maintained at the BSS, the table can be indexed by the UE ID when ever a UE moves into cell coverage to retrieve the “finger print” if a UE has an associated finger print for that macro cell.
Maintaining the “finger print” at the BSS has the advantage of resolving any PSC/PCI change at the network level itself as it is expected that the PSC/PCI change (H(e)NB reset) would be quite often. Under such circumstances for inbound mobility a UE based finger print would still lead to substantial MIB/SIB1 reading.
To support network based finger printing, dynamic updation of any change in PSC/PCI values associated with a CSG ID will have to be notified to the BSS/OAM. To support such an exchange of PSC/PCI CSG ID mapping information between a UTRAN/E-UTRAN and a GERAN network a transparent container between the UTRAN/E-UTRAN network and the BSS will have to be supported. 

The updation of any change in the PSC/PCI associated with a CSG ID to a BSS/OAM can be based on a subscription basis where in a BSS/OAM can request the UTRAN/E-UTRAN networks to report any change in the PSC/PCI values associated with the CSG ID. It is assumed that the PSC/PCI associated with a CSG ID is maintained at the “Home (e)NodeB Management System” and can be retrieved by an eNB/HSS. Based on such a subscription mechanism the “Home (e)NodeB Management System” can publish any change in the PSC/PCI values associated with a CSG ID to the subscribed BSS/OSM.
2.3 Notifying the UE
When a UE moves into a cell under GERAN active mode, the BSS would look up the “finger print” table maintained and would notify the UE about the CSG cell. The PSC/PCI information would also be notified to the UE in case of any change in the PSC/PCI values associated with the CSG ID. The UE will then start reading the PSC/PCI of the CSG cell and report back to the network for handover. 
3. Conclusion
What is proposed is an over all network based solution for inbound mobility where in a UE will initially report the H(e)NB “finger print” to the network and the network will subsequently maintain the macro cell finger print of a UE. The network shall notify the UE when ever the UE is in the “finger print” macrocell coverage area (connected mode only) and the UE shall then search for the PSC/PCI of the subscribed CSG cell. The UE will search for a CSG cell only upon notification from the network. If there is a change in the “allowed CSG list” to a UE, the UE can report the updated “finger print” to the network.
With network based “finger print” a finer granularity of control into Hybrid cell access can be maintained (Assuming that the Hybrid cells are under a new PSC/PCI split).
To support network based finger printing, dynamic updation of any change in PSC/PCI values associated with a CSG ID at the “Home (e)NodeB Management System” will have to be notified to the BSS/OAM. To support such an exchange of PSC/PCI to CSG ID mapping, transparent containers will have to be supported between the “Home (e)NodeB Management System” and the BSS/OAM.
Such a network based solution for inbound mobility will facilitate battery power savings at the UE as well as save on measurement bandwidth. It is assumed that the complexity associated in supporting a dynamic PSC/PCI update mechanism between the “Home (e)NodeB Management System” and a BSS is not much.
Proposal: An LS be sent to SA2/RAN3 indicating the possibility of exploring the network based inbound mobility solution in GERAN provided that SA2/RAN3 agree that the “Home (e)NodeB Management System” (OAM) maintains the PSC/PCI values associated with a CSG ID and that supporting a transparent container between a “Home (e)NodeB Management System” and a BSS/OAM to update any change in the PSC/PCI values associated with a CSG ID is not complex.
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