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1. Introduction

In Rel-9, support of the inbound mobility toward CSG cells in connected mode was agreed in last GERAN#42 meeting. And active discussion on this issue already has been started in RAN2, RAN3. As an agreement from first round discussion in RAN, two major problems which should be solved in RAT have been addressed. And these problems are also major issues should be considered in GERAN too. This paper proposes suitable procedure which solves following potential problem and appropriate to GERAN.


Problem 1: Preliminary access check


Problem 2: PCI/PSC confusion problem


2. Discussion
2.1. Preliminary access check

Reducing frequent handover execution toward not allowed CSG cells, it was recommended preliminary access check should be done in mobile station side. And the discussion on how to perform preliminary access check is still ongoing issue in RAN2. And whether report only allowed CSG cells or all CSG cells which meets normal reporting criteria probably has not yet decided. Depends on two different assumptions, accompanying questions are following as below.
Assumption1. Not allowed CSG cells shall not be included in measurement report none the less reporting criteria is satisfied. 

( How to handle potential interference problem when excluding not allowed CSG cell?

Assumption2. Report all GSG cells regardless of access rights when normal reporting criteria is satisfied. 

( How does NW distinguish whether accessible or not? 
Irrespective of what is chosen, mobile station should know CSG ID of target CSG cell for performing preliminary access check. If reading of SIB signaling is allowed while in connected mode, CSG ID of target CSG cell is simply obtained. But this will increase service interruption time, and affect to GERAN ongoing service. Especially in case of voice call, the problem will be tremendous if we allow frequent reading of SIB signaling of CSG cells.    

2.2. PCI/PSC confusion problem 

PCI/PSC confusion problem is that NW can’t identify target CSG cell only with physical cell identity. When CSG cells are practically deployed, operator might use limited range of PCI/PSC. And these CSG cells will frequently switch on/off and moved to different area then physical cell identity will be often changed. That is unlike E-UTRAN/UTRAN macro cell, deployment of H(e)NB is not being organized by operator. As a result, the possibility of several CSG cells which are in one macro cell area using same PCI/PSC will be high. Here is simple solution. If mobile station report CSG cell with coupled CGI (Cell Global Identity), NW will never confuse this CSG cell. Since CGI is considered unique value. But how often PCI/PSC confusion problem will happen is also questionable. 
3. Proposed solution

The pre-requisite to the proposed solution is that the macro BSS is aware of its neighbouring HeNBs (e.g. PCI/CGI, CSG ID mapping information). How it is made aware (similar mechanism to ANR, O&M effort) is out of the scope of this paper. And evaluation of CSG cells may be started when mobile station realizes that being closed to allowed CSG cells. This can be done using fingerprints which is mobile station implementation specific. 
This paper proposes two alternative solutions. One is based on that BSS only keep track the neighbour H(e)NB PSC/PCI and corresponding CSG ID. The other is based on that BSS keep track the neighbour H(e)NB PSC/PCI and corresponding CSG ID also CGI information, therefore NW can figure out the existence of PCI/PSC confusion problem.
3.1. First solution
Assumption of this first solution is based on BSS keeps only the neighbour H(e)NB CSG ID and PSC/PCI mapping information.   
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Figure 1 First solution
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Figure 2 Example of deployment Scenario
Step 1: Mobile station sends measurement report of cells in given E-UTRAN frequency if the measurement report criteria are met.
Step 2: If CSG cells are found in the measurement report, NW returns the CSG ID of that CSG cell to the MS. In order to reduce frequent signaling for CSG ID, NW returns CSG ID if the target CSG cell is considered as a potential handover candidate (e.g. cell strength is reasonable and maintained certain period). As shown in Figure 2, case B is a confusion situation. In this case NW should signal ‘A’ and ‘B’ as a CSG ID corresponding to that PCI/PSC. If the number of CSG ID is over the limited message size, NW could let mobile station read SIB information of target cell using 1bit field.     
Step 3: If mobile station has coincidental CSG ID in its whitelist or NW explicitly order to read SIB signalling then mobile station shall read SIB information of target CSG cell.
Step 4: Mobile station send measurement report of target CSG cell with CGI information. 
Step 5: If NW receives measurement report with CGI value, NW shall regard this CSG cell is allowed to access that mobile station. Then continue next handover execution step.
3.2. Second solution
Assumption of the second solution is based on BSS keeps neighbour H(e)NB CSG ID and physical cell identity and CGI value mapping information. Especially BSS know existence of PCI/PSC confusion.  
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Figure 3 Second solution
Step 1: Mobile station sends measurement report of cells in given E-UTRAN frequency if the measurement reporting criteria are met.

Step 2: If CSG cells is included in received measurement report, at first NW checks corresponding PCI/PSC has confusion problem. 

( No confusion: NW sends CSG ID its PCI with indication no confusion problem exists. 

( Confusion: NW sends one or more corresponding CSG IDs and indicates confusion problem happened to this PCI/PSC. If the number of CSG IDs are over the limited message size NW could indicate reading SIB information of target cell using 1bit field. In order to reduce frequent signaling for CSG ID, NW returns CSG ID if the target CSG cell is considered as a potential handover candidate. 

Step 3: 
( No confusion: MS check whether coincidental CSG ID exists in its whitelist without SIB reading. 

( Confusion: If mobile station has coincidental CSG ID in its whitelist or NW explicitly order to read SIB signalling then mobile station shall read SIB information of target CSG cell.

Step 4: 
( No confusion: MS sends measurement report of target CSG cells with indication allowed CSG cell. 

( Confusion: MS sends measurement report of target CSG cells with CGI value. 
Step 5: If NW received measurement report with CGI value or indication allowed CSG cell, NW shall regard this CSG cell is allowed to that mobile station. Then continue next handover execution step.
4. Conclusions

In this document, two alternative solutions based on different pre-requisite condition were introduced. 
First solution: NW helps MS by returning CSG ID corresponding reported PCI/PSC. If received CSG ID is coincidental one, MS shall read SIB signaling and report the measurement result of CSG cell with CGI value. 
Second solution: NW helps MS by returning corresponding CSG ID and informs the existence of PCI/PSC confusion. Only when PCI/PSC confusion occurred, MS shall read SIB signalling for obtaining CGI value. In case of no PCI/PSC confusion, MS is not required to read SIB signaling.   

If this method is applied for the inbound mobility to neighbour CSG cells, the following benefits are gained:

Gain 1: This proposal will decrease the number of times to read SIB signalling. Consequently service interruption time is also minimized.  
Gain 2:  This proposal is independent from fingerprints. In other words this is suitable for standard solution. So decrease testing complexity too.
Main drawback of this proposal is handover delay caused by exchange of NW assist signaling. But mobility to CSG cell may not be coverage handover. So it is believed that mobility to CSG cell is not urgent service. And usually the size of CSG cell will be small in order to reduce interference problem. MS user could pass by its CSG cell area. In this case urgent mobility to CSG cell will increase unnecessary interworking process. Considering the characteristic of CSG user, they will stay quite long time, once visit its allowed CSG cell. (e.g. If CSG user get home they will stay quite long time). So some level of delay to CSG cell is quite reasonable.  
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1. Monitor Ncells and report the measurement results


2. If one or more CSG cells are found in the measurement report, 
Check whether PCI/PSC confusion problem exist,
à If no, NW indicates no confusion problem to that PCI/PSC with CSG ID
à If yes, NW indicates confusion problem exist to that PCI/PSC with one or more CSG IDs  


3. Check CSG ID whitelist, whether same CSG ID exist.
If only NW indicates confusion problem exist, MS shall read SIB 
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Packet Measurement Report


4. If confusion exist MS report measurement results with CGI value, otherwise MS send measurement report with indication allowed CSG cell 
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(with CGI)


5. If allowed CSG cell is indicated or CGI value is given in measurement report, NW consider this is allowed CSG cell. 
Handover execution may follow 



_1312501855.vsd
1. Monitor Ncells and report the measurement results


2. If one or more CSG cells are found in the measurement report, return the CSG ID of the CSG cell to the UE.


3. Check CSG ID whitelist, whether same CSG ID exist.
If yes, read SIB 


Packet Measurement Report


Packet Measurement Report


4. Report measurement results with CGI value 


PMO/PUAN


(with CGI)


5. If CGI value is given with measurement result, NW consider this is allowed CSG cell 
Handover execution may follow 



