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Abstract of the contribution:

This document identifies the architecture impact on SA1 and SA2 work item called paging permission with access control, and as a conclusion proposes a way forward. 
1. Overall Introduction

SA#36 agreed to create a new SA1 and SA2 PPAC WI attached in which SA2 is included as a 2nd responsibility. It is the responsibility of SA2 to first investigate whether or not, it causes any impact on current stage2 specification. Therefore, this document identifies the architecture impact if any, and as a conclusion proposes a way forward. 
2. Introductin of PPAC
Current access control capability defined in relevant specifications (e.g. TS 22.011, TS24.008, and TS25.331) prevents UE from responding to a paging request during access class control. Such situation where a network performs the access class control operation because of congestion is likely at during large-scale natural disasters such as earthquakes. 
Three use-cases have been identified in TR22.908 and presented in the following briefly;

1. The priority communication service that is originated from an authorised user (e.g. government, emergency responder) to a user who camps in congested area where the access control operation is on the effect.

2. The emergency service call back where the terminating side camps in congested area.

3. The communication between user UEs in the same area where access control is performed. In this case, a network operator performs an access class control, and the access class of originating UE is unbarred and terminating UE is barred.
3. Analysis on architecture impact
Current Mechanism of Access Control

According to relevant specification e.g., TS22.011 and TS24.008, current 3GPP system supports two types of access control mechanism. One is based on Access Class of UE, and another one is based on the domain UE resides in, which we call this domain specific access control. 
To facilitate these mechanisms, broadcast of system information should be available, and UE can read the change of system information and act correspondingly. For access class based restriction, key factor for operation is the Access Class list which is broadcasted over the air. The list indicates the Access Classes which are barred from network, and if the UE is a member of the list, then it is prohibited to access the network. For domain specific access control, it is considered as an optional operation which is addition to Access Class restriction. In addition to the system information broadcasted for Access Class restriction, it includes the barred domain. In summary, receiving this broadcast system information, UE recognizes which Access Class is barred and additionally which domain is barred, and perform appropriate mobility management procedure e.g., combined RAU/LAU, normal LAU, or normal RAU.
Possible Mechanism of Access Control for PPAC

Defined in TR22.908, the service requirement based on SA1 gap analysis is that UE should be able to respond to paging request even if access control restriction is on the effect. 
The functional requirements required for paging permission with access control presented below. 
3.1 Regarding UE domain
A) The PPAC capable UE shall read specific access control indication for PPAC, e.g., which is sent in SIB3 of broadcast system information. 

B) The PPAC capable UE shall perform the corresponding mobility management by taking account of the access control information read from broadcast system information. 
3.2 Regarding Access Network and Core Network domain
C) The PPAC capable Access Network shall produce an appropriate indication to notify UE the application of specific access control for PPAC.
D) The PPAC capable Core Network shall have the functionality to handle the mobility management and call control signaling based on the condition of specific access control for PPAC.
4. Possible technical solution

Taking account of the functional requirements described above, here is the high level solution overview for UTRAN. Following image is the use-case3 described in section 2 in this paper. 
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The solution approach with functional description and entity capability is presented in the following. 
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As it can be seen almost all the impacts seems to be within the domain of access network. The behavior of UE needs to be defined in core network domain, but the major impact is still in RAN. 
SA2 shall not perform any technical investigation on that aspect of access network, and we believe it is responsibility of CT and RAN group to investigate technical impact on all aspect e.g., behavior of UE, behavior of RNC and other entities related to. 
5. Affected specificaitons
Based on the possible technical solution, here is the affected specification table. 
	Expected functionality / Capability
	Spec No
	Spec Responsibility
	Comments

	Service requirement of new access control
	22.011

Service accessibility
	SA1
	A contribution is made in SA1#37

	The PPAC capable UE shall read specific access control indication for PPAC, e.g., which is sent in SIB3 of broadcast system information.
	24.008

Mobile radio interface Layer 3 specification; Core network protocols; Stage 3
	CT1
	

	The PPAC capable UE shall perform the corresponding mobility management by taking account of the access control information read from broadcast system information.
	24.008

Mobile radio interface Layer 3 specification; Core network protocols; Stage 3
	CT1
	

	The PPAC capable Access Network shall produce an appropriate indication to notify UE the application of specific access control for PPAC.
	25.331

Radio Resource Control (RRC);Protocol Specification
	RAN
	

	The PPAC capable Core Network shall have the functionality to handle the mobility management and call control signaling based on the condition of specific access control for PPAC.
	24.008

Mobile radio interface Layer 3 specification; Core network protocols; Stage 3
	CT1
	


As it is obvious there will not be any impact on Stage2 specification. 
6. Conclusion and Proposal
This paper introduces what paging permission with access control is and identifies the functional requirements. Moreover, it proposes a possible technical solution. Toward the end, it also identifies the affected specification for this possible technical solution. 
Out of this analysis, we believe that stage2 specification has no impact, and we would like to propose to send a LS to CT1 and RAN2 for its necessary technical solution investigation. 
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