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Enhanced Up “A/Gn” alternative
1 Introduction

This paper proposes a text for the alternative “Enhanced Up A/Gn” for section 5.1.1 of the feasibility study TR. 

2 Proposed text 
5.1.1.1 Enhanced Up A/Gn alternative architecture
Figure x shows the architecture of enhanced Up solution.  The CS domain remains unchanged and the PS domain is enhanced to increase the performance of the broadband data services.
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Figure 1 Enhanced Up A/Gn solution architecture
eGANC is a combination of legacy GANC and part of SGSN functionalities.  The eGANC provides the Gn reference point and enhanced Up reference point for enhanced PS efficiency and performance.  
· Gn reference point: This reference point to GGSN removes one node in the path for PS services, hence reducing the latency and overhead.  It also moves the eGANC close to the core network, making the GERAN/UTRAN radio-specific procedures unnecessary in the eGANC.
· Enhanced Up reference point: This reference point removes the unnecessary protocol stacks between UE and the eGANC, hence enhancing the performance of the PS services.  The Up reference point for CS domain remains unchanged so that all the current procedures keep working.  The legacy Up reference point for PS domain is also supported for backward compatibility.  
The main features of the architecture are as follows:
· No changes to CS domain – reuse of A interface
· Reuse of Up procedures for authentication, security, discovery/registration. –reuse of Wm interface
· This proposal only affects the PS domain.
· Direct connectivity to GGSN via unchanged Gn per TS 29.060 [2]
· New Enhanced Up protocol for PS domain 
· GA-PSR and TS 24.008 [1] MM/SM are not used in PS eGAN mode 
· Single enhanced Up PS stack in the terminal for 2G and 3G networks and terminals environment. 
· Gb is kept for backward compatibility with R6 GAN terminals

· Other interfaces
· Gd interface is not needed. SMS is provided via CS domain in the WLAN coverage via standardised 3GPP mechanisms without any changes for the GERAN/UMTS coverage, where PS or CS preference can be kept (refer to contribution on SMS). 
· Gs interface is not used.

· The eGANC may interface with the GSM SCF for optional CAMEL control using Ge reference point according to TS 23.078 [4].  

· The eGANC may interface with the CGF (Charging Gateway Functionality) using Ga interface for off-line charging via CDRs to according to TS 32.251 [5]. 
· The eGANC optionally interfaces ADMF (Administration Function), DF2 (Delivery Function 2) and DF3 (Delivery Function 3) via X1-1, X2 and X3 for lawful interception if required (refer to contribution on Lawful Interception) according to TS 33.107 [7]. 
5.1.1.2 Enhanced Up A/Gn alternative protocol stacks

The control plane and user plane CS domain protocol stacks are unchanged from existing GAN.  CS domain protocols stacks are not shown here.
The PS domain proposed changes are independent from the CS domain.
5.1.1.2.1 PS Control Plane

The PS control plane protocol stack is shown in Figure x.
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Figure 2: A/Gn alternative PS control plane protocol stacks

The control plane is simplified in the following way: 

The two protocol stacks in a row (GA-PSR + BSSGP) can be replaced by one single upper layer protocol (GA-SM). 

GA-SM (GAN Session Management) protocol takes the role of NAS 24.008, and it reuses 24.008 SM messages. The parallel operation of the two radios of the terminal allow for a make-before-break handover.   
LLC is not required because user plane and control plane are separated, and because security is ensured by the IPsec tunnel.  Removing LLC provides enhancement to the whole performance.

Furthermore UDP is sufficient to address GA-SM via a well-known port: TCP is not needed as signalling in GPRS is performed above LLC in unacknowledged mode (SAPI 1), and there is already a TCP connection to check the presence of the terminal, established at GAN registration. 

5.1.1.2.2 PS User Plane
The PS user plane protocol stack is shown in Figure x.
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Figure 3: A/Gn alternative PS user plane protocol stacks

The user plane is also simplified in the same way: 

· The  two protocol stacks in a row (GA-PSR + BSSGP) are replaced by one single tunnelling protocol (e.g. GRE)

· LLC is not required because user plane and control plane are separated.  The security is ensured by the IPsec tunnel

· SNDCP is replaced by a tunnel or flow-identification mechanism provided by IP (e.g. IETF GRE [9] where NSAPI is embedded in GRE header). 

5.1.1.3 Affected Procedures
5.1.1.3.1 Enhanced Up A/Gn alternative PS mobility overview
A GAN terminal under WLAN coverage, has several specificities that do not exist for a GERAN/UMTS terminal:

1) No LA/RA needed in WLAN: Once authenticated, authorized and GAN registered, the GAN terminal has an IPSec tunnel and a TCP connection with the GANC. Therefore, it is possible to reach the terminal at cell level without any paging. Consequently, there is no need for LA/RA concept in the WLAN. 

2) Make before break: WLAN radio and GERAN/UMTS radio can operate simultaneously. This allows for a simpler handover mechanism, which consists in establishing a second leg in the new RAT, then releasing the first leg in the old RAT.. 

· No need for MM/PDP context transfer from one RAT to another. 

· The two systems can remain fully independent: they can have their own radio parameters, their own security mechanisms, etc. 
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Figure 4: GGSN as anchor point in the user plane

The establishment of the legs (bearers) is performed via GA-SM procedures (equivalent to Activate PDP Context, Modify PDP Context, Deactivate PDP Context, etc.).

Control plane anchor 

The control plane anchor is a different function from the user plane anchor. The principle is that signalling messages related to one UE must be routed to the same entity (Proxy-Gn) whatever the active UE is on 3GPP or on WLAN.  To avoid any changes to existing GGSN, it is proposed to host the Gn-Proxy function in the GANC. 

To allow for mobility between GAN and GERAN/UMTS, the eGANC acts as a Proxy-Gn i.e. when the terminal activates a PDP context in the GERAN/UMTS system, the APN address resolution by the DNS causes the legacy SGSN to route the signalling messages towards a Proxy-Gn (eGANC). The Proxy-Gn (eGANC) then routes them to the GGSN. In other words, the eGANC is an anchor point for control plane. 

The retrieval of the Proxy-Gn entity address at handover is ffs
. 


[image: image5]
Figure 5 Mobility management in Enhanced Up solution
Anchor PDP

The Proxy-Gn function, hosted in eGANC, provides the PDP context anchor functionality for the eGAN capable MS while acting as a relay for the first PDP context creation of the MS that are not eGAN capable. From an external point of view the Proxy-Gn is seen as a GGSN by the SGSN and the GA-SM entity, but its role is limited to the control plane only. 

For providing the PDP context anchor functionality, the Proxy-Gn introduces the concept of Anchor PDP context. An Anchor PDP context is a PDP context with several GTP-C end points called terminations. An Anchor PDP context embeds:

· one Access Termination per access technology. For the case of the eGAN there are two access terminations in the Anchor PDP context: 

· one for the eGAN mode. This is the GTP-C end point for signalling with the GA-SM.

· one for the GERAN/UTRAN mode. This is the GTP-C end point for signalling with the SGSN.

· one Network Termination. It is the GTP-C end point for signalling with the GGSN. 

Anchor PDP context interface

The Anchor PDP context interfaces the SGSN, GA-SM (EGANC) and the GGSN in Gn. However only the GTP-C part of Gn is considered since the user plane (GTP-U) is out of the scope of the Anchor PDP context.
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Figure 6 eGANC architecture
The UE GA-SM termination and the Proxy-Gn function exchange information by using specific containers created in the PCO Information Element present in the signalling messages related to PDP context. The PCO IE (Protocol Configuration Options) is specified in TS 24.008 to convey information from external protocols between the MS and the GGSN. The protocol configuration options information element is transparent to the SGSN. These new containers are processed by the Proxy-Gn and, according to TS 29.060, ignored by the legacy GGSNs:

EGAN Access type: It is appended by the UE GA-SM termination. It indicates to the Proxy-Gn that the MS is eGAN capable and informs the Proxy-Gn about the access PDP context that is identified by the request.

Anchor address (ANCHOR_ADDR): that container contains the IP address of the Proxy Gn on which the Anchor PDP context has been created (wherever GPRS/UMTS or WLAN). It is appended by the Proxy-Gn upon the creation of the Anchor PDP context within the PDP context creation response. The UE GA-SM termination is intended to store that address and to append a ANCHOR_ADDR container for each subsequent request related to that PDP address. The UE GA-SM termination removes that address upon the deletion of the last PDP context related to that PDP address.

Master Termination (MASTER_REQ): the usage of this container is related to the mobility. It indicates to the Prox-Gn that the request comes from the MS. That container is present in modify PDP context request initiated by UE GA-SM termination during a handover procedure. By the way it indicates to the Anchor PDP context the corresponding Access Termination is becoming MASTER.

Anchor PDP Context states
Below are represented

· the state of the Anchor PDP Context as seen from outside

· the Access Termination states and substates

· The Network Termination states and substates
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Figure 7 eGAN state diagram
Termination states

ACTIVE:In the ACTIVE state, the Termination (Access type or Network type) knows the remote GTP-C endpoint (IP address and a Teid). At least one PDP create procedure has been successfully processed between the Termination and the remote endpoint.

ACTIVE Access termination sub-states

An Access Termination in the ACTIVE state may be in one of the following sub states: MASTER or SLAVE. 

There is only one MASTER Access Termination per Anchor PDP. When an Access Termination becomes MASTER, the former MASTER Access Termination reverts to SLAVE role.

· MASTER (C-Plane and U-Plane ready): 

The GGSN is configured with the parameters of the remote User Plane peer entity (IP address, TEID) i.e. the user plane is ready to be used for transfer. 

· SLAVE (C-Plane ready): 

The Access Termination knows the GTP-C endpoint but has not configured the GGSN with the GTP-U endpoint parameters. The transition from SLAVE to MASTER is performed on an explicit request from the MS (Create PDPor Update PDP with Master-Req IE). In some cases, it may be possible to have an implicit transition from SLAVE to MASTER (e.g: when the SGSN requests the PDP context deletion upon the expiration of MS reachable timer).

ACTIVE Network Termination sub-states:

A Network Termination in the ACTIVE state may be in one of the following sub states

· OPERATIONAL: 

A MASTER access termination exists. 

· DEGRADED: 
No Access termination is ACTIVE any more, but the MS is not the initiator (e.g: a network failure on the access side has been detected by the SGSN or GA-SM , and a delete PDP context has been triggered).The user plane switching is impossible. Nevertheless the Anchor PDP context is kept ACTIVE for a given time that should enable a re-connection of the handset. This maintains the IP address of the PDP context, and enables to recover the on going sessions. Upon a timer expiration, if no create PDP context is received from the SGSN or the GA-SM, the anchor PDP context is deleted.

INACTIVE: In the INACTIVE state, the Termination does not know any remote GTP-C endpoint. A transition from the INACTIVE to ACTIVE state is always triggered by an activate PDP context request initiated from the MS.
Anchor PDP states

INACTIVE: All the terminations of the anchor PDP are INACTIVE. The Proxy-Gn does not know the IMSI/NSAPI identifier of the PDP. The only request that can be processed for such an Anchor PDP context is a create PDP context request from a SGSN or a GA-SM. All other requests are rejected with an “unknown PDP” cause.

ACTIVE: The Proxy-Gn knows the IMSI/NSAPI identifier of the Anchor PDP context. The Network termination is ACTIVE and an IP address has been allocated by the GGSN (Dynamic PDP)

Access Termination transitions

An Access Termination performs a transition from the INACTIVE to the ACTIVE-MASTER state upon the receipt of a create PDP context (the MASTER role is implicitly requested on create PDP context). 

The transition from INACTIVE to ACTIVE at the Access Termination triggers the transition to OPERATIONAL at the Network Termination, which initiates a create or update PDP context procedure (depending on the current state of the Network Termination) with the GGSN with the user plane parameters of the MASTER Access Termination.

When a delete PDP context request is initiated by the GGSN (received on the Network Termination), all the Terminations are deleted and the Anchor PDP context enters the INACTIVE state. During the transition, a delete PDP context procedure is initiated for each ACTIVE access Termination.

When a delete PDP context request is initiated by the MS on the ACTIVE-MASTER Access Termination, all the Termination are deleted and the Anchor PDP context enters the INACTIVE state. During the transition, a delete PDP context procedure is initiated on the Network Termination as well as on the other Access Termination when ACTIVE.

When the origin of the delete PDP context request received on the ACTIVE-MASTER Access Termination is not the MS but either the SGSN or the eGANC, only the associated Access Termination is deleted (INACTIVE).

When a delete PDP context request is received on the ACTIVE-SLAVE Access Termination (initiated either by the MS or the SGSN or the eGANC), only the associated Access Termination is deleted (INACTIVE).

An ACTIVE Access Termination with the MASTER role enters the SLAVE role because of another Access Termination takes the MASTER role. While taking the SLAVE role a delete timer is started. Upon the timer expiration, the Proxy-Gn initiates a delete PDP context to the remote end associated to the Access Termination. Then the Access Termination enters the INACTIVE state.

Note: the introduction of the timer permits to avoid signaling overloading while MS is switching back and forth between the GAN and UTRAN/GERAN.

An ACTIVE Access Termination with the SLAVE role enters MASTER upon receiving either a create PDP context or an update PDP context request. Note that in the case of the update PDP context, the PCO should explicitly contain the MASTER_REQ container.

When receiving an update PDP request without MASTER_REQ container on an access termination in ACTIVE-SLAVE state the request is processed locally; no procedure is initiated on the Network Termination. When the Access Termination is ACTIVE-MASTER, the update procedure is initiated with the GGSN by using the Network Termination.

Network Termination transition

A Network Termination performs a transition from the INACTIVE to the ACTIVE-OPERATIONAL state upon the receipt of a create PDP context from a SGSN or a GA-SM:

· with an ANCHOR_ADDR container set to the IP address of that Proxy-Gn or without ANCHOR_ADDR container, 

· and with an IMSI/NSAPI identifier unknown from the Proxy-Gn.

A create PDP context procedure is initiated by the Network Termination with the GGSN.

An ACTIVE-OPERATIONNAL Network Termination enters the ACTIVE-DEGRADED state when all the access Terminations are INACTIVE and a timer is started. If no access termination becomes ACTIVE-MASTER back, at timer expiration the Network Termination becomes INACTIVE (it initiates a delete procedure with the GGSN).

A Network Termination in the ACTIVE state enters the INACTIVE state when receiving a PDP context delete request from the GGSN. This triggers a deletion of all the ACTIVE Access Termination too.

An update of the Network termination is processed each time a PDP context update procedure is required with the GGSN:

· Update on the ACTIVE-MASTER Access Termination,

· The MASTER role switches to another Access Termination.

An update initiated by the GGSN triggers an update procedure on the current ACTIVE-MASTER termination if any.

5.1.1.3.2 Enhanced Up A/Gn alternative: PDP Context Activation /De-Activation
This section describes the PDP context related procedures for eGAN capable handset: PDP context activation, PDP context de-activation and PDP context handover.

eGAN procedures do not require any change in existing SGSN and GGSN.

The MS eGAN Access Mode Switch is located at the unchanged “SMREG-SAP” interface specified in TS 24.007 [6]. 

For each procedure, this section depicts:

· the role of the MS eGAN Access Mode Switch (application in MS), the GA-SM terminations (MS and eGANC), and the Proxy-GN (eGANC);

· the usage of the different eGAN specific PCO containers (PCO IE already exists in all 24.008 SM messages);

· the role of the Anchor PDP context and its associated Terminations (Proxy-Gn application): SGSN-Access-Termination, GAN-Access-Termination, and Network-Termination, as shown in the following fiogure. 
a) PDP context activation on the GERAN/UTRAN side
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Figure 8 PDP context activation procedure on GERAN/UTRAN mode
The MS is GPRS attached and the application requests the activation of  a PDP context. It  may have or not a connectivity with the eGAN.

1) The MS application layer requests the activation of a PDP Context by sending SMREG-PDP-ACTIVATE-REQ via the unchanged SMREG-SAP interface.

2) The current Radio Access in use being GERAN (or UTRAN); the MS eGAN Access Mode Switch forwards the SMREG-PDP-ACTIVATE-REQ to the GSM/UMTS SM layer.via unchanged SMREG-SAP interface 

This PDP context has not yet been activated on any access, and so:

· no “ANCHOR_ADDR container” is set in the Protocol Configuration Options (PCO) field,

· a “GERAN/UTRAN access type container” is set in the PCO field.

Note: if the MS Application does not provide any PCO in its request, the MS eGAN ACCESS MODE SWITCH client creates one.

3) Since the GSM/UMTS SM layer is unchanged, it processes Activate PDP Context Request as defined in 3GPP TS 24.008.

4) Since the SGSN is unchanged, it processes Activate PDP Context Request as defined in 3GPP TS 23.060 and 3GPP TS 29.060. 

Note: The APN resolution provides the SGSN with a list of IP addresses of Proxy-Gn function residing on eGANC. 

5) The Proxy-Gn receives the PDP context creation request without ANCHOR_ADDR container within the PCO information.

Since the eGAN Access Type container is present, the Proxy-Gn creates an “Anchor PDP context” and among others :

a. It stores the parameter related to the Gn signaling (IP address of SGSN and TEID for signaling), as well as the source IP address of the received request, in GERAN/UTRAN Termination;

b. It allocates a TEID for GTP signaling for the Network Termination.

Then, it resolves the APN to find out a GGSN IP address, replaces the received IP address and the TEID for GTP-C (signaling) with those of the Network Termination of the Anchor PDP context. 

Note that the IP address and TEID for GTP-U (user plane) remain those provided by the SGSN since the Proxy-Gn is not involved in the User Plane.

6) Since the GGSN is unchanged, it processes Create PDP Context Request as defined in 3GPP TS 23.060 and 29.060.

7) Upon receiving the Create PDP Context Response from the GGSN, the Proxy-Gn: 

a. stores the IP address and the TEID for GTP-C (signaling) of the GGSN in the Anchor PDP context Network Termination .

b. returns Create PDP Context Response to the SGSN with the following modifications:



· it replaces the control TEID and IP address of the GGSN by those of GERAN/UTRAN Termination,

· it creates a Protocol Configuration Options field or appends to the existing Protocol Configuration Options field a ANCHOR_ADDR container set with Proxy-Gn IP address.

Note that the IP address and TEID for GTP-U are passed unchanged to the SGSN.

8) Since the SGSN is unchanged, it processes the Create PDP Context Response as defined in 3GPP TS 23.060 and 3GPP TS 29.060. 

9) Since the MS GSM/UMTS SM layer is unchanged, it processes the Activate PDP Context Response as defined in 3GPP TS 24.008 and sends SMREG-PDP-ACTIVATE-REQ via the unchanged SMREG-SAP interface to the eGAN Access Mode Switch. 

10) The MS eGAN Access Mode Switch stores the address of the Proxy-Gn anchoring that PDP context (received in the PCO), and sets PDP context to ACTIVE on the GERAN/UTRAN side. The MS eGAN Access Mode Switch confirms the PDP Context Activation to the MS Application via unchanged SMREG-SAP as specified in 3GPP TS24.007.

b) PDP context activation on the eGAN side
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Figure 9 PDP context activation procedure in eGAN mode
The MS has successfully performed its registration with the GAN and the application requests the activation of  a PDP context. It may or may not be GPRS-attached.

1) The MS application layer requests the activation of a PDP Context by sending SMREG-PDP-ACTIVATE-REQ via the unchanged SMREG-SAP interface.

2) The current Radio Access in use is GAN, therefore the MS eGAN Access Mode Switch forwards the SMREG-PDP-ACTIVATE-REQ to GA-SM layer via the unchanged SMREG-SAP interface 

This PDP context has not yet been activated on any access, and so:

· no ANCHOR_ADDR container is set in the Protocol Configuration Options field,

· a eGAN access type container is set in the PCO field.

Note: if the MS Application does not provide any PCO in its requests, the MS eGAN Access Mode Switch creates one.

3) A tunnel identity (e.g. GRE “key”) is allocated by the MS GA-SM for user plane downlink traffic and provided within the GA-SM-Activate-PDP-Context request that is sent to the serving eGANC.

4) Upon reception of GA-SM Activate PDP Context Request by the serving eGANC,:  

· The GA-SM layer performs User Authorization for that APN as defined in 3GPP TS 23.060 (Note that it uses the Subscriber Information Data downloaded at MS registration to perform APN authorization), selects a “key” and an IP address for the tunnel (e.g. GRE) for the uplink traffic and records the key of the tunnel (e.g. GRE) provided in GA-SM Activate PDP Context Request for the downlink traffic;

· The local Proxy-Gn layer detects that there is no ANCHOR_ADDR container within the PCO information. Since the eGAN Access Type container is present, the Proxy-Gn creates a Anchor PDP context and allocates a TEID for GTP signaling for the Network Termination. Then, it resolves the APN to find out a GGSN IP address, and sends Create PDP Context Request to the GGSN per TS 29.060.

5) Since the GGSN is unchanged, it processes Create PDP Context Request as defined in 3GPP TS 23.060 and 29.060: it returns Create PDP Context Response to the Proxy-Gn, which is seen as a SGSN.

6) Upon reception of Create PDP Context Response by the serving eGANC:  

a) The eGANC Proxy-Gn function 

· stores the IP address and the TEID for GTP-C (signaling) of the GGSN in the Network Termination of the Anchor PDP context.

· passes these information to the local GA-SM with the PCO field or appends to the existing PCO field a ANCHOR_ADDR container set with Proxy-Gn IP address.

b) The serving GA-SM function sends GA-SM Activate PDP Context Accept to the MS with the PCO as well as the “key” and IP address of its selected tunnel.

7) Upon reception of GA-SM Activate PDP Context Accept, the MS GA-SM layer performs tunnel switching and sends SMREG-PDP-ACTIVATE-CNF to the MS eGAN Access Mode Switch via the unchanged SMREG-SAP interface. 

8) The MS eGAN Access Mode Switch stores the address of the Proxy-Gn anchoring that PDP context (received in the PCO), and sets PDP context to ACTIVE on the eGAN side. The MS eGAN Access Mode Switch confirms the PDP Context Activation to the MS Application via unchanged SMREG-SAP as defined in 3GPP TS24.007.

c) PDP context de-activation on the eGAN side

Here, it is assumed that the MS is in eGAN mode and proceeds with the deletion of the last PDP context associated to the PDP address.
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Figure 10 PDP context deactivation procedure on eGAN mode
1) The Application requests the deletion of the SMREG-PDP-DEACTIVATE-REQ to the MS eGAN Access Mode Switch via unchanged SMREG-SAP interface. 

2) Since the MS is currently in GAN mode, the MS Access Mode Switch forwards SMREG-PDP-DEACTIVATE-REQ to GA-SM layer with PCO set to eGAN Access Type via unchanged SMREG-SAP interface.

3) GA-SM sends GA-SM Deactivate PDP Context Request towards the serving eGANC GA-SM.

4) Upon reception of GA-SM Deactivate PDP Context Request  by the serving eGANC

a) The GA-SM entity retrieves the MS PDP context and sends a Delete PDP Context as defined in the 3GPP TS 29.060 to the Proxy-Gn. 

b) The Proxy-Gn forwards Delete PDP Context  to the GGSN and the eGAN Access Termination enters the INACTIVE state.

5) Since the GGSN is unchanged, it processes the Delete PDP Context Request as defined in 3GPP TS 23.060 and 29.060: it sends Delete PDP Context Response to the Proxy-Gn, which forwards it to the serving GA-SM (thanks to the GTP-C parameter stored in the Anchor PDP context) and releases all the resources related to the Anchor PDP context. 
6) The serving GA-SM retrieves the PDP context thanks to the TEID of Delete PDP Context Response and sends a De-activate PDP Context Response to the MS GA-SM 
7) The MS GA-SM releases all the resources related to that PDP context and sends SMREG-PDP-DEACTIVATE-CNF via the unchanged SMREG-SAP interface.

8) Upon reception of SMREG-PDP-DEACTIVATE-CNF, the MS eGAN Access Mode Switch sets PDP context (NSAPI) to INACTIVE on the eGAN side. Since there is no more PDP context for the PDP address, the ANCHOR_ADDR associated to the PDP address is cleared. Finally the MS eGAN Access Mode Switch confirms PDP Context Deletion to the MS Application via unchanged SMREG-SAP interface as defined in 3GPP TS24.007.

9) If the GERAN/UTRAN Access Termination was still ACTIVE, the eGAN sends Delete PDP Context Request to the SGSN. 

10) The SGSN returns Delete PDP Context Response to the eGANC per TS 23.060. 

d) PDP context de-activation on the GERAN/UTRAN side

Here, it is assumed that:

a)  the MS is in eGAN mode and proceeds with the deletion of the last PDP context associated to the PDP address

b) the PDP context is not ACTIVE on the GAN side.
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Figure 11 PDP context deactivation on GERAN/UTRAN mode
1) The Application requests the deletion of the PDP context by sending SMREG-PDP-DEACTIVATE-REQ to the MS eGAN Access Mode Switch via unchanged SMREG-SAP interface. 

2) Since the PDP context is ACTIVE on the GERAN/UTRAN side only, the MS eGAN Access Mode Switch initiates a SMREG-PDP-DEACTIVATE-REQ towards the GSM/UMTS SM layer of the MS via unchanged SMREG-SAP interface as defined in 3GPP TS 24.007.

3) Since the GSM/UMTS SM layer is unchanged, it processes De-activate PDP Context Request as defined in 3GPP TS 24.008.

4) Since the SGSN is unchanged, it processes De-activate PDP Context Request as defined in 3GPP TS 23.060 and 3GPP TS 29.060: it sends Delete PDP Context Request to the Proxy-Gn.

5) The Proxy-Gn retrieves the Anchor PDP context thanks to the TEID of the GTP-C frame (as in 3GPP TS 29.060) and the GERAN/UTRAN Access Termination enters the INACTIVE state. The Proxy-Gn sends Delete PDP Context Request towards the GGSN whose parameters have been stored in the Network Termination of the Anchor PDP context. Its behavior against GGSN is the same as the one specified in 3GPP TS 29.060.

6) Since the GGSN is unchanged, it processes Delete PDP Context Request as defined in 3GPP TS 23.060 and 29.060.

7) The Proxy-Gn sends Delete PDP Context Response towards the SGSN (thanks to the GTP-C parameter stored in the GERAN/UTRAN Termination of the Anchor PDP context) and releases all the resources related to the Anchor PDP context.

8) Since the SGSN is unchanged, it processes De-activate PDP Context Response as defined in 3GPP TS 23.060 and 3GPP TS 29.060.

9) Since the GSM/UMTS SM layer is unchanged, it processes De-activate PDP Context Response as defined in 3GPP TS 24.008: it sends SMREG-PDP-DEACTIVATE-CNF via unchanged SMREG-SAP interface.

10) On reception of SMREG-PDP-DEACTIVATE-CNF, the MS eGAN Access Mode Switch sets PDP context (NSAPI) to INACTIVE on the GERAN/UTRAN side. Since there is no more PDP context for the PDP address, the ANCHOR_ADDR associated to the PDP address is cleared. Finally The MS eGAN Access Mode Switch confirms PDP Context Deletion to the MS Application via unchanged SMREG-SAP interface as defined in 3GPP TS24.007.
5.1.1.3.3  PS Handover procedures between GAN and GERAN/UTRAN
a) Handover from GERAN/UTRAN to eGAN 

The MS is eGAN registered, has an active PDP Context and is not in a CS call and, e.g. due to some radio environment-based trigger, the MS decides to handover towards eGAN. The following flow chart describes how active PDP contexts are maintained. It is controlled by the MS eGAN Access Mode Switch transparently to the Application.

The synchronization between the CS-PS handover mechanism and the MS eGAN Access Mode Switch is described in a separate CS-PS merged flow chart.
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Figure 12 GERAN/UTRAN to eGAN PS handover procedure
1) The MS eGAN Access Mode Switch triggers an SMREG-PDP-ACTIVATE-REQ as if it were initiated by the MS Application (see section “First PDP context activation on the eGAN side”), except that it inserts in the PCO field the ANCHOR_ADDR container received on the previous PDP context activate response (GERAN/UTRAN side).

2) A tunnel identity (e.g. GRE “key”) is allocated by the GA-SM for user plane downlink traffic and provided within the GA-SM-Activate-PDP-Context Request that is sent to the serving eGANC.

3) The serving eGANC GA-SM gets the Proxy-Gn address from the ANCHOR_ADDR container and sends the Create PDP Context Request to that address.
4) The Proxy-Gn retrieves the Anchor PDP context (based on IMSI and NSAPI)

· stores the parameter related to the Gn signaling (IP address of serving GA-SM and TEID for signaling), as well as the source IP address of the received request;
· informs the GGSN that the user plane must be now switched to the eGANC by sending an Update PDP Context Request towards the GGSN. The payload of Update PDP Context Request contains:

·  The IP address and TEID of the user plane received from the serving GA-SM.

· The IP address and TEID of the control plane from the Network Termination of the Anchor PDP context. 

5) Since the GGSN is unchanged, it processes Update PDP Context Request as defined in 3GPP TS 23.060 and 29.060: it returns Create PDP Context Response to the Proxy-Gn, which is seen as a SGSN. From now on, the downlink traffic is sent directly to the eGANC.
6) The Proxy-Gn:

· processes Update PDP Context Response as defined in 3GPP TS 29.060

· sends Create PDP Context Response to eGANC GA-SM:



· the control TEID and IP address are those of eGAN Termination,

· the user plane TEID and IP address are those received in the Update PDP Context Response (because the Proxy-Gn is not involved in the user plane).

· an ANCHOR_ADDR container set with Proxy-Gn IP address is appended to the  Protocol Configuration Options field. (if there is no PCO in response from GGSN, the Proxy-Gn creates one).

7) The serving GA-SM sends GA-SM Activate PDP Context Response to the MS with the Protocol Configuration Options as received, as well as the “key” and IP address of its selected GRE tunnel (uplink traffic).

8) On reception of GA-SM Activate PDP Context Response, the MS GA-SM sends SMREG-PDP-ACTIVATE-REQ to the eGAN Access Mode Switch. 

The MS eGAN Access Mode Switch sets PDP context to ACTIVE on the eGAN side. It stores the “key” and IP address of the tunnel for uplink traffic. Subsequent uplink frames received from the Application (SN-SAP and RAB-SAP) are encapsulated in the tunnel and sent to the eGAN.

Note that after the CS/PS handover procedure, the MS eGAN Access Mode Switch may perform an internal deletion of the GERAN/UTRAN side of the PDP context. On the Network Side the Access Termination becomes ACTIVE-SLAVE; a timer is started and at its expiration the Proxy-Gn initiates a Delete PDP Context Procedure towards the SGSN.   

b) Handover from eGAN to GERAN/UTRAN  

The MS is still eGAN registered, has an active PDP Context and is not in a CS call and, e.g. due to to some radio environment-based trigger, handover procedure is initiated on the MS side. The following flow chart describes how active PDP contexts are maintained. It is controlled by the MS eGAN Access Mode Switch transparently to the Application.

The synchronization between the CS-PS handover mechanism and the MS eGAN Access Mode Switch is described in a separate CS-PS merged flow chart.
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Figure 13 eGAN to GERAN/UTRAN PS handover procedure
1) The MS eGAN Access Mode Switch triggers SMREG-PDP-ACTIVATE-REQ as if it were initiated by the MS Application (see section “First PDP context activation on the GERAN/UTRAN side”), except that it inserts in the  PCO field the ANCHOR_ADDR container received on the previous PDP context activate response (eGAN side).

2) Since the GSM/UMTS SM layer is unchanged, it processes SMREG-PDP-ACTIVATE-REQ as defined in 3GPP TS 24.008: it sends Activate PDP Context Request to the SGSN.

3) Since the SGSN is unchanged, it processes Activate PDP Context Request as defined in 3GPP TS 23.060 and 3GPP TS 29.060. 

APN resolution provides the SGSN with a list of IP addresses of Proxy-Gn functions residing on eGANC. Since it is possible to configure more than one Proxy-Gn IP address, for addressing eGANC scalability, the SGSN may select an “Interim” Proxy-Gn IP address that is not the one identified by the ANCHOR_ADDR container. The “Interim” Proxy-Gn reads the ANCHOR_ADDR and relays the request to the  Proxy-Gn specified in the ANCHOR_ADDR. That behavior takes on the first request only, all subsequent signaling being directly routed to the Proxy-Gn Anchor . The “Interim” Proxy-Gn is not involved in further requests which are directly routed between SGSN and Proxy-Gn Anchor. 
4) Upon reception of Create PDP Context Request, the Anchor Proxy-Gn:

· Retrieves the Anchor PDP context (based on IMSI and NSAPI)

· Registers the parameter related to the Gn signaling (IP address of serving SGSN and TEID for signaling), as well as the source IP address of the received request, in GERAN/UTRAN Termination;
· Informs the GGSN that the user plane must be now switched to the SGSN. For that, it initiates a Update PDP Context Request towards the GGSN. The payload of the Update PDP Context Request contains:

·  The IP address and TEID of the user plane received from SGSN.

· The IP address and TEID of the control plane from the Network Termination of the Anchor PDP context. 

5) Since the GGSN is unchanged, it processes Update PDP Context Request as defined in 3GPP TS 23.060 and 29.060. From now on, the downlink traffic is sent to the SGSN.

6) The Proxy-Gn processes Update PDP Context Response as defined in 3GPP TS 29.060. Then it sends Create PDP Context Response to the SGSN via the “Interim” Proxy-Gn, with the following GTP-C/GTP-U parameters:



· Control plane TEID and IP address of the GERAN/UTRAN Termination,

· User plane TEID and IP address received in the Update PDP Context Response.

7) Since the SGSN is unchanged, it processes Create PDP Context Response as defined in 3GPP TS 23.060 and 3GPP TS 29.060

8) Since the GSM/UMTS SM layer is unchanged, it processes the Activate PDP Context Response as defined in 3GPP TS 24.008: it sends SMREG-PDP-ACTIVATE-CNF to the eGAN Access Mode Switch.

The MS eGAN Access Mode Switch sets PDP context to ACTIVE on the GERAN/UTRAN side Subsequent uplink frames received from the Application (SN-SAP and RAB-SAP)  are submitted by the MS eGAN Access Mode Switch to the SN-SAP (RAB-SAP) of the Non Access Stratum of the MS.

Note that the PDP context of the eGAN side, maintained by the eGAN ACCESS MODE SWITCH, will be deleted during the de-registration of the MS from GAN.

5.1.1.3.4  CS+PS Handover between GAN and GERAN/UTRAN
a) GERAN to eGAN Handover
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Figure 14 GERAN to eGAN CS+PS handover procedure
The following assumptions are added to the assumptions stated in 3GPP TS 43.318:

· The MS has successfully registered to eGANC for operating in eGAN mode and;

· The MS has at least one active PDP context.
Steps 1 to 8, and steps 9 to 14 are identical to GAN R6/R7 specified in TS 43.318 section 8.14.1.1. For the PS domain handover, steps 8.1 to 8.3 are added. 

8.1 MS GA-SM layer initiates an Activate PDP Context Procedure towards the serving eGANC GA-SM (IP address of the serving GA-SM has been provided with the GA-RC Registration Accept). A PCO field in appended with the ANCHOR_ADDR container provided by the eGAN during the activation of the PDP in GERAN mode. 

8.2 The eGANC GA-SM initiates an Update PDP Context Procedure with the GGSN through the Proxy-Gn indicated in the ANCHOR-ADDR container, in order to switch the data path from the GGSN towards the eGANC.

8.3 The PDP context handover ends when the eGANC returns the Activate PDP Context Confirmation towards the MS.

Now the data path between the MS and the GGSN is established through the eGANC. 

9 The MS sends the GA-CSR HANDOVER COMPLETE message to indicate the completion of handover procedure. 

Handovers from GERAN to GAN for terminals in DTM mode is FFS. The handover from the BSS must be handled for CS domain only, the PS domain data path being recovered in the target GAN cell via PDP Context Activation procedure described above. Some techniques such as cell configuration in the BSS, or specific MS behaviour should be investigated.

b) UTRAN to eGAN Handover
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Figure 15 UTRAN to eGAN CS+PS handover procedure
The following assumptions are added to the assumptions stated in 3GPP TS 43.318:

· The MS has successfully registered to eGANC for operating in eGAN mode and;

· The MS has at least one active PDP context.
Steps 1 to 8, and steps 9 to 14 are identical to GAN R6/R7 specified in TS 43.318 section 8.14.1.2. For the PS domain handover, steps 8.1 to 8.3 are added.  

8.1 MS GA-SM layer initiates an Activate PDP context towards the serving eGANC GA-SM (IP address of the serving GA-SM has been provided with the GA-RC Registration accept). A PCO field in appended with the ANCHOR_ADDR container provided by the eGAN during the activation of the PDP in GERAN mode. 

8.2 The eGANC GA-SM initiates an Update PDP Context procedure with the GGSN through the Proxy-Gn indicated in the ANCHOR-ADDR container, in order to switch the data path from the GGSN towards the eGANC.

8.3 The PDP context handover ends when the eGANC returns the Activate PDP Context Confirmation towards the MS.

Now the data path between the MS and the GGSN is established across the eGANC. 

9 The MS sends the GA-CSR HANDOVER COMPLETE message to indicate the completion of handover procedure. 

c) Handover from eGAN to GERAN
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Figure 16 eGAN to GERAN CS+PS handover procedure
The following assumptions are added to the assumptions stated in 3GPP TS 43.318:

· The MS has successfully registered to eGANC for operating in eGAN mode and;

· The MS has at least one active PDP context.
The handover from GAN to GERAN procedure is triggered by the MS as in Release 6.

Steps 1 to 17, and steps 18 to 19 are identical to GAN R6/R7 specified in TS 43.318 section 8.14.2. For the PS domain handover, steps 17a to 17f are added. 

The Handover for the PS domain takes place after the successful handover of the CS-Domain. More specifically, the CS handover is identical to the Release 6 CS handover, and the PS handover starts upon the receiving of the GA-CSR RELEASE message. 

That message is the confirmation of the completion of the handover, the CN indicates to the serving eGANC to release any resources allocated to the MS, via the Clear Command. The Clear Command does not imply the release of the resources allocated for the PS domain. 

17.a) MS GA-SM initiates an Activate PDP Context towards the CN.  Note that if the MS is not GPRS attached, the MS MM layer initiates a GPRS Attach before sending Activate PDP Context to the Network as specified in 3GPP TS 24.007.

17.b) The SGSN initiates a Create PDP Context Procedure towards the eGANC Proxy-Gn (the Proxy-Gn IP address is provided by the MS in the PCO field). As described in the PS-only handover procedure, the APN resolution by the DNS may lead the SGSN to route the signalling to an interim Gn-Proxy that redirects the signalling to the eGANC thanks to the PCO field. 

17.c) The eGANC Proxy-Gn initiates an update PDP Context Procedure with the GGSN in order to switch the data path from the GGSN towards the eGANC.

17.d) The eGANC Proxy-Gn confirms the creation of the PDP context to the SGSN and provides the SGSN with the information related to the GTP user plane.

17.e) The SGSN confirms the activation of the PDP context towards the MS. As the two radios run simultaneously, the MS can receive PS downlink data via WLAN RAT until this step. 
17.f) Now the data path between the MS and the GGSN is established through the SGSN, and thus, the MS can switch the RAT from GAN to GERAN.

18.
The MS confirms resource release to the GANC using GA-CSR RELEASE COMPLETE message.

19. The MS may finally deregister from the GANC, using GA-CSR DEREGISTER message.
d) Handover from eGAN to UTRAN
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Figure 17 eGAN to UTRAN CS+PS handover procedure
The following assumptions are added to the assumptions stated in 3GPP TS 43.318:

· The MS has successfully registered to eGANC for operating in eGAN mode and;

· The MS has at least one active PDP context.
The handover from GAN to UTRAN procedure is always triggered by the MS as in release 6.

Steps 1 to 15, and steps 16 to 18 are identical to GAN R6/R7 specified in TS 43.318 section 8.14.3. For the PS domain handover, steps 15a to 15f are added. 

The Handover for the PS domain takes place after the successful handover of the CS-Domain. More specifically, the CS handover is identical to the Release 6 CS handover, and the PS handover starts upon the receiving of the GA-CSR RELEASE message. 

That message is the confirmation of the completion of the handover, the CN indicates to the serving eGANC to release any resources allocated to the MS, via the Clear Command. The Clear Command does not imply the release of the resources allocated for the PS domain. This will takes place at the time the MS performs the de-registration from eGANC

15.a) MS GA-SM initiates an Activate PDP Context Procedure towards the CN.  Note that if the MS is not GPRS attached, the MS MM layer initiates a GPRS Attach before sending the Activate PDP Context Request to the Network as specified in 3GPP TS 24.007.

15.b) The SGSN initiates a Create PDP Context Procedure towards the eGANC Proxy-Gn (the Proxy-Gn IP address is provided by the MS in the PCO field). As described in the PS-only handover procedure, the APN resolution by the DNS may lead the SGSN to route the signalling to an interim Gn-Proxy that redirects the signalling to the eGANC thanks to the PCO field.

15.c) The eGANCProxy-Gn initiates an Update PDP Context Procedure with the GGSN in order to switch the data path from the GGSN towards the eGANC.

15.d) The eGANC Prxoy-Gn confirms the creation of the PDP context to the SGSN and provides the SGSN with the information related to the GTP user plane.

15.e) The SGSN confirms the activation of the PDP context towards the MS. As the two radios run simultaneously, the MS can receive PS downlink data via WLAN RAT until this step.
15.f) Now the data path between the MS and the GGSN is established across the SGSN, and thus, the MS can switch the RAT from GAN to UTRAN:

17.
The MS confirms resource release to the GANC using the GA-CSR RELEASE COMPLETE message.

18. The MS may finally deregister from the GANC, using GA-CSR DEREGISTER message.
5.1.1.3.5 Enhanced Up A/Gn alternative: APN resolution in eGAN mode
This section describes two different configurations for APN resolution, the first option being to configure eGAN capable terminals with specific APNs, the other option being to reuse the same APN for all terminals.  Either option can be selected by the operator depending on its deployment configuration (e.g. on  whether S-CDR are used in VPLMN).

a) Option1 : specific APN for eGAN capable terminals

For this option, a new corresponding APN per existing APN is created specifically for eGAN MS. The eGAN capable MS has to use the specific eGAN APN. 

DNS servers resolves these new eGAN APN into a list of Proxy-Gn, whereas still resolving the corresponding APN into a list of GGSN.

PDP contexts activated by an eGAN capable handset on the GERAN/UTRAN side would results in signaling through a Proxy-Gn, whereas PDP context activated by an non eGAN capable handset would result in a direct signaling from the SGSN to the GGSN.  
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Figure 18: eGAN capable terminal
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Figure 19: non eGAN capable terminal
Doubling the number of APN may be problematic for some operators. This can have incidence on:

· their charging process,

· the subscriber configuration at HSS or HLR,

· SIM devices,

b) Option2 : same APN for eGAN and non eGAN capable handsets

In this option, the same APN is used by eGAN capable and non eGAN capable handsets. 

Since it is assumed the SGSN is not modified for eGAN, and since there is no specific eGAN APN, the PDP creation requests are routed the same way by the SGSN, no matter whether the handset is eGAN capable or not. Resolving an APN from the SGSN or from the GA-SM of the eGANC must result in a list of Proxy-Gn. 

The Proxy-Gn is able to distinguish among the incoming PDP creation requests those from eGAN capable handsets from those of non eGAN capable handsets (from the PCO field). The Proxy-Gn is so able to: 

· either create an anchor PDP context (eGAN capable handset case), 

· or just relay the PDP creation request (non eGAN capable handset case). 

Anyway the Proxy-Gn has to resolve the requested APN into an IP address of a GGSN.


[image: image20]
Figure 20: eGAN capable terminal
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Figure 21: Non eGAN capable terminal

The same APN has to be resolved:

· in a list of Proxy-Gn IP addresses by the SGSN and by the GA-SM of the eGANC,

· in a list of GGSN IP addresses by the Proxy-Gn of the eGANC.

This can be done by introducing a new DNS server (the eGAN DNS server) which resolves APN into a list of Proxy-Gn IP address. The legacy DNS server is kept resolving the APN into a list of GGSN.


[image: image22]
The SGSN and GA-SM of the eGANC resolve their APN on an eGAN DNS server and get back a list of IP addresses of Proxy-Gn.

The Proxy-Gn resolve their APN on the legacy DNS server and get back a list of IP addresses GGSN.

Note that the eGAN DNS server can reside on the same host as the legacy DNS server, and may be just an other occurrence of DNS server with a different IP address.
Every PDP creation request issued by the SGSN has to be processed on the eGANC even for non eGAN capable handsets. Note that in the case of non eGAN capable handset, only the PDP creation request goes through the Proxy-GN. The subsequent exchanges for this PDP context takes place directly between the SGSN and the GGSN (PDP context update/delete,  secondary PDP context create/update/delete) 

5.1.1.3.6 Enhanced Up A/Gn alternative: SMS in eGAN mode
A 3GPP subscriber has a configuration for SMS domain preference stored in the HLR: “transfer of SM option”. This parameter prioritizes the domains (CS or PS) to use for SMS delivery to the MS. When a MS is reachable through CS and PS domain, the SMS server tries first to deliver the SMS to the subscriber through the preferred domain. In case the delivery fails on the preferred domain, the SMS server then tries to deliver the SMS on the other domain.

When the eGAN MS is under GSM/UMTS radio, SMS are sent to and received from the MS as usual for 3GPP terminal, according to the preferred domain configured in the Core Network. 
When the eGAN MS is running in GAN mode, SMS will be delivered via the CS domain regardless of the preferred domain configured for the subscriber.  PS-only terminals are not able to receive/send SMS unless specific GA-SM procedure is defined. This is FFS.
a) Delivering SMS when CS domain is a preferred option
For an eGAN subscriber that:

· is under eGAN mode, and
· is configured with CS as preferred domain at the HLR, or
· is configured with PS as preferred domain at the HLR but that has already been detected as unreachable through the SGSN,
the SMS delivery will be attempted directly through the MSC.
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Figure 22 SMS delivery with CS preference
b) Delivering SMS when PS domain is a preferred option
For an eGAN subscriber that:
· is in eGAN mode
· is configured with PS as preferred domain at the HLR; and
· has not yet been detected as unreachable by the SGSN,
the SMS delivery will first be attempted through the SGSN but will finally be delivered through the MSC.
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Figure 23 SMS delivery with PS preference
5.1.1.3.7 eGAN Registration & subscriber management in PS Domain
a) eGAN Registration
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The serving eGANC performs the attachment of the MS to the Core Network in the PS domain during the GA-RC Register Request procedure. Note that the Authentication and Discovery procedures remain those defined in 3GPP TS 43.318 [8] and that only a new parameter is added to the GA-RC Register Request to trigger the eGAN PS domain attachment. The eGAN registration takes place once the IPSec tunnel has been set-up and after the GAN discovery procedure. 

1. The MS initiates a registration procedure towards the eGANC whose address has been retrieved during the discovery procedure. The message contains the information that the MS is eGAN capable.  The message contains the information that the MS is eGAN capable.
2. The eGANC sends AA-Request message to initiate the registration procedure. 
3. The AAA server registers the serving GA-SM address of the subscriber, and registers itself by sending Server-Assignment-Request to the HSS.  
4. HSS registers the AAA server address and downloads the subscription profile to the AAA server by Server-Assignment-Answer message. 

Note: If AAA server already has the subscriber profile, this step may be skipped.
5. AAA server responds to the eGANC with AA-Answer message.
6. The eGANC responds to the MS register request, with a modified GA-RC register accept in which it provides the address of the serving GA-SM.

b) eGAN deregistration

The standard GA-RC De-registration procedure is unchanged as seen by the terminal. This procedure enables the MS to explicitly inform the eGANC that it is leaving GAN mode.

The eGANC can also autonomously release the MS registration context, and send a GA-RC DEREGISTER message to the MS. Alternatively, the eGANC can implicitly deregister the MS by closing the TCP connection with the MS.
The eGANC initiates a “Purge Procedure” toward the serving AAA server of the MS and any active PDP context is deleted. 
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1. eGANC decides to de-register the user (due to various reasons including inactivity timer expired, etc.).  It sends Deregistration message to MS.
2. The eGANC deletes the PDP context and sends Session-Termination-Request to AAA server.  
3. The AAA server removes the address of the serving GA-SM previously registered and sends the acknowledgement using Session-Termination-Answer message. 
Optionally, if the AAA server wants to purge the MS state, it starts the purge procedure by sending SAR message with server assignment type set to ‘user_deregistration’.  HSS removes the AAA server name assigned for the user and sends SAA to the AAA server.
The serving GA-SM releases all the resources related to that MS. 
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c) Update subscriber profile 
In case subscriber profile of the user is updated on the HSS, a user profile update procedure is started by the HSS.
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Figure 27: Update Subscriber Profile
The AAA server has been updated with new subscriber data information: 

1. When a user profile is updated, HSS downloads the updated profile to AAA server using Push-Profile-Request message.  
2. AAA server responds with Push-Profile-Answer message.
3. If a serving GA-SM (eGANC) is registered for this subscriber, the AAA server updates the subscriber information. Then it requests the re-authorization of this user to the eGANC by sending Re-auth-Request message.  
4. The eGANC responds to AAA server with Re-auth-Answer.  This request from AAA server triggers the re-authorization at the eGANC.  
5. eGANC sends AA-Request with the APN that is currently served.  
6. The AAA server compares the APN with the updated profile and sends AA-Answer if a user is authorized to access the APN under updated profile. This may trigger PDP context update or deletion. 

d) HSS Purge procedure

The HSS purge procedure is initiated by the HSS towards the registered AAA server when a new AAA server registers or the user subscription is cancelled and this user cannot be serviced. 



[image: image28.wmf] AAA

 

HSS

 

The User information is removed 

1-Wx: Registration_Termination_Request 

2-Wx: Registration_Registration_Answer 

Cadifra Evaluation

www.cadifra.com


Figure 28 HSS purge procedure
1. When a HSS decides that the registration needs to be terminated at the AAA server, it initiates the purge procedure to the AAA server by sending Registration-Termination-Request message.
2. The AAA server deletes the subscriber information and responds to HSS by Registration-Termination-Answer message. 
3. If there is a GA-SM registered at the AAA server for that subscriber, a purge procedure is initiated to the GA-SM for that subscriber. AAA server sends Abort-session-request message to the eGANC for this purpose.  
4. The eGANC deletes all the active PDP contexts and releases the resources related to that subscriber.  Then it responds with Abort-session-answer message. Note that it affects the PS domain only, and does not cancel the GAN registration. 

5.1.1.3.8 Enhanced Up A/Gn alternative: Network Requested PDP Context Activation (NRPCA)
NRPCA requires subscribers having static IP addresses. The GGSN must be configured with the mapping between a subscriber IP address and its IMSI/APN pair.

When a GGSN receives a frame an the IP network for such an IP address, it has to report this event to the SGSN of the subscriber thanks to the PDU Notification request/response exchange defined in 3GPP TS 29.060. The main task for the GGSN is to find out which SGSN the subscriber is attached to. Two possibilities:

1) A PDP context already exists on the GGSN for this IMSI. 

The PDU notification is sent to the control address of the existing PDP context.

2) No PDP context exists on the GGSN for this IMSI. 

The GGSN invokes the user location services. Two optional interfaces exist for this purpose:

a. A MAP interface over SS7 between the GGSN and an HLR (3GPP TS 29.002)
b. A Gn interface over IP between the GGSN and a SGSN (location service of 3GPP TS 29.060)

It can be noticed that the MAP interface over SS7 (a) is not a natural interface for a GGSN, and this is the reason why this service has been ported on the Gn interface (b) which is a native GGSN interface.

The GGSN has to be configured with the IP addresses of the nodes that can provide it with the Gn location service. In a standard 3GPP network these are SGSN IP addresses. In the enhanced Up A/Gn alternative these are eGANC IP addresses instead.

The eGANC, which provides the Gn location service to the GGSN, has to be configured with the IP addresses of the SGSN that can provide it with the Gn location service. These are the IP addresses that were previously configured on the GGSN in standard 3GPP network.

a) The subscriber is eGAN registered  
Initial conditions:

· an IP frame is received by the GGSN for an IP address for which NRPCA is configured,

· no PDP context is already activated for this IMSI on the GGSN,

· this IMSI is registered on eGAN side.
Either the GGSN can directly select the eGANC where the subscriber is registered, or the eGANC can be retrieved via the AAA-HSS Location procedures standardised in 3GPP standardised Diameter interface (upgradde of Wx). 
After the eGANC is selected, the PDU notification can be delivered from the GGSN to the eGANC the subscriber is registered to.
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1. The GGSN send the “Gn:PDU notification request” to the eGANC address that it has retrieved thanks to the location request. 

2. The eGANC stores the information of the request and sends back the “Gn:PDU notification response”.

3. The eGANC request the MS to activate a PDP context by sending it a “GA-SM:PDP context activation request”. This is the same message as the “SM:PDP context activation request” defined in 3GPP TS 24.008 but it is sent to the MS over the Wifi RAT.

4. The MS proceeds as requested to a PDP context activation.

5. The eGANC sends a “Gn:create PDP context request” using information it has stored from the previous PDU notification.

6. and 7. end the PDP context activation normally on eGAN side.

b) The subscriber is GPRS attached
Initial conditions:

· an IP frame is received by the GGSN for an IP address for which NRPCA is configured,

· no PDP context is already activated for this IMSI on the GGSN,

· this IMSI is not registered on eGAN side but is GPRS attached.
Either the GGSN can directly select the eGANC where the subscriber is registered, or the eGANC can be retrieved via the AAA-HSS Location procedures standardised in 3GPP standardised Diameter interface (upgradde of Wx). 
The PDU notification can then be delivered by the GGSN to the eGANC that has retrieved the SGSN the subscriber is attached to.
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1. The GGSN send the “Gn:PDU notification request” to the eGANC address that has processed  the previous location request (its address was set in the location response)

2. The eGANC retrieves the IP address of the SGSN the subscriber is attached to (it has previously stored it). It forwards the “Gn:PDU notification request” to this SGSN, and substitutes the GGSN IP address and TEID with its own IP address and TEID.

3. The SGSN receives the “Gn:PDU notification request” and acknowledges it.

4. The eGANC forwards the “Gn:PDU notification response”.

5. The SGSN upwards a “SM:PDP context activation request” to the MS. 

6. The MS initiates a PDP context activation procedure as defined in 3GPP TS 23.060. 

7. The SGSN sends a PDP create request to the eGANC which IP address and TEID has been provided in the previous “Gn:PDU notification request”. 

8. The eGANC initiates a “Gn:create PDP context request” procedure towards the GGSN IP address and TEID received in the PDU notification of step 1.

9. 10. and 11.  terminate the PDP context activation normally.

5.1.1.3.9 Enhanced Up A/Gn alternative: roaming aspects
In GPRS/UMTS, the subscriber can activate a PDP context by providing an APN with or without an Operator Id. Operator Id is used to force the SGSN to select the APN in the Operator Id PLMN, which could be either the VPLMN or the HPLMN. When the Operator Id is not present, the VPLMN selects the PLMN according to the subscriber parameter “VPLMN allowed” from the HLR subceriber profile (refer to TS 23.060 Activation procedure and Annex A).

Three cases are described depending on the APN in the activation request message from the terminal:

· APN with Operator Id

· APN without Operator Id, and “VPLMN allowed” is not set for that subscriber.

· APN without Operator Id, and “VPLMN allowed” is set for that subscriber.

Now, let’s assume same APN for eGAN capable and not capable terminals. The SGSN always routes signaling messages to a Proxy-Gn (first request only for non eGAN MS). Note that Proxy-Gn is a function of the eGANC. Another assumption is that must be no modification of the SGSN software, therefore the APN resolution algorithm is kept unchanged.

The DNS servers are unchanged. They respond to queries as usual in roaming cases. Nevertheless some entries may be added or modified in the DNS servers. 

There are two different roaming cases: 
a) The visited PLMN is eGAN capable

This is the case when the VPLMN offers GAN/eGAN services, and the Home Operator has roaming agreements with the Visited Operator. In this case, the Default GANC in the HPLMN may have redirected the terminal to a Serving GANC in the VPLMN.

A PDP context activation through the eGANC must reach the same PLMN that it would have reached without the eGANC.

The principle is based on DNS entries configuration: the DNS entries for “APN -> GGSN list” are replaced by two entries:

a) “APN -> Proxy-Gn list”: this is used by the SGSN to route towards the Proxy-Gn;

b) “eganAPN -> GGSN list”: this is used by the proxy-GN to route towards the GGSN. Note that the proxy-Gn will append “egan” to the APN sent by the terminal before calling the DNS server. The mechanism is shown in figure 1 and figure 2 depending on whether the proxy-Gn is in the VPLMN or in the HPLMN. 
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Figure 29: Routing from SGSN to GGSN via eGANC in VPLMN 
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Figure 30: Routing from SGSN to GGSN via eGANC in HPLMN
Two configuratins are possible:

1.1) Proxy-Gn and GGSN are chosen in the same PLMN 

1.2) The Proxy-Gn is selected in the visited PLMN

b) The visited PLMN is not eGAN capable

This is the case when the VPLMN does not offer GAN/eGAN services. In this case, the Serving GANC is in the HPLMN. The terminal is aware of that, so it can provide the APN with Operator Id = HPLMN (appended by the GA-SM layer) when the terminal requests GAN PS services. 

The visited DNS entries are unchanged (the visited PLMN does not support GAN or eGAN). 

The former Home DNS entries for « APN->GGSN list » are replaced with two entries:

· « APN->Proxy-GN list » (for SGSN to route towards a Proxy Gn)

· « eGAN_APN->GGSN list » (for Proxy GN to route towards GGSN)
Compared to legacy GAN, which does not allow mobility in that case, reaching the proxy-Gn in the HPLMN enables to provide PS mobility between Wifi and GPRS/UMTS although the visited network is not eGAN and even not GAN capable. 
5.1.1.4 Terminal architecture and impacts

5.1.1.4.1 Introduction

The main aspects related to protocols and functional blocks in the MS are the following:
1- Transport layers (IPsec/IP/L2/L1) are kept unchanged

2- R6/R7 GAN protocols for CS domain (GA-CSR) are kept unchanged.

3- R6/R7 GAN protocols for authentication, security and GAN discovery/registration (GA-RC) are kept unchanged, except that there will be a few additional parameters (e.g. classmark, eGAN network capability, packet node IP address). 
4- PS domain: there is no impact to 3GPP NAS layer.  The new access mode switch is located under application IP layer and switches between eGAN mode and GPRS/UMTS mode.  There is no impact on GPRS/UMTS protocol stacks and all the enhanced GAN procedures are transparent to these protocol stacks.  
5- This new terminal architecture applies to both 2G-only and 3G/2G terminals 

6- For backward compatibility with GAN R6 in the PS domain, GA-PSR, GA-RC and Access Mode Selection may be kept together with the PS eGAN functionality to allow the terminal to access a both a eGAN network and a R6 GAN legacy network.

5.1.1.4.2 CS domain Control Plane

The CS domain is unchanged from R6/R7. 
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Figure 31: MS CS Domain Control plane Architecture
5.1.1.4.3 CS domain User Plane

The CS domain unchanged from R6/R7.
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Figure 32: Up CS Domain User Plane Protocol Architecture 
5.1.1.4.4 PS domain 
The enhanced Up solution architecture is based on TS 24.007 specification [6] and standardised reference points. There are no modifications to existing blocks or interfaces. 
Figure 3 shows the terminal architecture for PS domain for GSM/GPRS-GAN terminal, and Figure 4 shows the terminal architecture for PS domain for UMTS-GSM/GPRS-GAN terminal.  

The yellow color represents the parts that already exist in R6 GAN and used without modification. 

The blue color represents the parts that are new for the enhanced GAN. 

The grey parts are shown here to enable the MS to connect to R6 GAN, for backward compatibility purposes.
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Figure 33: GSM-GPRS-GAN terminal architecture
eGAN Access mode switch

eGAN Access Mode Switch is located at RAB-SAP/SN-SAP(xn) applicative interface for user plane and SMREG-SAP applicative interface for control plane, which are kept unchanged.  It switches the mode between eGAN and 3GPP.  It performs the following functionalities: 

· Interfaces UDP/IP via the new WSMREG-SAP interface for the control plane, and via the new interface WRAB-SAP for the user plane.

· Handles the PS handover (eGAN mode switching) and multiplexes requests based on the current mode (switching between the application signalling at upper SMREG-SAP and either GSM/UMTS SMREG-SAP or the new WLAN SMREG-SAP). This is transparent to the signalling transferred in GERAN/UMTS mode. 
· Switches the user plane data between Application SN-SAP/RAB-SAP and either GSM/UMTS SN-SAP/RAB-SAP or WLAN RAB SAP.
GA-SM (eGAN packet session management)

GA-SM terminates the 24.008-like Session Management signalling protocol for GAN. Its peer entity is in the eGANC.  It is in charge of managing/maintaining PDP context towards the eGANC.   This is independent to 3GPP NAS layers.

User Plane tunneling
The user plane data is sent to a new interface from eGAN access mode switch to be tunneled over IP.  The tunnel is necessary to identify the flow inside the IPsec.  This identification may be done by the tunneling protocol (e.g. GRE) or by the flow identification at the IP layer.  Details are ffs.
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