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********************** First modified section *************************

6.2.4
Size Procedure

This procedure is initiated by the BSS. The Size procedure shall be performed to:

-
Reset all information maintained by the BSS NSE and it's peer.

-
To verify that the number of NS_VC's that can be supported by the BSS NSE is greater than or equal to the number of NS_VCs required for full mesh connectivity to the peer SGSN NSE.
-
To verify that the maximum number of local IP endpoints, at the BSS NSE, can be supported by the SGSN NSE.
-
To indicate the maximum number of remote IP endpoints that can be supported at the BSS NSE.
The BSS NSE shall send a SNS-SIZE PDU to the SGSN using any of the pre-configured SGSN IP endpoints (configuring of any pre-configured SGSN IP endpoints is out of the scope of this specification). The BSS shall start timer Tsns-prov. The SNS_SIZE PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
Maximum Number of NS_VCs: this value shall be the maximum number of NS_VCs the BSS NSE can support.

-
Reset Flag: If the reset flag is set to "1" then all configuration information between the BSS NSE and it's peer SGSN NSE shall be cleared.

-
Number of IP4 Endpoints: this value is the maximum number of IPv4 addresses the BSS NSE is allowed to configure through the Configuration and Add procedures.

-
Number of IP6 Endpoints: this value is the maximum number of IPv6 addresses the BSS NSE is allowed to configure through the Configuration and Add procedures.

Upon receipt of an SNS-SIZE-ACK PDU the BSS shall stop timer Tsns-prov.

Upon receipt of an SNS-SIZE PDU, the SGSN shall:

-
If the reset flag is set to "1" then all previous operating information about the BSS NSE shall be cleared.

-
Send a SNS-SIZE-ACK PDU to the source IP endpoint. The SNS-SIZE-ACK PDU shall contain the NSEI IE.

6.2.4.1
Abnormal Conditions

If the Maximum  Number of NS_VCs indicated in the SNS-SIZE PDU is less than the Number of NS_VCs required for full mesh connectivity between the peer NSEs,  the SGSN shall send an SNS-SIZE-ACK PDU with a cause code "Invalid number of NS_VCs".  The number of NS_VCs required for full mesh connectivity between peer NSEs is the product of the number of IP4 Endpoints supported on each of the peer NSEs plus the product of the number of IP6 endpoints supported on each of the peer NSEs
Upon receiving the SNS-SIZE-ACK PDU with a cause code "Invalid number of NS_VCs" the BSS NSE may notify the O&M system and abort the procedure.

If the SGSN does not support the Number of IP4 endpoints or Number of IP6 endpoints indicated in the SNS-SIZE PDU, the SGSN shall send an SNS-SIZE-ACK PDU with a cause code "Invalid number of IP4 Endpoints" or "Invalid number of IP6 Endpoints". 
If the SGSN does not support the type of IP addresses (IPv4/IPv6) offered by the BSS, the SGSN shall send an SNS-SIZE-ACK PDU with a cause code "Invalid number of IP4 Endpoints" or "Invalid number of IP6 Endpoints". 
Upon receiving the SNS-SIZE-ACK PDU with a cause code "Invalid number of IP4 Endpoints" or "Invalid number of IP6 Endpoints" the BSS NSE may notify the O&M system and abort the procedure.

Upon expiry of timer Tsns_prov the NSE may retry the operation SNS-SIZE-RETRIES times. If the operation is attempted SNS-SIZE-RETRIES times without acknowledgement from the peer NS entity, then the NS entity may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification.

6.2.5
Configuration Procedure

The configuration procedure is used on the Gb interface to exchange configuration information between an NSE and it's peer NSE.  To start the configuration procedure , the client/server principle is used, with the BSS as the client. Upon start-up/restart of an BSS NSE the Size procedure shall be performed before the configuration procedure.

After completion of the Size procedure the BSS NSE shall send an SNS-CONFIG PDU to the same pre-configured  SGSN IP Endpoint used in the Size procedure. 

NOTE:
this does not imply that the SNS-CONFIG PDU has to be sent from the same IP endpoint used in the Size procedure. 

The BSS shall start timer Tsns_prov. The SNS-CONFIG PDU shall contain the following information elements:

-
NSEI: NSE Identifier.

-
End Flag: identifies the last SNS-CONFIG PDU sent by the BSS NSE.

-
List of IP4 Elements: one or more IPv4 endpoints.

-
List of IP6 Elements: one or more IPv6 endpoints.

Upon receipt of an SNS-CONFIG-ACK PDU sent by the SGSN, the BSS shall:

-
Stop timer Tsns-prov.

-
Repeat the  above  SNS-CONFIG PDUsequence to the SGSN if the BSS has more IP Endpoints to configure.

Upon receipt of an SNS-CONFIG PDU sent by the SGSN, the BSS shall send a SNS-CONFIG-ACK PDU to the source IP endpoint.

After completion of the Size procedure the SGSN shall send an SNS-CONFIG PDU to the BSS NSE using any known signalling IP Endpoints (i.e., from information contained within a SNS-CONFIG PDU sent by the BSS). The SGSN shall start timer Tsns_prov. The SNS-CONFIG PDU shall contain the following information elements:

-
End Flag: identifies the last SNS-CONFIG PDU sent by the SGSN NSE.

-
List of IP4 Elements: one or more IPv4 endpoints.

-
List of IP6 Elements: one or more IPv6 endpoints.

Upon receipt of an SNS-CONFIG-ACK PDU sent by the BSS, the SGSN shall:

-
Stop timer Tsns-prov.

-
Repeat the above SNS-CONFIG PDU sequence to the BSS if the SGSN has more IP Endpoints to configure. The SGSN shall start timer Tsns_prov.

Upon receipt of an SNS-CONFIG PDU sent by the BSS, the SGSN shall:

-
Send a SNS-CONFIG-ACK PDU to the source IP endpoint.

Neither the SGSN nor the BSS shall initiate any other procedure before receiving the peer’s end-flag.

6.2.5.1
Abnormal Conditions

Upon receiving a SNS-CONFIG PDU with the End Flag set to "1", if the total number of IP4 Elements is greater than the Number of IP4 Endpoints indicated by the SNS-SIZE PDU, the NSE shall send an SNS-CONFIG-ACK PDU with a cause code of "Invalid number of IP4 Endpoints". The NSE shall clear all information associated with the peer NSE.

Upon receiving an SNS-CONFIG-ACK PDU with a cause code set to "Invalid number of IP4 Endpoints" the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification. The NSE shall clear all information associated with the peer NSE.

Upon receiving a SNS-CONFIG PDU with the End Flag set to "1", if the total number of IP6 Elements is greater than the Number of IP6 Endpoints indicated by the SNS-SIZE PDU, the NSE shall send an SNS-CONFIG-ACK PDU with a cause code of "Invalid number of IP6 Endpoints". The NSE shall clear all information associated with the peer NSE.

Upon receiving an SNS-CONFIG-ACK PDU with a cause code set to "Invalid number of IP6 Endpoints" the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification. The NSE shall clear all information associated with the peer NSE.

Upon receiveing a SNS-CONFIG PDU with the End Flag set to "1", if the total sum of the signalling weights is equal to zero or if the total sum of the data weights is equal to zero  the NSE shall send a SNS-CONFIG-ACK PDU with a cause code of "Invalid weights". The NSE shall clear all information associated with the peer NSE Upon receiving an SNS-CONFIG ACK PDU with cause code set to "Invalid weights" the NSE shall clear all information associated with the peer NSE and  may notify the O&M system.

Upon expiry of timer Tsns_prov the NSE may retry the operation SNS-CONFIG-RETRIES times. If the operation is attempted SNS-CONFIG-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification.
6.2.6
Add Procedure

The Add procedure is used by an NSE to configure additional IP endpoints.

To add new IP endpoints, the NSE shall send an SNS-ADD PDU to a peer NSE signalling endpoint. Upon sending the SNS-ADD PDU the NSE shall start timer Tsns-prov. The SNS-ADD PDU shall contain the following:

-
NSEI: NSE Identifier.

-
Transaction ID: identifies a unique transaction within an NSE.

-
List of IP4 Elements: one or more IPv4 endpoint.

-
List of IP6 Elements: one or more IPv6 endpoint.

Upon receipt of an SNS-ACK PDU the NSE shall stop timer Tsns-prov.

Upon receipt of an SNS-ADD PDU the NSE shall send a SNS-ACK PDU to the source IP endpoint from which the SNS-ADD PDU was sent. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-ADD PDU.

6.2.6.1
Abnormal Conditions

Upon receiving an SNS-ADD PDU, if the consequent number of NS-VCs exceeds the maximum own supported number of NS-VCs then an SNS-ACK PDU is sent with cause code “ Invalid number of NS-VCs”. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-ADD PDU.
Upon receiving an SNS-ADD PDU, if the consequent number of IP4 Elements is greater than the Number of IP4 Endpoints indicated by the SNS-SIZE PDU or exceeds the current capacity of the NSE, the NSE shall send an SNS-ACK PDU with a cause code of "Invalid number of IP4 Endpoints".
Upon receiving an SNS-ACK PDU with a cause code set to "Invalid number of IP4 Endpoints" the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification.

Upon receiving a SNS-ADD PDU, if the consequent number of IP6 Elements is greater than the Number of IP6 Endpoints indicated by the SNS-SIZE PDU or exceeds the current capacity of the NSE, the NSE shall send an SNS-ACK PDU with a cause code of "Invalid number of IP6 Endpoints".
Upon receiving an SNS-ACK PDU with a cause code set to "Invalid number of IP6 Endpoints" the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification.
Upon receiving an SNS-ADD PDU containing an already configured IP endpoint the NSE shall send a SNS-ACK PDU with the cause code “Protocol error – unspecified” to the source IP endpoint from which the SNS-ADD PDU was sent. The whole content of that SNS-ADD PDU shall be ignored. The SNS-ACK PDU shall contain the Transaction ID set to the same value as that in the SNS-ADD PDU.

Upon expiry of timer Tsns_prov the NSE may retry the operation SNS-ADD-RETRIES times. If the operation is attempted SNS-ADD-RETRIES times without acknowledgement from the peer NSE, then the NSE may notify the O&M system and abort the procedure. Further actions are outside the scope of this Technical Specification.
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