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3.1.5
External Handover

The details of the radio information as far as handover is concerned are given in 3GPP TS 24.008. The relevant network information is given in 3GPP TS 23.009.

Using this protocol the BSS should support handover transitions to and from any combinations of the following:

-
Channel.

-
SDCCH.

-
Full Rate TCH.

-
Half Rate TCH.

-
Multiple Full Rate TCHs.

In this specification three procedures are defined which can be used for handover. They are:

-
Handover Required Indication.

-
Handover Resource Allocation.

-
Handover Execution.

(Figure 16 shows an example of a complete handover procedure.)

For any HANDOVER REQUIRED message at most one HANDOVER COMMAND message may be sent.

In the case of inter-MSC handover the term "the MSC" in this sub-clause is taken to mean the relevant MSC in the handover operation.

The handover procedures are specified in the following sub-clauses.

All messages concerned with handover, with the exception of HANDOVER CANDIDATE ENQUIRE and HANDOVER CANDIDATE RESPONSE messages, are sent using the connection oriented mode of the SCCP.

3.1.5.1
Handover Required Indication

The handover required indication procedure allows a BSS to request that a handover is to be carried out for a particular MS, currently allocated one or more dedicated resources. This is done by generating a HANDOVER REQUIRED message and sending it from the BSS to the MSC. If so required by the BSS, the MSC informs the BSS if the handover cannot be carried out. This is done by a HANDOVER REQUIRED REJECT message. The HANDOVER REQUIRED message is sent using the BSSAP SCCP connection already set up for that transaction. As part of the BSS's functions, the BSS continually monitors all radio information and compares it with parameters such that if the transmission quality of a given parameter (or set of parameters) passes a predetermined threshold (set by O&M) then a HANDOVER REQUIRED message is generated and sent to the MSC.

3.1.5.1.1
Generation of the HANDOVER REQUIRED message

Generation of the HANDOVER REQUIRED message can be for the following reasons:

-
The BSS has detected that a radio reason exists for a handover to occur.

-
The MSC has initiated a handover candidate enquiry procedure, and this MS is currently a candidate.

-
A cell change is required at call setup due to congestion, e.g. directed retry.

-
A cell change is required at call setup if the indication of Service Handover to another RAT has been received from the MSC (directed retry initiation).

The HANDOVER REQUIRED message contains the following information elements:

-
Message Type.

-
Cause.

-
Cell Identifier List (preferred).

It should also contain the information elements: "Current channel type 1", "Old BSS to New BSS information" and, in case the current channel mode is speech, "Speech version (used)".

The "Old BSS to New BSS information" is used to pass Field Elements from the old BSS to the new BSS. The information in the "Old BSS to New BSS information" is transparent for the MSC. When the "Old BSS to New BSS information" is present in the HANDOVER REQUIRED message the MSC shall pass it unchanged to any BSS associated to "Cell Identifier List (preferred)" when initiating the Handover resource allocation procedure. The old BSS must ensure that the information contained in the "Old BSS to New BSS information" information element is valid for all cells in the "Cell Identifier List (preferred)".

Sub-clause 3.2.1.9 gives coding details of the above message.

The "Cause" field indicates the reason for the HANDOVER REQUIRED message e.g. "uplink quality poor" or "response to MSC invocation" in the case of traffic reasons indicated by the MSC.

The Cause value sent should be an indication which can be taken into account at the target BSS in future handover decision processes, e.g. to reduce oscillations between BSSs due to the fact that some information (on which the old BSS decided to initiate the handover) is not available at the target BSS (e.g. distance, traffic...).

If present the "Response Request" Information Element indicates, that the BSS requires an indication if the HANDOVER REQUIRED message does not result in a HANDOVER COMMAND message.

If the BSS wants to change the CIC due to a channel change, the BSS sends a HANDOVER REQUIRED message with the cause "switch circuit pool" and the "circuit pool list" information element. The "circuit pool list" information element will allow the BSS to indicate to the MSC from which circuit pool or pools the new CIC should be chosen.

The "Cell Identifier List (preferred)" shall identify "n" preferred cells. The identified cells are given in order of preference. The algorithm by which the BSS produces this list is Operator dependent and is not addressed in the present document. The "n" number of preferred cells is a parameter set by O&M and shall range from 1 to 16. If "n" number of cells cannot be identified, then only as many as are available shall be encoded and sent (as specified in sub-clause 3.2.2.27). If a LSA information element has been received for a mobile subscriber indicating LSA only access, the "Cell Identifier List" shall contain only cells that are allowed for the subscriber. Exclusive access cells are included into the "Cell Identifier List (preferred)" only if they are allowed for the subscriber or if the connection is an emergency call.

It is mandatory for the BSS to be able to produce this "Cell Identifier List (preferred)". The sending of this list is controlled by the O&M parameter "n". It is mandatory for the MSC to be able to receive and interpret this Information Element.

The BSS may recommend to the MSC to allow queuing or not in the handover resource allocation procedure by indication in the "Queuing indicator" information element within the HANDOVER REQUIRED message.

The old BSS may inform the new BSS of the presently configured channel in the Current Channel Type 1 information element and in the Current Channel type 2 Field Element. The information contained may be used by the new BSS (e.g. when building the radio interface HANDOVER COMMAND message). Where discrepancies occur between the Current Channel Type 1 and the Current Channel Type 2 then the information in the Current Channel Type 2 shall take precedence if understood by the new BSS.

If, for this mobile station, the old BSS has received a Gb interface SUSPEND ACK PDU, then the old BSS shall include the GPRS Suspend information field in the Old BSS to New BSS IE in the HANDOVER REQUIRED message.

If the old BSS received a GPRS Suspend information field in the Old BSS to New BSS IE in any preceding HANDOVER REQUEST message received by the old BSS, then, the old BSS shall include the GPRS Suspend information field in the Old BSS to New BSS IE in the HANDOVER REQUIRED message.

The old BSS may recommend to the new BSS to allow pre-emption or not allow pre-emption by sending the "prec" bit. The new BSS may take this information into account when performing the Handover resource allocation procedure.

The old BSS may inform the new BSS of radio information pertaining to the target cell in the "Target cell radio information" field element. The old BSS shall only send the "Target cell radio information" field element when it sends a single cell in the "Cell Identifier List (preferred)". This field element may be used by the new BSS (e.g. for radio channel selection).

NOTE 1:
It is not recommended that this information element is included if more than one cell is sent in the "Cell Identifier List (preferred)".

The old BSS may inform the new BSS of the presently configured channel in the Current Channel Type 1 information element and in the Current Channel type 2 Field Element. The information contained may be used by the new BSS (e.g. when building the radio interface HANDOVER COMMAND message). Where discrepancies occur between the Current Channel Type 1 and the Current Channel Type 2 then the information in the Current Channel Type 2 shall take precedence if understood by the new BSS.

If the present speech codec is a multi-rate speech codec, the old BSS may inform the new BSS of the current multi-rate codec configuration by including the MultiRate configuration information Field Element in the "Old BSS to New BSS information" information element. If the new BSS assigns a multi-rate speech codec this information may be used by the new BSS, to determine whether or not to include a MultiRate Configuration IE when building the radio interface HANDOVER COMMAND message.

If the old BSS support dual transfer mode and the mobile station is in dual transfer mode in the old cell, the old BSS may provide information about the current resources by including the Dual Transfer Mode information field element in the Old BSS to New BSS information information element. The new BSS may use this information to determine the resources for the mobile station in the new cell (e.g. half rate traffic channel, adjacent resources available, EGPRS‑capable resource).

The old BSS may provide information about the traffic load of the old cell by including the Downlink Cell Load Information and/or the Uplink Cell Load Information field elements in the Old BSS to New BSS information information element. This information shall represent the current traffic load in the cell, that is, prior to the handover procedure. The new BSS may use the information:

-
prior to a cell load based handover procedure, to determine whether or not to initiate the handover procedure; and

-
in any handover procedure, to update in the new BSS the information about the load on the old cell, which may be used in the initiation of future handover procedures.

NOTE 2:
The old BSS should not initiate a cell load based handover procedure if it has knowledge of the load in the target cell and, after a successful completion of the handover procedure, this load would be higher than in the old cell.

In case of handover of a VGCS talking subscriber, the BSS shall provide information about the current VGCS talker mode (ie dedicated or group transmit) if the group call is ciphered.

The old BSS may recommend the new BSS not to attempt handovers of this mobile station to UMTS by sending the "UE-prob" bit. The new BSS may take this information into account before starting an Inter-System Handover Required Indication procedure towards UMTS.

The HANDOVER REQUIRED message shall be updated and repeated by the BSS with a periodicity of T7 until:

-
A HANDOVER COMMAND message is received from the MSC; or

-
A RESET message is received; or

-
The reason for the original HANDOVER REQUIRED message disappears e.g. the MS transmission improves; or

-
All communication is lost with the MS as defined in 3GPP TS 24.008, and the transaction is abandoned; or

-
The transaction ends, e.g. call clearing.

3.1.5.2
Handover Resource allocation

This procedure has been defined to allow the MSC to request resources from a BSS in a manner similar to that used for the assignment case. However it does not result in the transmission of any messages over the radio interface, only in the reservation of the resource(s) identified at the BSS, which awaits access of a MS on the reserved channel(s). These reserved resources are then indicated back to the MSC.

In order to support this procedure the MSC sets up a BSSAP SCCP connection to the BSS. This connection is then used to support all BSSAP messages related to the dedicated resource(s).

In case of Voice Group Call, the MSC may reuse the existing Resource Controlling SCCP connection which has been previously set-up with the new BSS.

3.1.5.2.1
Operation of the procedure

The correct operation of the handover resource allocation procedure is as follows:

The MSC sends a HANDOVER REQUEST message to the new BSS (note) from which it requires radio resources. This message contains details of the resource(s) required. If the MSC allocates the A interface circuits, and if the requested resource(s) is/are for speech or data the message also indicates the terrestrial resource that shall be used between the MSC and the BSS. The MSC should only ever ask for resources from the BSS that it knows are not totally incompatible with the nominated circuit. The type of channel(s) required can be different from the type of channel(s) in use, e.g. in the case of directed retry. The description of the resource(s) can either be a complete specification, or give the BSS some freedom in the selection (for instance channel rate selection, speech version selection etc.). The message may also specify the channel(s) in use, and, in case current channel mode is speech, the speech version used.

In case of Voice Group Call, the MSC need not to allocate a new A interface circuit. In such a case, the terrestrial resource which has been allocated during the VBS/VGCS assignment procedure is used as the new terrestrial resource.

On receipt of this message the new BSS shall choose suitable idle radio resources and, if the BSS allocates the A interface circuits and if needed, a terrestrial resource.

In case of Voice Group Call, the new BSS need not to allocate new radio resources. In such a case, the radio resource which has been allocated during the VBS/VGCS assignment procedure is used as the new radio resource.

The management of priority levels - relating to the Information Element "Priority" within the HANDOVER REQUEST message - is implementation dependent, under operator control.

If queuing is managed, new requests which cannot be served immediately are put in the queuing file according to the indicated priority levels.

(Refer to sub-clause 3.1.17 for Queuing Procedure.)

As a further operator option, the pre-emption indicators may (alone or along with the priority levels) be used to manage the pre-emption process, which may lead to the forced release or forced handover of lower priority connections.

However, the pre-emption indicators (refer to sub-clause 3.2.2.18), if given in the HANDOVER REQUEST, shall be treated on a per connection basis as follows:

-
The last received "Pre-emption Vulnerability" indicator and priority levels shall prevail.

-
If the "Pre-emption Capability" bit is set to 1, then this allocation request can trigger the running of the pre-emption procedure.

-
If the "Pre-emption Recommendation" bit indicates that pre-emption is recommended by the old BSS, then the new BSS may obey the recommendation and act appropriately based on "Pre-emption Capability Indication" bit.

-
If the "Pre-emption Recommendation" bit indicates that pre-emption is not recommended by the old BSS, then the new BSS may obey this recommendation and ignore the "Pre-emption Capability" bit if it is set to 1.

-
If the "Pre-emption Recommendation" bit is not present then the pre-emption procedure can be run.

-
If the "Pre-emption Capability" bit is set to 0, then this allocation request cannot trigger the pre-emption procedure.

-
If the "Pre-emption Vulnerability" bit is set to 1, then this connection is vulnerable and shall be included in the pre-emption process or procedure and as such may be subject to forced release or forced handover.

-
If the "Pre-emption Vulnerability" bit is set to 0, then this connection is not vulnerable to pre-emption and shall not be included in the pre-emption process and as such may not be subject to forced release or forced handover.

-
If no Priority Information Element has been received, both "Pre-emption Capability" and "Pre-emption Vulnerability" bits shall be regarded as set to 0.

In the case where localised service area is supported, the MSC may inform the BSS as to which LSA identities that the mobile has preferences by sending the LSA INFORMATION message. The BSS stores this information and uses it when determining the target cell list for handover. The algorithm for determining the target cell list for handover is not defined further in the present document.

In the case where Intersystem handover to other RATs is supported, the MSC may inform the target BSS, if preference for other radio access technologies (Service based handover) shall be applied to the MS connection. In such cases the MSC sets the Service Handover Information Element accordingly in the HANDOVER REQUEST message. The Service Handover information is stored in the BSS throughout the connection and is used in Handover evaluation process.

If a radio resource is available then this will be reflected back to the MSC in a HANDOVER REQUEST ACKNOWLEDGE message. If the MSC gave the BSS some freedom in resource type selection, the choices made by the BSS are indicated in the HANDOVER REQUEST ACKNOWLEDGE message. If the BSS allocates the A interface circuits and such a circuit is needed, the circuit allocated by the BSS is indicated in the HANDOVER ACKNOWLEDGE message. The HANDOVER REQUEST ACKNOWLEDGE message sent by the new BSS shall contain the radio interface message HANDOVER COMMAND within its "Layer 3 Information" Information Element. This "Layer 3 Information" (which is in fact the RR-Layer 3 HANDOVER COMMAND) is transferred by the controlling MSC to the old BSS using the BSSMAP message HANDOVER COMMAND also within the Information Element "Layer 3 Information" of that BSSMAP message. The old BSS then sends to the MS over the radio interface the RR-Layer 3 HANDOVER COMMAND message. Information about the appropriate new channels and a handover reference number chosen by the new BSS are contained in the HANDOVER COMMAND. Knowledge of the channel in use at the old BSS allows the new BSS to minimize the size of the HANDOVER COMMAND message (i.e. to decide whether the mode of the first channel IE need not be included in the HANDOVER COMMAND). Furthermore, in the case of handover of a VGCS talking subscriber, knowledge of the VGCS talker mode at the old BSS also allows the new BSS to optimise the size of the HANDOVER COMMAND message. The HANDOVER COMMAND message that is built by the new BSS shall include the VSTK_RAND if the VGCS talker mode at the old BSS indicates that the group call is ciphered,  the RR mode is dedicated mode and the VGCS talker is known to have been a listener of the group call.
NOTE:
The new BSS and the old BSS may be the same.

In the case of external handover the BSS, when localised service area is supported, will indicate the LSA identity of the target cell in the HANDOVER REQUEST ACKNOWLEDGE message if it corresponds to one of the LSA identities received in the HANDOVER REQUEST message.

When several circuit pools are present on the BSS MSC interface, and a circuit has been allocated by the HANDOVER REQUEST message, the "circuit pool" information field shall be included in the HANDOVER REQUEST ACKNOWLEDGE. The "circuit pool" field will indicate to the MSC the circuit pool of the CIC given in the HANDOVER REQUEST message.

In the case of a handover from A/Gb mode to A/Gb mode, the New BSS to Old BSS Information information element is used to pass Field Elements from the new BSS to the old BSS. The information in the New BSS to Old BSS information information element is transparent for the MSC. When the New BSS to Old BSS information information element is present in the HANDOVER REQUEST ACKNOWLEDGE message, the MSC may pass it to the old BSS when initiating the Handover Execution procedure.

In the case of a handover from Iu mode (GERAN or UTRAN) to A/Gb mode, the Inter-System Information information element is used to pass Field Elements from the new BSS to the old system. The information in the Inter-System Information information element is transparent for the MSC. When the Inter-System Information information element is present in the HANDOVER REQUEST ACKNOWLEDGE message, the MSC may pass it to the old system.

The new BSS may provide information about the traffic load of the target cell by including the Downlink Cell Load Information and/or the Uplink Cell Load Information field elements in the New BSS to Old BSS information or in the Inter-System Information information elements. This information shall represent the traffic load in the cell assuming a successful completion of the handover procedure in progress. The old BSS may use the information to update the information about the load on the new cell, which may be used in the initiation of future cell load based handover procedures.

The sending of the HANDOVER REQUEST ACKNOWLEDGE by the new BSS to the MSC ends the Handover Resource Allocation procedure. The Handover Execution procedure can now proceed and this is given in sub-clause 3.1.5.3.

The new BSS shall then take all necessary action to allow the MS to access the radio resource(s) that the new BSS has chosen, this is detailed in the 3GPP TS 45 series of Technical Specifications. If the radio resource(s) is a traffic channel or a group of traffic channels, then the new BSS shall at this point switch it through to the terrestrial resource indicated in the HANDOVER REQUEST message, and the necessary transcoding/rate adaption/encryption equipment enabled as detailed in 3GPP TS 24.008.

The optimum procedure for switching through to the target cell at the MSC is not defined in these Technical Specifications.

3.1.5.2.2
Handover Resource Allocation Failure

The following failure conditions of this procedure may occur:

The BSS may not be able to use the terrestrial resource that the MSC has indicated in which case a HANDOVER FAILURE message will be returned with the Cause value set to: "requested terrestrial resource unavailable".

The BSS may not be able to support the requested ciphering algorithm and in this case a HANDOVER FAILURE message shall be returned to the MSC with the Cause value "Ciphering algorithm not supported".

If the requested channel type or resource (e.g. channel rate, speech version, etc.) indicated in the HANDOVER REQUEST message is not available in the BSS, then a HANDOVER FAILURE message shall be returned to the MSC. The appropriate failure cause will be included in the message (Cause value: "requested transcoding/rate adaptation unavailable" or "requested speech version unavailable").

If, on reception of the HANDOVER REQUEST by the BSS, the circuit pool implied by the CIC information element is incompatible with the channel type indicated (that is, the pool does not support any of the radio resources indicated by the channel type) a HANDOVER FAILURE shall be returned to the MSC with the failure cause set to "circuit pool mismatch".

If, on reception of the HANDOVER REQUEST by the BSS, the circuit pool implied by the CIC is compatible with the channel type indicated (that is, the pool supports at least one of the radio resource types indicated by the channel type), but the BSS still wishes to change the circuit pool, it sends a HANDOVER FAILURE with the cause "switch circuit pool" and the "circuit pool list" information element.

The "circuit pool" information element, when present in the HANDOVER FAILURE, indicates to the MSC which circuit pool the CIC indicated in the HANDOVER REQUEST belongs to. This can be used by the MSC to correct its tables (CIC/circuit pool). The "circuit pool list" information element, when present in the HANDOVER FAILURE, is used when the BSS wishes to indicate to the MSC its preferred circuit pools. The circuit pools in the "circuit pool list" information element shall be given in order of preference. In the case of a HANDOVER FAILURE with the cause "circuit pool mismatch", the MSC may decide to block the circuit and to send an O & M notification.

Other possible cause values which may be returned with the HANDOVER FAILURE message are: "equipment failure", "no radio resource available", "O&M intervention".

The MSC may not be able to use the terrestrial resource that the BSS has indicated. In this case, the procedure is nevertheless considered terminated successfully, and it is up to the MSC to correct the situation, e.g. by a circuit re‑selection procedure.

The New BSS to Old BSS information information element is used to pass Field Elements from the new BSS to the old BSS. The information in the New BSS to Old BSS information information element is transparent for the MSC. When the New BSS to Old BSS information information element is present in the HANDOVER FAILURE message, the MSC may pass it to the old BSS in the HANDOVER REQUIRED REJECT message.

The new BSS may provide information about the traffic load of the target cell by including the Downlink Cell Load Information and/or the Uplink Cell Load Information field elements in the New BSS to Old BSS information information element. This information shall represent the current traffic load in the cell. The old BSS may use the information to update the information about the load on the new cell, which may be used in the initiation of future cell load based handover procedures.

NOTE:
The new BSS may reject the attempt of a cell load based handover procedure if the load in the target cell after a successful completion of the handover procedure would be higher than in the old cell.

The generation of the HANDOVER FAILURE message terminates the procedure and allows all references in the new BSS to be released.

Further actions in the MSC concerning handover depend upon the handover algorithm which is operator dependent. If an unrecognised Handover Failure cause value is received, the Class of the cause value should be used to determine the MSC's action.

3.1.5.2.3
Abnormal conditions

If after receipt of a HANDOVER REQUEST message, the new BSS receives another HANDOVER REQUEST message on the same SCCP connection, then the later message will be discarded.

If the BSS receives a HANDOVER REQUEST message allocating a terrestrial circuit which the BSS has marked as blocked by a previous blocking procedure, then a HANDOVER FAILURE message shall be returned to the MSC with the Cause set to "requested terrestrial resource unavailable". A single global BLOCK message (not repeated and not guarded by timer T1) shall be sent for that concerned terrestrial circuit.

If the BSS receives a HANDOVER REQUEST message indicating a target cell which is not controlled by the BSS, then a HANDOVER FAILURE message shall be returned to the MSC with the cause set to "invalid cell".

3.1.5.3
Handover execution

Handover execution in the context of the BSS/MSC interface is the process whereby an MSC instructs an MS to tune to a new dedicated radio resource or to a group of radio resources, which may be on a different cell.

3.1.5.3.1
Operation of the procedure

The correct operation of the procedure is as follows:

The BSSMAP HANDOVER COMMAND message is generated by the MSC and transmitted over the BSSAP connection to the old BSS which is currently supporting the concerned MS. At the old BSS timer T8 is started on the receipt of the BSSMAP HANDOVER COMMAND message. A radio interface HANDOVER COMMAND message is then sent by the old BSS, to the concerned MS. The message contains a handover reference number, previously allocated by the new BSS.

The BSSMAP HANDOVER COMMAND message generated by the MSC may contain a Cell Identifier IE which indicates to the old BSS the target cell identity to which the handover is to be performed. In case of failure, this information allows the old BSS to know on which cell the handover failed.

The BSSMAP HANDOVER COMMAND message may contain information about the traffic load of the new cell by including the Downlink Cell Load Information and/or the Uplink Cell Load Information field elements in the New BSS to Old BSS information information element. The old BSS may use the information to update the information about the load on the new cell, which may be used in the initiation of future cell load based handover procedures.

When the MS accesses the radio resource(s) of the new BSS with a HANDOVER ACCESS burst which contains the received handover reference number then:

-
The new BSS checks the handover reference number to ensure that it is the same as expected, and hence that there is a high probability that the correct MS has been captured (if the handover reference is not as expected then the new BSS shall wait for an access by the correct MS).

-
If the handover reference number is as expected, the new BSS shall send a HANDOVER DETECT message to the MSC.

-
When the MS is successfully in communication with the network, i.e. the RR message HANDOVER COMPLETE has been received from the MS, then the new BSS will immediately send a BSSMAP message HANDOVER COMPLETE to the MSC and terminate the procedure.

In the case where the new BSS hands the MS to a Group call channel, the BSS shall send a CLEAR REQUEST with cause "Joined group call channel" directly after having sent the HANDOVER COMPLETE message.

In the case of point to point calls the MSC shall terminate the procedure with the old BSS by sending a CLEAR COMMAND with cause "Handover successful".

In the case of a handover from a Group call channel the MSC shall terminate the procedure by sending a HANDOVER SUCCEEDED message. On receipt of a HANDOVER SUCCEEDED from the MSC, the old BSS shall stop timer T8.

The old dedicated radio resource(s) and connected terrestrial resource shall remain assigned until either the MSC instructs the old BSS to release the resource(s) by a CLEAR COMMAND or a reset occurs.

After the completion of the handover procedure, until the connection is released or the MSC performs an assignment, any dedicated resource assigned to the mobile station, e.g. at internal handover, must be in accordance with the description in the HANDOVER REQUEST message.

If either:

-
a CLEAR COMMAND is received from the MSC; or

-
a reset is received from the MSC,

before an MS with the correct handover reference accesses the new BSS then the radio resources shall be released and the terrestrial resources marked as idle

The relevant radio interface layer 3 procedures are described in 3GPP TS 24.008.

The MSC always terminates this procedure by use of a clear sequence as follows:

-
The MSC sends a CLEAR COMMAND to the old BSS. On receipt of a CLEAR COMMAND from the MSC the old BSS shall stop timer T8 and release all involved resources that were allocated to the MS that had been handed over and returns a CLEAR COMPLETE message to the MSC.

-
On receipt of the CLEAR COMPLETE, the MSC shall initiate the release of the SCCP connection to the old BSS and thereby terminate association with the old BSS for this process.

3.1.5.3.2
Handover Failure

If a HANDOVER FAILURE message radio interface message is received from the MS on the old (main) channel by the old BSS, the old BSS shall then send to the MSC the BSSMAP HANDOVER FAILURE message. If the radio interface HANDOVER FAILURE message is the result of the MS returning to the old BSS after failing to establish on the new BSS, then the cause value "radio interface failure, reversion to old channel" shall be included in the BSSMAP HANDOVER FAILURE message. Furthermore, it is recommended that the air interface RR cause be included as well in this message.

If the MSC receives the BSSMAP HANDOVER FAILURE message from the old BSS (with any cause value) and if the target channel is not a Group Call Channel, the handover procedure at the target new BSS is then terminated by the MSC using a clear sequence as follows:

-
The MSC sends a CLEAR COMMAND message with the cause "Radio interface failure, reversion to old channel" to the new BSS. On receipt of a CLEAR COMMAND message from the MSC, the new BSS shall release all involved resources that were allocated during the handover resource allocation procedure and return a CLEAR COMPLETE message to the MSC.

-
On receipt of the CLEAR COMPLETE message, the MSC shall initiate the release of the SCCP connection to the new BSS and thereby terminate the association with the new BSS for this process.

The call between the MS and the old BSS and between the old BSS and the MSC shall continue as if there had been no handover attempt.

Further actions in the MSC concerning handover depends on the handover algorithm which is operator dependent.

In the case of a talker on a group call channel the MS may release the uplink whilst the handover is being performed, in this case the old BSS shall cancel the handover internally, the MSC should cancel the handover and initiate the release of the A interface resources allocated in the new BSS.

3.1.5.3.3
Abnormal Conditions

Whilst the handover execution procedure is in operation, any other messages received at the old BSS relating to this connection and concerning assignment, handover, or cipher mode control should be discarded.

Whilst the handover execution procedure is in operation the old BSS should not attempt to invoke any other procedure related to this call e.g. handover required indication.

If at the old BSS a CLEAR COMMAND message from the MSC or a HANDOVER FAILURE message from the MS is not received before the expiry of timer T8 then the old BSS shall release the dedicated radio resources. A BSSMAP message CLEAR REQUEST is also sent to the MSC with a cause "Radio Interface Message Failure". The terrestrial resource in the old BSS shall remain assigned until a CLEAR COMMAND message is received from the MSC, at which point the old BSS shall mark the terrestrial resources as IDLE and return a CLEAR COMPLETE message to the MSC. The MSC shall subsequently release the SCCP connection to the old BSS and thereby terminate association with the old BSS for this process.

In the case of a handover from a Group call channel, if at the old BSS a CLEAR COMMAND or HANDOVER SUCCEEDED message from the MSC or a HANDOVER FAILURE message from the MS is not received before the expiry of timer T8 then the old BSS shall release the uplink and send a UPLINK RELEASE INDICATION to the MSC.
The MSC shall also initiate release of the resources allocated by the new BSS during the handover resource allocation procedure by sending a CLEAR COMMAND message to the new BSS. The new BSS shall release all the resources that were assigned for that aborted handover and return a CLEAR COMPLETE message to the MSC. The MSC shall subsequently release the SCCP connection to the new BSS and thereby terminate association with the new BSS for this process.

3.2.2
Signalling element coding

3.2.2.0
General

This sub-clause contains the coding of the signalling elements used.

The following conventions are assumed for the sequence of transmission of bits and bytes:

-
Each bit position is marked as 1 to 8. Bit 1 is the least significant bit and is transmitted first.

-
In an element octets are identified by number, octet 1 is transmitted first, then octet 2, etc.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.

-
For variable length elements a length indicator is included, this indicates the number of octets following in the element.

-
All fields within Information Elements are mandatory unless otherwise specified. The Information Element Identifier shall always be included.

All spare bits are set to 0.

Table 3.2.2.1: Signalling elements used and their coding

	Element Identifier Coding
	Element name
	Reference

	0000 0001
	Circuit Identity Code
	3.2.2.2

	0000 0010
	Reserved (see note 2)
	*

	0000 0011
	Resource Available
	3.2.2.4

	0000 0100
	Cause
	3.2.2.5

	0000 0101
	Cell Identifier
	3.2.2.17

	0000 0110
	Priority
	3.2.2.18

	0000 0111
	Layer 3 Header Information
	3.2.2.9

	0000 1000
	IMSI
	3.2.2.6

	0000 1001
	TMSI
	3.2.2.7

	0000 1010
	Encryption Information
	3.2.2.10

	0000 1011
	Channel Type
	3.2.2.11

	0000 1100
	Periodicity
	3.2.2.12

	0000 1101
	Extended Resource Indicator
	3.2.2.13

	0000 1110
	Number Of MSs
	3.2.2.8

	0000 1111
	Reserved (see note 2)
	*

	0001 0000
	Reserved (see note 2)
	*

	0001 0001
	Reserved (see note 2)
	*

	0001 0010
	Classmark Information Type 2
	3.2.2.19

	0001 0011
	Classmark Information Type 3
	3.2.2.20

	0001 0100
	Interference Band To Be Used
	3.2.2.21

	0001 0101
	RR Cause
	3.2.2.22

	0001 0110
	Reserved (see note 2)
	*

	0001 0111
	Layer 3 Information
	3.2.2.24

	0001 1000
	DLCI
	3.2.2.25

	0001 1001
	Downlink DTX Flag
	3.2.2.26

	0001 1010
	Cell Identifier List
	3.2.2.27

	0001 1011
	Response Request
	3.2.2.28

	0001 1100
	Resource Indication Method
	3.2.2.29

	0001 1101
	Classmark Information Type 1
	3.2.2.30

	0001 1110
	Circuit Identity Code List
	3.2.2.31

	0001 1111
	Diagnostic
	3.2.2.32

	0010 0000
	Layer 3 Message Contents
	3.2.2.35

	0010 0001
	Chosen Channel
	3.2.2.33

	0010 0010
	Total Resource Accessible
	3.2.2.14

	0010 0011
	Cipher Response Mode
	3.2.2.34

	0010 0100
	Channel Needed
	3.2.2.36

	0010 0101
	Trace Type
	3.2.2.37

	0010 0110
	Triggerid
	3.2.2.38

	0010 0111
	Trace Reference
	3.2.2.39

	0010 1000
	Transactionid
	3.2.2.40

	0010 1001
	Mobile Identity
	3.2.2.41

	0010 1010
	OMCId
	3.2.2.42

	0010 1011
	Forward Indicator
	3.2.2.43

	0010 1100
	Chosen Encryption Algorithm
	3.2.2.44

	0010 1101
	Circuit Pool
	3.2.2.45

	0010 1110
	Circuit Pool List
	3.2.2.46

	0010 1111
	Time Indication
	3.2.2.47

	0011 0000
	Resource Situation
	3.2.2.48

	0011 0001
	Current Channel type 1
	3.2.2.49

	0011 0010
	Queueing Indicator
	3.2.2.50

	0100 0000
	Speech Version
	3.2.2.51

	0011 0011
	Assignment Requirement
	3.2.2.52

	0011 0101
	Talker Flag
	3.2.2.54

	0011 0110
	Connection Release Requested
	3.2.2.3

	0011 0111
	Group Call Reference
	3.2.2.55

	0011 1000
	eMLPP Priority
	3.2.2.56

	0011 1001
	Configuration Evolution Indication
	3.2.2.57

	0011 1010
	Old BSS to New BSS Information
	3.2.2.58

	0011 1011
	LSA Identifier
	3.2.2.15

	0011 1100
	LSA Identifier List
	3.2.2.16

	0011 1101
	LSA Information
	3.2.2.23

	0011 1110
	LCS QoS
	3.2.2.60

	0011 1111
	LSA access control suppression
	3.2.2.61

	0100 0011
	LCS Priority
	3.2.2.62

	0100 0100
	Location Type
	3.2.2.63

	0100 0101
	Location Estimate
	3.2.2.64

	0100 0110
	Positioning Data
	3.2.2.65

	0100 0111
	LCS Cause
	3.2.2.66

	0100 1000
	LCS Client Type
	3.2.2.67

	0100 1001
	APDU
	3.2.2.68

	0100 1010
	Network Element Identity
	3.2.2.69

	0100 1011
	GPS Assistance Data
	3.2.2.70

	0100 1100
	Deciphering Keys
	3.2.2.71

	0100 1101
	Return Error Request
	3.2.2.72

	0100 1110
	Return Error Cause
	3.2.2.73

	0100 1111
	Segmentation
	3.2.2.74

	0101 0000
	Service Handover
	3.2.2.75

	0101 0001
	Source RNC to target RNC transparent information (UMTS)
	3.2.2.76

	0101 0010
	Source RNC to target RNC transparent information (cdma2000)
	3.2.2.77

	0101 0011
	GERAN Classmark
	3.2.2.78

	0101 0100
	GERAN BSC Container
	3.2.2.79

	0110 0001
	New BSS to Old BSS Information
	3.2.2.80

	0110 0011
	Inter-System Information
	3.2.2.81

	0110 0100
	SNA Access Information
	3.2.2.82

	0110 0101
	VSTK_RAND Information
	3.2.2.83

	0110 0110
	VSTK Information
	3.2.2.84

	0110 0111
	Paging Information
	3.2.2.85

	0110 1000
	IMEI
	3.2.2.86

	0101 0101
	Velocity Estimate
	3.2.2.87

	0110 1001
	VGCS Feature Flags
	3.2.2.88

	0110 1010
	Talker Priority
	3.2.2.89

	0110 1011
	Emergency Set Indication
	3.2.2.90

	0110 1100
	Talker Identity
	3.2.2.91

	0110 1101
	VGCS Talker Mode
	3.2.2.92

	0100 0001
	Reserved (see note 3)
	#

	0100 0010
	Reserved (see note 3)
	#

	NOTE 1:
(void)

NOTE 2:
Information Element codes marked as "reserved" are reserved for use by previous versions of this interface specification.

NOTE 3:

Information Element codes marked as "reserved" are reserved for use by ANSI version of this interface specification.


3.2.2.58
Old BSS to New BSS information

This information element is defined as a general container for passing Field Elements transparently between BSSs via the MSC.

These Field Elements are passed in the "Old BSS to New BSS information elements" octets field. The error handling performed by the receiving entity for the "Old BSS to New BSS information elements" field is that specified in sub-clause 3.1.19.7.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Element identifier
	octet 1

	Length
	octet 2

	Old BSS to New BSS information elements
	octet 3-n


The length indicator (octet 2) is a binary number indicating the absolute length of the contents after the length indicator octet and may be set to zero.

The Old BSS to New BSS information elements field is made up of 0 or more Field Elements listed in the table shown below.

Field elements may occur in any order in the Old BSS to New BSS information elements field.

The construction of the Field Elements allows the receiver to ignore unknown Field Elements.

Due to backward compatibility issues Field Elements in the "Old BSS to New BSS information" may duplicate Information Elements in the HANDOVER REQUEST, when this occurs and the new BSS detects an inconsistency between this information then the information contained in the "Old BSS to New BSS information" shall take precedence as long as the coding is understood by the new BSS.

Reception of an erroneous "Old BSS to New BSS information" shall not cause a rejection of the HANDOVER REQUEST message; the "Old BSS to New BSS information" information element shall be discarded and the handover resource allocation procedure shall continue.

	FIELD ELEMENT
	REFERENCE
	LEN

	Extra information
	3.2.3.1
	3

	Current Channel Type 2
	3.2.3.2
	4

	Target cell radio information
	3.2.3.3
	3

	GPRS Suspend information
	3.2.3.4
	19

	MultiRate configuration information
	3.2.3.5
	3-8

	Dual Transfer Mode information
	3.2.3.6
	3

	Inter RAT Handover Info
	3.2.3.7
	3-n

	cdma2000 Capability Information
	3.2.3.8
	n

	Cell Load Information Group
	3.2.3.11
	3-n

	VGCS talker mode
	3.2.2.92
	3


3.2.2.92
VGCS talker mode 

The VGCS talker mode information element is a type 3 information element with 3 octets length.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
	VGCS talker mode IEI
	octet 1

	Length of VGCS talker mode
	octet 2

	RR mode
	Group cipher key number
	Listener status
	0
spare
	octet 3


Octet 2 is a binary indication of the length of the remainder of the element in octets.
Octet 3 is coded as follows:
	RR mode

Bit

8 7

0 0
dedicated mode (i.e. dedicated channel)
0 1
group transmit mode (i.e. voice group channel)
Other values are reserved for future use.

Group cipher key number

Bit

6 5 4 3

0 0 0 0
no ciphering

0 0 0 1
cipher key number 1

0 0 1 0
cipher key number 2

0 0 1 1
cipher key number 3

0 1 0 0
cipher key number 4

0 1 0 1
cipher key number 5

0 1 1 0
cipher key number 6

0 1 1 1
cipher key number 7

1 0 0 0
cipher key number 8

1 0 0 1
cipher key number 9

1 0 1 0
cipher key number A

1 0 1 1
cipher key number B

1 1 0 0
cipher key number C

1 1 0 1
cipher key number D

1 1 1 0
cipher key number E

1 1 1 1
cipher key number F

Listener status
Bit

2

0
false (i.e. VGCS talking subscriber has not been a listener of the group call)
1 
true (i.e. VGCS talking subscriber has been a listener of the group call)
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