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RADIO BEARER CONTROL PROCEDURES

1. Introduction

The goal of this document is to define radio bearer control procedures for GERAN.  This document is based on message and IE descriptions that are already specified in 25.331. All information elements that are clearly inapplicable for GERAN have been removed. Most of the information elements that are included in this document are subject to further evaluation. 

2. Radio bearer control procedures

The radio bearer control procedures which are defined in the present document are: Radio bearer setup, Radio bearer setup complete, Radio bearer setup failure, Radio bearer reconfiguration, Radio bearer reconfiguration complete, Radio bearer reconfiguration failure, Radio bearer release, Radio bearer release complete and Radio bearer release failure.

2.1 Radio bearer establishment

See Reconfiguration procedures (2.2).

2.2 Reconfiguration procedures
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Figure 1: Radio Bearer Establishment, normal case
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Figure 2: Radio Bearer Establishment, MS reverts to old configuration
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Figure 3: Radio bearer reconfiguration, normal flow
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Figure 4: Radio bearer reconfiguration, failure case
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Figure 5: Radio Bearer Release, normal case
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Figure 6: Radio Bearer Release, MS reverts to old configuration

2.2.1  General
Reconfiguration procedures include the following procedures:

-
the radio bearer establishment procedure;

-
radio bearer reconfiguration procedure;

-
the radio bearer release procedure;



The radio bearer establishment procedure is used to establish new radio bearer(s).

The radio bearer reconfiguration procedure is used to reconfigure parameters for a radio bearer.

The radio bearer release procedure is used to release radio bearer(s)



2.2.2 Initiation

To initiate any one of the reconfiguration procedures, GERAN should:

-
configure new radio links in any new physical channel configuration;

-
start transmission and reception on the new radio links;

-
for a radio bearer establishment procedure:

-
transmit a RADIO BEARER SETUP message on the   main DCCH or SRB2 using AM RLC;
-
for a radio bearer reconfiguration procedure:

-
transmit a RADIO BEARER RECONFIGURATION message on the main DCCH or SRB2 using AM RLC ;

-
for a radio bearer release procedure:

-
transmit a RADIO BEARER RELEASE message on the main DCCH or SRB2 using AM RLC ;

-




-
if the reconfiguration procedure is simultaneous with SBSS relocation procedure, and ciphering and/or integrity protection are activated:

-
transmit new ciphering and/or integrity protection information to be used after reconfiguration.

-

-

-



GERAN should take the MS capabilities into account when setting the new configuration. If the message is used to initiate a transition from RRC Cell_Dedicated to RRC Cell_shared, the RRC will allocate the new physical resources.

2.2.3 Reception of RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE message by the MS
The MS shall be able to receive any of the following messages:

-
RADIO BEARER SETUP message; or

-
RADIO BEARER RECONFIGURATION message; or

-
RADIO BEARER RELEASE message; or

-



If the MS receives:

-
a RADIO BEARER SETUP message; or

-
a RADIO BEARER RECONFIGURATION message; or

-
a RADIO BEARER RELEASE message; or

-


it shall:

-
set the variable ORDERED_RECONFIGURATION to TRUE;

-
may first release the current physical channel configuration and

-
then establish a new physical channel configuration and act upon all received information elements as specified in subclause [new ref!]





-

.
If the MS is remaining in RRC Cell_Dedicated after state transition, the physical parameters are sent for TCH or PDTCH channels.
If after state transition the MS enters RRC CELL_Shared state,   no physiscal layer parameters are indicated. RLC/MAC entity will take care of resources assignment.
-



:


















The MS shall transmit a response message as specified in[new ref to be added!], setting the information elements as specified below. The MS shall:

-
if the received reconfiguration message included the IE "Downlink counter synchronisation info":

-
calculate the START value according to subclause [new ref.!]
-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info
";

-
if the received reconfiguration message did not include the IE "Downlink counter synchronisation info
":

-
if the variable START_VALUE_TO_TRANSMIT is set:

-
include and set the IE "START" to the value of that variable;

-
if the variable START_VALUE_TO_TRANSMIT is not set and the IE "New G-RNTI" is included:

-
calculate the START value according to subclause[new ref.!];

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info
";

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
set the IE "RRC transaction identifier
" to the value of "RRC transaction identifier
" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the variable PDCP_SN_INFO is not empty:

-
include the IE "RB with PDCP information list" and set it to the value of the variable PDCP_SN_INFO;

-


-
if the IE "Integrity protection mode info" was present in the received reconfiguration message:

-
start applying the new integrity protection configuration in the uplink for RB#2
 from and including the transmitted response message;

If after state transition the MS enters RRC CELL_Shared or RRC GRA_PCH state, the MS shall, after the state transition and transmission of the response message:

-
if the IE "Frequency info" is included in the received reconfiguration message:

-
select a suitable GRA cell according to [new ref!]on that frequency;

-
if the IE "Frequency info" is not included in the received reconfiguration message:

-
select a suitable GRA cell according to [new ref!]
-





-


-
if the UE enters RRC CELL_ Shared state,  the RLC/MAC allocates the resources and the MS selected another cell than indicated by this IE:

-
initiate a cell update procedure according to subclause [new ref!] using the cause "cell reselection";

-
when the cell update procedure completed successfully:

-
The procedure ends;

-
if the MS enters RRC GRA_PCH state, and after cell selection the criteria for GRA update caused by "GRA reselection" according to subclause [new ref!]is fulfilled:

-
initiate a GRA update procedure according to subclause [new ref!] using the cause "GRA reselection";

-
when the GRA update procedure completed:

-
The procedure ends.

2.2.4 Transmission of a response message by the MS, normal case

In case the procedure was triggered by reception of a RADIO BEARER SETUP message, the MS shall:

-
if the MS is not in RRC CELL_Dedicated prior to this procedure and will be in RRC CELL_Dedicated state at the conclusion of this procedure:

-
include the IE "COUNT-C activation time
" in the response message and specify a CFN value other than the default, "Now" for this IE;

-
transmit a RADIO BEARER SETUP COMPLETE as response message on the  main DCCH or SRB2 using AM  ;
In case the procedure was triggered by reception of a RADIO BEARER RECONFIGURATION message, the MS shall:

-
if the MS will be in RRC CELL_Dedicated state at the conclusion of this procedure:

-
include the IE "COUNT-C activation time" in the response message and specify a CFN value other than the default, "Now" for this IE;

-
transmit a RADIO BEARER RECONFIGURATION COMPLETE as response message on the main DCCH or SRB2 using AM RLC
In case the procedure was triggered by reception of a RADIO BEARER RELEASE message, the MS shall:

-
if the MS will be in  RRC CELL_Dedicated state at the conclusion of this procedure:

-
include the IE "COUNT-C activation time" in the response message and specify a CFN
 value other than the default, "Now" for this IE;

-
transmit a RADIO BEARER RELEASE COMPLETE as response message on the main DCCH or SRB2 using AM RLC;









If the new state is RRC CELL_Dedicated   the response message shall be transmitted using the new configuration after the state transition, and the MS shall:

-
if the variable PDCP_SN_INFO is empty:

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
when RLC has confirmed the successful transmission of the response message:

-
notify upper layers upon change of the security configuration;

-
perform the actions below;

-
if the received reconfiguration message did not contain the IE "Ciphering mode info":

-
when RLC has been requested to transmit the response message:

-
perform the actions below;

-
if the variable PDCP_SN_INFO is non-empty:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS 
is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
perform the actions below.

If the new state is RRC Cell_Shared or RRC GRA_PCH, the response message shall be transmitted using the old configuration before the state transition and the MS shall:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS 
is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
enter the new state ( RRC CELL_Shared or RRC GRA_PCH, respectively);

-
perform the actions below.

The MS shall:

-
set the variable ORDERED_RECONFIGURATION 
to FALSE;

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the variable START_VALUE_TO_TRANSMIT.

2.2.4.1 Reception of a response message by the GERAN, normal case

When GERAN has received

-
the RADIO BEARER SETUP COMPLETE message; or

-
the RADIO BEARER RECONFIGURATION COMPLETE message; or

-
the RADIO BEARER RELEASE COMPLETE message; 
-


GERAN may delete the old configuration.


.

If the IE "COUNT-C activation time" is included, GERAN should only begin incrementing the COUNT-C for radio bearers that are mapped on TM-RLC at the CFN
 indicated in this IE.

The procedure ends on the GERAN side.
2.2.5 Unsupported configuration in the MS

If the GERAN instructs the MS to use a configuration, which it does not support and/or if the received message causes the variable UNSUPPORTED_CONFIGURATION to be set to TRUE, the MS shall:

-
transmit a failure response as specified in subclause [new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier
"; and

-
set it to the value of "RRC transaction identifier
" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "configuration unsupported";

-
set the variable UNSUPPORTED_CONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.
2.2.6 
Physical channel failure

A physical channel failure occurs in case the criteria defined in subclause 8.5.4 are not fulfilled.

If the received message caused the MS to be in RRC CELL_Dedicated state and the MS failed to establish the dedicated physical channel(s) indicated in the received message the MS shall:

-
revert to the configuration prior to the reception of the message (old configuration);

-
if the old configuration includes dedicated physical channels (RRC CELL_Dedicated state) and the MS is unable to revert to the old configuration:

-
initiate a cell update procedure according to subclause [new ref!], using the cause "radio link failure";

-
after the cell update procedure has completed successfully:

-
proceed as below;

-
if the old configuration does not include dedicated physical channels (RRC CELL_Shared state):

-
select a suitable GRA cell according to [new ref!];

-
if the MS selects another cell than the cell the MS camped on upon reception of the reconfiguration message:

-
initiate a cell update procedure according to subclause[new ref!], using the cause "Cell reselection";

-
after the cell update procedure has completed successfully:

-
proceed as below;

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identi
fier"; and

-
set it to the value of "RRC transaction identifier
" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-

-
set the variable ORDERED_RECONFURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received;

The procedure ends.
2.2.7 Cell re-selection

If the MS performs cell re-selection during the reconfiguration procedure, the MS shall:

-
initiate a cell update procedure, as specified in subclause[new ref!];

-

2.2.8 
Transmission of a response message by the MS, failure case

The MS shall:

-
in case of reception of a RADIO BEARER SETUP message:

-
if the radio bearer establishment procedure affects several radio bearers:

-
(may) include the identities of the radio bearers for which the procedure would have been successful into the RADIO BEARER SETUP FAILURE message;

-
transmit a RADIO BEARER SETUP FAILURE as response message on the main DCCH or SRB2 using AM RLC;

-
in case of reception of a RADIO BEARER RECONFIGURATION message:

-
if the radio bearer reconfiguration procedure affects several radio bearers:

-
(may) include the identities of the radio bearers for which the procedure would have been successful into the RADIO BEARER RECONFIGURATION FAILURE message;

-
transmit a RADIO BEARER RECONFIGURATION FAILURE as response message on the main DCCH or SRB2 using AM RLC;

-
in case of reception of a RADIO BEARER RELEASE message:

-
if the radio bearer release procedure affects several radio bearers:

-
(may) include the identities of the radio bearers for which the procedure would have been successful into the RADIO BEARER RELEASE FAILURE message;

-
transmit a RADIO BEARER RELEASE FAILURE as response message on the main DCCH or SRB2 using using AM RLC;






-
when the response message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if no reconfiguration attempt had occurred.

2.2.9 
Reception of a response message by the GERAN, failure case

When the GERAN has received

-
the RADIO BEARER SETUP FAILURE message; or

-
the RADIO BEARER RECONFIGURATION FAILURE message; or

-
the RADIO BEARER RELEASE FAILURE message; or

-

the GERAN may restore the old and delete the new configuration. Upper layers should be notified of the failure.

The procedure ends on the GERAN side.
2.2.10 
Invalid configuration

If the variable INVALID_CONFIGURATION is set to TRUE the MS shall:

-
keep the configuration existing before the reception of the message;

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier
"; and

-
set it to the value of "RRC transaction identifier
" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "invalid configuration";

-
set the variable INVALID_CONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received;

The procedure ends.

2.2.11 
Incompatible simultaneous reconfiguration

If the table "Rejected transactions" in the variable TRANSACTIONS is set due to the received message and the variable PROTOCOL_ERROR_REJECT is set to FALSE, the MS shall:

-
not apply the configuration contained in the received reconfiguration message;

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier
"; and

-
set it to the value of "RRC transaction identifier
" in the entry for the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "incompatible simultaneous reconfiguration";

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received;

The procedure ends.
2.2.11.1 
Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION is set to TRUE due to the received reconfiguration message, the MS shall:

-
transmit a failure response message as specified in subclause [new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier
"; and

-
set it to the value of "RRC transaction identifier
" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "incompatible simultaneous reconfiguration";

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.
2.2.12 
Cell update procedure during security reconfiguration

If:

-
a cell update procedure according to subclause [new ref!] is initiated; and

-
the received SECURITY MODE CONTROL message causes either,

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS to be set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to be set to TRUE;

the MS shall:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

-
transmit a failure response message as specified in subclause [new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier 
"; and

-
set it to the value of "RRC transaction identifier 
" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "cell update occurred";

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.
2.2.13 Invalid received message

If the received reconfiguration message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT 
to be set to TRUE according to[new ref!], the MSshall perform procedure specific error handling as follows. The MS shall:

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier
"; and

-
set it to the value of "RRC transaction identifier
" in the entry for the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "protocol error";

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION
.

The procedure ends.
2.3 Radio bearer release

See subclause 8.2.2 (Reconfiguration procedures).

2.3.1 
2.4 Radio bearer reconfiguration

See subclause 8.2.2 (Reconfiguration procedures).

3. Structure of the messages

RB type determines the configuration of PDCP/RLC/MAC/ PHY layers
	
	

	
	
	
	
	

	
	
	
	
	

	

	

	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	


	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



3.1  RADIO BEARER SETUP

This message is sent by GERAN to the MS to establish new radio bearer(s). 

Logical channel: main DCCH or SRB2

RLC-SAP: AM
Direction: GERAN ( MS

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS Information Elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Integrity protection mode info
	O
	
	Integrity protection mode info 
	At least 2 spare values, Criticality: reject, are needed

The IE is mandatory if the IE "Integrity protection mode command" has the value "start ", otherwise it is not needed in the message.

The IE is only present if the IE "Integrity protection mode command" has the value "modify"

	Ciphering mode info
	O
	
	Ciphering mode info 
	This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed.

	Starting time
	M
	
	44.18-10.5.2.38 Starting time procedures
	[Note: replaces the Activation Time that is used in UTRAN.]

	New G-RNTI
	O
	
	G-RNTI 
	The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN

	RRC state identifier
	M
	
	43.051 
	The element shows the possible states in case of Iu mode

	CN Information Elements
	
	
	
	

	CN Information info
	O
	
	CN Information info 
	Identifies the type of core network domain. Enumerated (CS domain, PS domain)

	GERAN mobility information elements
	
	
	
	

	GRA identity
	
	
	GRA identity 
	Gives the identity of the GERAN Registration Area

	RB Information Elements
	
	
	
	

	Signalling RB information to setup list [
	
	1 to <maxSRBsetup>
	
	For each signalling radio bearer established

	>Signalling RB information to setup
	M
	
	
	

	RAB information to setup list 
	O
	1 to <maxRABsetup>
	
	For each RAB established

	>RAB information for setup
	M
	
	
	

	RB information to be affected list
	O
	1 to <maxRB>
	
	RB information affected are RB mapping info and RB identity.

	>RB information to be affected
	M
	
	
	

	RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

	>RB with PDCP information
	M
	
	RB with PDCP information


	

	Quality target parameters
	FFS
	
	
	[Note: QoS parameters are FFS]

	PhyCH information elements
	
	
	
	

	
	
	
	
	

	Common paramters for TCH and PDTCH
	
	
	
	

	>TN
	M
	
	Channel description 10.5.2.5-44.018 
	The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

	> ARFCN
	M
	
	Channel description 10.5.2.5-44.018
	The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

	> MAIO
	M
	
	Channel description 10.5.2.5-44.018
	The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.

	
	
	
	
	

	CHOISE logical channel type
	
	
	
	

	>TCH parameters
	C
	
	
	

	
	
	
	
	

	>>channel type
	
	
	Channel description 10.5.2.5-44.018 
	Channel type field is 5 bits (number of bits needed is FFS) 

	
	
	
	
	

	>>TSC
	
	
	Channel description 10.5.2.5-44.018 
	The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002



	
	
	
	
	

	>>Indirect encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>>MA_NUMBER_IND
	
	
	Channel description 10.5.2.5-44.018
	The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

	>>>> CHANGE_MARK_1
	
	
	Channel description 10.5.2.5-44.018
	The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



	>>Direct encoding of hopping RF channel configuration
	
	
	
	

	>>> HSN 
	
	
	Channel description 10.5.2.5-44.018
	The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

	>>Fast_power_control
	C
	
	Boolean

Stage2-43.051
	Fast power control parameter which takes two values on or off.

	>>Coding scheme
	
	
	Enumerated

(,)
	Modulation schemes used for RB : 43.051 Annex A

	>>Description of the multislot configuration
	C
	
	Multislot Allocation
10.5.2.21b-44.018
	This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.

	
	
	
	
	

	>PDTCH parameters
	C
	
	
	

	>>MEASUREMENT_INTER-VAL (5 bit field)
	
	
	
	If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

	>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)

	
	
	
	This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

	>>PDTCH rate
	C
	
	Enumerated

(full,half)
	43.051-Annex. A


3.2 RADIO BEARER SETUP COMPLETE

This message is sent by MS to confirm the establishment of the radio bearer.


Logical channel: main DCCH or SRB2 

RLC-SAP: AM

Direction: MS ( GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Uplink integrity protection activation info
	O
	
	Integrity protection activation info 
	This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers

	RB Information elements
	
	
	
	

	COUNT-C activation time
	O
	
	Activation time


	Used for radio bearers mapped on RLC-TM. Only applicable if the MS is moving to RRC CELL_Dedicated state due to this procedure

	PDCP contains for header removal 
	O
	
	HR info
	

	Radio bearer uplink ciphering activation time info
	
	
	RB activation time info


	This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers



	Uplink counter synchronisation info(FFS)
	O
	
	
	

	>RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

	>>RB with PDCP information
	M
	
	RB with PDCP information


	

	>START list
	M
	1 to <maxCNdomains>
	
	START [40] values for all CN domains.

	>>CN domain identity
	M
	
	CN domain identity
	


3.3  RADIO BEARER SETUP FAILURE

This message is sent by MS, if it does not support the configuration given by GERAN.

Logical channel:  main DCCH or SRB2 

RLC-SAP: AM


Direction: MS(GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Failure cause
	M
	
	Failure cause and error information


	Cause for failure to perform the requested procedure

	RB information elements
	
	
	
	

	Radio bearers for which reconfiguration would have succeeded
	O
	1.to.<maxRB>
	
	

	>Radio bearer for which reconfiguration would have succeeded
	M
	
	RB identity
	


3.4  RADIO BEARER RECONFIGURATION

This message is sent from GERAN to reconfigure parameters related to a change of QoS. 

RLC-SAP: AM

Logical channel:  main DCCH or SRB2 


Direction: GERAN ( MS

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	
	
	
	
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Integrity protection mode info
	O
	
	Integrity protection mode info 
	

	Ciphering mode info
	O
	
	Ciphering mode info 
	This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed

	Starting time
	M
	
	44.18-10.5.2.38 Starting time procedures
	[Note: replaces the Activation Time that is used in UTRAN.]

	New G-RNTI
	O
	
	G-RNTI 
	The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN

	RRC state indicator
	M
	
	43.051
	The element shows the possible states in case of Iu mode

	CN information elements
	
	
	
	

	CN Information info
	O
	
	CN Information info 
	Identifies the type of core network domain. Enumerated (CS domain, PS domain)

	GERAN mobility information elements
	
	
	
	

	GRA identity
	O
	
	GRA identity 
	Gives the identity of the GERAN Registration Area

	RB information elements
	
	
	
	

	RAB information to reconfigure list
	O
	1 to < maxRABsetup >
	
	

	>RAB information to reconfigure
	M
	
	RAB information to reconfigure 
	

	RB information to reconfigure list
	O
	1to <maxRB>
	
	

	>RB information to reconfigure
	M
	
	RB information to reconfigure 
	

	RB information to be affected list
	O
	1 to <maxRB>
	
	

	>RB information to be affected
	M
	
	RB information to be affected 
	

	Quality target parameters
	FFS
	
	
	[Note: QoS parameters are FFS]

	PhyCH information elements
	
	
	
	

	
	
	
	
	

	Common paramters for TCH and PDTCH
	
	
	
	

	>TN
	M
	
	Channel description 10.5.2.5-44.018 [
	The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

	> ARFCN
	M
	
	Channel description 10.5.2.5-44.018 
	The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

	> MAIO
	M
	
	Channel description 10.5.2.5-44.018 
	The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.

	
	
	
	
	

	CHOISE logical channel type
	
	
	
	

	>TCH parameters
	C
	
	
	

	
	
	
	
	

	>>channel type
	
	
	Channel description 10.5.2.5-44.018 
	Channel type field is 5 bits (number of bits needed is FFS) 

	
	
	
	
	

	>>TSC
	
	
	Channel description 10.5.2.5-44.018
	The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002



	
	
	
	
	

	>>Indirect encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>>MA_NUMBER_IND
	
	
	Channel description 10.5.2.5-44.018 
	The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

	>>>> CHANGE_MARK_1
	
	
	Channel description 10.5.2.5-44.018 
	The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



	>>Direct encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>> HSN 
	
	
	Channel description 10.5.2.5-44.018 
	The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

	>>Fast_power_control
	C
	
	Boolean

Stage2-43.051
	Fast power control parameter which takes two values on or off.

	>>Coding scheme
	
	
	Enumerated

(,)
	Modulation schemes used for RB : 43.051 Annex A

	>>Description of the multislot configuration
	C
	
	Multislot Allocation
10.5.2.21b-44.018
	This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.

	
	
	
	
	

	>PDTCH parameters
	C
	
	
	

	>>MEASUREMENT_INTER-VAL (5 bit field)
	
	
	
	If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

	>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)

	
	
	
	This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

	>>PDTCH rate
	C
	
	Enumerated

(full,half)
	43.051-Annex. A


3.5  RADIO BEARER RECONFIGURATION COMPLETE

This message is sent from the MS when a RB and signalling link reconfiguration has been done.


Logical channel: main DCCH or SRB2 

RLC-SAP: AM

Direction: MS( GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Uplink integrity protection activation info
	O
	
	Integrity protection activation info 
	This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers

	RB Information elements
	
	
	
	

	COUNT-C activation time
	O
	
	Activation time


	Used for radio bearers mapped on RLC-TM. Only applicable if the MS is moving to RRC CELL_Dedicated state due to this procedure

	Radio bearer uplink ciphering activation time info
	O
	
	RB activation time info


	This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers

	Uplink counter synchronisation info(FFS)
	O
	
	
	

	>RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless serving BSS relocation

	>>RB with PDCP information
	M
	
	RB with PDCP information


	

	>START list
	M
	1 to <maxCNdomains>
	
	START [40] values for all CN domains.

	>>CN domain identity
	M
	
	CN domain identity 
	


3.6 RADIO BEARER RECONFIGURATION FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if the MS failed to establish the physical channel(s).


RLC-SAP: AM

Logical channel:  PDTCH or main DCCH; SRB2

Direction: MS(GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Failure cause
	M
	
	Failure cause and error information


	

	RB information elements
	
	
	
	

	Radio bearers for which reconfiguration would have succeeded
	O
	1.to.<maxRB>
	RB identity, 
	

	>Radio bearer for which reconfiguration would have succeeded
	M
	
	RB identity, 
	

	
	
	
	
	


3.7 RADIO BEARER RELEASE

This message is used by GERAN to release a radio bearer. It can also include modifications to the configurations of physical channels.


Logical channel: PDTCH or main DCCH; SRB2


RLC-SAP: AM 

Direction: GERAN ( MS

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS Information Elements
	
	
	
	

	RRC transaction identifier
	MP
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Integrity protection mode info
	O
	
	Integrity protection mode info 
	

	Ciphering mode info
	O
	
	Ciphering mode info 
	This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed

	Starting time
	M
	
	44.18-10.5.2.38 Starting time procedures
	[Note: replaces the Activation Time that is used in UTRAN.]

	RRC state indicator
	M
	
	43.051
	The element shows the possible states in case of Iu mode

	New G-RNTI
	O
	
	G-RNTI 
	

	CN Information Elements
	
	
	
	

	Signalling Connection release indication
	O
	
	CN domain identity 
	

	CN Information info
	O
	
	CN Information info 
	Identifies the type of core network domain. Enumerated (CS domain, PS domain)

	GERAN mobility information elements
	
	
	
	

	GRA identity
	O
	
	GRA identity 
	GERAN Routing Area identity

	RB Information Elements
	
	
	
	

	RAB information to reconfigure list
	O
	1 to < maxRABsetup >
	
	

	>RAB information to reconfigure
	M
	
	RAB information to reconfigure 
	

	RB information to release list
	M
	1 to <maxRB>
	
	

	>RB information to release
	M
	
	RB information to release 
	

	RB information to be affected list
	O
	1 to <maxRB>
	
	

	>RB information to be affected
	M
	
	RB information to be affected 
	

	RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

	>RB with PDCP information
	M
	
	RB with PDCP information


	

	Quality target parameters
	FFS
	
	
	[Note: QoS parameters are FFS]

	PhyCH information elements
	
	
	
	

	
	
	
	
	

	Common paramters for TCH and PDTCH
	
	
	
	

	>TN
	M
	
	Channel description 10.5.2.5-44.018 
	The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

	> ARFCN
	M
	
	Channel description 10.5.2.5-44.018
	The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

	> MAIO
	M
	
	Channel description 10.5.2.5-44.018 
	The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.

	
	
	
	
	

	CHOISE logical channel type
	
	
	
	

	>TCH parameters
	C
	
	
	

	
	
	
	
	

	>>channel type
	
	
	Channel description 10.5.2.5-44.018 [ 
	Channel type field is 5 bits (number of bits needed is FFS) 

	
	
	
	
	

	>>TSC
	
	
	Channel description 10.5.2.5-44.018
	The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002



	
	
	
	
	

	>>Indirect encoding of hopping RF channel configuration
	
	
	
	

	
	
	
	
	

	>>>MA_NUMBER_IND
	
	
	Channel description 10.5.2.5-44.018 
	The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

	>>>> CHANGE_MARK_1
	
	
	Channel description 10.5.2.5-44.018 
	The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



	>>Direct encoding of hopping RF channel configuration
	
	
	
	

	>>> HSN 
	
	
	Channel description 10.5.2.5-44.018
	The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

	>>Fast_power_control
	C
	
	Boolean

Stage2-43.051
	Fast power control parameter which takes two values on or off.

	>>Coding scheme
	
	
	Enumerated

(,)
	Modulation schemes used for RB : 43.051 Annex A

	>>Description of the multislot configuration
	C
	
	Multislot Allocation
10.5.2.21b-44.018
	This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.

	
	
	
	
	

	>PDTCH parameters
	C
	
	
	

	>>MEASUREMENT_INTER-VAL (5 bit field)
	
	
	
	If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

	>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)

	
	
	
	This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

	>>PDTCH rate
	C
	
	Enumerated

(full,half)
	43.051-Annex. A


3.8 RADIO BEARER RELEASE COMPLETE

This message is sent from the MS when radio bearer release has been completed.


Logical channel: PDTCH or main DCCH; SRB2

RLC-SAP: AM


Direction: MS ( GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm 

	Uplink integrity protection activation info
	O
	
	Integrity protection activation info 
	This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers

	RB Information elements
	
	
	
	

	COUNT-C activation time-FFS
	O
	
	Activation time
	Used for radio bearers mapped on RLC-TM. Only applicable if the UE is moving to CELL_DCH state due to this procedure

	
	
	
	
	

	Uplink counter synchronisation info(FFS)
	O
	
	
	

	>RB with PDCP information list
	O
	1 to <maxRBallRABs>
	
	This IE is needed for each RB having PDCP in the case of lossless S-BSS relocation

	>>RB with PDCP information
	M
	
	RB with PDCP information


	

	>START list
	M
	1 to <maxCNdomains>
	
	START [40] values for all CN domains.

	>>CN domain identity
	M
	
	CN domain identity 
	

	Radio bearer uplink ciphering activation time info
	O
	
	RB activation time info


	This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers


3.9 RADIO BEARER RELEASE FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if radio bearer can not be released.


Logical channel: PDTCH or main DCCH; SRB2


RLC-SAP: AM

Direction: MS(GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	M
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	M
	
	RRC transaction identifier 
	

	Integrity check info
	C
	
	Integrity check info 
	IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

	Failure cause
	M
	
	Failure cause and error information


	Cause for failure to perform the requested procedure

	RB information elements
	
	
	
	

	Radio bearers for which reconfiguration would have succeeded
	O
	1.to.<maxRB>
	RB identity, 
	

	>Radio bearer for which reconfiguration would have succeeded
	M
	
	RB identity, 
	


3.10 MESSAGE PARAMETERS

3.10.1 MS Information elements 

3.10.1.1. 
Starting time

The Starting Time information element is coded as shown in figure 10.5.2.38/3GPP TS 44.018.

3.10.1.2 
Ciphering Algorithm

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Ciphering algorithm
	M
	
	
	


3.10.1.3
Ciphering mode info

This information element contains the ciphering specific security mode control information.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Ciphering mode command
	M
	
	Enumerated (start/restart, stop)
	

	Ciphering algorithm 
	 
	
	Ciphering algorithm 
	

	Radio bearer downlink ciphering activation time info
	O
	
	RB activation time info, 
	


3.10.1.4
Initial MS identity

This information element identifies the MS at a request of an RRC connection.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CHOICE MS id type
	M
	
	
	At least 8 spare choices, Criticality: reject, is needed

	>IMSI (GSM-MAP)
	
	
	IMSI (GSM-MAP) 
	

	>TMSI and LAI (GSM-MAP)
	
	
	
	

	>>TMSI (GSM-MAP)
	M
	
	TMSI (GSM-MAP) 
	

	 >>LAI (GSM-MAP)
	M
	
	Location Area Identification 
	

	>P-TMSI and RAI (GSM-MAP)
	
	
	
	

	>>P-TMSI (GSM-MAP)
	M
	
	P-TMSI (GSM-MAP) 
	

	>>RAI (GSM-MAP)
	M
	
	Routing Area Identification 
	

	>IMEI
	
	
	IMEI 10.3.1.5
	

	>ESN (DS-41)
	
	
	TIA/EIA/IS-2000-4
	

	>IMSI (DS-41)
	
	
	TIA/EIA/IS-2000-4
	

	>IMSI and ESN (DS-41)
	
	
	TIA/EIA/IS-2000-4
	

	>TMSI (DS-41)
	
	
	TIA/EIA/IS-2000-4
	


3.10.1.5 
Integrity check info

The Integrity check info contains the RRC message sequence number needed in integrity protection 

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message authentication code
	M
	
	
	

	RRC Message sequence number
	M
	
	
	


3.10.1.6 
Integrity protection activation info

This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RRC message sequence number list
	M
	
	
	

	>RRC message sequence number
	M
	
	
	


3.10.1.7
Integrity protection Algorithm

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Integrity protection algorithm
	M
	
	
	


3.10.1.8
Integrity protection mode info

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Integrity protection mode command
	M
	
	
	

	Downlink integrity protection activation info
	
	
	
	

	Integrity protection algorithm 
	O
	
	
	

	Integrity protection initialization number
	
	
	
	


3.10.1.9
PDCP capability

Indicates which algorithms and which value range of their parameters are supported by the MS.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Support for lossless Serving BSC relocation
	M
	
	Boolean
	TRUE means supported

	Support for RFC2507
	M
	
	Boolean
	TRUE means supported

	Max HC context space
	C-hc_sup
	
	Integer(512, 1024, 2048, 4096, 8192)
	Maximum header compression context space in bytes supported by the MS

At least 3 spare values needed, criticality: reject


	Condition
	Explanation

	hc_sup
	Presence is mandatory if IE Support for RFC 2507 = TRUE. Otherwise this field is not needed in the message


3.10.10
G-RNTI

The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Serving BSC identity
	M
	
	bit string(12)
	

	RNTI
	M
	
	bit string(20)
	


3.10.2 3.10.2
CN Information elements

3.10.2.1
CN domain identity

Identifies the type of core network domain. 

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CN domain identity
	M
	
	Enumerated (CS domain, PS domain, Don't care
	Identifies the core network identity

At least one spare value needed.


3.10.3 3.10.3
GERAN mobility Information elements 

3.10.3.1
GRA identity

Gives the identity of the GERAN Registration Area. It can be used to indicate to the MS which GRA it shall use in case of overlapping GRAs.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	GRA identity
	M
	
	bit string(16)
	GERAN Registration Area


3.10.4 Radio Bearer Information elements

3.10.4.1
PDCP info

The purpose of the PDCP info IE is to indicate which algorithms shall be established and to configure the parameters of each of the algorithms.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	PDCP mode
	
	
	Enumerated (transparent, non-transparent)
	Transparent or 

Non-transparent

Only Non-transparent mode is used in case of Conversational RB

	Support for lossless Serving BSC relocation
	C- LosslessCriteria
	
	Boolean
	TRUE means support

	Max PDCP SN
	CLossless
	
	Integer (255, 65535)
	Maximum PDCP sequence number. Default value is 65535.

	PDCP PDU header
	M
	
	Enumerated (present, absent)
	Whether a PDCP PDU header is existent or not. Default value is "present"

	Header compression information
	O
	1 to <maxPDCPAlgoType>
	
	

	>CHOICE algorithm type
	M
	
	
	 7 spare values needed, criticality: reject 

Note: new algorithm for Header Removal is needed.

	>>RFC2507
	
	
	
	Header compression according to IETF standard RFC2507

	>>>F_MAX_PERIOD
	M
	
	Integer (1..65535)
	Largest number of compressed non-TCP headers that may be sent without sending a full header. Default value is 256.

	>>>F_MAX_TIME
	M
	
	Integer (1..255)
	Compressed headers may not be sent more than F_MAX_TIME seconds may after sending last full header. Default value is 5.

	>>>MAX_HEADER
	M
	
	Integer (60..65535)
	The largest header size in octets that may be compressed. Default value is 168.

	>>>TCP_SPACE
	M
	
	Integer (3..255)
	Maximum CID value for TCP connections. Default value is 15.

	>>>NON_TCP_SPACE
	M
	
	Integer (3..65535)
	Maximum CID value for non-TCP connections. Default value is 15.

	>>>EXPECT_REORDERING
	M
	
	Enumerated (reordering not expected, reordering expected)
	Whether the algorithm shall reorder PDCP SDUs or not. Default value is "reordering not expected".


	Condition
	Explanation

	LosslessCriteria
	This IE is present only if the IE "RLC mode" is "Acknowledged" and the IE "In-sequence delivery " is "True".

	Lossless
	This IE shall be present if the IE "Support for lossless Serving BSC relocation" Is TRUE, otherwise it shall be absent.


3.10.4.2
PDCP SN info

	Information Element/Group name
	Need
	Multi
	Type and Reference
	Semantics description

	Receive PDCP sequence number
	M
	
	Integer(0..65535)
	The PDCP sequence number which the sender of the message is expecting next to be received.


3.10.4.3
Predefined configuration identity
This information element identifies a pre- defined radio parameter configuration.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Predefined radio configuration identity
	M
	
	Integer (0..15)
	


3.10.4.4
Predefined configuration value tag

This information element is used to identify different versions of a radio bearer configuration as may be used within one PLMN e.g. to support different GERAN implementations.

	Information Element/Group name
	Need
	Multi
	Type and Reference
	Semantics description

	Predefined configuration value tag
	M
	
	Integer(0..15)
	


3.10.4.5
Predefined RB configuration-FFS
This information element concerns a pre- defined configuration of radio bearer parameters

	Information Element/Group name
	Need
	Multi
	Type and Reference
	Semantics description

	Signalling radio bearer information 
	
	
	
	

	Signalling RB information to setup List
	O
	
	
	For each signalling radio bearer

	>Signalling RB information to setup
	O
	
	
	

	RB information
	
	
	
	

	RB information to setup list
	M
	
	
	

	>RB information to setup
	M
	
	
	


3.10.4.6
RAB info

This IE contains information used to uniquely identify a radio access bearer.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RAB identity
	M
	
	RAB identity 
	

	CN domain identity
	M
	
	CN domain identity 
	

	NAS Synchronization Indicator
	O
	
	RAB NAS Synchronization info 
	

	Re-establishment timer
	M
	
	Re-establishment timer 
	


3.10.4.7
RAB info short

This IE contains information used to uniquely identify a radio access bearer.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RAB identity
	M
	
	RAB identity 
	

	NAS Synchronization Indicator
	O
	
	NAS Synchronization indicator 
	

	CN domain identity
	M
	
	CN domain identity 
	


3.10.4.8
RAB information for setup

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RAB info
	M
	
	RAB info 
	

	RB information to setup list
	M
	1 to <maxRBperRAB>
	
	

	>RB information to setup
	M
	
	RB information to setup

	


3.10.4.9
RAB information to reconfigure

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RAB identity
	M
	
	RAB Identity 
	

	CN domain identity
	M
	
	CN domain identity 
	

	 NAS synchronization indicator
	M
	
	RAB NAS Synchronization info 
	


3.10.4.10
NAS Synchronization info

This IE contains information used to uniquely identify a radio access bearer.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	NAS Synchronization info
	M
	
	Bitstring(4)
	


3.10.4.11
RB activation time info

This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Radio bearer activation time
	O
	1 to <maxRB>
	
	

	>RB identity
	M
	
	RB identity 
	

	>RLC sequence number
	M
	
	Integer (0..

4095)
	RLC SN [TS 25.322]


3.10.4.12
RB identity

An identification number for the radio bearer affected by a certain message.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	Integer(0..31)
	Values 0-4 shall only be used for signalling radio bearers


3.10.4.13
RB information to be affected

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 
	


3.10.4.14
RB information to reconfigure
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 
	

	PDCP info
	O
	
	PDCP info 
	

	PDCP SN info
	C PDCP
	
	PDCP SN info


	PDCP sequence number info from the network. Present only in case of lossless Serving BSC relocation.

	CHOICE RLC info type
	O
	
	
	

	>RLC info
	
	
	RLC info 
	

	>Same as RB
	
	
	RB identity 
	Identity of RB with exactly the same values for IE "RLC info" 

	RB suspend/resume
	O
	
	Enumerated(suspend, resume)
	


	Condition
	Explanation

	PDCP
	This IE is optional only if "PDCP info" is present. Otherwise it is absent.


3.10.4.15
RB information to release
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 
	


3.10.4.16
RB information to setup

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 
	

	PDCP info
	O
	
	PDCP info 
	

	RLC info
	M
	
	RLC info 
	


	Multi Bound
	Explanation

	MaxSetupRBcount
	The maximum number of RBs to setup.


3.10.4.17
3.10.4.18
RB with PDCP information

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 
	

	PDCP SN info
	M
	
	PDCP SN info 
	PDCP sequence number info from the sender of the message for lossless Serving BSC relocation.


3.10.4.19
RLC info

The content of RLC info.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	>CHOISE RLC mode-
	M
	
	
	Indicates if Acknowledged, Unacknowledged or Transparent mode RLC shall be used. 

One spare value needed, criticality: reject.

	>>AM RLC
	C
	
	
	Both MAC Dedicated and MAC Shared

	
	
	
	
	

	>>>resegment IE
	C
	
	
	This information element defines whether retransmitted uplink RLC data blocks shall be resegmented or not

RESEGMENT IE
0    Retransmitted RLC data blocks shall not be resegmented
1  Retransmitted RLC data blocks shall be resegmented according to commanded MCS

	>>>in-sequency  delivery
	C
	
	Boolean
	TRUE indicates that RLC shall preserve the order of higher layer PDUs when these are delivered.

FALSE indicates that receiving RLC entity could allow SDUs to be delivered to the higher layer in different order than submitted to RLC sublayer at the transmitting side.

	>>>transmission RLC discard
	O
	
	
	Choice of SDU discard 

	>>>EGPRS window size
	C
	
	
	This field is encoded as the EGPRS window size IE in the PACKET UPLINK ASSIGNMENT message in GSM 04.60

	>>UM RLC
	C
	
	
	Both MAC Dedicated and MAC Shared.

	>>>EGPRS window size
	C
	
	
	This field is encoded as the EGPRS window size IE in the PACKET UPLINK ASSIGNMENT message in GSM 04.60

	
	
	
	
	

	>>TM RLC
	C
	
	
	Only in case that MAC mode is Dedicated.


NOTE

This information element is included within IE "Predefined RB configuration"

3.10.4.19.1 Transmission RLC Discard-FFS

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CHOICE SDU Discard Mode
	M
	
	
	


3.10.4.20
Signalling RB information to setup 

.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RB identity

	M
	
	
	

	CHOICE RLC info type
	M
	
	
	

	>RLC info
	
	
	
	

	
	M
	
	
	


NOTE

This information element is included within IE "Predefined RB configuration"
3.10.5 RRC state indicator

In case of Iu-mode the RRC state identifier is defined.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RRC State indicator
	M
	
	Enumerated( RRCCELL_Dedicated, RRC CELL_Shared, RRC GRA_PCH)
	


3.10.6 RB COUNT-C MSB information-FFS

The MSB of the COUNT-C values of the radio bearer.

	Information Element/Group name
	Needed
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 10.3.4.16
	

	COUNT-C-MSB-uplink
	M
	
	Integer (0..

2^25-1)
	25 MSBs from COUNT-C associated to this RB

	COUNT-C-MSB-downlink
	M
	
	Integer (0..

2^25-1)
	25 MSBs from COUNT-C associated to this RB


3.10.7 RB COUNT-C information-FFS

The COUNT-C values of the radio bearer.

	Information Element/Group name
	Needed
	Multi
	Type and reference
	Semantics description

	RB identity
	M
	
	RB identity 10.3.4.16
	

	COUNT-C-uplink
	M
	
	Integer (0..

2^32-1)
	

	COUNT-C-downlink
	M
	
	Integer (0..

2^32-1)
	


3.10.8 RRC transaction identifier

This IE contains an identification of the RRC procedure transaction local for the type of the message this IE was included within.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RRC transaction identifier
	M
	
	Integer (0..3)
	


3.10.9 Protocol error cause

This IE indicates the cause for a message or information which was not comprehended.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Protocol error cause
	M
	
	Enumerated (ASN.1 violation or encoding error, Message type non-existent or not implemented, Message not compatible with receiver state, Information element value not comprehended, Conditional information element error, Message extension not comprehended)
	At least one spare value needed.


3.10.10 Protocol error indicator

This IE indicates whether a message was transmitted due to a protocol error or not.
	Information Element/Group name
	Need
	Multi
	Type and Reference
	Semantics description

	Protocol error indicator
	M
	
	Boolean
	TRUE means a protocol error occurred. FALSE means a protocol error did not occur.


3.10.11 Failure cause

Cause for failure to perform the requested procedure. 

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Failure cause
	M
	
	Enumerated (configuration unsupported, physical channel failure, incompatible simultaneous reconfiguration, protocol error, compressed mode runtime error, cell reselection, invalid configuration, configuration incomplete, unsupported measurement)
	At least one spare value needed.
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