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1.  Introduction

A set of principles applicable to the transfer of Packet Adaptation Specific Non-Access Stratum (PASNAS) information from the UE to the RAN to help the RAN in selection of an appropriate adaptation scheme has been introduced in a companion document (GP-011603).

The initial use of this information within the GERAN is to help the GERAN decide whether or not it can use Header Removal when receiving a bearer request. In order to be able to use Header Removal, the GERAN must know that a particular bearer will be used to carry RTP packets, and that the data within these packets is encoded according to a Codec for which the GERAN supports an appropriate channel coding scheme. In addition, the application on the MS must not object to the use of Header Removal; such a situation might arise due to the application applying encryption to the traffic, or requiring a bit identical encoding of its traffic (for example, as application level integrity protection had been applied to the traffic).

It is possible that this information might be used to select appropriate traffic-specific (“aggressive”) header compression schemes as well, as these are developed for different kinds of traffic. However, its use in this regard is for further study, and the immediate focus is on the Header Removal applicability decision.

This document covers an initial set of information in this “Packet Adaptation Specific Non-Access-Stratum Information” group, focussing on the needs of the GERAN and Header Removal for simple voice calls in packet mode.

2.  Proposal

The immediate user of this PASNAS information is GERAN in helping to select whether or not Header Removal is appropriate (and the particular channel coding scheme that should be used).

However, consideration should also be given to the generality of the data; it may be useful to the UTRAN as well. Thus, although the GERAN with Header Removal needs to know the Codec used for the traffic carried in a bearer, a more general traffic type specification should be used to ensure wide applicability and to allow for future developments. 

Likewise (where possible) requirements that the mobile application has on the packet adaptation techniques used should be generalised, rather than being specific to a particular PDCP scheme or Radio Access Technology. Again, this ensures that the information is usable within the UTRAN as well as the GERAN and with future PDCP schemes.

Finally, this PASNAS information is RAN-specific. As such, if it must be relayed from the MS to the RAN via the core network for efficiency reasons, then it must be transferred inside a transparent container. The important principle that the Core Network is service unaware should be maintained, and this information should not affect the operation of the core network in any way, apart from the obvious need to relay this container as an opaque block of data.

Similarly, it is unlikely that it will be needed in configurations that do not use Header Removal (such as the UTRAN). As such it is important that the impact on RANs that do not need this information is minimised; the goal is to ensure that the UTRAN can simply skip the transparent container if it is received in a RAB Assignment message.

The next section is proposed for inclusion within the Technical Report on Optimised Voice, along with the necessary modifications to other sections of the report so that this description is referred to where needed rather than specifying the data items in those sections directly.

3.  PASNAS Information Structure

A group of data items can be used to assist the PDCP processor in selecting the appropriate scheme to be used when performing packet adaptation within the RAN. It can be viewed as a set of “suggestions” from the MS to the RAN. This information is doubly optional: 

· the MS need not send it (relying on default behaviour from the RAN),

· the RAN need not act on it (either due to the information not being appropriate in the particular configuration, or because the requirements are not applicable to the processing it will perform).

This group of Packet Adaptation Specific Non-Access-Stratum (PASNAS) Information is intended to be valid for a given bearer and applicable over the lifetime of that bearer. Other information may also be needed to specify fully the operation of Packet Adaptation in the RAN; this need not be transferred in the same way, or even at the same time.

Data specifying the traffic type to be carried within a bearer used in a multimedia call is RAN-specific, and is needed only to improve the efficiency of RAN-based packet adaptation. It should not have an impact on the operation of the Core Network, and should not need to be modified or read by the Core Network, even if this is used to relay the information between the MS and the RAN. As a result, this information should be carried inside a Transparent Container whilst being relayed via the Core Network.

Such an (optional) PASNAS Information structure will contain a set of fields, with two initial field types being defined. If the PASNAS Information has not been provided by the MS, then the GERAN will have to assume a conservative approach to header adaptation (i.e. Header Removal will not be possible).

The possible field types that may be contained in such a structure are specified next.

3.1.  Adaptation Type Requirements

It is proposed that a bit set be used to hold flags indicating the mobile application’s special requirements on the adaptation scheme to be used for the associated bearer.

There are currently two situations in which a mobile application may want special treatment of packets being carried through a RAN. These are reflected in the following flags. There may be other flags added in the future, but these two cover the initial needs for GERAN and may be useful for the UTRAN case as well. It is expected that additions to these flags will be restricted, and so the Adaptation Type Requirements field can be of a fixed size (e.g. the bit set will fit into a single octet, for a total field size of two octets, including the tag).

3.1.1.  Synchronisation Indicator

Header Removal is not possible within a GERAN if the speech media flow is part of a multimedia application requiring synchronisation between the different media flows (see Section 7.5.1 of the TR on Optimised Voice). Thus, one reason why Header Removal might mot be allowed by the mobile application is that the associated bearer is to carry such a “synchronised stream”. The RAN will be unaware of this fact, and so, if the mobile application requires special treatment for this flow, it will have to indicate this, using a “Synchronisation Indicator” flag.

More generally, it should still be possible to use Header Adaptation where a bearer is so indicated; however, the RAN should not use adaptation mechanisms that will make it difficult for such synchronisation to be maintained. The radical processing involved in Header Removal is only one such “unacceptable”  technique.

3.1.2.  Bit-Identical Encoding Required

There is another reason why some forms of adaptation  may be unacceptable to a mobile application. It is possible to produce other “lossy compression” schemes that might be appropriate for some traffic types. For example, HTTP (web) messages use a text encoding and could be re-encoded into a canonical form with compression. The resulting message would not be bit-identical. For most purposes, this is acceptable, but there are situations in which it is not; for example, if application-level integrity protection had been applied to the HTTP message, then this would fail when checked against the message that had been re-encoded to a canonical form.

Introducing a “Bit-Identical Encoding Required” flag could allow the PDCP entities to restrict their processing to adaptation that preserved the identical bit pattern of the message. Of course, it follows that indication of such a requirement would, by definition, mean that Header Removal was not allowed as this technique does not guarantee bit-identical transfer.

3.2.  Traffic Type

It is proposed that a “Traffic Type” structure be introduced. This will indicate the traffic to be used within the associated bearer, and will include a parameter set the interpretation of which is specific to the Traffic Type carried. This is the Traffic Type Parameters.

For each different Traffic Type, the parameters might have a different structure or be empty. If an implementation receives such a structure and does not recognise the Traffic Type Identity value, it can ignore the whole structure, as this implies that it does not support a specific adaptation mechanism to process this traffic.

Traffic Type Identity:

(Unknown | IP | TCP | UDP | UDP/RTP | UDP/SIP | TCP/HTTP |,…)

The interpretation would be that the associated bearer is expected to carry packets of this type. There are several values that can be considered at this point; of these, only the RTP value is required for Header Removal to function. However, the others are given as potential examples; at present, all other values should be reserved.

· “Unknown” means that the kind of data carried in this bearer is completely unknown.

· “IP” means that the bearer is known to carry IP datagrams, but these hold a mix of TCP and UDP packets.

· “TCP” means that this bearer will carry TCP packets, but the kind of application level protocols carried in the TCP packets is unknown, or is a mix of protocols.

· “UDP” means that this bearer will carry UDP packets, but the kind of application level protocols carried in the UDP packets is unknown, or is a mix of protocols.

· “UDP/RTP” means that it is known that this bearer will carry only RTP packets.

· “UDP/SIP” means that this bearer will carry only SIP messages.

· “TCP/HTTP” means that the bearer will be used to carry web requests and responses only.

Traffic Type Parameters:

– Parameters (if any) associated with this traffic type

For Header Removal, the Traffic Type Identity ‘UDP/RTP’ is required. In this case, the Traffic Type Parameters will be interpreted as carrying Codec Type information. The internal structure of this sub-field is covered next.

3.2.1.  Codec Type

Where the Traffic Type Identity is ‘UDP/RTP’, the associated Traffic Type Parameters should be interpreted as a list of triple values, each consisting of the Codec Identity, ACS Modes used, and the Payload Type associated with this Codec/ACS combination. It is valid for the length of the parameter to be zero (i.e for there to be an empty list of Codecs).

Conversely, note that there might be, in the future, more than one codec used for traffic carried in a single bearer, so the parameters for this traffic type should form a list of entries. For example, data reflecting DTMF-coded signals (encoded according to RFC 2833) might be interspersed with data from speech. The situations in which such use of more than one Codec Type is valid are for further study, but using a list structure does not preclude this possibility for future systems whilst ensuring “backward compatibility”. Each list entry consists of the following tuple:

Codec Identity:

(Unknown/Unspecified | GSM-FR | GSM-EFR | GSM-HR | AMR-NB | …)

Note – other values should be reserved.

ACS Modes Used:

Bit Set, with one entry per mode, each of which is a Boolean flag indicating whether or not this mode is part of the ACS. If the associated Codec does not use Active Codec Sets, then only one mode would be expected to be set true. The default value {00000000} (i.e. no modes in this set) should be used where modes are not known or are not applicable.

Note that the mapping between particular modes and positions in the bit set is TBD.

Also note that, to ensure forward compatibility, this bit field will need to hold flags for nine modes, to allow for the future introduction of AMR-WB to the GERAN.

Payload Type:

This is a copy of the Payload Type identifier to be used in RTP packets carrying data encoded according to the associated Codec Identity. This value is an 7 bit unsigned integer.

3.3.  Example PASNAS Information

Combining these two field types, the following structure might be expected for the example described above, in which a bearer was to be used exclusively to carry RTP packets with a Codec Identity of ‘GSM-FR’, a Payload Type of 96, and for which the mobile Application decided to state explicitly that it had no special requirements on the adaptation technique applied.

‘PASNAS Info’

{


‘Traffic Type’

Traffic Type Identity – ‘UDP/RTP’

Traffic Type Parameters – {{‘GSM-FR’, {00001000}, 96}}


‘Adaptation Type Requirements’



{SI= ‘false’, BiER= ‘false’}

}

4.  GERAN Header Removal Usage of PASNAS Information

In the Technical Report on Optimised Voice,  there are two initial items that are described as being used to specify the traffic to be carried through the GERAN during a multimedia call and so help in the selection of Header Removal. These logical information elements are expanded here to cover the other items that are needed but not yet described in the Technical Report. These are:

Codec Type (plus ACS Modes Used, and Payload Type)

The Codec Type should be carried along with the list of modes used in the associated Active Codec Set (if applicable). In addition, it is convenient to have information on the Payload Type field value used in the RTP packets for the given Codec Type. Note that, for those Codecs that do not have an associated Active Codec Set, it would be expected that the ACS Modes Used sub-field would be set to a defined value (implying that no modes are used).

Header Removal Allowed –

(equivalent to not ‘Synchronisation Indicator’ and not ‘Bit-Identical Encoding Required’)

As currently specified, this is a two-bit field that indicates the mobile Application’s willingness to have Header Removal applied to a media stream for which this information applies.

As mentioned in section 3.2 of this paper, it is proposed that the Codec Type information be encoded as a parameter set within a Traffic Type field that indicates “UDP/RTP” traffic. To assist forward compatibility, the Codec Type information is to be encoded as a list (although, for current systems, this list will have only one entry).

Also, it is proposed that the Header Removal Allowed indication described in the current TR on Optimised Voice is replaced by the two flags described under the Adaptation Type Requirements field (in section 3.1). The logic of these is such that the “Header Removal Allowed” condition pertains if both the “Synchronisation Indicator” and “Bit-Identical Encoding Required’ flags are false (or the field is not present). If the field is present and either of these flags is set true, then Header Removal is not allowed by the mobile application.

5.  Conclusions

It is proposed to introduce a new sub-section into the Technical Report on Optimised Voice to describe the PASNAS structure and its contents. This new sub-section should be placed immediately after the current introduction of section 7 and before the current section 7.1; this new sub-section would use the text of section 3 of this paper (i.e. labelled “PASNAS Information Structure”).

However, introducing this structure and defining more general information structures will have impacts other than just including this sub-section in the Technical Report.

Changes will be required to section 7.3.2.1.1 (assuming that any direct UE -> GERAN communications would include this container) and to section 7.3.2.3.1, to replace the explicit channel coding / codec information with a reference to the Traffic Type field within the PASNAS Information.

Changes will be needed in section 7.5.2.1.1 to use the Adaptation Type Requirements field (and its constituent flags) within the PASNAS Information rather than the high level two bit field currently described for the “Header Removal Allowed” indicator.

Note that this would remove the option available in the current version of the Technical Report for the mobile application to indicate that it did not want any adaptation to be performed. It is unclear whether or not this was intended as a requirement, but if so then another flag could be added to the Adaptation Type Requirements bit set.

Finally, if this information is to be relayed via the core network (as proposed in section 7.3.2.3.1 and 7.5.2.1.1 of the Technical Report), then it should be carried within an optional transparent container. This will require modifications to the PDP Context Activation message (maintained by 3GPP CN1) and to the RAB Allocation message (maintained by 3GPP RAN3). The companion paper introduces the principles and concept.
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