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Title: Stealing Bit Options for OS2 Multiplexing
1   Introduction

R’00 will introduce the concept of OS2 multiplexing – multiplexing of speech, data, and signaling (e.g. FACCH or PACCH) on a dedicated physical sub-channel.  OS2 requires a receiver to differentiate  among speech, data, and signaling on a block-by-block basis.  References [1] and [2] introduced possible stealing bit designs that accommodate such multiplexing.  However, many other options or variations to the designs proposed in [1] and [2] are possible.  For example, the stealing bits could be interleaved in a block or chain fashion, and the payload could be interleaved as suggested in [3].  Since OS2 is only proposed for dedicated channels, USF bits are unnecessary, and the USF bits could be used as additional stealing bits.  Also, alternative training sequences could be considered for in-band signaling.  Finally, stealing bit design for Half-Rate (HR) channels must be taken into account.  All of these options have an effect on the design and performance of the stealing bits. This document attempts to outline the various factors that should be studied in order to reach conclusions on the best stealing bit designs for OS2.   

2   Design Considerations

This section discusses several design considerations that require investigation prior to a final decision on stealing bit designs for OS2 multiplexing. 
2.1  Stealing Bit Length/Number of Patterns

Stealing bit performance depends on the number of stealing bit patterns required and the length of the stealing bit patterns. A prior contribution [1] suggested that maintaining the current voice quality performance for the TCH/AFS4.75 vocoder would require additional stealing bits.  A design that maintains the current number of stealing bits – thus maintaining the same payload size – is preferable.  The improved performance of added stealing bits must be weighed against the performance degradation introduced by the reduced payload size.  Also, the performance of the stealing bits should be compared to the performance of other vocoders (e.g. TCH/AFS7.4), too, since many systems may attempt handoff before the channel conditions are poor enough to require the TCH/AFS4.75 vocoder.  

Assuming 8 stealing bits, Table 1 shows the best possible minimum Hamming distance as a function of the number of stealing bit patterns required.  Note that there is an advantage to keeping the number of stealing bit patterns to 4 or fewer (Hamming distance of 5 between nearest codewords).  The performance benefits of four vs. five stealing bit patterns must be quantified and considered when deciding on the requisite number of stealing bit patterns and the stealing bit length. 

Table 1.  Minimum Hamming distance between nearest codewords assuming 8 stealing bits.

Number of Stealing Bit Patterns
Minimum Hamming Distance between Nearest Codewords

2
8

3-4
5

5 or more
<=4

2.2  Interleaving Designs (FR)
The main challenge with OS2 multiplexing is the difference between voice and data interleaving (chain and block).  Interleaving for classic GSM CS voice uses chain interleaving with the stealing bit patterns in Table 2.  Thus, the stealing bits for classic GSM CS voice are also interleaved in a chain fashion as shown in Fig. 1.  Interleaving for GPRS/EGPRS is performed using block interleaving with the stealing bit patterns in Tables 3 and 4.  Thus, the stealing bits for GPRS/EGPRS are also interleaved in a block fashion as shown in Fig. 2.   Four additional bits in EGPRS distinguish between CS4 and MCS1-4.  CS-1 data and PACCH can be distinguished at the protocol level.  

Table 2. Stealing bit definitions for TCH/F

Block Format
Stealing Bit Pattern

Speech
00000000

FACCH
11111111

Block #         1          2          3          4          5          6           7         8          9


Physical Blocks
E   




O  ---------

 
                 SBs

E   0000     0000    1111     0000    0000    1111    0000    0000   0000




O   ----       0000    0000     1111    0000    0000    1111    0000   0000

SB Pattern


= Speech


= FACCH
Figure 1.  Multiplexing of speech and FACCH for TCH/F

Table 3. Stealing bit definitions for PDTCH with GMSK

Block Format
Stealing Bit Pattern

CS-1 or PACCH
11111111

CS-2
11001000

CS-3
00100001

CS-4 or MCS1-4
00010110

Table 4. Stealing bit definitions for PDTCH with 8-PSK

Block Format
Stealing Bit Pattern

MCS5-6
00000000

MCS7-9
11100111



Block #         1          2          3          4          5          6           7         8          9


      Modulation    GMSK GMSK GMSK 8-PSK 8-PSK GMSKGMSK GMSK 8-PSK

Physical Block
E   




O  


                 SBs

E     1111    1100    0010    0000    1110    1111    0001    0010    1110




O    1111    1000    0001    0000    0111    1111    0110    0001    0111
                 SB Pattern
=CS1 or PACCH                      =CS2       
              =CS3

      =CS4 or MCS1-4                      =MCS5-6                           =MCS7-9

Figure 2.  Multiplexing of GPRS, EGPRS and PACCH for PDTCH

One stealing bit interleaving scheme must be chosen for OS2.  This decision should be based on two main factors:

Stealing Bit Performance

Simulation studies should determine if 8-burst interleaving of stealing bits (Fig. 1) yields significant performance gain over 4-burst interleaving (Fig. 2).  Chain interleaving (Fig. 1) of the stealing bits may be one way of improving performance the stealing bit performance without increasing the number of stealing bits. 

Speech Quality Performance

The type of interleaving for the stealing bits should take into account the compatibility with various payload interleaving approaches and the effects each has on speech quality.  The payload interleaving approaches proposed to date are the current voice and data interleaving designs or the interleaving design in [3].  Figures 3a-d illustrate that either chain or block stealing bit interleaving is applicable  regardless of how the payload is interleaved.  However, each approach impacts speech quality differently.  Table 5 summarizes the stealing bit patterns corresponding to those used in Figs. 3a-d.  Not every stealing bit pattern is necessary for each case.   

Fig. 3a illustrates the current interleaving of the voice/data payload (as defined for GSM/GPRS/EGPRS) with block interleaving of the stealing bits.  The stealing bits in any given block indicate one of two possibilities: 1. speech or FACCH in the even bits of the current block and the odd bits of the next block, or 2. data or PACCH in the even and odd bits of the current block.  With this form of OS2 multiplexing (the current voice and data interleaving, Fig. 3a), the transmission of a single data block impacts 2 speech frames.  For example, data in block 5 in Fig. 3a replaces half of the speech bits from two separate speech frames because the speech is chain interleaved.  A stateless stealing bit detection scheme would ignore these speech bits – most likely resulting in two speech frame errors. Since all bits are coded for TCH/AFS (i.e. no class II bits), stealing bit detection with state information allows the receiver to attempt to decode these two speech frames even though only half of the coded bits are available.
  The half speech block concept [4] could significantly improve the error rate performance for these speech blocks.  An alternative approach is the addition of a "End Speech" stealing bit pattern (the stealing bits in block 4 indicate “All Speech” when really there is only speech in the even bits of block 4).  However, a fifth stealing bit pattern would degrade the stealing bit performance (Table1)– eliminating a main advantage of keeping the current interleaving for voice and data.

Block #         1          2          3          4          5          6           7         8          9


      Modulation    GMSK GMSK GMSKGMSK 8-PSK GMSKGMSK GMSK GMSK

Physical Block
E   




O  ---------


                 SBs

E     0000    1011    0000    0000    0001    0000    0000    1111    0001     



O    0000    0101    0000    0000    1111    0000    0000    1000    1111    
                 SB Pattern
                                =All Speech
                              =FACCH       
                    =MCS1-4

                                =PACCH                                   =MCS5-6                           =MCS7-9

Figure 3a.  Block interleaving of stealing bits with current voice/data interleaving.

Table 5. Stealing bit definitions assumed for Figs. 3a-d.

Block Format
Stealing Bit Pattern

All Speech
00000000

FACCH
10110101

MCS1-4 (or MCS5-6)
11111000

PACCH (or MCS7-9)
00011111

Start Speech
11000011

End Speech
01101110

Fig. 3b illustrates the current interleaving of the voice/data payload (as defined for GSM/GPRS/EGPRS) with chain interleaving of the stealing bits. With this form of OS2 multiplexing, the even stealing bits from the current block are combined with the odd stealing bits from the next block, indicating one of two possibilities: 1. speech or FACCH in the even bits of the current block and in the odd bits of the next block, or 2. data or PACCH in the even and odd bits of the next block.    As in the scheme in Fig. 3a, without additional "Start/End Speech" stealing bit patterns or state-based detection, a single data block impacts two speech frames.

Fig. 3c illustrates interleaving of the voice/data payload as described in [3] with block interleaving of the stealing bits.  In this case, the stealing bits from any given block indicate one of four possibilities: 1. speech or FACCH in the even bits of the current block and in the odd bits of the next block, 2. speech in the even bits of the current block and in the odd and even bits of the first two bursts of the next block, 3. data or PACCH in the even and odd bits of the third and fourth bursts of the current block and in the even and odd bits of the first and second bursts of the next block, or 4. speech in the even and odd bits of the third and fourth bursts of the current block and in the odd bits of the next block. The main advantage of this type of payload interleaving is that only a single speech frame is lost when a single block of data is sent.  The disadvantage of this interleaving approach is that two extra stealing bit sequences are required to indicate the beginning and end of speech – potentially worsening the stealing bit performance compared to the current methods of voice/data interleaving for the payload.
Note that the interleaving described in [3] leads to data blocks being interleaved over two separate physical blocks.  This is necessary to assure that a single data block affects only one speech block.  However, if the user is currently in silent mode, there is no need to offset the data block (i.e. data blocks could be aligned with physical blocks when in silent mode).  This could be done by introducing an additional stealing bit pattern.
Block #         1          2          3          4          5          6           7         8          9


      Modulation    GMSK GMSK GMSKGMSK 8-PSK GMSKGMSK GMSK GMSK

Physical Block
E   




O  ---------


                 SBs

E     0000    1011    0000    0001    0000    0000    1111    0001    ------




O    ------    0000    0101    0000    1111    0000    0000    1000    1111     
                 SB Pattern
                                =All Speech
                              =FACCH       
                    =MCS1-4

                                =PACCH                                   =MCS5-6                           =MCS7-9


Figure 3b. Chain interleaving of stealing bits with current voice/data interleaving.

Block #         1          2          3          4          5          6           7         8          9






       GMSK&   GMSK&


      Modulation    GMSK GMSK GMSKGMSK   8-PSK     8-PSK   GMSK GMSKGMSK

Physical Block
E   




O  ---------


                 SBs

E     0000    1011    0000    0110    0001    1100    0110    1111    0001




O    0000    0101    0000    1110    1111    0011    1110    1000    1111
                 SB Pattern
                                =All Speech
                              =FACCH       
                    =MCS1-4

                                =PACCH                                   =MCS5-6                           =MCS7-9


Figure 3c. Block interleaving of stealing bits with interleaving as in reference [3].

Fig. 3d illustrates interleaving of the voice/data payload as described in [3] with chain interleaving of the stealing bits.  In this case, the even stealing bits from the current block combined with the odd stealing bits from the next block indicate one of four possibilities: 1. speech or FACCH in the even bits of the current block and in the odd bits of the next block, 2. speech in the even bits of the current block and in the odd and even bits of the first two bursts of the next block, 3. data or PACCH in the even and odd bits of the third and fourth bursts of the current block and in the even and odd bits of the first and second bursts of the next block, or 4. speech in the even and odd bits of the third and fourth bursts of the current block and in the odd bits of the next block. 

Given the feasibility of block or chain interleaving of the stealing bits with any of the proposed payload interleaving schemes, the decision to use block or chain interleaving for the stealing bits should be based on the stealing bit performance.  In either case, stealing bit detection with state information [2] can improve stealing bit performance.  Also, investigating if there are advantages of one type of stealing bit interleaving with respect to power control or OS3 is FFS.
Block #         1          2          3          4          5          6           7         8          9






       GMSK&   GMSK&


      Modulation    GMSK GMSK GMSKGMSK   8-PSK     8-PSK   GMSK GMSKGMSK

Physical Block
E   




O  ---------


                 SBs

E     0000    1011    0000    0110    0001    1100    0110    1111    0001   -----



O    ------    0000    0101    0000    1110    1111    0011    1110    1000   1111
                 SB Pattern
                                =All Speech
                              =FACCH       
                    =MCS1-4

                                =PACCH                                   =MCS5-6                           =MCS7-9


Figure 3d. Chain interleaving of stealing bits with interleaving as in reference [3].

2.3  Interleaving Designs (HR)

The stealing bit interleaving and payload interleaving designs discussed in the previous section are all applicable to HR mode.  The primary difference is that only half the stealing/payload bits are available per block.  Fig. 4 illustrates block interleaving of the stealing bits with the current voice/data interleaving.  In this example, the even and odd stealing bits from the even bursts of two consecutive blocks indicate one of two possibilities: 1. the even bits from the even bursts of the two current blocks and the odd bits from the even bursts of the second block and next block contain speech or FACCH, or 2. the even and odd bits from the even bursts of the second block and next block contain data or PACCH.  Note that this method maintains 8 stealing bits per decision, but also increases the speech playout delay at the receiver by 20 ms.  Alternatively, block-by-block decisions – based on only 4 stealing bits – could be made for voice.  Such decisions would eliminate the extra delay at the cost of degraded stealing bit performance.  The other interleaving options discussed in the previous section are also applicable for HR.

2.4  FACCH and PACCH

In GPRS, two MAC header bits distinguish CS-1 from PACCH.  Since OS2 multiplexing does not require GPRS data, these MAC header bits could distinguish PACCH from FACCH
 – thus reducing the number of stealing bit patterns required. 

Block #         1          2          3          4          5          6           7         8          9



                  Modulation     8-PSK  8-PSK 8-PSK 8-PSK  8-PSK 8-PSK  8-PSK GMSK GMSK 
Physical Block
E   




O  ---------


                 SBs

E       00        00        11        11        00        00        10        01        00



O      00        00        11        11        00        00        11        01        00
            SB Pattern


= Speech


= FACCH


=EGPRS Data (or MCS5-6)

            = PACCH (or MCS7-9)                     = Second User

Figure 4. Block interleaving of stealing bits with current voice/data interleaving for HR.
2.5  Blind Detection

Blind detection of the modulation helps distinguish between different multiplexing combinations.  For example, blind detection distinguishes between signaling/MCS1-4 and MCS 5-6 in EGPRS.  For OS2 multiplexing, an 8-PSK FACCH and/or PACCH implementation could reduce the number of stealing bit combinations required.  For example, in Section 2.2 the described interleaving method requires two additional stealing bit patterns to signal the beginning and ending of speech.  However, if FACCH and PACCH are designed using 8-PSK modulation, then the number of required stealing bit patterns is reduced to 4.  Specifically, when GMSK is detected, the stealing bits distinguish among All Speech, Start Speech, End Speech and MSC1-4.  When 8-PSK is detected, the stealing bit patterns distinguish among FACCH/PACCH, MCS5-6 and MCS7-9. 

2.6  USF/Spare Bits

For dedicated physical sub-channels, the USF bits are not used.  These bits could be used as extra stealing bits (if necessary).  In the uplink, reordering the spare header bit locations could provide extra stealing bits.  The feasibility of using spare bits on the uplink and USF bits on the downlink is FFS.

2.7  Additional Training Sequences

The use of additional training sequences should also be investigated as a means to distinguish between different block formats.  This idea is FFS.

3.0  Conclusions

This contribution has discussed several different options for distinguishing between speech, data, and signaling for OS2 multiplexing on dedicated physical sub-channels.  The feasibility of either chain or block interleaving of the stealing bits – accommodating different types of payload interleaving – was shown.  The performance benefits of block vs. chain interleaving for the stealing bits must be investigated.  Stealing bit performance (and subsequent speech quality impact) as a function of the number of stealing bits and the number of stealing bit patterns must also be investigated. 

Many other stealing bit detection schemes (e.g., blind detection, new training sequences, USF bits, and protocol level detection) were discussed.  These schemes could reduce the number of stealing bit patterns required.  

Stealing bit design for HR channels introduces a tradeoff between increased playout delay, stealing bit performance, and further reduction of the payload (for more extended stealing bit sequences).  All of the design options discussed in this document should be considered in the decision for the final OS2 multiplexing stealing bit design.
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Possible


Additions








� The benefit of such decoding must be determined by simulation.


� The same issue of 4-bit vs. 8-bit stealing bit detection applies equally to these cases.


� For example, [5] indicates that for PACCH, bits 7 and 8 of the first octet (MAC header: payload type) cannot be 00 and that for the FACCH bits 7 and 8 (Address field: spare bit and MSB of LPD) must be 00.





