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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

1.1
General

The present document specifies the procedures used at the radio interface (Reference Point Um, see 3GPP TS 24.002) for Radio Resource management. The Radio Resource Control Protocol (RRC) is specified. RRC is the Radio Resource control plane protocol for Radio Resource management that is used when a mobile station is operating in Iu mode.

Notation "Reserved clause number" is used to indicate which clauses of the specification were moved from this part of the standard to the other part when this standard was split between RAN and CN parts.

When the notations for "further study" or "FS" or "FFS" are present in this specification they mean that the indicated text is not a normative portion of this standard.

These procedures are defined in terms of messages exchanged over the control channels of the radio interface. The control channels are described in 3GPP TS 44.003.

The structured functions and procedures of this protocol and the relationship with other layers and entities are described in general terms in 3GPP TS 24.007.

1.2
Scope of the Technical Specification

The procedures currently described in the present document are for radio resource management for circuit-switched and GPRS services.

3GPP TS 24.010 contains functional procedures for support of supplementary services.

3GPP TS 24.011 contains functional procedures for support of point-to-point short message services.

3GPP TS 44.012 contains functional description of short message - cell broadcast.

3GPP TS 44.060 contains procedures for radio link control and medium access control (RLC/MAC) of packet data physical channels.

3GPP TS 44.071 contains functional descriptions and procedures for support of location services.

3GPP TS 24.008 contains the procedures for CN protocols.

NOTE:
"layer 3" includes the functions and protocols described in this Technical Specification. The terms "data link layer" and "layer 2" are used interchangeably to refer to the layer immediately below layer 3.

1.3
Application to the interface structures

The layer 3 procedures apply to the interface structures defined in 3GPP TS 44.003. They use the functions and services provided by layer 2 defined in 3GPP TS 44.005 and 3GPP TS 44.006. 3GPP TS 24.007 gives the general description of layer 3 including procedures, messages format and error handling.

1.4
Structure of layer 3 procedures

A building block method is used to describe the layer 3 procedures.

The basic building blocks are "elementary procedures" provided by the protocol control entities of the three sublayers, i.e. radio resource management, mobility management and connection management sublayer.

Complete layer 3 transactions consist of specific sequences of elementary procedures. The term "structured procedure" is used for these sequences.

1.5
Test procedures

Test procedures of the GSM radio interface signalling are described in 3GPP TS 11.10 and 3GPP TS 11.2x series.

1.6
Applicability of implementations

NOTE:
This section is FFS.

2
References

2.1
General

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

2.2
References

NOTE:
To be added.

3
Definitions and abbreviations

3.1 Definitions

The following terms are used in this Technical Specification

NOTE:
To be added.

3.2
Abbreviations

Abbreviations used in this specification are listed in 3GPP TS 21.905.

NOTE:
3GPP TS 21.905 may need to be updated.

3.3
Random values

In a number of places in this Technical Specification, it is mentioned that some value must take a "random" value, in a given range, or more generally with some statistical distribution. Such cases interest only the Mobile Station.

It is required that there is a low probability that two MSs in the same conditions (including the case of two MSs of the same type from the same manufacturer) will choose the same value. Moreover, it is required that, if it happens that two MSs in similar conditions choose the same value, the probability of their choices being identical at the next occasion is the same as if their first choices had been different.

The meaning of such a specification is that any statistical test for these values, done on a series of similar events, will obtain a result statistically compatible with the specified distribution. This shall hold even in the cases where the tests are conducted with a subset of possible events, with some common parameters. Moreover, basic tests of independence of the values within the series shall pass.

Data against which correlation with the values shall not be found are the protocol state, or the IMSI, or identities or other unrelated information broadcast by the network, or the current TDMA frame number.
3.4 Vocabulary

The following terms are used in this Technical Specification:

-
A/Gb mode: mode of operation of the MS when connected to the Core Network via GERAN and the A and/or Gb interfaces.

-
Access Stratum (AS): defined in 3GPP TS 23.101. 

-
Non Access Stratum (NAS): defined in 3GPP TS 21.905.

-
RR idle defined in 3GPP TS 44.018.
-
Iu mode: mode of operation of the MS when connected to the Core Network via GERAN or UTRAN and the Iu interface.

-
RR: Radio Resource control plane protocol for radio resource management that is used when a mobile station is operating in A/Gb mode.

-
RRC: Radio Resource control plane protocol for radio resource management that is used when a mobile station is operating in Iu mode.

-
RRC Connection: A point-to-point bi-directional connection between RRC peer entities in the MS and the GERAN characterised by the allocation of a G-RNTI. An MS has either zero or one RRC connection.

-
RRC Idle Mode: In RRC Idle mode, the MS has no established RRC connection.

-
RRC Connected Mode: In RRC Connected Mode, the MS has an established RRC connection.

-
Inter-RAT handover indicates the transfer of the connection, under the control of the network, between the MS and two different radio access technologies (e.g. UMTS to GERAN Iu mode).

-
Inter-mode handover indicates the transfer of the connection, under the control of the network, between the MS and GERAN Iu mode to/from GERAN A/Gb mode.

· RR group receive mode: defined in 3GPP TS 44.018.

· RR dedicated mode: defined in 3GPP TS 44.018.
· RR group transmit mode: defined in 3GPP TS 44.018.

· RR packet idle mode: defined in 44.018.
-
RR packet transfer mode: defined in 44.018.
· RR dual transfer mode: defined in 44.018.

- 
"channel set" is used to identify TCHs that carry related user information flows, e.g., in a multislot configuration used to support circuit switched connection(s), which therefore need to be handled together.

-
Temporary block flow (TBF) is defined in 3GPP TS 44.060 [76].

-
RLC/MAC block: A RLC/MAC block is the protocol data unit exchanged between RLC/MAC entities, see 3GPP TS 44.060.

-
Network operation mode (A/Gb mode)

The two different network operation modes I, II…


The network operation mode shall be indicated as system information. For proper operation, the network operation mode should be the same in each cell of one routing area.

-
GPRS MS operation mode (A/Gb mode)

The MS class of operation….
4 RRC Functions and Services provided to upper layers

4.1 RRC Functions

RRC performs following functions. A more detailed description of the functions can be found in 3GPP TS 43.051.

-
Broadcast of information provided by the non-access stratum (Core Network)

-
Broadcast of information related to the access stratum

-
Establishment, re-establishment, maintenance and release of an RRC connection between the MS and GERAN

-
Establishment, reconfiguration and release of Radio Bearers

-
Assignment, reconfiguration and release of radio resources for the RRC connection

-
RRC connection mobility functions

-
Release of signalling connections

-
Paging/notification

-
Listening to BCCH and CCCH

-
Routing of higher layer PDUs

-
Control of requested QoS

-
MS measurement reporting and control of the reporting

-
Power control

-
Control of ciphering

-
Integrity protection

-
Support for Location Services

-
Timing advance control

4.2
RRC Services provided to upper layers

The RRC offers the following services to upper layers (NAS), a description and primitives of these services are provided in 3GPP TS 43.051 and 3GPP TS 23.110.

-
General Control;

-
Notification;

-
Dedicated control.

The RRC layer provides the MS-GERAN portion of signalling connections to the upper layers to support the exchange of upper layer's information flow. The signalling connection is used between the mobile station and the core network to transfer upper layer information. For each core network domain, at most one signalling connection may exist at the same time. The RRC layer maps the signalling connections for one MS on a single RRC connection. For the upper layer data transfer on signalling connections, the RRC layer supports the discrimination between two different classes, named "High priority" (corresponding to "SAPI 0" when using RR) realised using SRB3 and "Low priority" (corresponding to "SAPI 3" when using RR) realised using SRB4.

5 Sevices expected from lower layers

5.1
Services required from layer 2 and physical layers

RRC uses RLC/MAC as layer 2 in the control plane, except for operation on the BCCH and CCCH, where the data link layer as specified in 3GPP TS 44.006 [19] is used (see 3GPP TS 43.051 [4]).

5.2
Logical Channels

The logical channels are defined in 3GPP TS 45.002. In the following those logical channels are considered which carry RRC signalling information or specific types of user packet information:

i)
Broadcast Control CHannel (BCCH): downlink only, used to broadcast Cell specific information;

ii)
Synchronization CHannel (SCH): downlink only, used to broadcast synchronization and BSS identification information;

iii)
Paging CHannel (PCH): downlink only, used to send page requests to Mobile Stations (MSs);

iv)
Random Access CHannel (RACH): uplink only, used to request a Dedicated Control CHannel;

v)
Access Grant CHannel (AGCH): downlink only, used to allocate a Dedicated Control CHannel;

vi)
Standalone Dedicated Control CHannel (SDCCH): bi-directional;

vii)
Fast Associated Control CHannel (FACCH): bi-directional, associated with a Traffic CHannel;

viii)

Slow Associated Control CHannel (SACCH): bi-directional, associated with a SDCCH or a Traffic CHannel;

viii) Packet Data Traffic CHannel (PDTCH): bi-directional.

5.3
Signalling Radio Bearers

The Radio Bearers used for transferring signalling messages are called Signalling Radio Bearers (SRBs). The SRBs are defined as:

-
SRB0 is implicitly used whenever BCCH is used to convey system information or CCCH is used to convey RRC signalling information inherent to the RACH, PCH and AGCH.

-
SRB1 is used to carry RRC signaling performed in support of Access Stratum specific needs (RLC operates in unacknowledged mode).

-
SRB2 is used to carry RRC signaling performed in support of Access Stratum specific needs (RLC operates in acknowledged mode).

-
SRB3 is used to carry RRC signaling performed in support of Non-Access Stratum specific needs (RLC operates in acknowledged mode).

-
SRB4 is used to carry RRC signaling performed in support of Non-Access Stratum specific needs (RLC operates in acknowledged mode).

6 RRC Protocol modes and states

6.1
General

An overall picture of the transitions between RR modes of operation and RRC states and modes is in Figure 6.1. The RRC modes are RRC-Idle Mode and RRC-Connected Mode. RRC-Connected Mode consists of three different RRC states RRC-Cell_Shared, RRC-Cell_Dedicated and RRC-GRA_PCH. The RR modes of operation are RR Dedicated mode, RR Group receive mode, RR Group transmit mode, RR Packet Idle Mode, RR Packet Transfer Mode and RR DTM (see 3GPP TS 43.064).

RR Group receive mode and RR Group transmit mode are not described in Figure 6.1.
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Figure 6.1/3GPP TS 44.yyy Transitions between RR modes of operation and RRC states and modes.

6.2
Relation between Iu mode and A/Gb mode 

6.2.1
Handover between Iu and A/Gb modes

When a handover which results in change from Iu mode (i.e. from the RRC Cell_Dedicated state) to A/Gb mode is performed, the RR dedicated mode of operation shall be entered.

When a handover which results in change from A/Gb mode (i.e. from the RR dedicated mode of operation) to Iu mode is performed, the RRC Cell_Dedicated state shall be entered. If handover to Iu mode is triggered in RR dual transfer mode of operation, the RR dedicated mode of operation shall be entered before the handover is initiated. 

6.2.2
Cell reselection between Iu and A/Gb mode

Cell reselection in this section refers to aborting the operation in the old cell and switching to the new selected cell.

When a cell reselection which results in change from Iu mode (i.e from the RRC Idle Mode) to A/Gb mode is performed, the RR idle/ RR packet idle mode of operation shall be entered. If cell reselection is triggered in RRC Cell_Shared or RRC GRA_PCH state, the RRC Idle Mode shall be entered before the cell reselection is initiated.

When a cell reselection which result in change from A/Gb mode (i.e. from the RR idle/RR packet idle mode of operation) to Iu mode, is performed the RRC Idle Mode shall be entered. If cell reselection is triggered in RR packet transfer mode of operation, the RR packet idle mode of operation shall be entered before the cell reselection is initiated.

6.3
RR modes of operation

The RR modes of operation are described in 3GPP TS 43.064.

6.4
RRC modes and states

6.4.1
RRC Idle Mode

6.4.1.1
General

After power on having selected the Iu mode, the MS enters RRC Idle Mode. The MS stays in RRC Idle Mode until a successful establishment of an RRC Connection. In RRC Idle Mode the connection of the MS is closed on all layers of the access stratum. In RRC Idle Mode the MS is identified by non-access stratum identities such as IMSI, TMSI and P-TMSI. In addition, the GERAN has no own information about the individual MS’s in RRC Idle Mode, and it can only address e.g. all MS’s in a cell (broadcasting) or all MS’s monitoring a paging occasion.

6.4.1.2
Transition from RRC Idle Mode to RRC Connected Mode

The transition to the RRC Connected Mode from the RRC Idle Mode can only be initiated by the MS by transmitting a request for an RRC Connection. The event is triggered by a request from upper layers in the MS.

At RRC connection establishment the MS is assigned a GERAN radio network temporary identity (G-RNTI) to be used as MS identity on both common control channels and traffic channels.

When the MS receives a message from the network that confirms the RRC connection establishment, the MS enters the RRC Connected Mode. The RRC Connected Mode is characterised by three states: RRC-Cell_Shared, RRC-Cell_Dedicated and RRC-GRA_PCH.

6.4.2
RRC Connected Mode: RRC-Cell_Shared state

6.4.2.1
General

RRC-Cell_Shared state is characterized by:

· No dedicated basic physical subchannel (DBPSCH) is allocated to the MS.

· The position of the MS is known by GERAN on cell level according to the cell where the MS last made a cell update.

In RRC Cell_Shared state the MS shall perform the following actions:

· initiate a cell update procedure on cell change to Iu mode in another GERAN or UTRAN cell;

· transmit signalling messages and user data in the uplink and/or the downlink using PDTCH when the MS is assigned use of those resources;

· the management of radio resources within the cell is handled at MAC level if PCCCH is available and at RRC and MAC level if only CCCH is available;

· listen to the (P)BCCH control channel of the serving cell for the decoding of system information messages;

· listen to neighbouring cells for neighbour cell measurements (see 3GPP TS 45.008 [34]);

· uses G-RNTI assigned in the current cell as the MS identity on common control channels;

Note:
In that state, if the network wants to initiate any activity, no paging request is required to be sent. The network can directly allocate radio resources to the MS. 

6.4.2.2
Transition from RRC-Cell_Shared state to RRC-Idle Mode

The transition to RRC-Idle Mode is realised through the release of the RRC connection.

6.4.2.3
Transition from RRC-Cell_Shared state to RRC-Cell_Dedicated state

The transition from RRC-Cell_Shared state to RRC-Cell_Dedicated state occurs when a DBPSCH is allocated to the MS. 

6.4.2.4
Transition from RRC-Cell_Shared state to RRC-GRA_PCH state

The transition occurs when GERAN orders the MS to move to RRC-GRA_PCH state via explicit signaling.

When such a transition occurs, the mobile station shall abort any TBF in progress by immediately ceasing to decode the downlink, ceasing to transmit on the uplink, stopping all RLC/MAC timers except for timers related to measurement reporting, prior to moving to RRC-GRA_PCH.

6.4.2.5
Radio resource allocation tasks

RRC is in this state responsible for allocating dedicated basic physical subchannels, which causes the MS to enter the RRC-Cell_Dedicated state. MAC is responsible for allocating / reallocating / releasing shared basic physical subchannels (SBPSCH) (see 3GPP TS 44.060 [76]). This allocation of the PDTCHs by MAC is done according to the QoS class of the radio bearer and multislot capability of the MS. The RRC provides the MAC with QoS class and indication of the MS multislot capability.

6.4.2.6
RRC connection mobility tasks

In RRC-Cell_Shared state the MS shall initiate a cell update procedure when 

· a new GERAN cell has been selected and the MS operates in Iu mode, or

· a UTRAN cell has been selected (FFS)

When the GERAN cell has been selected that would require the MS to operate in the A/Gb mode then the MS shall enter the RRC Idle mode, enter RR Idle or RR Packet Idle mode of operation. Access in the cell will then be made according to the A/Gb procedures.

6.4.2.7
MS measurements

MAC is responsible for measurement reporting, using the procedures defined in 3GPP TS 44.060 [76].

6.4.3
RRC Connected Mode: RRC-Cell_Dedicated state

6.4.3.1
General

RRC-Cell_Dedicated state is characterized by:

· The MS is assigned one or more dedicated basic physical subchannels (see 3GPP TS 43.051[4]) in the uplink and downlink, which it can use anytime. Furthermore, the MS may be assigned one or more shared basic physical subchannels.

· The position of the MS is known by GERAN on cell level.

In RRC-Cell_Dedicated state the MS shall perform the following actions:

· Perform necessary procedures for measurement reporting

· Listen to neighbouring cells for neighbouring cell measurements (see 3GPP TS 45.008).

· Perform a handover procedure of the dedicated basic physical subchannels on cell change of another GERAN or UTRAN cell;

· Transmit signalling message in the uplink using available signalling radio bearers.

6.4.3.2
Transition from RRC-Cell_Dedicated state to RRC-Cell_Shared state

The transition occurs when all the dedicated basic physical subchannels are released and 

· shared basic physical subchannels exist or

· no shared basic physical subchannels exist and the network indicates transition to the RRC-Cell_Shared state.

6.4.3.3
Transition from RRC-Cell_Dedicated state to RRC-Idle Mode

The transition to RRC-Idle Mode is realised through the release of the RRC connection.

6.4.3.4
Transition from RRC-Cell_Dedicated state to RRC-GRA_PCH state

The transition occurs when GERAN orders the MS to move to the RRC-GRA_PCH state via explicit signalling. 

When such a signalling is received, the mobile station shall release all the allocated dedicated basic physical suchannel(s) and, if any, all the shared basic physical subchannels, prior to moving to RRC-GRA_PCH.

6.4.3.5
Radio resource allocation tasks

RRC is responsible for allocating new dedicated basic physical subchannels, while MAC or RRC are responsible for allocation of new shared basic physical subchannels depending on the MAC control state. RRC is also responsible for intra-cell handovers of dedicated basic physical subchannels.

6.4.3.6
RRC connection mobility tasks

RRC connection mobility tasks are realised in RRC-Cell_Dedicated state using RRC handover procedures.

6.4.3.7
MS measurements

MS measurement results are signaled using RRC measurement procedures.

6.4.4
RRC Connected Mode: RRC-GRA_PCH state

6.4.4.1
General

The RRC-GRA_PCH state is characterized by:

· No physical subchannel is allocated to the MS.

· The MS uses DRX for monitoring a (P)CCCH.

· No uplink activity is possible.

· The location of the MS is known on GERAN Registration area level.

In this state the MS performs the following actions:

· monitor the paging occasions according to the DRX cycle and receive paging information on the (P)CCCH;

· listen to the (P)BCCH control channel of the serving cell for the decoding of system information messages;

· initiate a GRA updating procedure upon GRA change.

If the network wants to initiate any activity, it shall make a paging request on the (P)CCCH logical channel within the GRA where the MS is. 

GRA updating is initiated by the MS, which, upon the detection of the new GERAN registration area, sends the network the Registration area update information to the new cell. Any activity causes a transition to either the RRC-Cell_Shared or the RRC-Cell_dedicated state, depending on the activity.

6.4.4.2
Transition from RRC-GRA_PCH state to RRC-Cell_Shared state

The transition can occur due to GRA update, cell update or answer to paging. If there has been a cell change since last GRA update, the MS has to do immediately a cell update except when GRA update is initiated.

6.4.4.3
Transition from RRC-GRA_PCH state to RRC-Cell_Dedicated state

NOTE:
The description of this transition is FFS.

6.4.4.4
Radio resource allocation tasks

No radio resource allocation tasks are executed within this state. In case of transition to RRC-Cell_Shared state is needed, the MAC is responsible for allocating the shared physical subchannels. In case of transition to RRC-Cell_Dedicated state is needed, the RRC is responsible for allocating the physical subdedicated channel.

6.4.4.5
RRC connection mobility tasks

In the RRC-GRA_PCH state the location of a MS is known on GERAN Registration area level. 

In this state, the MS mobility is performed through cell reselection procedures. The MS shall perform cell reselection and upon selecting a new GERAN cell belonging to a GRA which does not match the GRA used by the MS, the MS shall move to RRC-Cell_Shared state and initiate a GRA update towards the network. After the GRA update procedure has been performed, the MS shall change its state back to RRC-GRA PCH state if neither the MS nor the network has any more data to transmit.

In RRC-GRA_PCH state the MS shall initiate:

· a GRA update procedure when a new GERAN cell has been selected that does not belong to the current registration area and the MS operates in Iu mode, or

· a URA update procedure when a UTRAN cell has been selected that does not belong to the current registration area (see 3GPP TS 25.331 [ref])

When the GERAN cell has been selected that would require the MS to operate in the A/Gb mode then the MS shall enter  the RRC Idle mode, then enter RR Idle or RR Packet Idle mode of operation. Access in the cell will then be made according to the A/Gb procedures.

6.4.4.6
MS measurements

The MS monitors the broadcast channels on its own and neighbouring cells and identifies the need for GRA updating. No measurement reports are sent to the network in this state.

6.4.4.7
Transfer and update of system information

The MS shall listen to the (P)BCCH to acquire a valid system information.

7
Radio Resource Control procedures

7.1
General

The mobile station can operate either in A/Gb mode or in Iu mode. How mobile station selects the operation mode is specified in 3GPP TS 23.221. The behaviour of mobile stations operating in A/Gb mode is specified in 3GPP TS 44.018.
After the reception of a message which invoked a procedure, the MS shall be prepared to receive and act on another message which invokes the second procedure. Whether this second invocation of a procedure (transaction) is accepted or rejected by the MS is specified in the subclauses of this clause <add the ref to subclause> (RRC transaction identifier).

On receiving a message the MS shall first apply integrity check as appropriate and then proceed with error handling as specified in clause <add reference about error handling> before continuing on with the procedure as specified in the relevant subclause. The RRC entity in the MS shall consider PDUs to have been transmitted when they are submitted to the lower layers. If the RRC entity in the MS submits a message for transmission using AM RLC, it shall consider the message successfully transmitted when GERAN reception of all relevant PDUs is acknowledged by RLC. In the MS, timers are started when the PDUs are sent on the radio interface in the case of the transmission using the shared resources.

7.2
Change of channels

7.2.1
Change of channel using SRB1

The RLC procedures for unacknowledged mode, described in 3GPP TS 44.060, do not provide protection against message loss or duplication. No functionality for handling SRB1 during change of channels is defined, as SRB1 is used by RRC procedures that are not very sensitive to message loss or duplication.

7.2.2
Change of channel using SRB2

The RLC procedures for acknowledged mode, described in 3GPP TS 44.060, provide delivery of received messages to the upper layers in the order they were originally transmitted, provide protection against message loss, but do not provide protection against message duplication. SRB2 is used by RRC procedures that need reliable transport service and are sensitive to message duplication.

When changing channel, the RRC layer will request the RLC layer to suspend operation on SRB2 before the mobile station leaves the old channel. When the channel change has been completed, the RRC layer station will request the RLC layer to resume operation on SRB2. The RLC layer suspend/resume procedures are described in 3GPP TS 44.060. 

It may happen that the RLC layer duplicates a message, if it has been transmitted but not yet completely acknowledged within the RLC layer, before the mobile station leaves the old channel. However, the RRC layer controls the channels change in such a way that duplication of RRC messages does not occur.

7.2.3
Change of channel using SRB3

The RLC procedures for unacknowledged mode, described in 3GPP TS 44.060, do not provide protection against message loss or duplication. SRB3 is used for RRC messages carrying upper layer (NAS) signalling. If these messages are sensitive to message loss or duplication, the upper layer protocol should define its own protection mechanism.

7.2.4
Change of channel using SRB4

The RLC procedures for acknowledged mode, described in 3GPP TS 44.060, provide delivery of received messages to the upper layers in the order they were originally transmitted, provide protection against message loss, but do not provide protection against message duplication. SRB4 is used RRC messages carrying upper layer (NAS) signalling. If these messages are sensitive to message duplication, the upper layer protocol should define its own protection mechanism.

7.3
Procedure for Service Request and Contention Resolution

NOTE: 
This section is FFS.
7.4
Procedures applicable for Mobile Stations not allocated any BPSCH

In RRC idle mode, RRC Cell_Shared state – MAC Idle mode and RRC GRA_PCH state, the mobile station listens to the PBCCH., if it is present in the cell, otherwise to the BCCH. 

In RRC idle mode and RRC GRA_PCH state the mobile station listens to the paging sub-channel on the PCCCH This is also applicable if MS is in RRC-Cell_Shared-MAC Idle state.

It is FFS whether a  UTRAN capable mobile station in RRC Idle mode, RRC Cell_Shared state – MAC idle state or RRC GRA_PCH state attempts to read predefined configuration information from UTRAN Channels, as specified in 3GPP TS 45.008. This is only applicable to a mobile station supporting circuit-switched services.

Measurements are treated to assess the need of a cell change as specified in 3GPP TS 45.008. When the decision to change cells is made, the mobile station switches to the BCCH or PBCCH of the new cell. The broadcast information is then checked to verify the allowance to camp on this cell (cf. Clause new ref ). Dependent on the mobile station type and configuration, the mobile station may be required to try to read further BCCH and PBCCH information. If allowed, the cell change is confirmed, and the broadcast information is then treated for Mobility Management actions (new ref). Similarly, physical contexts are updated (list of neighbouring cells frequencies, thresholds for some actions, etc. (cf. 3GPP TS 45.008 and clause new ref)).

7.5
System information broadcasting







7.5.1
General

The purpose of this procedure is to broadcast SYSTEM INFORMATION (SI) messages from the GERAN to MSs in a cell.

GERAN is required to broadcast SI messages on BCCH as specified in 3GPP TS 44.018.

7.5.2
Broadcast of Iu mode specific System Information

The support of Iu mode shall be indicated in SYSTEM INFORMATION TYPE 3 message sent on BCCH. The SI3 message contains the CBQ3 parameter that indicates if Iu mode is supported in the cell. 

The support of Gb mode shall be indicated in SYSTEM INFORMATION TYPE 3 message. In addition, the support of Gb mode shall be indicated in either SYSTEM INFORMATION TYPE 4 or SYSTEM INFORMATION TYPE 7 and 8 messages. The GPRS Indicator parameter indicates whether Gb mode is supported or not, see 3GPP TS 44.018.

If Iu mode is supported and Gb mode is not supported in the cell, SYSTEM INFORMATION TYPE 13alt message shall be sent and the mobile station shall read SI 13alt message. SI 13 message is not sent in this case. SI 13alt message shall not be sent if Iu mode is not supported. 

If Gb mode is supported, SYSTEM INFORMATION TYPE 13 message shall be sent and the mobile station shall read SI 13 message in this case. SI 13alt message is not sent this case. SI 13 message shall not be sent if Gb mode is not supported. 

Additional requirements for the broadcast of system information in a cell supporting Iu mode and Gb mode are specified in 3GPP TS 44.60.

Both A/Gb and Iu mode system broadcast information are used to indicate the service mode supported in any cell as shown in Table x. CELL_BAR_QUALIFY_3 parameter is specified in clause [new ref to the subcluase x.y.z]. CELL_BAR_QUALIFY_2 and CELL_BAR_ACCESS_2 parameters are specified in 3GPP TS 44.018. 

Table x Service Modes.

GPRS Indicator
CELL_BAR_QUALIFY_3
CELL_BAR_QUALIFY_2
CELL_BAR_ACCESS_2
Service Modes Supported



X
00
Iu mode not supported – service modes supported determined using legacy methods

X
01
XX
X
Barred

low
10, 11
00
0
A + Iu

“
10, 11
00
1
Iu

“
10, 11
01, 10, 11
X
A + Iu

high
10, 11
00
0
A + Gb + Iu

“
10, 11
00
1
Iu

“
10, 11
01, 10, 11
X
A + Gb + Iu

7.6
Mobile Station initiated BPSCH establishment procedure

7.6.1
General
NOTE:
If PCCCH mandatory the Immediate Assignment procedure is not used. The establishment of BPSCHs is described in 'Radio Bearer Control Procedures' section.







7.6.2
Establishment of a BPSCH

NOTE:
 
7.7
GERAN initiated BPSCH establishment procedure

7.7.1
General

NOTE:
If PCCCH mandatory the Immediate Assignment procedure is not used. The establishment of BPSCHs is described in 'Radio Bearer Control Procedures' section.
7.7.2
Establishment of a DBPSCH


7.7.3
Establishment of an SBPSCH


7.8
Paging procedure












7.8.1
General

NOTE:
This section is based on sections 8.1.2 Paging and 8.1.11 UE dedicated paging specified in 3GPP TS 25.331. It is assumed that Packet Paging Request specified in 3GPP TS 44.060 will include an IE "Paging Cause" and will have the possiblity to include the IE "G-RNTI". It is also assumed that a Packet Paging Request type 2 is designed for paging on SRB2. The content of the Packet Paging Request type 2 is FFS except for the presence of the IE "MS identity" and the IE “Paging cause”.
The network will send pagig procedure to trigger:

-
an RRC connection establishment,when the MS is in RRC Idle mode;

· a Cell Update procedure, when the MS is RRC GRA_PCH;
· an Initial Direct Transfer procedure, when the MS is in RRC Cell_Shared or RRC Cell_dedicated.
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Figure: Paging Request
7.8.2
Paging initiation

7.8.2.1
Paging initiation on SRB0 using packet paging subchannel

The paging initiation at layer 3 is done by sending a Paging Request message on SRB 0.

7.8.2.1.2
General

This procedure is used to transmit paging information to selected MSs in RRC idle mode; RRC-Cell_Shared, MAC idle state or RRC-GRA_PCH state using the packet paging channel (PPCH). Upper layers in the network may request paging, to e.g. establish a signalling connection. GERAN may initiate paging for an MS in RRC-GRA_PCH to trigger a Cell Update procedure or a GRA Update procedure in order to establish a signalling connection.

7.8.2.1.2
Initiation

GERAN RRC initiates the paging procedure by transmitting a PAGING REQUEST on SRB0 to the MAC sublayer.

In the PAGING REQUEST message, the RRC should sets the IE "Paging cause”, the IE "MS identity", the IE "CN domain identity" respectively to the Paging Cause, the Temporary MS identity, the CN domain Indicator received from upper layers.

If no cause for paging is received from upper layers, GERAN should set the IE "Paging cause" to the value "Terminating – cause unknown" which is interpreted as a GERAN originated paging.

7.8.2.1.3
Reception of a PAGING REQUEST message on SRB0 by the MS

An MS in RRC idle mode, RRC-GRA_PCH state or RRC-Cell_Shared, MAC_Idle state shall receive the paging information on SRB0.

If the MS is in RRC idle mode, for each MS paged in the PAGING REQUEST, the MS shall:
-
if the IE "MS Identity" is present in the message and it is a CN identity: 
-
compare the IE "MS identity" with all of its allocated CN MS identities;

-
if one match is found:

-
indicate reception of paging; and

-
forward the IE "MS identity", the IE "Channel needed" and the IE “Paging cause” to upper layers;

otherwise:

-
ignore the paging.
If the MS is in RRC connected mode, for each MS paged in the PAGING REQUEST, the MS shall:
-
if the IE "MS Identity" is a GERAN identity and if this G-RNTI is the same as the G-RNTI allocated to the MS:
-
indicate reception of paging;
-
forward the IE "MS identity", the IE "Channel needed" and the IE “Paging cause” to upper layers; and
-
ignore any other paging information that may be present in the message;
-
otherwise:

-
ignore the paging.

7.8.2.2
Paging initiation on SRB2

The paging initiation at layer 3 is done by sending a Packet Paging Request Type 2 message on SRB 2.

7.8.2.2.1
General

This procedure is used to transmit dedicated paging information to one MS in RRC Cell_Shared, MAC_shared state or RRC Cell_Dedicated state. Upper layers in the network may request initiation of paging.

7.8.2.2.2
Initiation

For an MS in RRC Cell_Dedicated state or RRC Cell_Shared, MAC_Shared state, GERAN initiates the procedure by transmitting a PACKET PAGING REQUEST TYPE 2 message on the SRB2 assigned to the MS. When not stated otherwise elsewhere, the GERAN may initiate the packet paging procedure type 2 also when another RRC procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

In the PACKET PAGING REQUEST TYPE 2, the RRC should sets the IE "Paging cause”, the IE "MS identity", the IE "CN domain identity" respectively to the Paging Cause, the Temporary MS identity, the CN domain Indicator received from upper layers.
If no cause for paging is received from upper layers, GERAN should set the IE "Paging cause" to the value "Terminating – cause unknown" which is interpreted as a GERAN originated paging.

7.8.2.2.3
Reception of a PAGING REQUEST message on SRB2 by the MS

When the MS receives a PACKET PAGING REQUEST TYPE 2  message on SRB 2, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

The MS shall:

-
If the mobile identity in the PACKET PAGING REQUEST TYPE 2  message matches the MS mobile identity:

-
indicate reception of paging;
-
forward the IE "MS identity" and the IE “Paging cause” to upper layers; and

-
ignore any other paging information that may be present in the message;
- otherwise 

- ignore the paging message.

7.8.2
Paging response

Note: 
Section to be removed. The paging response is described in sections about RRC connection establishment, Cell Update procedure, Initial Direct Transfer procedure.

7.8.3
Abnormal cases

7.8.3.1
Invalid PACKET PAGING REQUEST TYPE 1 message

Note:
Invalid Packet Paging Request are handled at MAC level.

7.8.3.2
Invalid PACKET PAGING REQUEST TYPE 2 message

If the MS receives a PACKET PAGING REQUEST TYPE 2 message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE, the MS shall perform procedure specific error handling as follows:

-
transmit an RRC STATUS message on the uplink SRB 2;

-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to PACKET PAGING REQUEST TYPE 2; and

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION.

-
when the RRC STATUS message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid PACKET PAGING REQUEST TYPE 2 message has not been received.

7.9
RRC Connection management procedures


7.9.1
RRC connection establishment
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Figure 8: RRC Connection Establishment, network accepts RRC connection
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Figure 9: RRC Connection Establishment, network rejects RRC connection

7.X.1.1
General

The purpose of this procedure is to establish an RRC connection.

7.X.1.2
Initiation

The MS shall initiate the procedure when upper layers in the MS requests the establishment of a signalling connection and the MS is in RRC idle mode (no RRC connection exists), as specified in subclause [new ref instead of 8.1.8].

Upon initiation of the procedure, the MS shall:

-
set the variable PROTOCOL_ERROR_INDICATOR to FALSE;
-
if the USIM is present:

-
set the value of "THRESHOLD" in the variable "START_THRESHOLD" by the 20 MSBs of the value stored in the USIM [3GPP TS 31.102] for the maximum value of START for each CN Domain; 

-
set the IE "Initial MS identity" in the variable INITIAL_MS_IDENTITY according to subclause 8.5.1;

-
set the contents of the RRC CONNECTION REQUEST message according to subclause [new ref should be added instead of 8.1.3.3];

-
submit the RRC CONNECTION REQUEST message for transmission on the uplink SRB2 (SDCCH or PDTCH)

-
set counter V300 to 1; and

-
start timer T300 when the RLC layer indicates success or failure to transmit the message;

-
start receiving messages on the SRB (all SDCCH or PDTCH).

7.X.1.3
RRC CONNECTION REQUEST message contents to set

The MS shall, in the transmitted RRC CONNECTION REQUEST message:

-
set the IE "Establishment cause" to the value of the variable ESTABLISHMENT_CAUSE;

-
set the IE "Initial MS identity" to the value of the variable INITIAL_MS_IDENTITY; 

-
set the IE "Protocol error indicator" to the value of the variable PROTOCOL_ERROR_INDICATOR;
7.X.1.4
Reception of an RRC CONNECTION REQUEST message by the GERAN

Upon receiving an RRC CONNECTION REQUEST message, GERAN should either:

-
submit an RRC CONNECTION SETUP message to the lower layers for transmission on the downlink SRB2 (SDCCH or PDTCH).

-
submit an RRC CONNECTION REJECT message on the downlink  SRB2 (SDCCH or PDTCH). In the RRC CONNECTION REJECT message, the GERAN may direct the MS to another GERAN carrier or to another system. After the RRC CONNECTION REJECT message has been sent, all context information for the MS may be deleted in GERAN.

7.X.1.5
Cell re-selection or T300 timeout

-
if the MS has not yet received an RRC CONNECTION SETUP message with the value of the IE "Initial MS identity" equal to the value of the variable INITIAL_MS_IDENTITY; and

-
if cell re-selection or expiry of timer T300 occurs;

the MS shall:

-
check the value of V300; and

-
if V300 is equal to or smaller than N300:

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause 8.1.3.3;

-
submit a new RRC CONNECTION REQUEST message to lower layers for transmission on the uplink SRB2 (SDCCH or PDTCH)

-
increment counter V300;

-
restart timer T300 when the RLC layer indicates success or failure to transmit the message;

-
if V300 is greater than N300:

-
enter RRC idle mode.

-
consider the procedure to be unsuccessful;

-
Other actions the MS shall perform when entering idle mode from connected mode are specified in subclause [new ref instead of 8.5.2];

-
The procedure ends.

7.X.1.6
Reception of an RRC CONNECTION SETUP message by the MS

The MS shall compare the value of the IE "Initial MS identity" in the received RRC CONNECTION SETUP message with the value of the variable INITIAL_MS_IDENTITY.

If the values are different, the MS shall:

-
ignore the rest of the message;

If the values are identical, the MS shall:

-
stop timer T300, and act upon all received information elements as specified in subclause new ref, unless specified otherwise in the following;

-
if the MS will be in the RRC-CELL_Shared state at the conclusion of this procedure :

-
if the IE "Frequency info" is included:

-
select a suitable GERAN cell according to [new ref to the cell resellection]on that frequency;

-
enter a state according to subclause[new ref instead of 8.6.3.3];

-
submit an RRC CONNECTION SETUP COMPLETE message to the lower layers on the uplink SRB2 or (SDCCH or PDTCH) after successful state transition per subclause [new ref instead of 8.6.3.3], with the contents set as specified below:

-
set the IE "RRC transaction identifier" to

-
the value of "RRC transaction identifier" in the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry.

-
if the USIM is present:

-
set the "START" for each CN domain in the IE "START list" in the RRC CONNECTION SETUP COMPLETE message with the corresponding START value that is stored in the USIM [3GPP TS 31.102]; and then

-
set the START value stored in the USIM [3GPP 31.102] for any CN domain to the value "THRESHOLD" of the variable START_THRESHOLD; 
-
if the USIM is not present:

-
set the "START" for each CN domain in the IE "START list" in the RRC CONNECTION SETUP message to zero; 

-
retrieve its GERAN MS radio access capability information elements from variable MS_CAPABILITY_REQUESTED; and then

-
include this in IE "MS radio access capability" and IE "MS radio access capability extension", provided this IE is included in variable MS_CAPABILITY_REQUESTED;

-
retrieve its inter-RAT-specific MS radio access capability information elements from variable MS_CAPABILITY_REQUESTED; and then

-
include this in IE "MS system specific capability".

When of the RRC CONNECTION SETUP COMPLETE message has been submitted to lower layers for transmission the MS shall:

-
if the MS has entered RRC-CELL_Shared state:

-
start timer T305 using its initial value if periodical update has been configured by T305 in the IE "MS Timers and constants in connected mode" set to any other value than "infinity" in system information block type 1 
;

-
store the contents of the variable MS_CAPABILITY_REQUESTED into the variable MS_CAPABILITY_TRANSFERRED

-
clear the variable MS_CAPABILITY_REQUESTED;

-
set the "Status" in the variable CIPHERING_STATUS to "Not started";

-
set the "Reconfiguration" in the variable CIPHERING_STATUS to FALSE;

-
set the "Status" in the variable INTEGRITY_PROTECTION_INFO to "Not started";

-
set the "Historical status" in the variable INTEGRITYPROTECTION_INFO to "Never been active";

-
set the "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
set the variable CONFIGURATION_INCOMPLETE to FALSE;

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
set the variable FAILURE_INDICATOR to FALSE;

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

-
set the variable INVALID_CONFIGURATION to FALSE;

-
set the variable PROTOCOL_ERROR_INDICATOR to FALSE;

-
set the variable PROTOCOL_ERROR_REJECT to FALSE;

--
set the variable UNSUPPORTED_CONFIGURATION to FALSE;

-
clear all optional IEs in all variables, except those optional IEs that are set in this procedure;

-
consider the procedure to be successful;

And the procedure ends.

7.X.1.7
Physical channel failure or cell re-selection

-
If the MS failed to establish, per subclause [new ref instead of 8.5.4], the physical channel(s) indicated in the RRC CONNECTION SETUP message; or

-
if the MS performs cell re-selection; or

-
if the MS will be in the RRC-CELL_Shared state at the conclusion of this procedure; and

-
if the contents of the variable G-RNTI is empty

-
after having received an RRC CONNECTION SETUP message with the value of the IE "Initial MS identity" equal to the value of the variable INITIAL_MS_IDENTITY; and

-
before the RRC CONNECTION SETUP COMPLETE message is delivered to lower layers for transmission:

the MS shall:

-
clear the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS;

-
check the value of V300, and:

-
if V300 is equal to or smaller than N300:

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause [new ref instead of 8.1.3.3];

-
submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink SRB2 (SDCCH or PDTCH);

-
increment counter V300; and

-
restart timer T300 when the RLC layer indicates success or failure in transmitting the message;

-
if V300 is greater than N300:

-
enter RRC idle mode;

-
perform the actions specified in subclause[new ref  instead of 8.5.2] when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

7.X.1.8
Invalid RRC CONNECTION SETUP message, unsupported configuration or invalid configuration

If the MS receives an RRC CONNECTION SETUP message which contains an IE "Initial MS identity" with a value which is identical to the value of the variable INITIAL_MS_IDENTITY, but the RRC CONNECTION SETUP message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause [new ref 9], the MS shall perform procedure specific error handling as follows. The MS shall:

-
clear the entry for the RRC CONNECTION SETUP message in the table "Rejected transactions" in the variable TRANSACTIONS and proceed as below;

If the MS receives an RRC CONNECTION SETUP message which contains an IE "Initial MS identity" with a value which is identical to the value of the variable INITIAL_MS_IDENTITY; and

-
the RRC CONNECTION SETUP message contained a configuration the MS does not support; and/or

-
the variable UNSUPPORTED_CONFIGURATION becomes set to TRUE due to the received RRC CONNECTION SETUP message; and/or

-
the variable INVALID_CONFIGURATION becomes set to TRUE due to the received RRC CONNECTION SETUP message;

the MS shall:

-
clear the entry for the RRC CONNECTION SETUP message in the table "Accepted transactions" in the variable TRANSACTIONS and proceed as below;

-
if V300 is equal to or smaller than N300:

-
set the variable PROTOCOL_ERROR_INDICATOR to TRUE; 

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause [new ref instead of 8.1.3.3];

-
submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink SRB2 (SDCCH or PDTCH);

-
increment counter V300; and

-
restart timer T300 when the  RLC layer indicates success or failure in transmitting the message;

-
if V300 is greater than N300:

-
enter RRC idle mode;.

-
perform the actions specified in subclause  [new ref instead of 8.5.2] when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

7.X.1.9
Reception of an RRC CONNECTION REJECT message by the MS

When the MS receives an RRC CONNECTION REJECT message on the downlinkSRB2 (SDCCH or PDTCH), it shall compare the value of the IE "Initial MS identity" in the received RRC CONNECTION REJECT message with the value of the variable INITIAL_MS_IDENTITY:

If the values are different, the MS shall ignore the rest of the message;

If the values are identical, the MS shall stop timer T300 and:

-
if the IE "wait time" <> '0', and

-
if the IE "frequency info" is present and:

-
if V300 is equal to or smaller than N300:

-
initiate cell selection on the designated GERAN carrier;

-
after having selected and camped on a cell:

-
set the contents of the RRC CONNECTION REQUEST message according to subclause[new ref instead of 8.1.3.3];

-
transmit an RRC CONNECTION REQUEST message on the uplink SRB2 (SDCCH or PDTCH) ;

-
reset counter V300;

-
start timer T300 when the RLC layer indicates success or failure in transmitting the message;

-
disable cell reselection to original carrier until the time stated in the IE "wait time" has elapsed;

-
if a cell selection on the designated carrier fails:

-
wait for the time stated in the IE "wait time";

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause [new ref instead of 8.1.3.3];

-
then submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink SRB2 (SDCCH or PDTCH)  of the original serving cell;

-
increment counter V300;

-
restart timer T300 when the  RLC layer indicates success or failure to transmit the message;

-
if V300 is greater than N300:

-
enter RRC idle mode;

-
perform the actions specified in subclause when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

-
if the IE "inter-RAT info" is present and:

-
if V300 is equal to or smaller than N300:

-
perform cell selection in the designated system;

-
delay cell reselection to the original system until the time stated in the IE " wait time" has elapsed.

-
if cell selection in the designated system fails:

-
wait at least the time stated in the IE "wait time";

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause [new ref 8.1.3.2].

-
then submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink SRB2 (SDCCH or PDTCH)-
increment counter V300;

-
restart timer T300 when the  RLC layer indicates success or failure to transmit the message;

-
if V300 is greater than N300:

-
enter RRC idle mode;

-
perform the actions specified in subclause [new ref 8.5.2]  when entering idle mode from connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

-
If neither the IEs "frequency info"  nor "inter-RAT info" are present and:

-
if V300 is equal to or smaller than N300:

-
wait at least the time stated in the IE "wait time";

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause 8.1.3.2;

-
submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink SRB2 };

-
increment counter V300;

-
restart timer T300 when the  RLC layer indicates success or failure to transmit the message;

-
if V300 is greater than N300:

-
enter RRC idle mode;

-
perform the actions specified in subclause [new ref 8.5.2] when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

-
if the IE "wait time" = '0':

-
enter RRC idle mode;

-
perform the actions specified in subclause 8.5.2 when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

7.X.1.10
Invalid RRC CONNECTION REJECT message

If the MS receives an RRC CONNECTION REJECT message which contains an IE "Initial MS identity" with a value which is identical to the value of the IE "Initial MS identity" in the most recent RRC CONNECTION REQUEST message sent by the MS , but the RRC CONNECTION REJECT message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause [new ref instead of subclause 9 UTRAN], the MS shall perform procedure specific error handling as follows:

The MS shall:

-
if the IE "wait time" is <> 0, and:

-
if V300 is equal to or smaller than N300:

-
wait for the time stated in the IE "wait time";

-
set the variable PROTOCOL_ERROR_INDICATOR to TRUE;

-
set the IEs in the RRC CONNECTION REQUEST message according to subclause 8.1.3.3;

-
submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink SRB2 (PDTCH or SDCCH) ;

-
increment counter V300;

-
restart timer T300 when the RLC layer indicates success or failure to transmit the message;

-
if V300 is greater than N300:

-
enter RRC idle mode;

-
perform the actions specified in subclause  [new ref 8.5.2] when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

-
if the IE "wait time" is = 0:

-
enter RRC idle mode;

-
perform the actions specified in subclause [new ref instead of 8.5.2]when entering RRC idle mode from RRC connected mode;

-
consider the procedure to be successful;

-
The procedure ends.

7.x.2
RRC connection release
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Figure 10: RRC Connection Release procedure 

7.x.2.1
General

The purpose of this procedure is to release the RRC connection including and all radio bearers between the MS and the GERAN. By doing so, all established signalling connections will be released.

7.x.2.2
Initiation

When the MS is in state RRC-CELL_Dedicated or RRC-CELL_Shared, the GERAN may at anytime initiate an RRC connection release by transmitting an RRC CONNECTION RELEASE message using SRB2 (SDCCH or PDTCH) AM RLC

GERAN may transmit several RRC CONNECTION RELEASE messages to increase the probability of proper reception of the message by the MS. In such a case, the RRC SN for these repeated messages shall be the same. This shall also apply to the RRC CONNECTION RELEASE COMPLETE message.  The number of repeated messages and the interval between the messages is a network option. 

7.x.2.3
Reception of an RRC CONNECTION RELEASE message by the MS

The MS shall receive and act on an RRC CONNECTION RELEASE message in states RRC-CELL_Dedicated and RRC-CELL_Shared. Furthermore this procedure can interrupt any ongoing procedures with the MS in the above listed states.

When the MS receives the first RRC CONNECTION RELEASE message, it shall:

-
if the USIM is present; and

-
if the "START" stored in the USIM [3GPP TS 31.102] for a CN domain is greater than the value "THRESHOLD" of the variable START_THRESHOLD:

-
delete the ciphering and integrity keys that are stored in the USIM for that CN domain;

-
inform the deletion of these keys to upper layers; 

-
in state RRC-CELL_Dedicated:

-
initialise the counter V308 to zero;

-
set the IE "RRC transaction identifier" in the RRC CONNECTION RELEASE COMPLETE message to the value of "RRC transaction identifier" in the entry for the RRC CONNECTION RELEASE message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry.

-
submit an RRC CONNECTION RELEASE COMPLETE message to the lower layers for transmission using AM RLC on the  SRB2 (SDCCH or PDTCH) to the GERAN;

-
start timer T308 when the RRC CONNECTION RELEASE COMPLETE message is sent on the radio interface.

-
in state RRC-CELL_Shared:

-
set the IE "RRC transaction identifier" in the RRC CONNECTION RELEASE COMPLETE message to
the value of "RRC transaction identifier" in the entry for the RRC CONNECTION RELEASE message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
submit an RRC CONNECTION RELEASE COMPLETE message to the lower layers for transmission using AM RLC on the  SRB2 (SDCCH or PDTCH) the GERAN.

-
when the successful transmission of the RRC CONNECTION RELEASE COMPLETE message has been confirmed by the lower layers:

-
release all its radio resources; and

-
indicate the release of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers; and

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS; 

-
clear the variable ESTABLISHED_RABS; 

-
pass the value of the IE "Release cause" received in the RRC CONNECTION RELEASE message to upper layers;

-
enter RRC idle mode;

-
perform the actions specified in subclause [new ref instead of 8.5.2] when entering RRC idle mode;

-
And the procedure ends.

7.x.2.4
Invalid RRC CONNECTION RELEASE message

If the RRC CONNECTION RELEASE message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause [new ref-error handling], and if the "protocol error cause" in PROTOCOL_ERROR_INFORMATION is set to any cause value except "CSN.1 violation or encoding error", the MS shall perform procedure specific error handling as follows:

The MS shall:

-
ignore any IE(s) causing the error but treat the rest of the RRC CONNECTION RELEASE message as normal according to subclause [new ref instead of 8.1.4.3], with an addition of the following actions;

-
set the IE "RRC transaction identifier" in the RRC CONNECTION RELEASE COMPLETE message to
the value of "RRC transaction identifier" in the entry for the RRC CONNECTION RELEASE message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry.

-
include the IE "Error indication" in the RRC CONNECTION RELEASE COMPLETE message with:

-
the IE "Failure cause" set to the cause value "Protocol error" and

-
the IE "Protocol error information" set to the value of the variable PROTOCOL_ERROR_INFORMATION;

7.x.2.5
Cell re-selection or radio link failure

If the MS performs cell re-selection or the radio link failure criteria in subclause [new ref instead of 8.5.6] is met at any time during the RRC connection release procedure and the MS has not yet entered idle mode, the MS shall:

-
if cell re-selection occurred (RRC-CELL_Shared state):

perform a cell update procedure according to subclause [new ref-cell update] using the cause “Cell reselection”;

-
if radio link failure occurred (RRC-CELL_Dedicated state):

-
select a suitable GERAN  cell according to [cell reselection ref]]; 

-
perform a cell update procedure according to subclause [new ref –instead of 8.3.1] using the cause "radio link failure".

7.x.2.6
Reception of an RRC CONNECTION RELEASE COMPLETE message by GERAN

When GERAN receives an RRC CONNECTION RELEASE COMPLETE message from the MS, it should:

-
release all MS dedicated resources and the procedure ends on the GERAN side.

7.x.2.7
Unsuccessful transmission of the RRC CONNECTION RELEASE COMPLETE message, acknowledged mode transmission

When acknowledged mode was used and RLC does not succeed in transmitting the RRC CONNECTION RELEASE COMPLETE message, the MS shall:

-
release all its radio resources;

-
indicate the release of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS)  to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS; 

-
enter RRC idle mode;

-
perform the actions specified in subclause [new ref instead of] when entering RRC idle mode;

-
And the procedure ends.

7.x.2.8
Detection of loss of dedicated physical channel by GERAN in RRC-CELL_Dedicated state

If the release is performed from the state RRC-CELL_Dedicated, and GERAN detects loss of the dedicated basic physical channel according to subclause [new ref instead of 8.5.6], GERAN may release all MS dedicated resources, even if no RRC CONNECTION RELEASE COMPLETE message has been received.

7.x.2.9
Failure to receive RRC CONNECTION RELEASE COMPLETE message by GERAN

If GERAN does not receive any RRC CONNECTION RELEASE COMPLETE message, it should release all MS dedicated resources.

7.10
RRC Connection mobility procedures


7.A.1
Cell and GRA update procedures
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Figure X: Cell update procedure, basic flow
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Figure x: Cell update procedure with update of GERAN mobility information
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Figure x: Cell update procedure with radio bearer release
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Figure x: Cell update procedure with radio bearer reconfiguration
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Figure x: Cell update procedure, failure case
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Figure x: GRA update procedure, basic flow
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Figure x: GRA update procedure with update of GERAN mobility information
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Figure x: GRA update procedure, failure case

7.A.1.1
General

The GRA update and cell update procedures serve several main purposes:

NOTE: In terms of this specification the MS is considered as belonging to 'in service are' as UE in UTRAN.

-
to notify GERAN of an RLC unrecoverable error [16] on an AM RLC entity;

-
to be used as a supervision mechanism in the RRC-CELL_Shared  or RRC-GRA_PCH state by means of periodical update;

In addition, the GRA update procedure also serves the following purpose:

-
to retrieve a new GRA identity after cell re-selection to a cell not belonging to the current GRA assigned to the MS in RRC GRA_PCH state;

In addition, the cell update procedure also serves the following purposes:

-
to update GERAN with the current cell the MS is camping on after cell reselection;

-
to act on a radio link failure in the RRC CELL_Dedicated state;

-
when triggered in the RRC-GRA_PCH state, to notify GERAN of a transition to the RRC-CELL_Shared state due to the reception of GERAN originated paging or due to a request to transmit uplink data.

The GRA update and cell update procedures may:

-
include an update of mobility related information in the MS;

-
cause a state transition from the RRC-CELL_Shared state to the RRC-CELL_Dedicated, or RRC GRA_PCH states or RRC idle mode.

The cell update procedure may also include:

-
a re-establish of layer 2, AM RLC entities;

-
a radio bearer release,or radio bearer reconfiguration.;

7.A.1.2
Initiation

A MS shall initiate the cell update procedure in the following cases:

-
Uplink data transmission:

-
if the MS is in GRA_PCH state; and

-
if the MS has uplink RLC data PDU or uplink RLC control PDU on SRB2 or upwards to transmit:

-
perform cell update using the cause "uplink data transmission".

-
Paging response:

-
if the criteria for performing cell update with the cause specified above in the current subclause is not met; and

-
if the MS in RRC GRA_PCH state, receives a Packet PAGING Request TYPE 1 or Packet Paging Request Type 2 message fulfilling the conditions for initiating a cell update procedure specified in [new subclause]:

-
perform cell update using the cause "paging response".

-
Radio link failure:

-
if none of the criteria for performing cell update with the causes specified above in the current subclause is met; and

-
if the MS is in RRC CELL_Dedicated state; and

-
if the criteria for radio link failure is met as specified in subclause [new subclause]:

-
perform cell update using the cause "radio link failure".

-
RLC unrecoverable error:
-
if none of the criteria for performing cell update with the causes specified above in the current subclause is met; and

-
if the MS detects RLC unrecoverable error [new ref about the RLC] in an AM RLC entity:

-
perform cell update using the cause "RLC unrecoverable error".

-
Cell reselection:

-
if none of the criteria for performing cell update with the causes specified above in the current subclause is met; and

-
if the MS is in RRC CELL_Shared  state; and

-
if the MS performs cell re-selection:

-
perform cell update using the cause "cell reselection".

-
Periodical cell update:

-
if none of the criteria for performing cell update with the causes specified above in the current subclause is met; and

-
if the MS is in RRC CELL_Shared state; and

-
if the timer T305 expires; and

-

-
if periodic updating has been configured by T305 in the IE "MS Timers and constants in connected mode" set to any other value than "infinity":

-
perform cell update using the cause "periodical cell update".

A MS in RRC GRA_PCH state shall initiate the GRA update procedure in the following cases:

-
GRA reselection:

-
if the MS detects that the current GRA assigned to the MS, stored in the variable GRA_IDENTITY, is not present in the list of GRA identities in system information block type 2; or

-
if the list of GRA identities in system information block type 2 is empty; or

-
if the system information block type 2 can not be found:

-
perform GRA update using the cause "change of GRA".

-
Periodic GRA update:

-
if the criteria for performing GRA update with the causes as specified above in the current subclause are not met; and

-
if the timer T305 expires while the MS is in RRC-GRA_PCH; and

-
if periodic updating has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity":

-
perform GRA update using the cause "periodic GRA update".

When initiating the GRA update or cell update procedure, the MS shall:

-
stop timer T305;

-
if the MS is in RRC CELL_Dedicated state:

-
in the variable RB_TIMER_INDICATOR, set the IE "T314 expired" and the IE "T315 expired" to FALSE;

-
if the stored values of the timer T314 and timer T315 are both equal to zero:

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
enter RRC idle mode;

-
perform other actions when entering RRC idle mode from RRC connected mode as specified in subclause [new reference];

-
and the procedure ends.

-
if the stored value of the timer T314 is equal to zero:

-
release all radio bearers, associated with any radio access bearers for which in the variable ESTABLISHED_RABS the value of the IE "Re-establishment timer" is set to "useT314";

-
in the variable RB_TIMER_INDICATOR set the IE "T314 expired" to TRUE;

-
if the stored value of the timer T315 is equal to zero:

-
release all radio bearers associated with any radio access bearers for which in the variable ESTABLISHED_RABS the value of the IE "Re-establishment timer" is set to "useT315";

-
in the variable RB_TIMER_INDICATOR set the IE "T315 expired" to TRUE;

-
if the stored value of the timer T314 is greater than zero:

-
start timer T314;
-
if the stored value of the timer T315 is greater than zero:

-
start timer T315;

-
for the released radio bearer(s):

-
delete the information about the radio bearer from the variable ESTABLISHED_RABS;

-
when all radio bearers belonging to the same radio access bearer have been released:

-
indicate local end release of the radio access bearer to upper layers using the CN domain identity together with the RAB identity stored in the variable ESTABLISHED_RABS;

-
delete all information about the radio access bearer from the variable ESTABLISHED_RABS;

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
set the variables PROTOCOL_ERROR_INDICATOR, FAILURE_INDICATOR, UNSUPPORTED_CONFIGURATION and INVALID_CONFIGURATION to FALSE;

-
set the variable CELL_UPDATE_STARTED to TRUE;

-
move to RRC-CELL_Shared state, if not already in that state;

-
set TDMA FRAME NUMBER (FN MODULO 255
-
in case of a cell update procedure:

-
set the contents of the CELL UPDATE message according to subclause[new ref];

-
submit the CELL UPDATE message for transmission on the SRB2;

-
in case of a GRA update procedure:

-
set the contents of the GRA UPDATE message according to subclause[new ref];

-
submit the GRA UPDATE message for transmission on theSRB2;

-
set counter V302 to 1;

-
start timer T302 when the MAC layer indicates success or failure in transmitting the message.

7.A.1.3
CELL UPDATE / GRA UPDATE message contents to set

In case of cell update procedure the MS shall transmit a CELL UPDATE message.

In case of GRA update procedure theMS  shall transmit a GRA UPDATE message.

The MS shall set the IEs in the CELL UPDATE message as follows:

-
set the IE "Cell update cause" corresponding to the cause specified in subclause [new ref] that is valid when the CELL UPDATE message is submitted to lower layers for transmission;

NOTE:
During the time period starting from when a cell update procedure is initiated by the MS until when the procedure ends, additional CELL UPDATE messages may be transmitted by the MS with different causes.

-
set the IE "G-RNTI" to the value of the variable G_RNTI;

-
if the value of the variable PROTOCOL_ERROR_INDICATOR is TRUE:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
include and set the IE "failure cause" to the cause value "protocol error";

-
set the IE "Protocol error information" set to the value of the variable PROTOCOL_ERROR_INFORMATION;

-
if the value of the variable FAILURE_INDICATOR is TRUE:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS;

-
include and set the IE "failure cause" to the value of the variable FAILURE_CAUSE;

-
include the START values for each CN domain, calculated according to subclause [new ref];
-
if an unrecoverable error [3GPP TS 44.060] in any of the AM RLC entities for the signalling radio bearers SRB2, SRB3 or SRB4 is detected:

-
set the IE "AM_RLC error indication (SRB2, SRB3 or SRB4)" to TRUE;

-
otherwise:

-
set the IE "AM_RLC error indication (SRB2, SRB3 or SRB4)" to FALSE;

-
if an unrecoverable error [3GPP TS 44.060] in any of the AM RLC entities for the RB5 or upward is detected:

-
set the IE "AM_RLC error indication (RB>4)" to TRUE;

-
otherwise:

-
set the IE "AM_RLC error indication (RB>4)" to FALSE;

-
set the IE "RB Timer indicator" to the value of the variable RB_TIMER_INDICATOR;

The MSshall set the IEs in the GRA UPDATE message as follows:

-
set the IE "G-RNTI" to the value of the variable G-RNTI;

-
set the IE "GRA update cause" corresponding to which cause as specified in subclause [new ref] that is valid when the GRA UPDATE message is submitted to lower layers for transmission;

-
if the value of the variable PROTOCOL_ERROR_INDICATOR is TRUE:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
set the IE "Protocol error indicator" to TRUE;

-
include the IE "Protocol error information" set to the value of the variable PROTOCOL_ERROR_INFORMATION.

-
if the value of the variable PROTOCOL_ERROR_INDICATOR is FALSE:

-
if the value of the variable INVALID_CONFIGURATION is TRUE:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the GRA UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS;

-
set the IE "Protocol error indicator" to TRUE;

-
include the IE "Protocol error information" set to "Information element value not comprehended";

-
if the value of the variable INVALID_CONFIGURATION is FALSE:

-
set the IE "Protocol error indicator" to FALSE.
7.A.1.4
T305 expiry 

When the T305 expires as specified in subclause[new ref], the MS shall

· re-select to a new cell, as described in [new ref].
7.A.1.5
Reception of an CELL UPDATE/GRA UPDATE message by the GERAN

When the GERAN receives a CELL UPDATE/GRA UPDATE message, it may either:

-
in case the procedure was triggered by reception of a CELL UPDATE:

-
update the START value for each CN domain as maintained in GERAN (refer to subclause 8.5.9) with "START" in the IE "START list" for the CN domain as indicated by "CN domain identity" in the IE "START list";

-
if this procedure was triggered while the MS was not in RRC CELL_Dedicated state, then for each CN domain as indicated by "CN domain identity" in the IE "START list":

-
set the 20 MSB of the MAC HFN with the corresponding START value in the IE "START list";

-
set the remaining LSB of the MAC HFN to zero;

-
transmit a CELL UPDATE CONFIRM message on the SRB2 


-
in case the procedure was triggered by reception of a GRA UPDATE:

-
transmit a GRA UPDATE CONFIRM message to the lower layers for transmission on SRB2 in which case the GERAN should include the IE "GRA identity" in the GRA UPDATE CONFIRM message in a cell where multiple GRA identifiers are broadcast; or

-
initiate an RRC connection release procedure (see subclause new ref) by transmitting an RRC CONNECTION RELEASE message on theSRB2. In particular GERAN should:

if the CELL UPDATE message was sent because of an unrecoverable error in SRB2, SRB3 or SRB4:

-
initiate an RRC connection release procedure (subclause new ref 8.1.4) by transmitting an RRC CONNECTION RELEASE message onthe downlink SRB2.
7.A.1.6
Reception of the CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message by the MS

When the MSreceives a CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message; and

-
if the message is received on the SRB2, and IE "G-RNTI" is present and has the same value as the variable G-RNTI,

the MS shall:

-
stop timer T302;

-
in case of a cell update procedure and the CELL UPDATE CONFIRM message:

-
includes "RB information elements"; and/or

-
if the variable ORDERED_RECONFIGURATION is set to FALSE:

-
set the variable ORDERED_RECONFIGURATION to TRUE;

-
if the CELL UPDATE CONFIRM message includes the IE "RLC re-establish indicator (SRB2, SRB3 and SRB4)":

-
re-establish the RLC entities for signalling radio bearer SRB2, signalling radio bearer SRB3 and signalling radio bearer SRB4 (if established);
-
if the value of the IE "Status" in the variable CIPHERING_STATUS of the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN is set to "Started":

-
set the HFN values for AM RLC entities with RB identity 2,RB identity 3 and RB identity 4 (if established) equal to the START value included in the latest transmitted CELL UPDATE message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

-
if the CELL UPDATE CONFIRM message includes the IE "RLC re-establish indicator (RB>4)":

-
for radio bearers with RB identity larger than 4:

-
re-establish the AM RLC entities;
-
if the value of the IE "Status" in the variable CIPHERING_STATUS of the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS is set to "Started":

-
set the HFN values for AM RLC entities equal to the START value included in this CELL UPDATE message for the CN domain as indicated in the IE "CN domain identity" in the IE "RAB info" in the variable ESTABLISHED_RABS;
-
enter a state according to subclause new ref applied on the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message.

If the MS after state transition enters in RRC CELL_Dedicated state, it shall:

-
not prohibit periodical status transmission in RLC.

If the MS after state transition remains in RRC CELL_Shared state, it shall

-
start the timer T305 using its initial value if timer T305 is not running and periodical cell update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity";

-
not prohibit periodical status transmission in RLC;

If the MS after state transition enters RRC GRA_PCH, it shall

-
prohibit periodical status transmission in RLC;

-
start the timer T305 using its initial value if timer T305 is not running and periodical update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity";

If the MS remains in RRC CELL_Shared state;

it shall check the value of V302 and

-
If V302 is equal to or smaller than N302:

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message,

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a GRA update procedure:

-
stop the GRA update procedure; and

-
continue with a cell update procedure;

-
set the contents of the CELL UPDATE message according to subclause [new ref], except for the IE "Cell update cause" which shall be set to "cell reselection";

-
submit the CELL UPDATE message for transmission on the SRB2;

-
increment counter V302;

-
restart timer T302 when the RLC layer indicates success or failure to transmit the message;

-
If V302 is greater than N302:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a GRA update procedure:

-
clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
enter RRC idle mode;

-
other actions the MS shall perform when entering RRC idle mode from RRC connected mode are specified in subclause [new ref];

-
and the procedure ends.

If 

If MS after the state transition moves to another state than the RRC CELL_Shared state;

the MS shall:

-
if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" in any response message transmitted below to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.

-
if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" in any response message transmitted below to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
set the IE "RRC transaction identifier" in any response message transmitted below to the value of "RRC transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry.

-
in case of a GRA update procedure:

-
set the IE "RRC transaction identifier" in any response message transmitted below to the value of "RRC transaction identifier" in the entry for the GRA UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the variable PDCP_SN_INFO is non-empty:

-
include the IE "RB with PDCP information list" in any response message transmitted below and set it to the value of the variable PDCP_SN_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message included the IE "Downlink counter synchronisation info":

-
calculate the START value according to subclause [new ref];

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info" in any response message transmitted below;

-
transmit a response message as specified in subclause[new ref ];

-
if the IE "Integrity protection mode info" was present in the CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message:

-
start applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from and including the transmitted response message;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
clear the variable PDCP_SN_INFO;

-
if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a GRA update procedure:

-
clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

The procedure ends.

7.A.1.7
Transmission of a response message to GERAN

If the CELL UPDATE CONFIRM message

-
includes the IE "RB information to release list":

the  MS shall:

-
transmit a RADIO BEARER RELEASE COMPLETE as response message using AM RLC.

If the CELL UPDATE CONFIRM message

-
does not include the IE "RB information to release list"; and

-
includes the IE "RB information to reconfigure list "; or

-
includes the IE "RB information to be affected list ":

the MS shall:

-
transmit a RADIO BEARER RECONFIGURATION COMPLETE as response message using AM RLC,on the SRB2.

If the CELL UPDATE CONFIRM message

-
does not include "RB information elements"; and

-
includes "CN information elements"; or

-
includes the IE "Ciphering mode info"; or

-
includes the IE "Integrity protection mode info"; or

-
-
includes the IE "New G-RNTI":

the MS shall:

-
transmit a GERAN MOBILITY INFORMATION CONFIRM as response message using AM RLC, on the SRB2.

If the CELL UPDATE CONFIRM message:

-
does not include "RB information elements"; and

-
does not include "CN information elements"; and

-
does not include the IE "Ciphering mode info"; and

-
does not include the IE "Integrity protection mode info"; and

-
does not include the IE "New G-RNTI":

the MS shall:

-
transmit no response message.

If the GRA UPDATE CONFIRM message:

-
includes "CN information elements"; or

-
includes the IE "Ciphering mode info"; or

-
includes the IE "Integrity protection mode info"; or

-
includes the "New G-RNTI":

the MS shall:

-
transmit a GERAN MOBILITY INFORMATION CONFIRM as response message using AM RLC, on SRB2.

If the GRA UPDATE CONFIRM message:

-
does not include "CN information elements"; and

-
does not include the IE "Ciphering mode info"; and

-
does not include the IE "Integrity protection mode info"; and

-
does not include the IE "New G-RNTI"; and

the MS shall:

-
transmit no response message.

If the new state is RRC CELL_Dedicated orRRC CELL_SHARED, the response message shall be transmitted using the new configuration after the state transition., and the MSshall:

-
if the variable PDCP_SN_INFO is empty:

-
if the CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
when RLC has confirmed the successful transmission of the response message:

-
continue with the remainder of the procedure;

-
if the CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message did not contain the IE "Ciphering mode info":

-
when RLC has been requested to transmit the response message,

-
continue with the remainder of the procedure;

-
if the variable PDCP_SN_INFO non-empty:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
continue with the remainder of the procedure;

If the new state is GRA_PCH, the response message shall be transmitted in RRC CELL_Shared state, and the MS shall:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
enter the new state (GRA_PCH, respectively);

-
continue with the remainder of the procedure.

7.A.1.7a
Physical channel failure

If the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message would cause the MS to transit to CELL_Dedicated state; and

-
in case of a received CELL UPDATE CONFIRM message:

-
if the MS failed to establish the physical channel(s) indicated in the received CELL UPDATE CONFIRM message according to the criteria defined in subclause [new ref] are not fulfilled; or

-
the received CELL UPDATE CONFIRM message does not contain dedicated physical channels;

-
in case of the MS received a GRA UPDATE CONFIRM message:

the MS shall:

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
if V302 is equal to or smaller than N302:

-
in case of a GRA update procedure:

-
stop the GRA update procedure; and

-
continue with a cell update procedure;

-
select a suitable GERAN cell according to [ref to cell reselection];

-
set the contents of the CELL UPDATE message according to subclause ref, except for the IE "Cell update cause" which shall be set to "Radio link failure";

-
submit the CELL UPDATE message for transmission on the uplink SRB2;

-
increment counter V302;

-
restart timer T302 when the RLC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a GRA update procedure:

-
clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode.

7.A.1.8
Unsupported configuration by the MS

If the MS does not support the configuration in the CELL UPDATE CONFIRM message and/or the variable UNSUPPORTED_CONFIGURATION is set to TRUE, the MS shall:

-
if V302 is equal to or smaller than N302, the MS shall:

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
set the variable FAILURE_INDICATOR to TRUE;

-
set the variable FAILURE_CAUSE to "Unsupported configuration";

-
set the content of the CELL UPDATE message according to subclause;

-
submit the CELL UPDATE message for transmission on the uplink SRB2;

-
increment counter V302;

-
restart timer T302 when the MAC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302, the UE shall:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode;

-
Other actions the UE shall perform when entering RRC idle mode from RRC connected mode are specified in subclause new ref;

-
and the procedure ends.

7.A.1.9
Invalid configuration

If the variable INVALID_CONFIGURATION is set to TRUE, the MS shall:

-
if V302 is equal to or smaller than N302:

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info";

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
in case of a cell update procedure:

-
set the variable FAILURE_INDICATOR to TRUE;

-
set the variable FAILURE_CAUSE to "Invalid configuration";

-
set the contents of the CELL UPDATE message according to subclause new ref;

-
submit the CELL UPDATE message for transmission on the uplink SRB2;

-
in case of a GRA update procedure:

-
set the contents of the GRA UPDATE message according to subclauseref; 

-
submit the GRA UPDATE message for transmission on the uplink SRB2;

-
increment counter V302;

-
restart timer T302 when the RLC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode;

-
Other actions the Ms shall perform when entering RRC idle mode from RRC connected mode are specified in subclause ;

-
the procedure ends.
7.A.1.9a
Incompatible simultaneous reconfiguration

In case of a cell update procedure and if the received CELL UPDATE CONFIRM message:

-
includes "RB information elements"; and
-
the variable ORDERED_RECONFIGURATION is set to TRUE because of an ongoing Reconfiguration procedure;

and/or

-
if the variable INCOMPATIBLE_SECURITY_RECONFIGURATION becomes set to TRUE of the received CELL UPDATE CONFIRM message:

the MS shall:

-
if V302 is equal to or smaller than N302:

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
set the variable FAILURE_INDICATOR to TRUE;

-
set the variable FAILURE_CAUSE to "Incompatible simultaneous reconfiguration";

-
set the content of the CELL UPDATE message according to subclause new ref;

-
submit the CELL UPDATE message for transmission on the uplink SRB2;

-
increment counter V302;

-
restart timer T302 when the RLC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;;

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode;

-
Other actions the UE shall perform when entering RRC idle mode from RRC connected mode are specified in subclause ref;

-
the procedure ends
7.A.1.10
Confirmation error of GRA ID list

If the GRA UPDATE CONFIRM message causes a confirmation error of GRA identity list as specified in subclause new ref the UE shall:

-
check the value of V302; and

-
if V302 is smaller or equal than N302:

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info"

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
set the IEs in the GRA UPDATE message according to subclause ref;

-
submit the GRA UPDATE message for transmission on the uplink SRB2;

-
increment counter V302;

-
restart timer T302 when the RLC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302:

-
release all its radio resources;

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode;

-
perform the actions specified in subclause new ref when entering RRC idle mode from RRC connected mode;

-
the procedure ends.

7.A.1.11
Invalid CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message

If the MS receives an CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause [new ref], the MSshall perform procedure specific error handling as follows:

-
If V302 is equal to or smaller than N302, the MSshall:

-
set the variable PROTOCOL_ERROR_INDICATOR to TRUE;

-
in case of a cell update procedure:

-
set the contents of the CELL UPDATE message according to subclause new ref;

-
submit the CELL UPDATE message for transmission on the uplinkSRB2;

-
in case of a GRA update procedure:

-
set the contents of the GRA UPDATE message according to subclause new ref;

-
submit the GRA UPDATE message for transmission on the uplink SRB2;

-
increment counter V302;

-
restart timer T302 when the RLC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302, the MS shall:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a GRA update procedure:

-
clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
release all its radio resources;

-
enter RRC idle mode;

-
Other actions the MS shall perform when entering RRC idle mode from RRC connected mode are specified in subclause new ref;

-
the procedure ends.

7.A.1.12
T302 expiry or cell reselectionor DBPSCHs failure

If any or several of the following conditions are true:

-
expiry of timer T302;

-
reselection to another GERAN cell (including the previously serving cell) before completion of the cell update or GRA update procedure;

the MS shall:

-
stop T302 if it is running;

-
if the MS was in RRC CELL_Dedicated state prior to the initiation of the procedure; and

-
if timers T314 and T315 have elapsed while T302 was running:

-
enter RRC idle mode.

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers. Other actions the MS shall perform when entering idle mode from connected mode are specified in subclause 8.5.2.

-
and the procedure ends.

-
if timer T314 has elapsed while T302 was running and,

-
if "T314 expired" in the variable RB_TIMER_INDICATOR is set to FALSE and

-
if T315 is still running:

-
release locally all radio bearers which are associated with any radio access bearers for which in the variable ESTABLISHED_RABS the value of the IE "Re-establishment timer" is set to "useT314";

-
indicate release of those radio access bearers to upper layers;

-
delete all information about those radio access bearers from the variable ESTABLISHED_RABS;

-
set "T314 expired" in the variable RB_TIMER_INDICATOR to TRUE;

-
if timer T315 has elapsed while T302 was running and,

-
if "T315 expired" in the variable RB_TIMER_INDICATOR is set to FALSE and,

-
if T314 is still running:

-
release locally all radio bearers which are associated with any radio access bearers for which in the variable ESTABLISHED_RABS the value of the IE "Re-establishment timer" is set to "useT315";

-
indicate release of those radio access bearers to upper layers;

-
delete all information about those radio access bearers from the variable ESTABLISHED_RABS;

-
set "T315 expired" in the variable RB_TIMER_INDICATOR to TRUE;

-
check whether it is still in "in service area" (see subclause new ref);

-
if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message the IE "Reconfiguration" in the variable CIPHERING_STATUS is set to TRUE and/or the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE CONFIRM message in case of a cell update procedure:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
in case of a cell update procedure:

-
clear any entry for the CELL UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS;

-
in case of a GRA update procedure:

-
clear any entry for the GRA UPDATE CONFIRM message in the table "Accepted transactions" in the variable TRANSACTIONS;

If the MS detects "in service area" if it has not entered RRC idle mode, and:

-
if V302 is equal to or smaller than N302, the MS shall:

-
in case of a cell update procedure:

-
set the contents of the CELL UPDATE message according to subclause new ref;

-
submit the CELL UPDATE message for transmission on the uplink SRB2;

-
in case of a GRA update procedure:

-
set the contents of the GRA UPDATE message according to subclause new ref;

-
submit the GRA UPDATE message for transmission on the uplink SRB2, using AM RLC.;

-
increment counter V302;

-
restart timer T302 when the MAC layer indicates success or failure to transmit the message;

-
if V302 is greater than N302, the MS shall:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
in case of a cell update procedure:

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
in case of a GRA update procedure:

-
clear the entry for the URA UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode;

-
other actions the UE shall perform when entering idle mode from connected mode are specified in subclause new ref;

-
and the procedure ends.

7.A.1.14
T314 expiry

Upon expiry of timer T314 the MS shall:

-
if timer T302 is running:

-
continue awaiting response message from GERAN;

-
if timer T302 is not running and timer T315 is running:

-
set IE "T314 expired" in variable RB_TIMER_INDICATOR to TRUE;

-
release locally all radio bearers which are associated with any radio access bearers for which in the variable ESTABLISHED_RABS the value of the IE "Re-establishment timer" is set to "useT314";

-
indicate release of those radio access bearers to upper layers;

-
delete all information about those radio access bearers from the variable ESTABLISHED_RABS;

-
if timers T302 and T315 are not running:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter idle mode;

-
other actions the MS shall perform when entering idle mode from connected mode are specified in subclause [new ref];

-
and the procedure ends.

7.A.1.14
T315 expiry

Upon expiry of timer T315 the MS shall:

-
if timer T302 is running:

-
continue awaiting response message from GERAN;

-
if timer T302 is not running and timer T314 is running:

-
set IE "T315 expired" in variable RB_TIMER_INDICATOR to TRUE;

-
release locally all radio bearers which are associated with any radio access bearers for which in the variable ESTABLISHED_RABS the value of the IE "Re-establishment timer" is set to "use T315";

-
indicate release of those radio access bearers to upper layers;

-
delete all information about those radio access bearers from the variable ESTABLISHED_RABS;

-
if timers T302 and T314 are not running:

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions" in the variable TRANSACTIONS;

-
release all its radio resources;

-
indicate release (abort) of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
set the variable CELL_UPDATE_STARTED to FALSE;

-
enter RRC idle mode;

-
other actions the MS shall perform when entering idle mode from connected mode are specified in subclause [new ref than 8.5.2 in UTRAN];

-
and the procedure ends.

7.A.1.15
Reception of the GERAN MOBILITY INFORMATION CONFIRM message by the GERAN

See subclause new ref.
7.A.2
GRA update

See subclause new ref.

7.A.3
GERAN mobility information
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Figure 48: GERAN mobility information procedure, normal flow
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Figure 49: GERAN mobility information procedure, failure case

7.A.3.1
General

The purpose of this procedure is to allocate any one or a combination of the following to a MS in connected mode:

· a new G-RNTI;
· other mobility related information.
7.A.3.2
Initiation

To initiate the procedure GERAN transmits a GERAN MOBILITY INFORMATION message to the MS on the downlink SRB2.

 7.A.3.3
Reception of GERAN MOBILITY INFORMATION message by the MS

When the MS receives a GERAN MOBILITY INFORMATION message, it shall:

-
act on received information elements as specified in subclause new ref;

-
if the IE "UE Timers and constants in connected mode" is present:

-
store the values of the IE "UE Timers and constants in connected mode" in the variable TIMERS_AND_CONSTANTS, replacing any previously stored value for each timer and constant; and

-
for each updated timer value:

-
start using the new value next time the timer is started;

-
for each updated constant value:

-
start using the new value directly;

-
set the IE "RRC transaction identifier" in the GERAN MOBILITY INFORMATION CONFIRM message to the value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the GERAN MOBILITY INFORMATION message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the GERAN MOBILITY INFORMATION message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
if the variable PDCP_SN_INFO is non-empty:

-
include the IE "RB with PDCP information list" in the GERAN MOBILITY INFORMATION CONFIRM message and set it to the value of the variable PDCP_SN_INFO;

-
if the received GERAN MOBILITY INFORMATION message included the IE "Downlink counter synchronisation info":

-
calculate the START value according to subclause new ref;

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info" in the GERAN MOBILITY INFORMATION CONFIRM message;

-
transmit a GERAN MOBILITY INFORMATION CONFIRM message on the uplink SRB2 using AM RLC;

-
if the IE "Integrity protection mode info" was present in the GERAN MOBILITY INFORMATION message:

-
start applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from and including the transmitted GERAN MOBILITY INFORMATION CONFIRM message;

-
if the variable PDCP_SN_INFO is empty; and

-
if the GERAN MOBILITY INFORMATION message contained the IE "Ciphering mode info":

-
when RLC has confirmed the successful transmission of the GERAN MOBILITY INFORMATION CONFIRM message, perform the actions below;

-
if the GeRAN MOBILITY INFORMATION message did not contain the IE "Ciphering mode info":

-
when RLC has been requested to transmit the GERAN MOBILITY INFORMATION CONFIRM message, perform the actions below;

-
if the variable PDCP_SN_INFO is non-empty:

-
when RLC has confirmed the successful transmission of the UTRAN MOBILITY INFORMATION CONFIRM message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
clear the variable PDCP_SN_INFO;

-
if the GERAN MOBILITY INFORMATION message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the GERAN MOBILITY INFORMATION message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

The procedure ends.

7.A.3.4
Reception of an GERAN MOBILITY INFORMATION CONFIRM message by the GERAN

When the network receives GERAN MOBILITY INFORMATION CONFIRM message, GERAN may delete any old G-RNTI. The procedure ends.

7.A.3.5
Cell re-selection

If the MS performs cell re-selection, the MS shall:

-
initiate a cell update procedure according to subclause new ref;

-
if the MS has not yet submitted the GERAN MOBILITY INFORMATION CONFIRM message to lower layers for transmission;

-
transmit a GERAN MOBILITY INFORMATION FAILURE message on the uplink SRB2 using AM RLC;

-
set the IE "RRC transaction identifier" in the GERAN MOBILITY INFORMATION FAILURE message to
the value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry.

-
set the IE "failure cause" to the cause value "cell update occurred";

-
when the GERAN MOBILITY INFORMATION FAILURE message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid GERAN MOBILITY INFORMATION message has not been received and the procedure ends.

-
otherwise:

-
continue the procedure normally.
7.A.3.5a
Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION becomes set to TRUE of the received GERAN MOBILITY INFORMATION message, the MS shall:

-
transmit a GERAN MOBILITY INFORMATION FAILURE message on the uplink SRB2 using AM RLC;

-
set the IE "RRC transaction identifier" in the GERAN MOBILITY INFORMATION FAILURE message to the value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "incompatible simultaneous reconfiguration";

-
when the GERAN MOBILITY INFORMATION FAILURE message has been delivered to lower layers for transmission:

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the GERAN MOBILITY INFORMATION message has not been received;

-
and the procedure ends.

7.A.3.6
Invalid GERAN MOBILITY INFORMATION message

If the GERAN MOBILITY INFORMATION message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause new ref, the MS shall perform procedure specific error handling as follows. The MS shall:

-
transmit a MSRAN MOBILITY INFORMATION FAILURE message on the uplink MS using AM RLC;

-
set the IE "RRC transaction identifier" in the GERAN MOBILITY INFORMATION FAILURE message to the value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message in the table "Rejected transactions" in the variable TRANSACTIONS, and;

-
clear that entry.

-
set the IE "failure cause" to the cause value "protocol error";

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;

-
when the GERAN MOBILITY INFORMATION FAILURE message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid GERAN MOBILITY INFORMATION message has not been received;

-
and the procedure ends.

7.11
SACCH procedures

7.11.1
General

NOTE:
The SACCH procedures are based on section 3.4.1 SACCH procedures in 44.018.

7.11.2
Measurement Report and Enhanced Measurement Report

7.11.3
Extended measurement report $(MAFA)$



7.13
Handover procedure

NOTE:
Handover is used it is based on section 3.4.4 in 44.018.
In RRC Cell_Dedicated state an intercell or intracell change of channel(s) can be requested by the network RRC sublayer. This change may be performed through the handover procedure

NOTE:
The decision to do a handover and the choice of the new cell is out of the scope of this technical specification.

The purpose of the handover procedure is to completely modify the channels allocated to the mobile station e.g. when the cell is changed. A change in the channel configuration nature is possible. This procedure is used only while in RRC Cell_Dedicated state. The handover procedure shall not be used for changing between dependent configurations (see clause 3.4.3). An exception to this is when the handover procedure is used by Location Services. In this case the mobile may be commanded to attempt a handover to the same channel as currently assigned to the MS. The MS shall attempt to perform a handover to this unchanged channel, which includes the transmission of access bursts.

The handover procedure includes:

-
The disconnection and the deactivation of previously assigned channels and their release (layer 1);

-
The activation of the new channels, and their connection if applicable;

-
The triggering of the establishment of layer 2 for the new channels.

The handover procedure is always initiated by the network.

7.X.1
Handover initiation

The network initiates the handover procedure by sending a HANDOVER COMMAND message to the mobile station on the SRB2. It then starts timer T3103.

If the HANDOVER COMMAND message refers to a cell to which the mobile station is not synchronised to, this shall not be considered as an error (see 3GPP TS 45.008).

NOTE:
The network should take into account limitations of certain mobile stations to understand formats used in the Frequency List IE, Frequency Short List IE, and Cell Channel Description IE used in the HANDOVER COMMAND message, see new references.

Upon receipt of the HANDOVER COMMAND message, the mobile station initiates, the release of layer 2 connections [(reference should be added)], disconnects the physical channels (including SBPSCHs resources, commands the switching to the assigned channels and initiates the establishment of lower layer connections (this includes the activation of the channels, their connection and the establishment of the data links).

The HANDOVER COMMAND message contains:

-
The characteristics of the new channels, including for the multislot configuration and DBPSCHs+SBPSCHs configuration the exact SRBs to be used. The message may also contain definitions of the channel mode to be applied for one or several channel sets. If a previously undefined channel set is defined by the HANDOVER COMMAND message, a definition of the channel mode for the new channel set shall be included in the message.

-
The characteristics of the new cell that are necessary to successfully communicate (e.g. frequency list in the case of slow frequency hopping), including the data that allows the mobile station to use the pre-knowledge about synchronization it acquires by the measurement process (i.e. BSIC + BCCH frequency).

-
A power command (cf. 3GPP TS 45.008 [ref]) The mobile station for the initial power on the new channel(s) shall use the power level defined in this power command. It shall not affect the power used on the old channel(s).

-
An indication of the physical channel establishment procedure to be used.

-
A handover reference, used as specified in the following clause. The choice of the handover reference by the network is out of the scope of this specification and left to the manufacturers.

-
Optionally a timing advance to be used on the new cell.

- The HANDOVER COMMAND message may contain a cipher mode setting IE. In that case, this ciphering mode has to be applied on the new channel. If no such information is present, the ciphering mode is the same as on the previous channel. In either case the ciphering key shall not be changed. The HANDOVER COMMAND message shall not contain a cipher mode setting IE that indicates "start ciphering" unless a SECURITY MODE CONTROL COMMAND message has been transmitted earlier: if such an HANDOVER COMMAND message is received it shall be regarded as erroneous, an HANDOVER FAILURE with cause "Protocol error unspecified" message shall be returned immediately, and no further action taken. In the case of UMTS to GERAN Iu mode handover, the HANDOVER COMMAND message, which is sent transparently via RNC from BSS to the mobile station, shall always contain the cipher mode setting IE.  In the case of CDMA2000 to GERAN Iu mode handover, the HANDOVER COMMAND message, which is sent transparently via RNC from BSS to the mobile station, shall always contain the cipher mode setting IE.
-
The HANDOVER COMMAND may contain the integrity protection elements like Integrity check info and Integrity protection mode info .Optionally, new G-RNTI, CN information Info, GRA identity and RB info IEs are used by the HANDOVER COMMAND.
-
RRC state identicator is used to indicate the state where the transition is originated from.
-
An identification of the RRC procedure transaction local for the type of the message this IE was included within.
-
Optionally, when the channel mode indicates that a multi-rate speech codec must be applied, the MultiRateconfiguration to be used in the new cell. The MultiRate Configuration IE defines the set of codec mode and related information to use after the handover. When accessing the new channel, the mobile station shall use for the Initial Codec Mode the mode specified in the MultiRate Configuration IE, if present, or apply by default the implicit rule defined in 3GPP TS 45.009 [ref].

In addition, a HANDOVER COMMAND message may indicate a frequency change in progress, with a starting time and possibly alternative channel descriptions.

In the case of the reception of a HANDOVER COMMAND message which contains only the description of a channel to be used after the starting time, the mobile station shall wait up to the starting time before accessing the channel. If the starting time has already elapsed, the mobile shall access the channel as an immediate reaction to the reception of the message (see 3GPP TS 45.010 [ref] for the timing constraints). 

In the case of a handover towards a GERAN cell to which the mobile station is not synchronised to and in the case of an intersystem handover to GERAN, at the reception of a HANDOVER COMMAND message which contains only the description of a channel to be used after the starting time, the mobile station shall wait up to the starting time before accessing the new channel. If the starting time has already elapsed, the mobile shall access the new channel as an immediate reaction to the reception of the message (see 3GPP TS 45.010 [ref] for the timing constraints). Between the reception of the HANDOVER COMMAND and the starting time there is no requirement for the mobile station to receive or transmit on the old channel.

NOTE:
This case may result to a long interruption and should not be used.

If the message contains both the description of a channel to be used after the indicated time and of a channel to be used before, the mobile station accesses a channel as an immediate reaction to the reception of the message. If the moment the mobile station is ready to access is before the indicated time, the mobile station accesses the channels described for before the starting time. The mobile station then changes to the channel described for after the starting time at the indicated time. New parameters can be frequency list, MAIO and HSN. Other parameters describing the allocated channels must be identical to the parameters described for before the starting time. If the moment the mobile station is ready to access is after the starting time, the mobile station accesses the channel described for after the starting time.

If the channel mode indicates that a multi-rate speech codec must be applied, and the MultiRateConfiguration IE is not included in the HANDOVER COMMAND message, then the mobile station shall assume that the MultiRateconfiguration has not changed. For the Initial Codec Mode, the mobile station shall use the previously received Initial Codec Mode, if any, or apply by default the implicit rule defined in 3GPP TS 45.009 [ref]. The MultiRate Configuration IE shall be included in the case of full rate channel to half rate channel handover. If not included in this case, the mobile station shall behave as if the MultiRate Configuration IE was inconsistent.

7.x.1.1
Physical channel establishment

Four procedures are defined. The support of three of them is mandatory in the mobile station. The pseudo-synchronization case is optional in the mobile station. A pseudo-synchronized handover can be commanded only to a mobile station that can support it, as indicated in the classmark.

7.x.1.1.1
Finely synchronized cell case

If the mobile station knows that the timing advance with the new cell is not out of range, i.e. smaller than or equal to the maximum timing advance that can be coded as specified in 3GPP TS 44.004 [ref], or if the new cell does accept out of range timing advance as indicated in the HANDOVER COMMAND message, the mobile station proceeds as follows.

After having switched to the assigned channels, the mobile station sends four times the HANDOVER ACCESS message in four successive layer 1 frames SRB0. This message is sent in an access burst. Its content is reduced to the handover reference information element. The transmission of these four messages is optional if so indicated by the network in the HANDOVER COMMAND message.

Before completion of the 4 access bursts on the SRB0, additional access bursts may also be sent on the SACCH.

In those cells that support extended TA values if TA value in new cell is greater than 63 and the HANDOVER COMMAND message indicates that the transmission of four HANDOVER ACCESS messages is optional the MS shall not transmit these four messages. MS shall not send additional bursts on the SACCH (SRB0).

It then activates the channels in sending and receiving mode and connects the channels if need be.

If applicable, ciphering is immediately started . The access bursts are not ciphered. The HANDVOER ACCESS may contain the RRC transaction identifier.
7.x.1.1.2
Non synchronized cell case

After having switched to the assigned channels, the mobile station starts repeating the HANDOVER ACCESS message in successive layer 1 frames on on the SRB0. This message is sent in an access burst. Its content is reduced to the handover reference information element. The mobile station starts timer T3124 at the start point of the timeslot in which the HANDOVER ACCESS message is sent the first time on SRB0.

The mobile station then activates the channels in receiving mode and connects the channels if need be (only for reception).

If applicable, deciphering is then immediately started. The access bursts are not ciphered. The HANDVOER ACCESS may contain the RRC transaction identifier.

When the network has the RF characteristics that are necessary, it sends in unacknowledged mode a PHYSICAL INFORMATION message to the mobile station on SRB0. If applicable, ciphering and deciphering is immediately started (i.e., before even the reception of a correct access burst), and the message is sent enciphered.The PHYSICAL INFORMATION message contains various physical layer related information, allowing a proper transmission by the mobile station. The correct decoding of a frame means that the decoding algorithm and the error detection tests, if any, indicate no error. When the mobile station receives a PHYSICAL INFORMATION message, it stops timer T3124, stops sending access bursts, activates the physical channels in sending and receiving mode and connects the channels if need be. If the allocated channel is an SDCCH (+ SACCH), performance of the mobile station must enable the mobile station to accept a correct PHYSICAL INFORMATION message sent by the network in any block while T3124 is running.

7.x.1.1.3
Pseudo-synchronized cell case

The details of the use of this procedure are described in 3GPP TS 45.010 [ref]. The mobile station computes the timing advance to be used with the new cell from the real time difference value given in the HANDOVER COMMAND message. If the mobile station knows that the timing advance with the new cell is not out of range , i.e. smaller or equal to the maximum timing advance that can be coded as specified in 3GPP TS 44.004 [ref], or if the new cell accepts an out of range timing advance as indicated in the HANDOVER COMMAND message, the mobile station switches to the new channel and proceeds as follows.

After having switched to the assigned channels, the mobile station sends in four successive slots on the SRB0 a HANDOVER ACCESS message. This message is sent in random mode and thus does not follow the basic format. Its content is reduced to the handover reference information element. The transmission of these four messages is optional if so indicated by the network in the HANDOVER COMMAND message. Before completion of the 4 access bursts on the SRB0, additional access bursts may also be sent on the SACCH.

In those cells that support extended TA values if TA value in new cell is greater than 63 and the HANDOVER COMMAND message indicates that the transmission of four HANDOVER ACCESS messages is optional the MS shall not transmit these four messages. The MS shall not send additional bursts on the SACCH.

The mobile station then activates the channels in sending and receiving mode and connects the channels if need be. The mobile station may activate the channels in receiving mode and connect the channels while sending access bursts.

If applicable, ciphering is then immediately started. The access bursts are not ciphered. The HANDVOER ACCESS may contain the RRC transaction identifier.

7.x.1.1.4
Pre-synchronized cell case

The details of the use of this procedure are described in 3GPP TS 45.010. The mobile station switches to the new channel and proceeds as follows.

After having switched to the assigned channels, the mobile station sends in four successive slots on the SRB0 a HANDOVER ACCESS message. This message is sent in an access burst and thus does not follow the basic format. Its content is reduced to the handover reference information element. The transmission of these four messages is optional if so indicated by the network in the HANDOVER COMMAND message.

Before completion of the 4 access bursts on the SRB0, additional access bursts may also be sent on the SACCH.

In those cells that support extended TA values if TA value in new cell is greater than 63 and the HANDOVER COMMAND message indicates that the transmission of four HANDOVER ACCESS messages is optional the MS shall not transmit these four messages. MS shall not send additional bursts on the SACCH (SRB0).

The mobile station then activates the channel in sending and receiving mode and connects the channels if need be. The timing advance value to be used with the new cell is:

-
either the value contained in the HANDOVER COMMAND message if the timing advance information element is present;

-
or the default value for pre-synchronized handover as defined in 3GPP TS 45.010, if the timing advance information element is not included in the HANDOVER COMMAND message. The MS may activate the channels in receiving mode and connect the channels while sending access bursts.

If applicable, ciphering is immediately started. The access bursts are not ciphered. The HANDVOER ACCESS may contain the RRC transaction identifier.

7.X.2
Handover completion

After lower layer connections are successfully established, the mobile station returns a HANDOVER COMPLETE message, specifying cause "normal event", to the network on the SRB2.

When receiving the HANDOVER COMPLETE message, the network stops timer T3103 and releases the old channels.

If requested to do so in the HANDOVER COMMAND message, the mobile station includes the observed time difference it has measured when performing the handover, corrected by half the timing advance, in the HANDOVER COMPLETE message (detailed specifications are given in 3GPP TS 45.010).If the new cell supports DTM and the mobile station was in MAC DTM in the old cell or the network does not have enough information about the RRC mode in the old cell, the network sends the DTM INFORMATION message on the SRB2 after the HANDOVER COMPLETE message has been received.

7.X.3
Abnormal cases

In the case of a synchronous or pseudo-synchronous handover, if the mobile station knows that the timing advance with the new cell is out of range, i.e. is bigger than the maximum timing advance that can be coded as specified in 3GPP TS 44.004, and if the new cell does not accept out of range timing advance as indicated in the HANDOVER COMMAND message, the mobile station sends a HANDOVER FAILURE message, cause "handover impossible, timing advance out of range", on the SRB2 and does not attempt that handover.

If the HANDOVER COMMAND message instructs the mobile station to use a Channel Description or Mode that it does not support, or if the Channel Mode to use is not defined for all channel sets, then the MS shall return a HANDOVER FAILURE message with cause "channel mode unacceptable", and the MS shall remain on the current channel(s) and uses the old Channel Description or Mode(s).

The MultiRate Configuration IE shall be considered as inconsistent by the MS if:

-
the active set does not include any codec mode or the active set includes more than four codec modes; or

-
one or more codec modes of the active codec set are not supported by the assigned channel; or

the threshold and hysteresis values are not set according to requirements given in 3GPP TS 45.009[ref].

If the mobile station receives a HANDOVER COMMAND message containing an inconsistent MultiRateConfiguration IE, then the mobile station shall return a HANDOVER FAILURE message with cause "channel mode unacceptable", and the mobile station shall remain on the current channel(s) and uses the old Channel Description or Mode(s).

If the HANDOVER COMMAND message instructs the mobile station to use a frequency that it is not capable of, then the mobile station shall return a HANDOVER FAILURE message with cause "frequency not implemented", and the mobile station shall remain on the current channel(s). If the mobile station receives a HANDOVER COMMAND message with a Frequency List IE or Frequency Short List IE indicating frequencies that are not all in one band, then the mobile station shall stay on the current channel(s) and send a HANDOVER FAILURE message with cause "frequency not implemented". If the mobile station receives a HANDOVER COMMAND message with a Mobile Allocation IE indexing frequencies that are not all in one band, then the mobile station shall stay on the current channel(s) and send a HANDOVER FAILURE message with cause "frequency not implemented".

NOTE:
A HANDOVER COMMAND message sent to a multi band mobile station shall not be considered invalid because it indicates target channel frequencies that are all in a different frequency band to that of the ARFCN in the Cell Description IE.

On the mobile station side, if timer T3124 times out (only in the non- synchronized case) or if a lower layer failure happens on the new channel before the HANDOVER COMPLETE message has been sent, the mobile station deactivates the new channels, reactivates the old channels, reconnects the DBPSCHs if any and triggers the establishment of the SRB2. It then sends a HANDOVER FAILURE message on the SRB2 and resumes normal operation as if no handover attempt had occurred. The operational parameters (e.g. ciphering mode) when returning on the old channel are those applied before the HANDOVER COMMAND message was received.

When the HANDOVER FAILURE message has been received, the network releases the new channels if they were dedicated channels and stops timers T3105 and stops T3103 in the non-synchronized case. 

If a lower layer failure happens while attempting to connect back to the old channels, the standard rules are applied [(see subcl for RRC when RRC Cell_Dedicated)].

On the network side, if timer T3103 elapses before either the HANDOVER COMPLETE message is received on the new channels on SRB2, or a HANDOVER FAILURE message is received on the old channels on SRB2, or the mobile station has re-established the call, the old channels are released if they were DBPSCHs and all contexts related to the connections with that mobile station are cleared. 

On the network side, if  the layer 2 blocks have not  been received correctly from the mobile station on the SRB, the newly allocated channels are released if they were DBPSCHs.

On the network side, lower layer failures occurring on the old channels after the sending of the HANDOVER COMMAND message are ignored.

The new causes for Handover Failure are FFS.

7.14
Handover to UTRAN procedure

NOTE:
Based on section 3.4.4a in 44.018.

7.15
Handover to CDMA2000 procedure

NOTE:
Based on section 3.4.4b in 44.018.


NOTE:
.The Radio Bearer Reconfiguration procedures are used.

The Radio Bearer Reconfiguration procedures are used.

 The Radio Bearer Procedures are used

 The Radio Bearer Procedures are used.
7.20
Classmark change procedure

NOTE:
This procedure is FFS.

7.21
Classmark interrogation procedure

NOTE:
This procedure is FFS.



7.23
Receiving a RR STATUS message by an RRC entity.

NOTE:
This section is FFS.


Radio Bearer Reconfiguration procedures are used.
7.25
Mapping of user data substreams onto timeslots in a multislot configuration


For multislot configurations the following rules for mapping of the user data substreams onto timeslots shall apply for each channel set:

-
at initial assignment, the lowest numbered user data substream shall be mapped to the lowest numbered timeslot etc. in ascending order (the user data substreams are numbered 0 to (n-1), where n is the number of substreams)

-
at channel changes using handover procedure or radio bearer procedures, the lowest numbered user data substream shall be mapped to the lowest numbered timeslot etc. in ascending order (the user data substreams are numbered 0 to (n-1), where n is the number of substreams)

-
at channel changes using radio bearer procedures:

-
user data substream(s) mapped to timeslot(s) that are present in both the old and the new configuration shall continue to be mapped to the same timeslot(s) as before the channel change; and

-
possibly added timeslot(s) shall carry the lowest numbered available user data substream so that the lowest numbered data substream among the added is mapped to the lowest numbered added timeslot and so on in ascending order.

NOTE:
The user data substream number is a number that need not be the same as the inband number used for transparent services. The user data substream number is only used as a point of reference to a specific user data substream.

7.26
Handling of classmark information at band change

NOTE:
This procedure is FFS.



7.28
RR-Network Controlled Cell Change Order

NOTE:
Based on 3.4.20 in 44.018.
7.29
Application Procedures

NOTE: This procedure is FFS.

7.30
Packet resource establishment procedures

NOTE:
Will be based on section 3.4.22, 3.4.23, 3.4.24 in 44.018.

7.31
GPRS suspension procedure

NOTE:
This section is FFS.

7.32
GPRS Transparent Transport Procedure

NOTE:
Whether this procedure will be used in Iu mode or replaced by UL/DL Direct Transfer is FFS.

7.33
Radio Bearer control procedures


7.X.1 Radio bearer establishment

See Reconfiguration procedures (7.X.2).

7.X.2 Reconfiguration procedures


[image: image18.wmf]MS

GERAN

RADIO BEARER SETUP

RADIO BEARER SETUP COMPLETE


Figure x: Radio Bearer Establishment, normal case
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Figure x: Radio Bearer Establishment, MS reverts to old configuration
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Figure x: Radio bearer reconfiguration, normal flow
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Figure x: Radio bearer reconfiguration, failure case
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Figure x: Radio Bearer Release, normal case
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Figure x: Radio Bearer Release, MS reverts to old configuration

7.X.2.1
General
Reconfiguration procedures include the following procedures:

-
the radio bearer establishment procedure;

-
radio bearer reconfiguration procedure;

-
the radio bearer release procedure;

The radio bearer establishment procedure is used to establish new radio bearer(s).

The radio bearer reconfiguration procedure is used to reconfigure parameters for a radio bearer.

The radio bearer release procedure is used to release radio bearer(s)

7.X.2.2
Initiation

To initiate any one of the reconfiguration procedures, GERAN should:

-
configure new radio links in any new physical channel configuration;

-
start transmission and reception on the new radio links;

-
for a radio bearer establishment procedure:

-
transmit a RADIO BEARER SETUP message on the SRB2 using AM RLC;

-
for a radio bearer reconfiguration procedure:

-
transmit a RADIO BEARER RECONFIGURATION message on the SRB2 using AM RLC ;

-
for a radio bearer release procedure:

-
transmit a RADIO BEARER RELEASE message on the main DCCH or SRB2 using AM RLC ;

-
if the reconfiguration procedure is simultaneous with SBSS relocation procedure, and ciphering and/or integrity protection are activated:

-
transmit new ciphering and/or integrity protection information to be used after reconfiguration.

GERAN should take the MS capabilities into account when setting the new configuration. If the message is used to initiate a transition from RRC Cell_Dedicated to RRC Cell_shared, the RRC will allocate the new physical resources.

7.X.2.3
Reception of RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE message by the MS

The MS shall be able to receive any of the following messages:

-
RADIO BEARER SETUP message; or

-
RADIO BEARER RECONFIGURATION message; or

-
RADIO BEARER RELEASE message; or

If the MS receives:

-
a RADIO BEARER SETUP message; or

-
a RADIO BEARER RECONFIGURATION message; or

-
a RADIO BEARER RELEASE message; or

-


it shall:

-
set the variable ORDERED_RECONFIGURATION to TRUE;

-
may first release the current physical channel configuration and

-
then establish a new physical channel configuration and act upon all received information elements as specified in subclause [new ref for the explaining the variables]

If the MS is remaining in RRC Cell_Dedicated after state transition, the dedicated basic physical parameters are sent for TCH or PDTCH channels. If after state transition the MS enters RRC CELL_Shared state, no physiscal layer parameters are transfered through the radio bearer. RLC/MAC entity will take care of resources assignment.

The MS shall transmit a response message as specified in[section 8.2.2.4 in UTRAN-new ref to be added!], setting the information elements as specified below. The MS shall:

-
if the received reconfiguration message included the IE "Downlink counter synchronisation info":

-
calculate the START value according to subclause [section 8.5.9 in UTRAN-new ref.!]

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info";

-
if the received reconfiguration message did not include the IE "Downlink counter synchronisation info":

-
if the variable START_VALUE_TO_TRANSMIT is set:

-
include and set the IE "START" to the value of that variable;

-
if the variable START_VALUE_TO_TRANSMIT is not set and the IE "New G-RNTI" is included:

-
calculate the START value according to subclause[new ref.!];

-
include the calculated START values for each CN domain in the IE "START list" in the IE "Uplink counter synchronisation info";

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the variable PDCP_SN_INFO is not empty:

-
include the IE "RB with PDCP information list" and set it to the value of the variable PDCP_SN_INFO;

-
if the IE "Integrity protection mode info" was present in the received reconfiguration message:

-
start applying the new integrity protection configuration in the uplink for SRB2 from and including the transmitted response message;

If after state transition the MS enters RRC CELL_Shared or RRC GRA_PCH state, the MS shall, after the state transition and transmission of the response message:

-
if the IE "Frequency info" is included in the received reconfiguration message:

-
select a suitable GRA cell according to [cell reselection-new ref!]on that frequency;

-
if the IE "Frequency info" is not included in the received reconfiguration message:

-
select a suitable GRA cell according to [cell reselection - new ref!]
-
prohibit periodical status transmission in RLC;

-
start timer T305 using its initial value if timer T305 is not running and if periodical update has been configured by T305 in the IE "UE Timers and constants in connected mode" set to any other value than "infinity" in system information block type 1
;

-
if the MS enters RRC CELL_ Shared state, the MS selected another cell than indicated by this IE:

-
initiate a cell update procedure according to subclause [cell reselection-new ref!] using the cause "cell reselection";

-
when the cell update procedure completed successfully:

-
The procedure ends;

-
if the MS enters RRC GRA_PCH state, and after cell selection the criteria for GRA update caused by "GRA reselection" according to subclause [new ref!]is fulfilled:

-
initiate a GRA update procedure according to subclause [RRC connection mobility- new ref!] using the cause "GRA reselection";

-
when the GRA update procedure completed:

-
The procedure ends.

7.X.2.4
Transmission of a response message by the MS, normal case

In case the procedure was triggered by reception of a RADIO BEARER SETUP message, the MS shall:

-
if the MS is not in RRC CELL_Dedicated prior to this procedure and will be in RRC CELL_Dedicated state at the conclusion of this procedure:

-
include the IE "COUNT-C activation time" in the response message and specify a TDMA FRAME NUMBER (FN MODULO 255) value other than the default, "Now" for this IE;

-
transmit a RADIO BEARER SETUP COMPLETE as response message on the or SRB2 using AM RLC;

In case the procedure was triggered by reception of a RADIO BEARER RECONFIGURATION message, the MS shall:

-
if the MS will be in RRC CELL_Dedicated state at the conclusion of this procedure:

-
include the IE "COUNT-C activation time" in the response message and specify a TDMA FRAME NUMBER (FN MODULO 255)  value other than the default, "Now" for this IE;

-
transmit a RADIO BEARER RECONFIGURATION COMPLETE as response message on the main SDCCH or PDTCH,or SRB2 using AM RLC

In case the procedure was triggered by reception of a RADIO BEARER RELEASE message, the MS shall:

-
if the MS will be in  RRC CELL_Dedicated state at the conclusion of this procedure:

-
include the IE "COUNT-C activation time" in the response message and specify a TDMA FRAME NUMBER (FN MODULO 255) value other than the default, "Now" for this IE;

-
transmit a RADIO BEARER RELEASE COMPLETE as response message on the SRB2 using AM RLC;

If the new state is RRC CELL_Dedicated   the response message shall be transmitted using the new configuration after the state transition, and the MS shall:

-
if the variable PDCP_SN_INFO is empty:

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
when RLC has confirmed the successful transmission of the response message:

-
notify upper layers upon change of the security configuration;

-
perform the actions below;

-
if the received reconfiguration message did not contain the IE "Ciphering mode info":

-
when RLC has been requested to transmit the response message:

-
perform the actions below;

-
if the variable PDCP_SN_INFO is non-empty:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
perform the actions below.

If the new state is RRC Cell_Shared or RRC GRA_PCH, the response message shall be transmitted using the old configuration before the state transition and the MS shall:

-
when RLC has confirmed the successful transmission of the response message:

-
for each radio bearer in the variable PDCP_SN_INFO:

-
if the IE "RB started" in the variable ESTABLISHED_RABS is set to "started":

-
configure the RLC entity for that radio bearer to "continue";

-
enter the new state ( RRC CELL_Shared or RRC GRA_PCH, respectively);

-
perform the actions below.

The MS shall:

-
set the variable ORDERED_RECONFIGURATION to FALSE;

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
clear the variable PDCP_SN_INFO;

-
clear the variable START_VALUE_TO_TRANSMIT.

7.X.2.5
Reception of a response message by the GERAN, normal case

When GERAN has received

-
the RADIO BEARER SETUP COMPLETE message; or

-
the RADIO BEARER RECONFIGURATION COMPLETE message; or

-
the RADIO BEARER RELEASE COMPLETE message;

GERAN may delete the old configuration.

If the IE "COUNT-C activation time" is included, GERAN should only begin incrementing the COUNT-C for radio bearers that are mapped on TM-RLC at the TDMA FRAME NUMBER (FN MODULO 255) indicated in this IE.

The procedure ends on the GERAN side.

7.X.2.6
Unsupported configuration in the MS

If the GERAN instructs the MS to use a configuration, which it does not support and/or if the received message causes the variable UNSUPPORTED_CONFIGURATION to be set to TRUE, the MS shall:

-
transmit a failure response as specified in subclause [8.2.2.9-new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "configuration unsupported";

-
set the variable UNSUPPORTED_CONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.

7.X.2.7
Physical channel failure

A physical channel failure occurs in case the criteria defined in [subclause 8.5.4 in UTRAN-new ref] are not fulfilled.

If the received message caused the MS to be in RRC CELL_Dedicated state and the MS failed to establish the dedicated physical channel(s) indicated in the received message the MS shall:

-
revert to the configuration prior to the reception of the message (old configuration);

-
if the old configuration includes dedicated physical channels (RRC CELL_Dedicated state) and the MS is unable to revert to the old configuration:

-
initiate a cell update procedure according to subclause [new ref!], using the cause "radio link failure";

-
after the cell update procedure has completed successfully:

-
proceed as below;

-
if the old configuration does not include dedicated physical channels (RRC CELL_Shared state):

-
select a suitable GRA cell according to [new ref!];

-
if the MS selects another cell than the cell the MS camped on upon reception of the reconfiguration message:

-
initiate a cell update procedure according to subclause[new ref!], using the cause "Cell reselection";

-
after the cell update procedure has completed successfully:

-
proceed as below;

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "physical channel failure";

-
set the variable ORDERED_RECONFURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received;

The procedure ends.

7.X.2.8
Cell re-selection

If the MS performs cell re-selection during the reconfiguration procedure, the MS shall:

-
initiate a cell update procedure, as specified in subclause[cell update -new ref!];

7.X.2.9
Transmission of a response message by the MS, failure case

The MS shall:

-
in case of reception of a RADIO BEARER SETUP message:

-
if the radio bearer establishment procedure affects several radio bearers:

-
(may) include the identities of the radio bearers for which the procedure would have been successful into the RADIO BEARER SETUP FAILURE message;

-
transmit a RADIO BEARER SETUP FAILURE as response message on the SRB2 using AM RLC;

-
in case of reception of a RADIO BEARER RECONFIGURATION message:

-
if the radio bearer reconfiguration procedure affects several radio bearers:

-
(may) include the identities of the radio bearers for which the procedure would have been successful into the RADIO BEARER RECONFIGURATION FAILURE message;

-
transmit a RADIO BEARER RECONFIGURATION FAILURE as response message on the SRB2 using AM RLC;

-
in case of reception of a RADIO BEARER RELEASE message:

-
if the radio bearer release procedure affects several radio bearers:

-
(may) include the identities of the radio bearers for which the procedure would have been successful into the RADIO BEARER RELEASE FAILURE message;

-
transmit a RADIO BEARER RELEASE FAILURE as response message on the SRB2 using using AM RLC;

-
when the response message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if no reconfiguration attempt had occurred.

7.x.2.10
Reception of a response message by the GERAN, failure case

When the GERAN has received

-
the RADIO BEARER SETUP FAILURE message; or

-
the RADIO BEARER RECONFIGURATION FAILURE message; or

-
the RADIO BEARER RELEASE FAILURE message; or

-

the GERAN may restore the old and delete the new configuration. Upper layers should be notified of the failure.

The procedure ends on the GERAN side.

7.X.2.11
Invalid configuration

If the variable INVALID_CONFIGURATION is set to TRUE the MS shall:

-
keep the configuration existing before the reception of the message;

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "invalid configuration";

-
set the variable INVALID_CONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received;

The procedure ends.

7.X.2.12
Incompatible simultaneous reconfiguration

If the table "Rejected transactions" in the variable TRANSACTIONS is set due to the received message and the variable PROTOCOL_ERROR_REJECT is set to FALSE, the MS shall:

-
not apply the configuration contained in the received reconfiguration message;

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to "incompatible simultaneous reconfiguration";

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received;

The procedure ends.

7.X.2.12.1
Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION is set to TRUE due to the received reconfiguration message, the MS shall:

-
transmit a failure response message as specified in subclause [new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "incompatible simultaneous reconfiguration";

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.

7.X.2.12.2
Cell update procedure during security reconfiguration

If:

-
a cell update procedure according to subclause [new ref!] is initiated; and

-
the received SECURITY MODE CONTROL message causes either,

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS to be set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to be set to TRUE;

the MS shall:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

-
transmit a failure response message as specified in subclause [new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "cell update occurred";

-
if the received reconfiguration message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the received reconfiguration message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.

7.X.2.13
Invalid received message

If the received reconfiguration message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to[subclause 9 in UTRAN –error handl--new ref!], the MSshall perform procedure specific error handling as follows. The MS shall:

-
transmit a failure response message as specified in subclause[new ref!], setting the information elements as specified below:

-
include the IE "RRC transaction identifier"; and

-
set it to the value of "RRC transaction identifier" in the entry for the received message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "protocol error";

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION.

The procedure ends.

7.X.3
Radio bearer release

See subclause [new ref] (Reconfiguration procedures).

7.X.4
Radio bearer reconfiguration

See subclause [new ref] (Reconfiguration procedures).

7.34
Signalling flow procedures


7.34.1
Signalling connection release procedure
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Figure <1>: Signalling connection release procedure, normal case
7.34.1.1
General

The signalling connection release procedure is used to notify to the MS that one of its ongoing signalling connections has been released. The procedure does not initiate the release of the RRC connection. 

7.34.1.2
Initiation of SIGNALLING CONNECTION RELEASE by the GERAN

To initiate the procedure, the GERAN transmits a SIGNALLING CONNECTION RELEASE message on SRB 2using AM RLC.

7.34.1.3
Reception of SIGNALLING CONNECTION RELEASE by the MS

Upon reception of a SIGNALLING CONNECTION RELEASE message, the MS shall:

-
indicate the release of the signalling connection and pass the value of the IE "CN domain identity" to upper layers;

-
remove the signalling connection with the identity indicated by the IE "CN domain identity" from the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the entry for the SIGNALLING CONNECTION RELEASE message in the table "Accepted transactions" in the variable TRANSACTIONS;

-
The procedure ends.

7.34.1.4
Invalid SIGNALLING CONNECTION RELEASE message

If the MS receives a SIGNALLING CONNECTION RELEASE message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause <Handling of unknown, unforeseen and erroneous protocol data>, the MS shall perform procedure specific error handling as follows:

-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to SIGNALLING CONNECTION RELEASE;
-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the SIGNALLING CONNECTION RELEASE message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION;
-
transmit an RRC STATUS message on SRB 2 uplink;
-
when the RRC STATUS message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid SIGNALLING CONNECTION RELEASE message has not been received.

7.34.1.5
Invalid configuration

If radio access bearers for the CN domain indicated by the IE "CN domain identity" exist in the variable ESTABLISHED_RABS, the MS shall:

-
transmit an RRC STATUS message on SRB 2 uplink using AM RLC;
-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to SIGNALLING CONNECTION RELEASE; and

-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the SIGNALLING CONNECTION RELEASE message in the table "Accepted transactions" in the variable TRANSACTIONS and clear that entry;

-
include the IE "Protocol error information" with contents set to the value "Message not compatible with receiver state";

-
when the RRC STATUS message has been submitted to lower layers for transmission:

-
continue with any ongoing processes and procedures as if the invalid SIGNALLING CONNECTION RELEASE message has not been received.

7.34.2
Signalling connection release indication procedure
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Figure <2>: Signalling connection release indication procedure, normal case
7.34.2.1
General

The signalling connection release indication procedure is used by the MS to indicate to the GERAN that one of its signalling connections has been released. The procedure may in turn initiate the RRC connection release procedure.

8.1.14.2
Initiation
The MS shall, on receiving a request to release (abort) the signalling connection from upper layers:

-
initiate the signalling connection release indication procedure.

Upon initiation of the signalling connection release indication procedure in GRA_PCH state, the MS shall:

-
perform a cell update procedure, according to subclause <Cell and URA update procedures>, using the cause "uplink data transmission";

-
when the cell update procedure completed successfully:

-
continue with the signalling connection release indication procedure as described below;

The MS shall:

-
set the IE "CN Domain Identity" to the value indicated by the upper layers. The value of the IE indicates the CN domain whose associated signalling connection the upper layers are indicating to be released;

-
remove the signalling connection with the identity indicated by upper layers from the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
transmit a SIGNALLING CONNECTION RELEASE INDICATION message on SRB 2 using AM RLC.
When the SIGNALLING CONNECTION RELEASE INDICATION message has been submitted to lower layers for transmission the procedure ends.

7.34.2.3
Reception of SIGNALLING CONNECTION RELEASE INDICATION by the GERAN

Upon reception of a SIGNALLING CONNECTION RELEASE INDICATION message, the GERAN requests the release of the signalling connection from upper layers. Upper layers may then initiate the release of the signalling connection.

7.35
Security mode control


7.X.1
Security mode control
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Figure 18[ref!]: Security mode control procedure

7.X.1.1General

The purpose of this procedure is to trigger the stop or start of ciphering or to command the restart of the ciphering with a new ciphering configuration, for all radio bearers and for all signalling radio bearers.

It is also used to start integrity protection or to modify the integrity protection configuration for all signalling radio bearers. 

7.x.1.2 Initiation

7.X.1.2.1
Ciphering configuration change

To stop or start/restart ciphering, GERAN sends a SECURITY MODE COMMAND message on one downlink SRB2 in AM RLC using the most recent ciphering configuration. If no such ciphering configuration exists then the SECURITY MODE COMMAND is not ciphered.

Prior to sending the SECURITY MODE COMMAND, and for the CN domain as indicated in the IE "CN domain identity" in the SECURITY MODE COMMAND, GERAN should:

-
if this is the first SECURITY MODE COMMAND sent for this RRC connection:

-
use the value "START" in the most recently received IE "START list" that belongs to the CN domain as indicated in the IE "CN domain identity" to initialise all hyper frame numbers for all the signalling radio bearers; while

-
setting the 20 most significant bits of the hyper frame numbers for all signalling radio bearers to the START for that CN domain;

-
setting the remaining bits of the hyper frame numbers equal to zero;

-
suspend all radio bearers using RLC-AM and RLC-UM;

-
suspend all signalling radio bearers using RLC-AM and RLC-UM, except the signalling radio bearer used to send the SECURITY MODE COMMAND message on the downlink SRB2 in RLC-AM;

-
set, for the signalling radio bearer used to send the SECURITY MODE COMMAND, the "RLC sequence number" in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info", at which time the new ciphering configuration shall be applied;

-
include "Ciphering activation time for DBPSCH" in IE "Ciphering mode info" when a DBPSCH exists for radio bearers using transparent mode RLC, at which time the new ciphering configuration shall be applied;

-
set, for each suspended radio bearer and signalling radio bearer that has no pending ciphering activation time set by a previous security mode control procedure, an "RLC sequence number" in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info", at which time the new ciphering configuration shall be applied;

-
set, for each suspended radio bearer and signalling radio bearer that has a pending ciphering activation time set by a previous security mode control procedure, the "RLC sequence number" in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info" to the value used in the previous security mode control procedure, at which time the latest ciphering configuration shall be applied.

While suspended, radio bearers and signalling radio bearers shall not deliver RLC PDUs with sequence number greater than or equal to the number in IE "Radio bearer downlink ciphering activation time info".

When the successful delivery of the SECURITY MODE COMMAND has been confirmed by RLC, GERAN shall:

-
resume all the suspended radio bearers and signalling radio bearers. The old ciphering configuration shall be applied for the transmission of RLC PDUs with RLC sequence number less than the number indicated in the IE "Radio bearer downlink ciphering activation time info", as sent to the MS. The new ciphering configuration shall be applied for the transmission of RLC PDUs with RLC sequence number greater than or equal to the number indicated in IE "Radio bearer downlink ciphering activation time info", sent to the MS.

7.X.1.2.2
Integrity protection configuration change

To start or modify integrity protection, GERAN sends a SECURITY MODE COMMAND message on the downlink SRB2 in AM-RLC using the new integrity protection configuration.

When the successful delivery of the SECURITY MODE COMMAND has been confirmed by RLC, GERAN should:

-
for the signalling radio bearers:

-
send an indication to upper layers that the new integrity protection configuration has been activated when the activation time has elapsed.

7.X.1.2.3
Reception of SECURITY MODE COMMAND message by the MS

Upon reception of the SECURITY MODE COMMAND message, the MS shall perform the actions for the received information elements according to 8.6[ref!].

If the IE "Ciphering mode info" and the IE "Integrity protection mode info" are both not included in the SECURITY MODE COMMAND, the MS shall:

-
set the variable INVALID_CONFIGURATION to TRUE.

If the IE "Security capability" is the same as indicated by variable MS_CAPABILITY_TRANSFERRED, and the IE "UMTS security capability" (if included in the SECURITY MODE COMMAND) is the same as indicated by the variable MS_CAPABILITY_TRANSFERRED, the MS shall:

-
set the variable LATEST_CONFIGURED_CN_DOMAIN equal to the IE "CN domain identity";
-
if prior to the reception of SECURITY MODE COMMAND, the value of the IE "Status" in the variable "CIPHERING_STATUS" of the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN is "Not started" and the value of the IE "Historical status" in the variable "INTEGRITY_PROTECTION_INFO" is "Never been active":

-
use the value "START" in the most recently sent IE "START list" that belongs to the CN domain as indicated in the IE "CN domain identity" to initialise all hyper frame numbers for all the signalling radio bearers; while

-
setting the 20 most significant bits of the hyper frame numbers for all signalling radio bearers to the START for that CN domain;

-
setting the remaining bits of the hyper frame numbers equal to zero;
-
suspend all radio bearers and signalling radio bearers (except the signalling radio bearer used to transmit the SECURITY MODE COMPLETE message on the uplink SRB2 in RLC-AM) using RLC-AM or RLC-UM that belong to the CN domain indicated in the IE "CN domain identity"; and

-
set the "RLC sequence number" in IE "Radio bearer uplink ciphering activation time info", at which time the new ciphering configuration shall be applied;

-
set the IE "RRC transaction identifier" in the SECURITY MODE COMPLETE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND  message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
if the SECURITY MODE COMMAND  message contained the IE "Ciphering mode info":

-
include and set the IE "Radio bearer uplink ciphering activation time info" to the value of the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO, for the respective radio bearer and signalling radio bearer;

-
if the SECURITY MODE COMMAND  message contained the IE "Integrity protection mode info" with the IE "Integrity protection mode command" set to "Modify":

-
include and set the IE "Integrity protection activation info" to the value of the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
for radio bearers using RLC-TM:

-
apply the old ciphering configuration for the receiving and transmission of RLC PDUs with TDMA frame number (FN modulo 255) less than the number indicated in the IE "Ciphering activation time for DBPSCH", as sent by the GERAN;

-
apply the new ciphering configuration for the receiving and transmission of RLC PDUs with TDMA frame number (FN modulo 255) greater than or equal to the number indicated in IE "Ciphering activation time for DBPSCH", as sent by the GERAN;
-
when the radio bearers and signalling radio bearers using RLC-AM or RLC-UM have been suspended:

-
send a SECURITY MODE COMPLETE message on the uplink SRB2 in AM RLC, using the old ciphering configurations; 

-
if the IE "Integrity protection mode info" was present in the SECURITY MODE COMMAND message:

-
start applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from and including the transmitted SECURITY MODE COMPLETE message;

-
when the successful delivery of the SECURITY MODE COMPLETE message has been confirmed by RLC:

-
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

-
if the SECURITY MODE COMMAND message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the SECURITY MODE COMMAND message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
the procedure ends. If a RLC reset or re-establishment occurs after the SECURITY MODE COMPLETE message has been confirmed by RLC, but before the activation time for the new ciphering configuration has been reached, then the activation time shall be ignored and the new ciphering configuration shall be applied immediately after the RLC reset or RLC re-establishment;

notify upper layers upon change of the security configuration;

-
if a new security key set has been received for the CN domain as indicated in the variable LATEST_CONFIGURED_CN_DOMAIN:

-
set the START value for this CN domain to 0.

For radio bearers and signalling radio bearers used by the CN indicated in the IE "CN domain identity", the MS shall:

-
if a new integrity protection key has been received:

-
in the downlink:

-
use the new key;

-
set the IE "Downlink RRC HFN" for all signalling radio bearers in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to zero when the RRC sequence number in a received RRC message on the particular signalling radio bearer reaches the value for that signalling radio bearer indicated in IE "Downlink integrity protection activation info" included in the IE "Integrity protection mode info";

-
in the uplink:

-
use the new key;

-
set the IE "Uplink RRC HFN" for all signalling radio bearers in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to zero when the RRC sequence number in a transmitted RRC message on the particular signalling radio bearer reaches the value for that signalling radio bearer indicated in IE "Uplink integrity protection activation info";

-
if a new ciphering key is available:

-
for radio bearers using RLC-TM:

-
use the new key in uplink and downlink;

-
set the HFN component of the COUNT-C to zero at the TDMA frame number (FN modulo 255) as indicated in the IE "Ciphering activation time for DBPSCH" in the IE "Ciphering mode info";

-
for radio bearers using RLC-AM and RLC-UM:

-
in the downlink, at and after the RLC sequence number indicated in IE "Radio bearer downlink ciphering activation time info" in the IE "Ciphering mode info":

-
use the new key;

-
set the HFN component of the downlink COUNT-C to zero;

-
in the uplink, at and after the RLC sequence number indicated in IE "Radio bearer uplink ciphering activation time info":

-
use the new key;

-
set the HFN component of the uplink COUNT-C to zero.

If the IE "Security capability" is not the same as indicated by the variable MS_CAPABILITY_TRANSFERRED, or the IE "UMTS security capability" (if included in the SECURITY MODE COMMAND) is not the same as indicated by the variable MS_CAPABILITY_TRANSFERRED, or if the IE " UMTS security capability" is not included in the SECURITY MODE COMMAND and is included in the variable MS_CAPABILITY_TRANSFERRED,the MS shall:

-
release all its radio resources;

-
indicate the release of the established signalling connections (as stored in the variable ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the variable ESTABLISHED_RABS) to upper layers;

-
clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

-
clear the variable ESTABLISHED_RABS;

-
enter RRC idle mode;

-
perform actions when entering idle mode as specified in subclause 8.5.2[ref!];

-
and the procedure ends.

7.X.1.2.4a
Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION becomes set to TRUE of the received SECURITY MODE COMMAND  message, the MS shall:

-
transmit a SECURITY MODE FAILURE message on the uplink SRB2 using AM RLC; using the ciphering and integrity protection configurations prior to the reception of this SECURITY MODE COMMAND;
-
set the IE "RRC transaction identifier" in the SECURITY MODE FAILURE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND  message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "incompatible simultaneous reconfiguration";

-
when the successful delivery of the SECURITY MODE FAILURE message has been confirmed by RLC:

-
set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the invalid SECURITY MODE COMMAND message has not been received;

-
and the procedure ends.

7.X.1.2.4b
Cell update procedure during security reconfiguration

If:

-
a cell update procedure according to subclause 8.3.1[new ref to GRA update procedure] is initiated; and

-
the received SECURITY MODE COMMAND message causes either,

-
the IE "Reconfiguration" in the variable CIPHERING_STATUS to be set to TRUE; and/or

-
the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to be set to TRUE:

the MS shall:

-
abort the ongoing integrity and/or ciphering reconfiguration;

-
resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or RLC-UM;

-
transmit a SECURITY MODE FAILURE message on the uplink SRB2 using AM RLC; using the ciphering and integrity protection configurations prior to the reception of this SECURITY MODE COMMAND;
-
set the IE "RRC transaction identifier" in the SECURITY MODE FAILURE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND  message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "cell update occurred";

-
when the successful delivery of the SECURITY MODE FAILURE message has been confirmed by RLC:

-
if the SECURITY MODE COMMAND  message contained the IE "Ciphering mode info":

-
set the IE "Reconfiguration" in the variable CIPHERING_STATUS to FALSE; and

-
clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

-
if the SECURITY MODE COMMAND  message contained the IE "Integrity protection mode info":

-
set the IE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to FALSE; and

-
clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

-
continue with any ongoing processes and procedures as if the invalid SECURITY MODE COMMAND message has not been received; and

-
the procedure ends.

7.X.1.2.4c
Invalid configuration

If the variable INVALID_CONFIGURATION is set to TRUE due to the received SECURITY MODE COMMAND message, the MS shall:

-
transmit a SECURITY MODE FAILURE message on the uplink SRB2 using AM RLC after setting the IEs as specified below;

-
set the IE "RRC transaction identifier" in the SECURITY MODE FAILURE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
set the IE "failure cause" to the cause value "invalid configuration";

-
when the successful delivery of the SECURITY MODE FAILURE message has been confirmed by RLC:

-
set the variable INVALID_CONFIGURATION to FALSE;

-
continue with any ongoing processes and procedures as if the invalid SECURITY MODE COMMAND message has not been received;

-
and the procedure ends.

7.X.1.2.5 Reception of SECURITY MODE COMPLETE message by the GERAN

GERAN should apply integrity protection on the received SECURITY MODE COMPLETE message and all subsequent messages with the new integrity protection configuration, if changed. When GERAN has received a SECURITY MODE COMPLETE message and the integrity protection has successfully been applied, GERAN shall:

-
for radio bearers and signalling radio bearers using RLC-AM or RLC-UM:

-
use the old ciphering configuration for received RLC PDUs with RLC sequence number less than the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" sent by the MS; 

-
use the new ciphering configuration for received RLC PDUs with RLC sequence number greater than or equal to the RLC sequence number indicated in the IE "Radio bearer uplink ciphering activation time info" sent by the MS;

-
if an RLC reset or re-establishment occurs after the SECURITY MODE COMPLETE message has been received by GERAN before the activation time for the new ciphering configuration has been reached, ignore the activation time and apply the new ciphering configuration immediately after the RLC reset or RLC re-establishment;

-
for radio bearers using RLC-TM:

-
use the old ciphering configuration for the received RLC PDUs before the TDMA frame number (FN modulo 255) as indicated in the IE "Ciphering activation time for DBPSCH" in the IE "Ciphering mode info" as included in the SECURITY MODE COMMAND;
-
use the new ciphering configuration for the received RLC PDUs at the TDMA frame number (FN modulo 255) as indicated in the IE "Ciphering activation time for DBPSCH" in the IE "Ciphering mode info" as included in the SECURITY MODE COMMAND;

-
and the procedure ends.

7.X.1.2.6 Invalid SECURITY MODE COMMAND message

If the SECURITY MODE COMMAND message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause 9[ref!], the MS shall perform procedure specific error handling as follows:

-
transmit a SECURITY MODE FAILURE message on the uplink SRB2 using AM RLC;

-
set the IE "RRC transaction identifier" in the SECURITY MODE FAILURE message to the value of "RRC transaction identifier" in the entry for the SECURITY MODE COMMAND  message in the table "Rejected transactions" in the variable TRANSACTIONS; and

clear that entry;

-
set the IE "failure cause" to the cause value "protocol error";

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION.

-
when the successful delivery of the SECURITY MODE FAILURE message has been confirmed by RLC:

-
continue with any ongoing processes and procedures as if the invalid SECURITY MODE COMMAND message has not been received;

-
and the procedure ends.

7.36
Delivery of Non-Access stratum messages


7.X.1
Initial Direct transfer
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Figure 14[ref!]: Initial Direct transfer in the uplink, normal flow

7.X.1.1
General

The initial direct transfer procedure is used in the uplink to establish a signalling connection. It is also used to carry an initial upper layer (NAS) messages over the radio interface.

7.x.1.2
Initiation of Initial direct transfer procedure in the MS

In the MS, the initial direct transfer procedure shall be initiated, when the upper layers request establishment of a signalling connection. This request also includes a request for the transfer of a NAS message.

Upon initiation of the initial direct transfer procedure when the MS is in idle mode, the MS shall 

-
set the variable ESTABLISHMENT_CAUSE to the cause for establishment indicated by upper layers;

-
perform an RRC connection establishment procedure, according to subclause 8.1.3[ref!];

-
if the RRC connection establishment procedure was not successful:

-
indicate failure to establish the signalling connection to upper layers and end the procedure;

-
when the RRC connection establishment procedure is completed successfully:

-
continue with the initial direct transfer procedure as below;

Upon initiation of the initial direct transfer procedure when the MS is in GRA_PCH state, the MS shall:

-
perform a cell update procedure, according to subclause 8.3.1[ref!], using the cause "uplink data transmission";

-
when the cell update procedure completed successfully:

-
continue with the initial direct transfer procedure as below.

The MS shall, in the INITIAL DIRECT TRANSFER message:

-
set the IE "NAS message" as received from upper layers; and

-
set the IE "CN domain identity" as indicated by the upper layers; and

set the IE "Intra Domain NAS Node Selector" as follows: 

-
derive the IE "Intra Domain NAS Node Selector" from TMSI/PMTSI, IMSI, or IMEI; and

-
provide the coding of the IE "Intra Domain NAS Node Selector" according to the following priorities:

1.
derive the routing parameter for IDNNS from TMSI (CS domain) or PTMSI (PS domain) whenever a valid TMSI/PTMSI is available;

2.
base the routing parameter for IDNNS on IMSI when no valid TMSI/PTMSI is available;

3.
base the routing parameter for IDNNS on IMEI only if no (U)SIM is inserted in the MS.
The MS shall:

-
transmit the INITIAL DIRECT TRANSFER message on the uplink  using AM RLC on signalling radio bearer SRB 3;

-
when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:

-
confirm the establishment of a signalling connection to upper layers; and

-
add the signalling connection with the identity indicated by the IE "CN domain identity" in the variable ESTABLISHED_SIGNALLING_CONNECTIONS; and

-
the procedure ends. 

When not stated otherwise elsewhere, the MS may also initiate the initial direct transfer procedure when another procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

A new signalling connection request may be received from upper layers subsequent to the indication of the release of a previously established signalling connection to upper layers. From the time of the indication of release to upper layers until the MS has entered RRC idle mode, any such upper layer request to establish a new signalling connection shall be queued. This request shall be processed after the MS has entered RRC idle mode.

7.X.1.3
Reception of INITIAL DIRECT TRANSFER message by the GERAN

On reception of the INITIAL DIRECT TRANSFER message the NAS message should be routed using the IE "CN Domain Identity". GERAN may also use the IE "Intra Domain NAS Node Selector" for routing among the CN nodes for the addressed CN domain.

If no signalling connection exists towards the chosen node, then a signalling connection is established.

When the GERAN receives an INITIAL DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

7.X.2
Downlink Direct transfer


[image: image28.wmf]MS

GERAN

DOWNLINK DIRECT TRANSFER


Figure 15[ref!]: Downlink Direct transfer, normal flow

7.X.2.1
General

The downlink direct transfer procedure is used in the downlink direction to carry upper layer (NAS) messages over the radio interface.

7.X.2.2
Initiation of downlink direct transfer procedure in the GERAN

In the GERAN, the direct transfer procedure is initiated when the upper layers request the transfer of a NAS message after the initial signalling connection is established. The GERAN may also initiate the downlink direct transfer procedure when another RRC procedure is ongoing, and in that case the state of the latter procedure shall not be affected. The GERAN shall transmit the DOWNLINK DIRECT TRANSFER message on the downlink  using AM RLC on signalling radio bearer SRB 3 or signalling radio bearer SRB 4. The GERAN should:

-
if upper layers indicate "low priority" for this message:

-
select signalling radio bearer SRB4, if available. Specifically, for a GSM-MAP based CN, signalling radio SRB4 should, if available, be selected when "SAPI 3" is requested;

-
select signalling radio SRB3 when signalling radio SRB 4 is not available;

-
if upper layers indicate "high priority" for this message:

-
select signalling radio SRB3. Specifically, for a GSM-MAP based CN, signalling radio bearer RB3 should be selected when "SAPI 0" is requested.

The GERAN sets the IE "CN Domain Identity" to indicate, which CN domain the NAS message is originated from.
7.X.2.3
Reception of a DOWNLINK DIRECT TRANSFER message by the MS 
Upon reception of the DOWNLINK DIRECT TRANSFER message, the MS RRC shall, using the IE "CN Domain Identity", route the contents of the IE "NAS message" and the value of the IE"CN Domain Identity" to the upper layers.

The MS shall clear the entry for the DOWNLINK DIRECT TRANSFER message in the table “Accepted transactions” in the variable TRANSACTIONS.

When the MS receives a DOWNLINK DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures when not stated otherwise elsewhere.

7.X.2.3a
No signalling connection exists

If the MS receives a DOWNLINK DIRECT TRANSFER message, and the signalling connection identified with the IE "CN domain identity" does not exist according to the variable ESTABLISHED_SIGNALLING_CONNECTIONS, the MS shall:

-
ignore the content of the DOWNLINK DIRECT TRANSFER message;

-
transmit an RRC STATUS message on the uplink SRB2 using AM RLC;

-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to DOWNLINK DIRECT TRANSFER; and

-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the DOWNLINK DIRECT TRANSFER message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
include the IE "Protocol error information" with the IE "Protocol error cause" set to "Message not compatible with receiver state".

When the RRC STATUS message has been submitted to lower layers for transmission, the MS shall:

-
continue with any ongoing processes and procedures as if the DOWNLINK DIRECT TRANSFER message has not been received.

7.X.2.4
Invalid DOWNLINK DIRECT TRANSFER message

If the MS receives a DOWNLINK DIRECT TRANSFER message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to clause 9[ref!], the MS shall perform procedure specific error handling as follows:

-
transmit an RRC STATUS message on the uplink SRB2 using AM RLC;

-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to DOWNLINK DIRECT TRANSFER; and

-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the DOWNLINK DIRECT TRANSFER message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION.

When the RRC STATUS message has been submitted to lower layers for transmission, the MS shall:

-
continue with any ongoing processes and procedures as if the invalid DOWNLINK DIRECT TRANSFER message has not been received.

7.X.3
Uplink Direct transfer
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Figure 16[ref!]: Uplink Direct transfer, normal flow

7.X.3.1
General

The uplink direct transfer procedure is used in the uplink direction to carry all subsequent upper layer (NAS) messages over the radio interface belonging to a signalling connection.

7.X.3.2
Initiation of uplink direct transfer procedure in the MS

In the MS, the uplink direct transfer procedure shall be initiated when the upper layers request a transfer of a NAS message on an existing signalling connection. When not stated otherwise elsewhere, the MS may initiate the uplink direct transfer procedure when another procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

Upon initiation of the uplink direct transfer procedure in GRA_PCHstate, the MS shall:

-
perform a cell update procedure, according to subclause 8.3.1[ref!], using the cause "uplink data transmission";

-
when the cell update procedure has been completed successfully:

-
continue with the uplink direct transfer procedure as below.

The MS shall transmit the UPLINK DIRECT TRANSFER message on the uplink  using AM RLC on signalling radio bearer SRB3 or signalling radio bearer SRB4. The MS shall:

-
if upper layers indicates "low priority" for this message:

-
select signalling radio SRB4, if available. Specifically, for a GSM-MAP based CN, signalling radio bearer SRB4 shall, if available, be selected when "SAPI 3" is requested;

-
select signalling radio bearer SRB3 when signalling radio bearer SRB4 is not available;
· if upper layers indicates "high priority" for this message:

select signalling radio bearer SRB3. Specifically, for a GSM-MAP based CN, signalling radio bearer SRB3 shall be selected when "SAPI 0" is requested.
The MS shall set the IE "NAS message" as received from upper layers and set the IE "CN domain identity" as indicated by the upper layers.

When the UPLINK DIRECT TRANSFER message has been submitted to lower layers for transmission the procedure ends.

7.X.3.3
Reception of UPLINK DIRECT TRANSFER message by the GERAN

On reception of the UPLINK DIRECT TRANSFER message the NAS message should be routed using the value indicated in the IE "CN domain identity".

When the GERAN receives an UPLINK DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

8
Handling of unknown, unforeseen, and erroneous protocol data

9
Message functional definitions and contents

9.1
General

9.2
Messages for Radio Resources management

Table 9.2.1/3GPP TS 44.yyy summarizes the messages for Radio Resources management.

NOTE:
New messages will be added in this table. The messages from 25.331 to be added.

Note1:
Handover Command should be added to the Section 9.2.
Table 9.2.1/3GPP TS 44.yyy: Messages for Radio Resources management

Channel establishment messages:
Reference

ADDITIONAL ASSIGNMENT
3GPP TS 44.018  9.1.1

IMMEDIATE ASSIGNMENT
3GPP TS 44.018  9.1.18

IMMEDIATE ASSIGNMENT EXTENDED
3GPP TS 44.018  9.1.19

IMMEDIATE ASSIGNMENT REJECT
3GPP TS 44.018  9.1.20

DTM ASSIGMENT FAILURE
3GPP TS 44.018  9.1.12f

DTM REJECT
3GPP TS 44.018  9.1.12g

DTM REQUEST
3GPP TS 44.018  9.1.12h

PACKET ASSIGNMENT 
3GPP TS 44.018  9.1.21f

RR INITIALISATION REQUEST
3GPP TS 44.018  9.1.28a

Ciphering messages:
Reference

CIPHERING MODE COMMAND
3GPP TS 44.018  9.1.9

CIPHERING MODE COMPLETE
3GPP TS 44.018  9.1.10

Handover messages:
Reference

ASSIGNMENT COMMAND
3GPP TS 44.018  9.1.2

ASSIGNMENT COMPLETE
3GPP TS 44.018  9.1.3

ASSIGNMENT FAILURE
3GPP TS 44.018  9.1.4

DTM ASSIGMENT COMMAND
3GPP TS 44.018  9.1.12e

INTER SYSTEM TO UTRAN HANDOVER COMMAND
3GPP TS 44.018  9.1.15a

PDCH ASSIGNMENT COMMAND
3GPP TS 44.018  9.1.13a

HANDOVER ACCESS
3GPP TS 44.018  9.1.14

HANDOVER COMMAND
3GPP TS 44.018  9.1.15

HANDOVER COMPLETE
3GPP TS 44.018  9.1.16

HANDOVER FAILURE
3GPP TS 44.018  9.1.17

RR-CELL CHANGE ORDER
3GPP TS 44.018  9.1.21e

PHYSICAL INFORMATION
3GPP TS 44.018  9.1.28

INTER SYSTEM TO CDMA2000 HANDOVER COMMAND
3GPP TS 44.018  9.1.15b

Channel release messages:
Reference

CHANNEL RELEASE
3GPP TS 44.018  9.1.7

PARTIAL RELEASE
3GPP TS 44.018  9.1.26

PARTIAL RELEASE COMPLETE
3GPP TS 44.018  9.1.27

Paging messages:
Reference

PACKET NOTIFICATION
3GPP TS 44.018  9.1.21g

PAGING REQUEST TYPE 1
3GPP TS 44.018  9.1.22

PAGING REQUEST TYPE 2
3GPP TS 44.018  9.1.23

PAGING REQUEST TYPE 3
3GPP TS 44.018  9.1.24

PAGING RESPONSE
3GPP TS 44.018  9.1.25

System information messages:
Reference

SYSTEM INFORMATION TYPE 1
3GPP TS 44.018  9.1.31

SYSTEM INFORMATION TYPE 2
3GPP TS 44.018  9.1.32

SYSTEM INFORMATION TYPE 2bis
3GPP TS 44.018  9.1.33

SYSTEM INFORMATION TYPE 2ter
3GPP TS 44.018  9.1.34

SYSTEM INFORMATION TYPE 2quater
3GPP TS 44.018  9.1.34a

SYSTEM INFORMATION TYPE 3
3GPP TS 44.018  9.1.35

SYSTEM INFORMATION TYPE 4
3GPP TS 44.018  9.1.36

SYSTEM INFORMATION TYPE 5
3GPP TS 44.018  9.1.37

SYSTEM INFORMATION TYPE 5bis
3GPP TS 44.018  9.1.38

SYSTEM INFORMATION TYPE 5ter
3GPP TS 44.018  9.1.39

SYSTEM INFORMATION TYPE 6
3GPP TS 44.018  9.1.40

SYSTEM INFORMATION TYPE 7
3GPP TS 44.018  9.1.41

SYSTEM INFORMATION TYPE 8
3GPP TS 44.018  9.1.42

SYSTEM INFORMATION TYPE 9
3GPP TS 44.018  9.1.43

SYSTEM INFORMATION TYPE 13
3GPP TS 44.018  9.1.43a

SYSTEM INFORMATION TYPE X1
3GPP TS 44.0yy  9.1.y


SYSTEM INFORMATION TYPE 16
3GPP TS 44.018  9.1.43d

SYSTEM INFORMATION TYPE 17
3GPP TS 44.018  9.1.43e

SYSTEM INFORMATION TYPE 18
3GPP TS 44.018  9.1.43.g

SYSTEM INFORMATION TYPE 19
3GPP TS 44.018  9.1.43f

SYSTEM INFORMATION TYPE 20
3GPP TS 44.018  9.1.43.h

Measurement specific messages:
Reference

EXTENDED MEASUREMENT ORDER
3GPP TS 44.018  9.1.51

EXTENDED MEASUREMENT REPORT
3GPP TS 44.018  9.1.52

MEASUREMENT REPORT
3GPP TS 44.018  9.1.21

MEASUREMENT INFORMATION
3GPP TS 44.018  9.1.54

ENHANCED MEASUREMENT REPORT
3GPP TS 44.018  9.1.55

Miscellaneous messages:
Reference

CHANNEL MODE MODIFY
3GPP TS 44.018  9.1.5

CHANNEL MODE MODIFY ACKNOWLEDGE
3GPP TS 44.018  9.1.6

CHANNEL REQUEST
3GPP TS 44.018  9.1.8

CLASSMARK CHANGE
3GPP TS 44.018  9.1.11

CLASSMARK ENQUIRY
3GPP TS 44.018  9.1.12

UTRAN CLASSMARK CHANGE
3GPP TS 44.018  9.1.11a

cdma2000 CLASSMARK CHANGE
3GPP TS 44.018  9.1.11b

FREQUENCY REDEFINITION
3GPP TS 44.018  9.1.13

MEASUREMENT REPORT
3GPP TS 44.018  9.1.21

SYNCHRONIZATION CHANNEL INFORMATION
3GPP TS 44.018  9.1.30

RR STATUS
3GPP TS 44.018  9.1.29

GPRS SUSPENSION REQUEST
3GPP TS 44.018  9.1.13b

Configuration Change messages:
Reference

CONFIGURATION CHANGE COMMAND
3GPP TS 44.018  9.1.12b

CONFIGURATION CHANGE ACKNOWLEDGE
3GPP TS 44.018  9.1.12c

CONFIGURATION CHANGE REJECT
3GPP TS 44.018  9.1.12d

Application messages:
Reference 

APPLICATION INFORMATION
3GPP TS 44.018  9.1.53

9.2.x
CELL UPDATE

This message is used by the MS to initiate a cell update procedure.

RLC-SAP: AM 


Logical channel: SRB2-SDCCH, PDTCH or FACCH


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





G-RNTI
M

G-RNTI 10.3.3.47


RRC transaction identifier
CV-Failure

RRC transaction identifier 10.3.3.36


Integrity check info
C

Integrity check info 10.3.3.16


START list
M
1 to <maxCNdomains>

START [TS 33.102] values for all CN domains.

>CN domain identity
M

CN domain identity 10.3.1.1


>START
M

START 10.3.3.38
START value to be used in this CN domain.

AM_RLC error indication(for c-plane)
M

Boolean
TRUE indicates AM_RLC unrecoverable error occurred on c-plane in the MS

AM_RLC error indication(for u-plane)
M

Boolean
TRUE indicates AM_RLC unrecoverable error occurred on u-plane in the MS

Cell update cause
M

Cell update cause 10.3.3.3


Failure cause
O

Failure cause and error information 10.3.3.14


RB timer indicator
M

RB timer indicator 10.3.3.28


Condition
Explanation

Failure
This IE is mandatory if the IE "Failure cause" is present. Otherwise it is absent.

9.2.x
CELL UPDATE CONFIRM

This message confirms the cell update procedure and can be used to reallocate new G-RNTI information for the MS valid in the new cell.


RLC-SAP: AM


Logical channel: SDCCH,PDTCH or FACCH (SRB2)

Direction: GERAN(MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS Information Elements





G-RNTI
CV-CCCH

G-RNTI 10.3.3.47


RRC transaction identifier
M

RRC transaction identifier 10.3.3.36


Integrity check info
C

Integrity check info 10.3.3.16


Integrity protection mode info
O

Integrity protection mode info 10.3.3.19


Ciphering mode info
O

Ciphering mode info 10.3.3.5


Starting time
MD

Starting time 10.5.2.38 (44.018)


New G-RNTI
OP

G-RNTI 10.3.3.47


C-RNTI
N/A




RRC State Indicator
M

RRC State Indicator 10.3.3.10


DRX parameters-FFS





RLC reset indicator (for C-plane) 
M

RLC reset indicator 10.3.3.35


RLC reset indicator (for U-plane) 
M

RLC reset indicator 10.3.3.35


CN Information Elements





CN Information info
O

CN Information info 10.3.1.3


GERAN Information Elements





GRA identity
O

GRA identity 10.3.2.6


RB information elements





RB information to release list
O
1 to <maxRB>



>RB information to release
M

RB information to release 10.3.4.19


RB information to reconfigure list
O
1 to <maxRB>



>RB information to reconfigure
M

RB information to reconfigure 10.3.4.18


RB information to be affected list
O
1 to <maxRB>



>RB information to be affected
M

RB information to be affected 10.3.4.17


RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>RB with PDCP information
M

RB with PDCP information

10.3.4.22


PhyCH information elements





DPSCH description
C

Channel Description 10.5.2.5 (44.018)


9.2.x
DOWNLINK DIRECT TRANSFER

This message is sent by GERAN to transfer higher layer messages.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH

Signalling radio bearer: RB3 and RB4


Direction: GERAN -> MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 10.3.3.36[ref!]


Integrity check info
C

Integrity check info 10.3.3.16[ref!]


CN information elements





CN Domain Identity
M

Core Network Domain Identity 10.3.1.1[ref!]


NAS message
M

NAS message 10.3.1.8[ref!]


9.2.x
GRA UPDATE

This message is used by the MS to initiate a GRA update procedure.

RLC-SAP: AM


Logical channel: SRB2


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





G-RNTI
MP

G-RNTI 10.3.3.47


RRC transaction identifier
CV- ProtErr

RRC transaction identifier 10.3.3.36


Integrity check info
CH

Integrity check info 10.3.3.16


GRA update cause
MP

GRA update cause 10.3.3.46


Protocol error indicator
MD

Protocol error indicator 10.3.3.27
Default value is FALSE

Other information elements





Protocol error information
CV-ProtErr

Protocol error information 10.3.8.12


Condition
Explanation

ProtErr
If the IE "Protocol error indicator" has the value "TRUE"

9.2.x
GRA UPDATE CONFIRM

This message confirms the GRA update procedure and can be used to reallocate new G-RNTI information for the MS valid after the GRA update.

RLC-SAP: AM


Logical channel: (SDCCH,PDTCH or FACCH) SRB2


Direction: GERAN(MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





G-RNTI
C

G-RNTI 10.3.3.47


RRC transaction identifier
M

RRC transaction identifier 10.3.3.36


Integrity check info
C

Integrity check info 10.3.3.16
Integrity check info is included if integrity protection is applied

Integrity protection mode info
O

Integrity protection mode info 10.3.3.19


Ciphering mode info
O

Ciphering mode info 10.3.3.5


New G-RNTI
O

G-RNTI 10.3.3.47


New C-RNTI
N/A




RRC State Indicator
M

RRC State Indicator 10.3.3.10








CN Information Elements





CN Information info
O

CN Information info 10.3.1.3


GERAN mobility information elements





GRA identity
O

GRA identity 10.3.2.6


RB information elements





RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>RB with PDCP information
M

RB with PDCP information

10.3.4.22


9.2.x
GERAN MOBILITY INFORMATION

This message is used by GERAN to allocate a new G-RNTI and to convey other GERAN mobility related information to a MS.


RLC-SAP: AM


Logical channel: (SDCCH,PDTCH or FACCH) SRB2


Direction: GERAN(MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS Information Elements





Integrity check info
C

Integrity check info 10.3.3.16


RRC transaction identifier
M

RRC transaction identifier 10.3.3.36


Integrity protection mode info
O

Integrity protection mode info 10.3.3.19


Ciphering mode info
O

Ciphering mode info 10.3.3.5


New G-RNTI
O

G-RNTI 10.3.3.47


New C-RNTI
N/A




MS Timers and constants in connected mode
M

MS Timers and constants in connected mode 10.3.3.43
Default value means that for all timers and constants

- For parameters with need MD, the defaults specified in 10.3.3.43 apply and 

- For parameters with need OP, the parameters are absent

CN Information Elements





CN Information info
O

CN Information info 10.3.1.3


GERAN Information Elements





GRA identity
O

GRA identity 10.3.2.6


RB Information elements





RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>RB with PDCP information
M

RB with PDCP information

10.3.4.22


9.2.x
GERAN MOBILITY INFORMATION CONFIRM
This message is used to confirm the new GERAN mobility information for the MS.


RLC-SAP: AM


Logical channel: (SDCCH, PDTCH or FACCH) SRB2


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 10.3.3.36


Integrity check info
C

Integrity check info 10.3.3.16


Uplink integrity protection activation info
O

Integrity protection activation info 10.3.3.17


RB Information elements





COUNT-C activation time
O

Activation time

10.3.3.1
In UTRAN:Used for radio bearers mapped on RLC-TM. Only applicable if the MS is moving to RRC-Cell_Dedicated state due to this procedure

Radio bearer uplink ciphering activation time info
OP

RB activation time info

10.3.4.13


RB with PDCP information list
OP
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>RB with PDCP information
MP

RB with PDCP information

10.3.4.22


9.2.x
GERAN MOBILITY INFORMATION FAILURE

This message is sent to indicate a failure to act on a received GERAN MOBILITY INFORMATION message.


RLC-SAP: AM


Logical channel: (SDCCH,PDTCH or FACCH) SRB2


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 10.3.3.36


Integrity check info
C

Integrity check info 10.3.3.16


Failur cause
M

Failure cause and error information

10.3.3.14


9.2.x
INITIAL DIRECT TRANSFER

This message is used to initiate a signalling connection based on indication from the upper layers, and to transfer a NAS message.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH


Signalling radio bearer: RB3

Direction: MS -> GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





Integrity check info
CH

Integrity check info 10.3.3.16[ref!]


CN information elements





CN domain identity
MP

CN domain identity 10.3.1.1[ref!]


Intra Domain NAS Node Selector
MP

Intra Domain NAS Node Selector 10.3.1.6[ref!]


NAS message
MP

NAS message 10.3.1.8[ref!]














9.2.x
RADIO BEARER SETUP

This message is sent by GERAN to the MS to establish new radio bearer(s). 

Logical channel: SDCCH or FACCH or PDTCH, ( SRB2)

RLC-SAP: AM
Direction: GERAN ( MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS Information Elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Integrity protection mode info
O

Integrity protection mode info 
At least 2 spare values, Criticality: reject, are needed

The IE is mandatory if the IE "Integrity protection mode command" has the value "start ", otherwise it is not needed in the message.

The IE is only present if the IE "Integrity protection mode command" has the value "modify"

Ciphering mode info
O

Ciphering mode info 
This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed.

Starting time
M

44.18-10.5.2.38 Starting time procedures
[Note: replaces the Activation Time that is used in UTRAN.]

New G-RNTI
O

G-RNTI 
The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN

RRC state identifier
M

43.051 
The element shows the possible states in case of Iu mode

CN Information Elements





CN Information info
O

CN Information info 
Identifies the type of core network domain. Enumerated (CS domain, PS domain)

GERAN mobility information elements





GRA identity


GRA identity 
Gives the identity of the GERAN Registration Area

RB Information Elements





Signalling RB information to setup list [

1 to <maxSRBsetup>

For each signalling radio bearer established

>Signalling RB information to setup
M




RAB information to setup list 
O
1 to <maxRABsetup>

For each RAB established

>RAB information for setup
M




RB information to be affected list
O
1 to <maxRB>

RB information affected are RB mapping info and RB identity.

>RB information to be affected
M




RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>RB with PDCP information
M

RB with PDCP information




Quality target parameters
FFS


[Note: QoS parameters are FFS]

PhyCH information elements











Common paramters for TCH and PDTCH





>TN
M

Channel description 10.5.2.5-44.018 
The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

> ARFCN
M

Channel description 10.5.2.5-44.018
The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

> MAIO
M

Channel description 10.5.2.5-44.018
The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.







CHOISE logical channel type





>TCH parameters
C










>>channel type


Channel description 10.5.2.5-44.018 
Channel type field is 5 bits (number of bits needed is FFS) 







>>TSC


Channel description 10.5.2.5-44.018 
The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002









>>Indirect encoding of hopping RF channel configuration











>>>MA_NUMBER_IND


Channel description 10.5.2.5-44.018
The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

>>>> CHANGE_MARK_1


Channel description 10.5.2.5-44.018
The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



>>Direct encoding of hopping RF channel configuration





>>> HSN 


Channel description 10.5.2.5-44.018
The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

>>Fast_power_control
C

Boolean

Stage2-43.051
Fast power control parameter which takes two values on or off.

>>Coding scheme


Enumerated

(,)
Modulation schemes used for RB : 43.051 Annex A

>>Description of the multislot configuration
C

Multislot Allocation
10.5.2.21b-44.018
This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.







>PDTCH parameters
C




>>MEASUREMENT_INTER-VAL (5 bit field)



If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)




This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

>>PDTCH rate
C

Enumerated

(full,half)
43.051-Annex. A

9.2.x
RADIO BEARER SETUP COMPLETE

This message is sent by MS to confirm the establishment of the radio bearer.


Logical channel: SDCCH or FACCH or PDTCH, (SRB2) 

RLC-SAP: AM

Direction: MS ( GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Uplink integrity protection activation info
O

Integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers

RB Information elements





COUNT-C activation time
O

Activation time


Used for radio bearers mapped on RLC-TM. Only applicable if the MS is moving to RRC CELL_Dedicated state due to this procedure

PDCP contains for header removal 
O

HR info


Radio bearer uplink ciphering activation time info


RB activation time info


This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers



Uplink counter synchronisation info(FFS)
O




>RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>>RB with PDCP information
M

RB with PDCP information




>START list
M
1 to <maxCNdomains>

START [40] values for all CN domains.

>>CN domain identity
M

CN domain identity


9.2.x
RADIO BEARER SETUP FAILURE

This message is sent by MS, if it does not support the configuration given by GERAN.

Logical channel: FACCH or SDCCH or PDTCH (SRB2) 

RLC-SAP: AM


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Failure cause
M

Failure cause and error information


Cause for failure to perform the requested procedure

RB information elements





Radio bearers for which reconfiguration would have succeeded
O
1.to.<maxRB>



>Radio bearer for which reconfiguration would have succeeded
M

RB identity


9.2.x
RADIO BEARER RECONFIGURATION

This message is sent from GERAN to reconfigure parameters related to a change of QoS. 


RLC-SAP: AM
Logical channel:SDCCH or FACCH or PDTCH, (SRB2) 


Direction: GERAN ( MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 








Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Integrity protection mode info
O

Integrity protection mode info 


Ciphering mode info
O

Ciphering mode info 
This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed

Starting time
M

44.18-10.5.2.38 Starting time procedures
[Note: replaces the Activation Time that is used in UTRAN.]

New G-RNTI
O

G-RNTI 
The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN

RRC state indicator
M

43.051
The element shows the possible states in case of Iu mode

CN information elements





CN Information info
O

CN Information info 
Identifies the type of core network domain. Enumerated (CS domain, PS domain)

GERAN mobility information elements





GRA identity
O

GRA identity 
Gives the identity of the GERAN Registration Area

RB information elements





RAB information to reconfigure list
O
1 to < maxRABsetup >



>RAB information to reconfigure
M

RAB information to reconfigure 


RB information to reconfigure list
O
1to <maxRB>



>RB information to reconfigure
M

RB information to reconfigure 


RB information to be affected list
O
1 to <maxRB>



>RB information to be affected
M

RB information to be affected 


Quality target parameters
FFS


[Note: QoS parameters are FFS]

PhyCH information elements











Common paramters for TCH and PDTCH





>TN
M

Channel description 10.5.2.5-44.018 [
The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

> ARFCN
M

Channel description 10.5.2.5-44.018 
The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

> MAIO
M

Channel description 10.5.2.5-44.018 
The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.







CHOISE logical channel type





>TCH parameters
C










>>channel type


Channel description 10.5.2.5-44.018 
Channel type field is 5 bits (number of bits needed is FFS) 







>>TSC


Channel description 10.5.2.5-44.018
The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002









>>Indirect encoding of hopping RF channel configuration











>>>MA_NUMBER_IND


Channel description 10.5.2.5-44.018 
The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

>>>> CHANGE_MARK_1


Channel description 10.5.2.5-44.018 
The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



>>Direct encoding of hopping RF channel configuration











>>> HSN 


Channel description 10.5.2.5-44.018 
The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

>>Fast_power_control
C

Boolean

Stage2-43.051
Fast power control parameter which takes two values on or off.

>>Coding scheme


Enumerated

(,)
Modulation schemes used for RB : 43.051 Annex A

>>Description of the multislot configuration
C

Multislot Allocation
10.5.2.21b-44.018
This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.







>PDTCH parameters
C




>>MEASUREMENT_INTER-VAL (5 bit field)



If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)




This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

>>PDTCH rate
C

Enumerated

(full,half)
43.051-Annex. A

9.2.x
RADIO BEARER RECONFIGURATION COMPLETE

This message is sent from the MS when a RB and signalling link reconfiguration has been done.


Logical channel: FACCH or SDCCH or PDTCH (SRB2) 

RLC-SAP: AM

Direction: MS( GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Uplink integrity protection activation info
O

Integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers

RB Information elements





COUNT-C activation time
O

Activation time


Used for radio bearers mapped on RLC-TM. Only applicable if the MS is moving to RRC CELL_Dedicated state due to this procedure

Radio bearer uplink ciphering activation time info
O

RB activation time info


This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers

Uplink counter synchronisation info(FFS)
O




>RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless serving BSS relocation

>>RB with PDCP information
M

RB with PDCP information




>START list
M
1 to <maxCNdomains>

START [40] values for all CN domains.

>>CN domain identity
M

CN domain identity 


9.2.x
RADIO BEARER RECONFIGURATION FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if the MS failed to establish the physical channel(s).


RLC-SAP: AM

Logical channel:  PDTCH or SDCCH or FACCH; (SRB2)


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Failure cause
M

Failure cause and error information




RB information elements





Radio bearers for which reconfiguration would have succeeded
O
1.to.<maxRB>
RB identity, 


>Radio bearer for which reconfiguration would have succeeded
M

RB identity, 








9.2.x
RADIO BEARER RELEASE

This message is used by GERAN to release a radio bearer. It can also include modifications to the configurations of physical channels.


Logical channel: PDTCH or SDCCH or FACCH; (SRB2)


RLC-SAP: AM 

Direction: GERAN ( MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS Information Elements





RRC transaction identifier
MP

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Integrity protection mode info
O

Integrity protection mode info 


Ciphering mode info
O

Ciphering mode info 
This information element contains the ciphering specific security mode control information. 14 spare values needed. Criticality: criticality reject is needed

Starting time
M

44.18-10.5.2.38 Starting time procedures
[Note: replaces the Activation Time that is used in UTRAN.]

RRC state indicator
M

43.051
The element shows the possible states in case of Iu mode

New G-RNTI
O

G-RNTI 


CN Information Elements





Signalling Connection release indication
O

CN domain identity 


CN Information info
O

CN Information info 
Identifies the type of core network domain. Enumerated (CS domain, PS domain)

GERAN mobility information elements





GRA identity
O

GRA identity 
GERAN Routing Area identity

RB Information Elements





RAB information to reconfigure list
O
1 to < maxRABsetup >



>RAB information to reconfigure
M

RAB information to reconfigure 


RB information to release list
M
1 to <maxRB>



>RB information to release
M

RB information to release 


RB information to be affected list
O
1 to <maxRB>



>RB information to be affected
M

RB information to be affected 


RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless SRNS relocation

>RB with PDCP information
M

RB with PDCP information




Quality target parameters
FFS


[Note: QoS parameters are FFS]

PhyCH information elements











Common paramters for TCH and PDTCH





>TN
M

Channel description 10.5.2.5-44.018 
The TN field (3 bit) is the binary representation of the timeslot number as defined in GSM 05.10. Range: 0 to 7

> ARFCN
M

Channel description 10.5.2.5-44.018
The ARFCN field (10 bit) is the binary representation of the absolute RF channel number, see 3GPP TS 45.005. 
Range: 0 to 1023.

> MAIO
M

Channel description 10.5.2.5-44.018 
The MAIO field (6 bit) is the binary representation of the mobile allocation index offset, see 3GPP TS 45.002. 
Range: 0 to 63.







CHOISE logical channel type





>TCH parameters
C










>>channel type


Channel description 10.5.2.5-44.018 [ 
Channel type field is 5 bits (number of bits needed is FFS) 







>>TSC


Channel description 10.5.2.5-44.018
The TSC field (3 bit) is the binary representation of the training sequence code as defined in 3GPP TS 45.002









>>Indirect encoding of hopping RF channel configuration











>>>MA_NUMBER_IND


Channel description 10.5.2.5-44.018 
The MA_NUMBER_IND field (1 bit) is the binary representation of the MA_NUMBER to use as reference to a GPRS mobile allocation

>>>> CHANGE_MARK_1


Channel description 10.5.2.5-44.018 
The CHANGE_MARK_1 field (2 bit) is the binary representation of the allowed value of the SI change mark associated with the GPRS mobile allocation to which the MA_NUMBER refers. Range: 0 to 3.



>>Direct encoding of hopping RF channel configuration





>>> HSN 


Channel description 10.5.2.5-44.018
The HSN field (6 bit) is the binary representation of the hopping sequence number, see 3GPP TS 45.002. Range: 0 to 63.

>>Fast_power_control
C

Boolean

Stage2-43.051
Fast power control parameter which takes two values on or off.

>>Coding scheme


Enumerated

(,)
Modulation schemes used for RB : 43.051 Annex A

>>Description of the multislot configuration
C

Multislot Allocation
10.5.2.21b-44.018
This information element is included if so indicated by the channel type and TDMA offset field in the Channel Description information element and is used to assign channels that do not carry a main signalling link in a multislot configuration. It indicates how the used timeslots are divided into separate channel sets.







>PDTCH parameters
C




>>MEASUREMENT_INTER-VAL (5 bit field)



If present, this field is encoded as the MEASUREMENT_INTERVAL field in the PACKET DOWNLINK ASSIGNMENT message in GSM 04.60. This information field indicates the number of block periods from start of the one assigned measurement period to the beginning of the next measurement period.

>>LINK_QUALITY_MEASURE-MENT_MODE  (2 bit field)




This field is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK ASSIGNMENT message in GSM 04.60.

This field determines the measurements to be included within the EGPRS Timeslot Link Quality Measurements IE

>>PDTCH rate
C

Enumerated

(full,half)
43.051-Annex. A

9.2.x
RADIO BEARER RELEASE COMPLETE

This message is sent from the MS when radio bearer release has been completed.


Logical channel: PDTCH or SDCCH or FACCH; (SRB2)

RLC-SAP: AM


Direction: MS ( GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm 

Uplink integrity protection activation info
O

Integrity protection activation info 
This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers

RB Information elements





COUNT-C activation time-FFS
O

Activation time
Used for radio bearers mapped on RLC-TM. Only applicable if the UE is moving to CELL_DCH state due to this procedure







Uplink counter synchronisation info(FFS)
O




>RB with PDCP information list
O
1 to <maxRBallRABs>

This IE is needed for each RB having PDCP in the case of lossless S-BSS relocation

>>RB with PDCP information
M

RB with PDCP information




>START list
M
1 to <maxCNdomains>

START [40] values for all CN domains.

>>CN domain identity
M

CN domain identity 


Radio bearer uplink ciphering activation time info
O

RB activation time info


This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers

9.2.x
RADIO BEARER RELEASE FAILURE

This message is sent by MS if the configuration given by GERAN is unacceptable or if radio bearer can not be released.


Logical channel: PDTCH orFACCH or SDCCH; (SRB2)


RLC-SAP: AM


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
M

Message Type


MS information elements





RRC transaction identifier
M

RRC transaction identifier 


Integrity check info
C

Integrity check info 
IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm

Failure cause
M

Failure cause and error information


Cause for failure to perform the requested procedure

RB information elements





Radio bearers for which reconfiguration would have succeeded
O
1.to.<maxRB>
RB identity, 


>Radio bearer for which reconfiguration would have succeeded
M

RB identity, 


9.2.x
RRC CONNECTION REJECT

The network transmits this message when the requested RRC connection cannot be accepted.


AM RLC

-
SDCCH or PDTCH; SRB2


Direction: GERAN ( MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36


Initial MS identity
MP

Initial MS identity 10.3.3.15


Rejection cause
MP

Rejection cause 10.3.3.31


Wait time
MP

Wait time 10.3.3.50


Redirection info
OP

Redirection info 10.3.3.29


10.2.37
RRC CONNECTION RELEASE

This message is sent by GERAN to release the RRC connection. The message also releases the signalling connection and all radio bearers between the MS and GERAN.


RLC-SAP:AM


Logical channel: SRB 2


Direction: GERAN(MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





G-RNTI
MP

G-RNTI

??






Not req in GERAN.

RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36


Integrity check info


Integrity check info 10.3.3.16
Integrity check info is included if integrity protection is applied

N308
CH-Cell_DEDICATED

Integer(1..8)


Release cause
MP

Release cause 10.3.3.32


Other information elements









Not req in GERAN.

Condition
Explanation







Cell_DEDICATED
This IE is present when MS is in CELL_DEDICATED state.

9.2.x
RRC CONNECTION RELEASE COMPLETE

This message is sent by MS to confirm that the RRC connection has been released.


RLC-SAP: AM

Logical channel: PDTCH or SDCCH;SRB2


Direction: MS ( GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements











RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36


Integrity check info
CH

Integrity check info 10.3.3.16


Error indication
OP

Failure cause and error information 10.3.3.14


9.2.x
RRC CONNECTION REQUEST

RRC Connection Request is the first message transmitted by the MS when setting up an RRC Connection to the network.


RLC-SAP: AM


Logical channel: PDTCH or SDCCH; SRB2

Direction: MS ( GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





Initial MS identity
MP

Initial MS identity 10.3.3.15


Establishment cause
MP

Establishment cause 10.3.3.11


Protocol error indicator
MD

Protocol error indicator 10.3.3.27
Default value is FALSE

Measurement information elements









Measurements on the pilot channel. Not req in GERAN.

If the encoded message does not fill a transport block, the RRC layer shall insert padding according to subclause 12.1.

9.2.x
RRC CONNECTION SETUP

This message is used by the network to accept the establishment of an RRC connection for an MS, including assignment of signalling link information, transport channel information and optionally physical channel information.


RLC-SAPAM

Logical channel: PDTCH orSDCCH; SRB2


Direction: GERAN ( MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS Information Elements





Initial MS identity
MP

Initial MS identity 10.3.3.15


RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36


Activation time
MD

Activation time 10.3.3.1
Default value is "now"

New G-RNTI
MP

G-RNTI

x.x.x.x






Not req in GERAN.





Not req in GERAN.





Not req in GERAN.

GERAN DRX cycle length coefficient
MP

GERAN DRX cycle length coefficient x.x.x.x


Capability update requirement
MD

Capability update requirement 10.3.3.2
Default value is defined in subclause 10.3.3.2

RB Information Elements



(see [3])

PhyCH information elements





9.2.x
RRC CONNECTION SETUP COMPLETE

This message confirms the establishment of the RRC Connection by the MS.


RLC-SAP: AM

Logical channel: SDCCH or PDTCH; SRB2


Direction: MS ( GERAN 

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS Information Elements





RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36


START list
MP
1 to <maxCNdomains>

START [40] values for all CN domains.

>CN domain identity
MP

CN domain identity 10.3.1.1


>START
MP

START 10.3.3.38
START value to be used in this CN domain.

MS radio access capability
OP

MS radio access capability 


MS radio access capability extension
OP

MS radio access capability extension


Other information elements





MS system specific capability
OP
1 to <maxInterSysMessages>



>Inter-RAT MS radio access capability 
MP

Inter-RAT MS radio access capability 


9.2.x
RRC STATUS

This message is sent to indicate a protocol error.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2
Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


UE information elements





Integrity check info
CH

Integrity check info 10.3.3.16[ref!]
Integrity check info is included if integrity protection is applied

Identification of received message
CV- Message identified




 >Received message type
MP

Message Type


 >RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36[ref!]


Other information elements





Protocol error information
MP

Protocol error information 10.3.8.12[ref!]


Condition
Explanation

Message identified
If the IE "Protocol error cause" in the IE "Protocol error information" has any other value than "CSN.1 violation or encoding error" or "Message type non-existent or not implemented"

9.2.x
SECURITY MODE COMMAND

This message is sent by GERAN to start or reconfigure ciphering and/or integrity protection parameters.


RLC-SAP: AM


Logical channel:  SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2

Direction: GERAN(MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36[ref!]


Integrity check info
MP

Integrity check info 10.3.3.16[ref!]


Security capability
MP

Security capability 10.3.3.37[ref!]


Ciphering mode info
OP

Ciphering mode info 10.3.3.5[ref!]
Only present if ciphering shall be controlled

Integrity protection mode info
OP

Integrity protection mode info 10.3.3.19[ref!]
Only present if integrity protection shall be controlled

CN Information elements





CN domain identity
MP

CN domain identity 10.3.1.1[ref!]
Indicates which cipher and integrity protection keys are applicable

Other information elements





MS system specific security capability
CH
1 to <maxInterSysMessages>

This IE is included if the IE "Inter-RAT MS radio access capability" was included in RRC CONNECTION SETUP COMPLETE message

>Inter-RAT MS security capability
MP

Inter-RAT MS security capability 10.3.8.8a[ref!]


9.2.x
SECURITY MODE COMPLETE

This message is sent by MS to confirm the reconfiguration of ciphering and/or integrity protection.


RLC-SAP: AM

Logical channel:  SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2


Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36[ref !]


Integrity check info
MP

Integrity check info 10.3.3.16[ref!]


Uplink integrity protection activation info
OP

Integrity protection activation info 10.3.3.17[ref!]


RB Information elements





Radio bearer uplink ciphering activation time info
OP

RB activation time info 10.3.4.13[ref!]


9.2.x
SECURITY MODE FAILURE

This message is sent to indicate a failure to act on a received SECURITY MODE CONTROL  message.

RLC-SAP: AM

Logical channel:  SDCCH, PDTCH, FACCH

Signalling radio bearer: SRB2 

Direction: MS(GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





RRC transaction identifier
MP

RRC transaction identifier 10.3.3.36[ref!]


Integrity check info
CH

Integrity check info 10.3.3.16[ref!]


Failure cause
MP

Failure cause and error information 10.3.3.14[ref!]


9.2.x
SIGNALLING CONNECTION RELEASE

This message is used to notify the MS that its ongoing signalling connection to a CN domain has been released.


RLC-SAP: AM


Logical channel: FACCH, SDCCH or PDTCH (SRB 2)

Direction: GERAN( MS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


RRC transaction identifier
MP

RRC transaction identifier <x.y.z>


Integrity check info
CH

Integrity check info <x.y.z>
Integrity check info is included if integrity protection is applied

CN information elements





CN domain identity
MP

CN domain identity <x.y.z>


9.2.x
SIGNALLING CONNECTION RELEASE INDICATION

This message is used by the MS to indicate to GERAN the release of an existing signalling connection.


RLC-SAP: AM


Logical channel: FACCH, SDCCH or PDTCH (SRB 2)

Direction: MS(GERAN

Information Element/Group name
Need
Multi
IE type and reference
Semantics description

Message Type
MP

Message type


UE Information Elements





Integrity check info
CH

Integrity check info <x.y.z>


CN information elements





CN domain identity
MP

CN domain identity <x.y.z>


9.2.x
UPLINK DIRECT TRANSFER

 This message is used to transfer NAS messages for an existing signalling connection.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH


Signalling radio bearer: SRB3 and SRB4

Direction: MS ->GERAN

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message Type
MP

Message Type


MS information elements





Integrity check info
C

Integrity check info 10.3.3.16[ref!]
Integrity check info is included if integrity protection is applied

CN information elements





CN domain identity
M

CN domain identity 10.3.1.1[ref!]


NAS message
M

NAS message 10.3.1.8[ref!]














9.3
MESSAGE PARAMETERS


MS Information elements 

3.10.1.1. 
Starting time

The Starting Time information element is coded as shown in figure 10.5.2.38/3GPP TS 44.018.

3.10.1.2 
Ciphering Algorithm

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Ciphering algorithm
M




3.10.1.3
Ciphering mode info

This information element contains the ciphering specific security mode control information.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Ciphering mode command
M

Enumerated (start/restart, stop)


Ciphering algorithm 
 

Ciphering algorithm 


Radio bearer downlink ciphering activation time info
O

RB activation time info, 


3.10.1.4
Initial MS identity

This information element identifies the MS at a request of an RRC connection.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

CHOICE MS id type
M


At least 8 spare choices, Criticality: reject, is needed

>IMSI (GSM-MAP)


IMSI (GSM-MAP) 


>TMSI and LAI (GSM-MAP)





>>TMSI (GSM-MAP)
M

TMSI (GSM-MAP) 


 >>LAI (GSM-MAP)
M

Location Area Identification 


>P-TMSI and RAI (GSM-MAP)





>>P-TMSI (GSM-MAP)
M

P-TMSI (GSM-MAP) 


>>RAI (GSM-MAP)
M

Routing Area Identification 


>IMEI


IMEI 10.3.1.5


>ESN (DS-41)


TIA/EIA/IS-2000-4


>IMSI (DS-41)


TIA/EIA/IS-2000-4


>IMSI and ESN (DS-41)


TIA/EIA/IS-2000-4


>TMSI (DS-41)


TIA/EIA/IS-2000-4


3.10.1.5 
Integrity check info

The Integrity check info contains the RRC message sequence number needed in integrity protection 

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Message authentication code
M




RRC Message sequence number
M




3.10.1.6 
Integrity protection activation info

This IE contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be activated for the signalling radio bearers.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RRC message sequence number list
M




>RRC message sequence number
M




3.10.1.7
Integrity protection Algorithm

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Integrity protection algorithm
M




3.10.1.8
Integrity protection mode info

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Integrity protection mode command
M




Downlink integrity protection activation info





Integrity protection algorithm 
O




Integrity protection initialization number





3.10.1.9
PDCP capability

Indicates which algorithms and which value range of their parameters are supported by the MS.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Support for lossless Serving BSC relocation
M

Boolean
TRUE means supported

Support for RFC2507
M

Boolean
TRUE means supported

Max HC context space
C-hc_sup

Integer(512, 1024, 2048, 4096, 8192)
Maximum header compression context space in bytes supported by the MS

At least 3 spare values needed, criticality: reject

Condition
Explanation

hc_sup
Presence is mandatory if IE Support for RFC 2507 = TRUE. Otherwise this field is not needed in the message

3.10.10
G-RNTI

The G-RNTI (GERAN Radio Network Temporary Identity) is allocated to an MS having a RRC connection and identifies the MS within GERAN.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Serving BSC identity
M

bit string(12)


RNTI
M

bit string(20)


3.10.2
CN Information elements

3.10.2.1
CN domain identity

Identifies the type of core network domain. 

Information Element/Group name
Need
Multi
Type and reference
Semantics description

CN domain identity
M

Enumerated (CS domain, PS domain, Don't care
Identifies the core network identity

At least one spare value needed.

3.10.3.GERAN mobility Information elements 

3.10.3.1
GRA identity

Gives the identity of the GERAN Registration Area. It can be used to indicate to the MS which GRA it shall use in case of overlapping GRAs.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

GRA identity
M

bit string(16)
GERAN Registration Area

Radio Bearer Information elements

3.10.4.1
PDCP info

The purpose of the PDCP info IE is to indicate which algorithms shall be established and to configure the parameters of each of the algorithms.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

PDCP mode


Enumerated (transparent, non-transparent)
Transparent or 

Non-transparent

Only Non-transparent mode is used in case of Conversational RB

Support for lossless Serving BSC relocation
C- LosslessCriteria

Boolean
TRUE means support

Max PDCP SN
CLossless

Integer (255, 65535)
Maximum PDCP sequence number. Default value is 65535.

PDCP PDU header
M

Enumerated (present, absent)
Whether a PDCP PDU header is existent or not. Default value is "present"

Header compression information
O
1 to <maxPDCPAlgoType>



>CHOICE algorithm type
M


 7 spare values needed, criticality: reject 

Note: new algorithm for Header Removal is needed.

>>RFC2507



Header compression according to IETF standard RFC2507

>>>F_MAX_PERIOD
M

Integer (1..65535)
Largest number of compressed non-TCP headers that may be sent without sending a full header. Default value is 256.

>>>F_MAX_TIME
M

Integer (1..255)
Compressed headers may not be sent more than F_MAX_TIME seconds may after sending last full header. Default value is 5.

>>>MAX_HEADER
M

Integer (60..65535)
The largest header size in octets that may be compressed. Default value is 168.

>>>TCP_SPACE
M

Integer (3..255)
Maximum CID value for TCP connections. Default value is 15.

>>>NON_TCP_SPACE
M

Integer (3..65535)
Maximum CID value for non-TCP connections. Default value is 15.

>>>EXPECT_REORDERING
M

Enumerated (reordering not expected, reordering expected)
Whether the algorithm shall reorder PDCP SDUs or not. Default value is "reordering not expected".

Condition
Explanation

LosslessCriteria
This IE is present only if the IE "RLC mode" is "Acknowledged" and the IE "In-sequence delivery " is "True".

Lossless
This IE shall be present if the IE "Support for lossless Serving BSC relocation" Is TRUE, otherwise it shall be absent.

3.10.4.2
PDCP SN info

Information Element/Group name
Need
Multi
Type and Reference
Semantics description

Receive PDCP sequence number
M

Integer(0..65535)
The PDCP sequence number which the sender of the message is expecting next to be received.

3.10.4.3
Predefined configuration identity
This information element identifies a pre- defined radio parameter configuration.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Predefined radio configuration identity
M

Integer (0..15)


3.10.4.4
Predefined configuration value tag

This information element is used to identify different versions of a radio bearer configuration as may be used within one PLMN e.g. to support different GERAN implementations.

Information Element/Group name
Need
Multi
Type and Reference
Semantics description

Predefined configuration value tag
M

Integer(0..15)


3.10.4.5
Predefined RB configuration-FFS

This information element concerns a pre- defined configuration of radio bearer parameters

Information Element/Group name
Need
Multi
Type and Reference
Semantics description

Signalling radio bearer information 





Signalling RB information to setup List
O


For each signalling radio bearer

>Signalling RB information to setup
O




RB information





RB information to setup list
M




>RB information to setup
M




3.10.4.6
RAB info

This IE contains information used to uniquely identify a radio access bearer.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RAB identity
M

RAB identity 


CN domain identity
M

CN domain identity 


NAS Synchronization Indicator
O

RAB NAS Synchronization info 


Re-establishment timer
M

Re-establishment timer 


3.10.4.7
RAB info short

This IE contains information used to uniquely identify a radio access bearer.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RAB identity
M

RAB identity 


NAS Synchronization Indicator
O

NAS Synchronization indicator 


CN domain identity
M

CN domain identity 


3.10.4.8
RAB information for setup

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RAB info
M

RAB info 


RB information to setup list
M
1 to <maxRBperRAB>



>RB information to setup
M

RB information to setup



3.10.4.9
RAB information to reconfigure

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RAB identity
M

RAB Identity 


CN domain identity
M

CN domain identity 


 NAS synchronization indicator
M

RAB NAS Synchronization info 


3.10.4.10
NAS Synchronization info

This IE contains information used to uniquely identify a radio access bearer.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

NAS Synchronization info
M

Bitstring(4)


3.10.4.11
RB activation time info

This IE contains the time, in terms of RLC sequence numbers, when a certain configuration shall be activated, for a number of radio bearers.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Radio bearer activation time
O
1 to <maxRB>



>RB identity
M

RB identity 


>RLC sequence number
M

Integer (0..

4095)
RLC SN [TS 25.322]

3.10.4.12
RB identity

An identification number for the radio bearer affected by a certain message.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity
M

Integer(0..31)
Values 0-4 shall only be used for signalling radio bearers

3.10.4.13
RB information to be affected

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity
M

RB identity 


3.10.4.14
RB information to reconfigure
Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity
M

RB identity 


PDCP info
O

PDCP info 


PDCP SN info
C PDCP

PDCP SN info


PDCP sequence number info from the network. Present only in case of lossless Serving BSC relocation.

CHOICE RLC info type
O




>RLC info


RLC info 


>Same as RB


RB identity 
Identity of RB with exactly the same values for IE "RLC info" 

RB suspend/resume
O

Enumerated(suspend, resume)


Condition
Explanation

PDCP
This IE is optional only if "PDCP info" is present. Otherwise it is absent.

3.10.4.15
RB information to release
Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity
M

RB identity 


3.10.4.16
RB information to setup

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity
M

RB identity 


PDCP info
O

PDCP info 


RLC info
M

RLC info 


Multi Bound
Explanation

MaxSetupRBcount
The maximum number of RBs to setup.

3.10.4.17
3.10.4.18
RB with PDCP information

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity
M

RB identity 


PDCP SN info
M

PDCP SN info 
PDCP sequence number info from the sender of the message for lossless Serving BSC relocation.

3.10.4.19
RLC info

The content of RLC info.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

>CHOISE RLC mode-
M


Indicates if Acknowledged, Unacknowledged or Transparent mode RLC shall be used. 

One spare value needed, criticality: reject.

>>AM RLC
C


Both MAC Dedicated and MAC Shared







>>>resegment IE
C


This information element defines whether retransmitted uplink RLC data blocks shall be resegmented or not

RESEGMENT IE
0    Retransmitted RLC data blocks shall not be resegmented
1  Retransmitted RLC data blocks shall be resegmented according to commanded MCS

>>>in-sequency  delivery
C

Boolean
TRUE indicates that RLC shall preserve the order of higher layer PDUs when these are delivered.

FALSE indicates that receiving RLC entity could allow SDUs to be delivered to the higher layer in different order than submitted to RLC sublayer at the transmitting side.

>>>transmission RLC discard
O


Choice of SDU discard 

>>>EGPRS window size
C


This field is encoded as the EGPRS window size IE in the PACKET UPLINK ASSIGNMENT message in GSM 04.60

>>UM RLC
C


Both MAC Dedicated and MAC Shared.

>>>EGPRS window size
C


This field is encoded as the EGPRS window size IE in the PACKET UPLINK ASSIGNMENT message in GSM 04.60







>>TM RLC
C


Only in case that MAC mode is Dedicated.

NOTE

This information element is included within IE "Predefined RB configuration"

3.10.4.19.1 Transmission RLC Discard-FFS

Information Element/Group name
Need
Multi
Type and reference
Semantics description

CHOICE SDU Discard Mode
M




3.10.4.20
Signalling RB information to setup 

.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RB identity

M




CHOICE RLC info type
M




>RLC info






M




NOTE

This information element is included within IE "Predefined RB configuration"
RRC state indicator

In case of Iu-mode the RRC state identifier is defined.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

RRC State indicator
M

Enumerated( RRCCELL_Dedicated, RRC CELL_Shared, RRC GRA_PCH)


RB COUNT-C MSB information-FFS

The MSB of the COUNT-C values of the radio bearer.

Information Element/Group name
Needed
Multi
Type and reference
Semantics description

RB identity
M

RB identity 10.3.4.16


COUNT-C-MSB-uplink
M

Integer (0..

2^25-1)
25 MSBs from COUNT-C associated to this RB

COUNT-C-MSB-downlink
M

Integer (0..

2^25-1)
25 MSBs from COUNT-C associated to this RB

RB COUNT-C information-FFS

The COUNT-C values of the radio bearer.

Information Element/Group name
Needed
Multi
Type and reference
Semantics description

RB identity
M

RB identity 10.3.4.16


COUNT-C-uplink
M

Integer (0..

2^32-1)


COUNT-C-downlink
M

Integer (0..

2^32-1)


RRC transaction identifier

This IE contains an identification of the RRC procedure transaction local for the type of the message this IE was included within.
Information Element/Group name
Need
Multi
Type and reference
Semantics description

RRC transaction identifier
M

Integer (0..3)


Protocol error cause

This IE indicates the cause for a message or information which was not comprehended.

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Protocol error cause
M

Enumerated (ASN.1 violation or encoding error, Message type non-existent or not implemented, Message not compatible with receiver state, Information element value not comprehended, Conditional information element error, Message extension not comprehended)
At least one spare value needed.

Protocol error indicator

This IE indicates whether a message was transmitted due to a protocol error or not.
Information Element/Group name
Need
Multi
Type and Reference
Semantics description

Protocol error indicator
M

Boolean
TRUE means a protocol error occurred. FALSE means a protocol error did not occur.

Failure cause

Cause for failure to perform the requested procedure. 

Information Element/Group name
Need
Multi
Type and reference
Semantics description

Failure cause
M

Enumerated (configuration unsupported, physical channel failure, incompatible simultaneous reconfiguration, protocol error, compressed mode runtime error, cell reselection, invalid configuration, configuration incomplete, unsupported measurement)
At least one spare value needed.
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