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DELIVERY OF NON-ACCESS STRATUM MESSAGES

1. INTRODUCTION

This contribution deals with the delivery of non-access stratum messages in GERAN Iu mode. Three procedures are taken from [2] and analysed to carry NAS messages over the GERAN radio interface:

· INITIAL DIRECT TRANSFER procedure, enables the MS to establish a signalling connection and  to carry the initial upper layer (NAS) message towards the CN.

· DOWNLINK DIRECT TRANSFER procedure, carries upper layer (NAS) messages towards the MS, and the

· UPLINK DIRECT TRANSFER procedure, carries all subsequent upper layer (NAS) messages towards the CN.

2. ANALYSES OF UTRAN RRC DIRECT TRANSFER MESSAGES

All section numbers and references are unchanged overtaken from 25.331. This allows an faster crosscheck with the still living UTRAN RRC specification. By later including the procedures into 44.018 the section numbers and references have to be adopted (indicated by [ref!]).

The analyses of the procedures is based on the UTRAN RRC specification version 4.1.0.

8.1.8[ref!]
Initial Direct transfer
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Figure 14[ref!]: Initial Direct transfer in the uplink, normal flow

8.1.8.1[ref!]
General

The initial direct transfer procedure is used in the uplink to establish a signalling connection. It is also used to carry an initial upper layer (NAS) messages over the radio interface.

8.1.8.2[ref!]
Initiation of Initial direct transfer procedure in the MS
In the MS, the initial direct transfer procedure shall be initiated, when the upper layers request establishment of a signalling connection. This request also includes a request for the transfer of a NAS message.

Upon initiation of the initial direct transfer procedure when the MS is in idle mode, the MS shall 

-
set the variable ESTABLISHMENT_CAUSE to the cause for establishment indicated by upper layers;

-
perform an RRC connection establishment procedure, according to subclause 8.1.3[ref!];

-
if the RRC connection establishment procedure was not successful:

-
indicate failure to establish the signalling connection to upper layers and end the procedure;

-
when the RRC connection establishment procedure is completed successfully:

-
continue with the initial direct transfer procedure as below;

Upon initiation of the initial direct transfer procedure when the MS is in GRA_PCH state, the MS shall:

-
perform a cell update procedure, according to subclause 8.3.1[ref!], using the cause "uplink data transmission";

-
when the cell update procedure completed successfully:

-
continue with the initial direct transfer procedure as below.

The MS shall, in the INITIAL DIRECT TRANSFER message:

-
set the IE "NAS message" as received from upper layers; and

-
set the IE "CN domain identity" as indicated by the upper layers; and

-
set the IE "Intra Domain NAS Node Selector" as indicated by the upper layers.




The MS shall:

-
transmit the INITIAL DIRECT TRANSFER message on the uplink signalling radio bearer using AM RLC on RB 3;

-
when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:

-
confirm the establishment of a signalling connection to upper layers; and

-
add the signalling connection with the identity indicated by the IE "CN domain identity" in the variable ESTABLISHED_SIGNALLING_CONNECTIONS; and

-
The procedure ends. 

When not stated otherwise elsewhere, the MS may also initiate the initial direct transfer procedure when another procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

A new signalling connection request may be received from upper layers subsequent to the indication of the release of a previously established signalling connection to upper layers. From the time of the indication of release to upper layers until the MS has entered idle mode, any such upper layer request to establish a new signalling connection shall be queued. This request shall be processed after the MS has entered idle mode.

8.1.8.3[ref!]
Reception of INITIAL DIRECT TRANSFER message by the GERAN

On reception of the INITIAL DIRECT TRANSFER message the NAS message should be routed using the IE "CN Domain Identity". GERAN may also use the IE "Intra Domain NAS Node Selector" for routing among the CN nodes for the addressed CN domain.

If no signalling connection exists towards the chosen node, then a signalling connection is established.

 

When the GERAN receives an INITIAL DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

8.1.9[ref!]
Downlink Direct transfer
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Figure 15[ref!]: Downlink Direct transfer, normal flow

8.1.9.1[ref!]
General

The downlink direct transfer procedure is used in the downlink direction to carry upper layer (NAS) messages over the radio interface.

8.1.9.2[ref!]
Initiation of downlink direct transfer procedure in the GERAN

In the GERAN, the direct transfer procedure is initiated when the upper layers request the transfer of a NAS message after the initial signalling connection is established. The GERAN may also initiate the downlink direct transfer procedure when another RRC procedure is ongoing, and in that case the state of the latter procedure shall not be affected. The GERAN shall transmit the DOWNLINK DIRECT TRANSFER message on the downlink signalling radio bearer using AM RLC on RB 3 or RB 4. The GERAN should:

-
if upper layers indicate "low priority" for this message:

-
select signalling radio bearer RB4, if available. Specifically, for a GSM-MAP based CN, signalling radio RB4 should, if available, be selected when "SAPI 3" is requested;

-
select signalling radio RB3 when signalling radio RB 4 is not available;

-
if upper layers indicate "high priority" for this message:

-
select signalling radio RB3. Specifically, for a GSM-MAP based CN, signalling radio RB3 should be selected when "SAPI 0" is requested.

The GERAN sets the IE "CN Domain Identity" to indicate, which CN domain the NAS message is originated from.
8.1.9.3[ref!]
Reception of a DOWNLINK DIRECT TRANSFER message by the MS 
Upon reception of the DOWNLINK DIRECT TRANSFER message, the MS RRC shall, using the IE "CN Domain Identity", route the contents of the IE "NAS message" and the value of the IE"CN Domain Identity" to the upper layers.

The MS shall clear the entry for the DOWNLINK DIRECT TRANSFER message in the table “Accepted transactions” in the variable TRANSACTIONS.

When the MS receives a DOWNLINK DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures when not stated otherwise elsewhere.

8.1.9.3a[ref!]
No signalling connection exists

If the MS receives a DOWNLINK DIRECT TRANSFER message, and the signalling connection identified with the IE "CN domain identity" does not exist according to the variable ESTABLISHED_SIGNALLING_CONNECTIONS, the MS shall:

-
ignore the content of the DOWNLINK DIRECT TRANSFER message;

-
transmit an RRC STATUS message on the uplink signalling radio bearer using AM RLC;

-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to DOWNLINK DIRECT TRANSFER; and

-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the DOWNLINK DIRECT TRANSFER message in the table "Accepted transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
include the IE "Protocol error information" with the IE "Protocol error cause" set to "Message not compatible with receiver state".

When the RRC STATUS message has been submitted to lower layers for transmission, the MS shall:

-
continue with any ongoing processes and procedures as if the DOWNLINK DIRECT TRANSFER message has not been received.

8.1.9.4[ref!]
Invalid DOWNLINK DIRECT TRANSFER message

If the MS receives a DOWNLINK DIRECT TRANSFER message, which contains a protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE [FFS: Shall the handling of unknown, unforeseen and erroneous protocol data be adopted from UTRAN?] according to clause 9[ref!], the MS shall perform procedure specific error handling as follows:

-
transmit an RRC STATUS message on the uplink signalling radio bearer using AM RLC;

-
include the IE "Identification of received message"; and

-
set the IE "Received message type" to DOWNLINK DIRECT TRANSFER; and

-
set the IE "RRC transaction identifier" to the value of "RRC transaction identifier" in the entry for the DOWNLINK DIRECT TRANSFER message in the table "Rejected transactions" in the variable TRANSACTIONS; and

-
clear that entry;

-
include the IE "Protocol error information" with contents set to the value of the variable PROTOCOL_ERROR_INFORMATION.

When the RRC STATUS message has been submitted to lower layers for transmission, the MS shall:

-
continue with any ongoing processes and procedures as if the invalid DOWNLINK DIRECT TRANSFER message has not been received.

8.1.10[ref!]
Uplink Direct transfer
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Figure 16[ref!]: Uplink Direct transfer, normal flow

8.1.10.1[ref!]
General

The uplink direct transfer procedure is used in the uplink direction to carry all subsequent upper layer (NAS) messages over the radio interface belonging to a signalling connection.

8.1.10.2[ref!]
Initiation of uplink direct transfer procedure in the MS
In the MS, the uplink direct transfer procedure shall be initiated when the upper layers request a transfer of a NAS message on an existing signalling connection. When not stated otherwise elsewhere, the MS may initiate the uplink direct transfer procedure when another procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

Upon initiation of the uplink direct transfer procedure when the MS is in GRA_PCHstate, the MS shall:

-
perform a cell update procedure, according to subclause 8.3.1[ref!], using the cause "uplink data transmission";

-
when the cell update procedure has been completed successfully:

-
continue with the uplink direct transfer procedure as below.

The MS shall transmit the UPLINK DIRECT TRANSFER message on the uplink signalling radio bearer using AM RLC on signalling radio RB3 or RB4. The MS shall:

· if  upper layers indicates "low priority" for this message:

· select signalling radio RB4, if available. Specifically, for a GSM-MAP based CN, signalling radio RB4 shall, if available, be selected when "SAPI 3" is requested;

· select signalling radio RB3 when signalling radio RB4 is not available;

· if upper layers indicates "high priority" for this message:

· select signalling radio RB3. Specifically, for a GSM-MAP based CN, signalling radio RB3 shall be selected when "SAPI 0" is requested. 

The MS shall set the IE "NAS message" as received from upper layers and set the IE "CN domain identity" as indicated by the upper layers.

When the UPLINK DIRECT TRANSFER message has been submitted to lower layers for transmission the procedure ends.

8.1.10.3[ref!]
Reception of UPLINK DIRECT TRANSFER message by the GERAN

On reception of the UPLINK DIRECT TRANSFER message the NAS message should be routed using the value indicated in the IE "CN domain identity".

.

When the GERAN receives an UPLINK DIRECT TRANSFER message, it shall not affect the state of any other ongoing RRC procedures, when not stated otherwise elsewhere.

10.2.11[ref!]
DOWNLINK DIRECT TRANSFER

This message is sent by GERAN to transfer higher layer messages.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH
Signalling radio bearer: 3 and 4


Direction: GERAN -> MS
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	MP
	
	Message Type
	

	MS information elements
	
	
	
	

	RRC transaction identifier
	MP
	
	RRC transaction identifier 10.3.3.36[ref!]
	

	Integrity check info
	CH
	
	Integrity check info 10.3.3.16[ref!]
	

	CN information elements
	
	
	
	

	CN Domain Identity
	MP
	
	Core Network Domain Identity 10.3.1.1[ref!]
	

	NAS message
	MP
	
	NAS message 10.3.1.8[ref!]
	


10.2.14[ref!]
INITIAL DIRECT TRANSFER

This message is used to initiate a signalling connection based on indication from the upper layers, and to transfer a NAS message.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH

Signalling radio bearer: 3

Direction: MS -> GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	MP
	
	Message Type
	

	MS information elements
	
	
	
	

	Integrity check info
	CH
	
	Integrity check info 10.3.3.16[ref!]
	

	CN information elements
	
	
	
	

	CN domain identity
	MP
	
	CN domain identity 10.3.1.1[ref!]
	

	Intra Domain NAS Node Selector
	MP
	
	Intra Domain NAS Node Selector 10.3.1.6[ref!]
	

	NAS message
	MP
	
	NAS message 10.3.1.8[ref!]
	

	
	
	
	
	

	
	
	
	
	


10.2.42[ref!]
RRC STATUS

This message is sent to indicate a protocol error.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH

Signalling radio bearer: 3 and 4
Direction: MS(GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	MP
	
	Message Type
	

	UE information elements
	
	
	
	

	Integrity check info
	CH
	
	Integrity check info 10.3.3.16[ref!]
	Integrity check info is included if integrity protection is applied

	Identification of received message
	CV- Message identified
	
	
	

	 >Received message type
	MP
	
	Message Type
	

	 >RRC transaction identifier
	MP
	
	RRC transaction identifier 10.3.3.36[ref!]
	

	Other information elements
	
	
	
	

	Protocol error information
	MP
	
	Protocol error information 10.3.8.12[ref!]
	


	Condition
	Explanation

	Message identified
	If the IE "Protocol error cause" in the IE "Protocol error information" has any other value than "CSN.1 violation or encoding error" or "Message type non-existent or not implemented"


10.2.58[ref!]
UPLINK DIRECT TRANSFER

 This message is used to transfer NAS messages for an existing signalling connection.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH

Signalling radio bearer: 3 and 4

Direction: MS ->GERAN

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message Type
	MP
	
	Message Type
	

	MS information elements
	
	
	
	

	Integrity check info
	CH
	
	Integrity check info 10.3.3.16[ref!]
	Integrity check info is included if integrity protection is applied

	CN information elements
	
	
	
	

	CN domain identity
	MP
	
	CN domain identity 10.3.1.1[ref!]
	

	NAS message
	MP
	
	NAS message 10.3.1.8[ref!]
	

	
	
	
	
	

	
	
	
	
	


10.3.1.1[ref!]
CN domain identity

Identifies the type of core network domain.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CN domain identity
	MP
	
	Enumerated (CS domain, PS domain)
	


10.3.1.6[ref!]
Intra Domain NAS Node Selector
This IE carries information to be used to route the establishment of a signalling connection to a CN node within a CN domain.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CHOICE version
	MP
	
	
	

	>R99 [FFS]
	
	
	
	

	>>CHOICE CN type 
	MP
	
	
	

	>>>GSM-MAP
	
	
	
	

	>>>>CHOICE Routing basis
	MP
	
	
	

	>>>>>local (P)TMSI
	
	
	
	TMSI allocated in the current LA or PTMSI allocated in the current RA

	>>>>>>Routing parameter
	MP
	
	Bitstring (10)
	The TMSI/ PTMSI consists of 4 octets (32bits). The bits are numbered from b0 to b31, with bit b0 being the least significant

The “Routing parameter” bitstring consists of bits b14 through b23 of the TMSI/ PTMSI where bit b14 is the least significant.

	>>>>>(P)TMSI of same PLMN, different (RA)LA
	
	
	
	TMSI allocated in another LA of this PLMN or PTMSI allocated in another RA this PLMN

	>>>>>>Routing parameter
	MP
	
	Bitstring (10)
	The TMSI/ PTMSI consists of 4 octets (32bits). The bits are numbered from b0 to b31, with bit b0 being the least significant

The “Routing parameter” bitstring consists of bits b14 through b23 of the TMSI/ PTMSI where bit b14 is the least significant

	>>>>>(P)TMSI of different PLMN
	
	
	
	TMSI or a PTMSI allocated in another PLMN

	>>>>>>Routing parameter
	MP
	
	Bitstring (10)
	The TMSI/ PTMSI consists of 4 octets (32bits). The bits are numbered from b0 to b31, with bit b0 being the least significant

The “Routing parameter” bitstring consists of bits b14 through b23 of the TMSI/ PTMSI where bit b14 is the least significant

	>>>>>IMSI(response to IMSI paging)
	
	
	
	NAS identity is IMSI

	>>>>>>Routing parameter
	MP
	
	Bitstring (10)
	The “Routing parameter” bitstring consists of DecimalToBinary [(IMSI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, which bit b0 being the least significant.

	>>>>>IMSI(cause MS inititated event)
	
	
	
	NAS identity is IMSI

	>>>>>>Routing parameter
	MP
	
	Bitstring (10)
	The “Routing parameter” bitstring consists of DecimalToBinary [(IMSI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, with bit b0 being the least significant.

	>>>>>IMEI
	
	
	
	NAS parameter is IMEI

	>>>>>>Routing parameter
	MP
	
	Bitstring (10)
	The “Routing parameter” bitstring consists of DecimalToBinary [(IMEI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, with bit b0 being the least significant.

	>>>>>Spare 1
	
	
	Bitstring (10)
	This choice shall not be used in this version FFS

	>>>>>Spare 2
	
	
	Bitstring (10)
	This choice shall not be used in this version FFS

	>>>>Entered parameter
	MP
	
	Boolean
	Entered parameter shall be set to TRUE if the most significant byte of the current LAI/RAI is different compared to the most significant byte of the LAI/RAI stored on the SIM;

Entered parameter shall be set to FALSE otherwise

	>>>ANSI-41
	
	
	Bitstring (14)
	All bits shall be set to 0

	>Later [FFS]
	
	
	Bitstring(15)
	This bitstring shall not be sent by mobiles who are compliant to this version of the protocol.


10.3.1.8[ref!]
NAS message

A non-access stratum message to be transferred transparently through GERAN.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	NAS message
	MP
	
	Octet string (1..4095)
	The first octet contains octet 1 [17] [ref!] of the NAS message, the second octet contains octet 2 of the NAS message and so on.


10.3.3.16[ref!]
Integrity check info

The Integrity check info contains the RRC message sequence number needed in the calculation of XMAC-I [40][ref!] and the calculated MAC-I. 

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Message authentification code
	MP
	
	bit string(32)
	MAC-I [40] [ref!]. The Message Authentication Code bits are numbered b0-b31, where b0 is the least significant bit. The 27 MSB of the IE shall be set to zero and the 5 LSB of the IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm.

	RRC Message sequence number
	MP
	
	Integer (0..15)
	The local RRC hyper frame number (RRC HFN) is concatenated with the RRC message sequence number to form the input parameter COUNT-I for the integrity protection algorithm. 

The IE value shall be set to zero when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm.


10.3.3.26[ref!]
Protocol error cause

This IE indicates the cause for a message or information which was not comprehended.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Protocol error cause
	MP
	
	Enumerated (CSN.1 violation or encoding error, Message type non-existent or not implemented, Message not compatible with receiver state, Information element value not comprehended, ) [FFS]
	At least one spare value needed.


10.3.3.36[ref!]
RRC transaction identifier

This IE contains an identification of the RRC procedure transaction local for the type of the message this IE was included within.
	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	RRC transaction identifier
	MP
	
	Integer (0..3)
	


10.3.8.12[ref!]
Protocol error information

This information element contains diagnostics information returned by the receiver of a message that was not completely understood. 

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	CHOICE diagnostics type
	MP
	
	
	At least one spare choice is needed.

	 >Protocol error cause
	
	
	Protocol error cause 10.3.3.26[ref!]
	


10.3.10[ref!]
Multiplicity values and type constraint values

The following table includes constants that are either used as multi bounds (name starting with "max") or as high or low value in a type specification (name starting with "lo" or "hi"). Constants are specified only for values appearing more than once in the RRC specification. In case a constant is related to one or more other constants, an expression is included in the "value" column instead of the actual value.
[Note: This table just contains elements for the DIRECT TRANSFER procedures, all other elements are removed to ease the reading]
	Constant
	Explanation
	Value

	CN information
	
	

	maxCNdomains
	Maximum number of CN domains
	4

	MS information
	
	

	maxtransactions
	Maximum number of parallel RRC transactions in downlink
	25 [FFS]


13.4.5a[ref!]
ESTABLISHED_SIGNALLING_CONNECTIONS

This variable is used to store information about established signalling connections.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Signalling connection list 
	OP
	1 to <maxCNdomains>
	
	For each established signalling connection

	>Signalling connection identity
	MP
	
	CN domain identity 10.3.1.1[ref !]
	


13.4.6[ref!]
ESTABLISHMENT_CAUSE

This variable is used to store the cause for establishment of a signalling connection received by upper layers, to be used at RRC connection establishment.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Establishment cause
	OP
	
	Establishment cause

10.3.3.11[ref !]
	


13.4.27[ref!]
TRANSACTIONS

This variable stores the identifications of the ongoing RRC procedure transactions.

	Information Element/Group name
	Need
	Multi
	Type and reference
	Semantics description

	Accepted transactions
	OP
	1 to <maxtransactions>
	
	

	>Message type
	MP
	
	Message Type
	

	>RRC transaction identifier
	MP
	
	RRC transaction identifier 10.3.3.36[ref !]
	

	Rejected transactions
	OP
	1 to <maxtransactions>
	
	

	>Message type
	MP
	
	Message Type
	

	>RRC transaction identifier
	MP
	
	RRC transaction identifier 10.3.3.36[ref!]
	


3. CSN.1 Coding

(10.2.11)

DOWNLINK DIRECT TRANSFER

This message is sent by GERAN to transfer higher layer messages.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH

Signalling radio bearer: 3 and 4


Direction: GERAN -> MS

Table xx : DOWNLINK DIRECT TRANSFER information elements

	< Downlink Direct Transfer message content > ::=

< RRC Transaction Identifier : < RRC Transaction Identifier IE >>

{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > >}

< CN Domain Identity : < Core Network Domain Identity IE >>

< NAS message : < NAS message IE >>

<padding bits > ;


Table xx: DOWNLINK DIRECT TRANSFER information element details

	RRC Transaction Identifier IE
This information element is defined in clause (10.3.3.36).

Integrity Check Info IE
This information element is defined in clause (10.3.3.16).

Core Network Domain Identity IE

This information element is defined in clause (10.3.1.1).

NAS message IE
This information element is defined in clause (10.3.1.8).


(10.2.14)

INITIAL DIRECT TRANSFER

This message is used to initiate a signalling connection based on indication from the upper layers, and to transfer a NAS message.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH


Signalling radio bearer: 3

Direction: MS -> GERAN

Table xx : INITIAL DIRECT TRANSFER information elements

	< Initial Direct Transfer message content > ::=

{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > >}

< CN Domain Identity : < Core Network Domain Identity IE >>

< Intra Domain NAS Node Selector : < Intra Domain NAS Node Selector IE >>

< NAS message : < NAS message IE >>

<padding bits > ;


Table xx: INITIAL DIRECT TRANSFER information element details

	Integrity Check Info IE
This information element is defined in clause (10.3.3.16).

Core Network Domain Identity IE

This information element is defined in clause (10.3.1.1).

Intra Domain NAS Node Selector IE

This information element is defined in clause (10.3.1.6).

NAS message IE
This information element is defined in clause (10.3.1.8).


(10.2.42)

RRC STATUS

This message is sent to indicate a protocol error.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH

Signalling radio bearer: 3 and 4
Direction: MS(GERAN

Table xx : RRC STATUS information elements

	< RRC Status message content > ::=

{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > >}

{ 0 | 1
< Identification of received message : < Identification of received message struct > >}

< Protocol Error Information : < Protocol Error Information IE >>

<padding bits > ;

< Identification of received message struct > ::=
< RECEIVED MESSAGE TYPE : < Message Type IE > >

< RRC TRANSACTION IDENTIFIER : RRC Transaction Identifier IE > ;


Table xx: RRC STATUS information element details

	Integrity Check Info IE
This information element is defined in clause (10.3.3.16).

Integrity check info is included if integrity protection is applied.

Protocol Error Information IE

This information element is defined in clause (10.3.8.12).
Message Type IE

This information element is defined in FFS.

RRC Transaction Identifier IE
This information element is defined in clause (10.3.1.8).


(10.2.58)

 UPLINK DIRECT TRANSFER

This message is used to transfer NAS messages for an existing signalling connection.


RLC-SAP: AM


Logical channels:  SDCCH, PDTCH, FACCH, SACCH


Signalling radio bearer: 3 and 4

Direction: MS ->GERAN

Table xx : UPLINK DIRECT TRANSFER information elements

	< Uplink Direct Transfer message content > ::=

{ 0 | 1
< Integrity Check Info : < Integrity Check Info IE > >}

< CN Domain Identity : < Core Network Domain Identity IE >>

< NAS message : < NAS message IE >>

<padding bits > ;


Table xx: UPLINK DIRECT TRANSFER information element details

	Integrity Check Info IE
This information element is defined in clause (10.3.3.16).

Core Network Domain Identity IE

This information element is defined in clause (10.3.1.1).

NAS message IE
This information element is defined in clause (10.3.1.8).


(10.3.1.1)
CN domain identity

Identifies the type of core networks domain.

Table xx : CN domain identity information elements

	< Core Network domain identity IE > ::=

< CN domain identity : bit (1) > ;


Table xx: CN domain identity information element details

	Core Network Domain Identity IE (1 bit field)
0 CS domain

1 PS domain




(10.3.1.6)
Intra Domain NAS Node Selector

This IE carries information to be used to route the establishment of a signalling connection to a CN node within a CN domain.

Table xx : Intra Domain NAS Node Selector information elements

	< Intra Domain NAS Node Selector IE > ::=

{ 0   -- Release 99

{ 0   -- CN type GSM-MAP

{ { 000   -- Routing basis local (P) TMSI, TMSI allocated in the current LA or PTMSI allocated in the current RA

< Routing parameter : < Routing parameter type 1 IE >>

| 001   -- Routing basis (P) TMSI of same PLMN, different (RA)LA, TMSI allocated in another LA of this PLMN              or PTMSI allocated in another RA this PLMN

< Routing parameter : < Routing parameter type 1 IE >>

| 010   -- Routing basis (P) TMSI of different PLMN, TMSI or a PTMSI allocated in another PLMN

< Routing parameter : < Routing parameter type 1 IE >>

| 011   -- Routing basis IMSI (response to IMSI paging), NAS identity is IMSI

< Routing parameter : < Routing parameter type 2 IE >>

| 100   -- Routing basis IMSI (cause MS initiated event), NAS identity is IMSI

< Routing parameter : < Routing parameter type 2 IE >>

| 101   -- IMEI, NAS identity is IMEI

< Routing parameter : < Routing parameter type 2 IE >>

| 110   -- spare

< extension >
| 111   -- spare

< extension > }

< Entered parameter : bit (1) > }

| 1   -- CN type ANSI-41, all bits shall be set to 0

< ANSI-41 : bit (14) = { 00000000000000 } > }

   |  1   -- Later Release

< Later  : bit (15) > } ;

<extension> ::=
-- Future extension can be done by modifying this structure
null ;




Table xx: Intra Domain NAS Node Selector information element details

	Routing parameter type 1 IE (10 bit field)
The TMSI/ PTMSI consists of 4 octets (32bits). The bits are numbered from b0 to b31, with bit b0 being the least significant

The “Routing parameter” bit string consists of bits b14 through b23 of the TMSI/ PTMSI where bit b14 is the least significant.

Routing parameter type 2 IE (10 bit field)
The “Routing parameter” bit string consists of Decimal To Binary [(IMEI div 10) mod 1000]. The bits of the result are numbered from b0 to b9, with bit b0 being the least significant.

Entered parameter (1 bit field)
0 if the most significant byte of the LAI/RAI is not stored on the SIM
1 if the most significant byte of the LAI/RAI is stored on the SIM 

Later (15 bit field)
The bistring shall not be sent by mobiles who are compliant to this version of the protocol


(10.3.1.8)
NAS Message

A non-access stratum message to be transferred transparently through GERAN.

Table xx : NAS Message information elements

	< NAS Message IE > ::=

< Length of NAS Message : bit (12) >

< NAS Massage : octet (val(Length of NAS Message) + 1 ) > ;


Table xx: NAS Message information element details

	Lenght of NAS Message (12 bit field)
This field is a binary representation of the length of the NAS Message. Range: 1 to 4096.
NAS Message IE (variable length octet string)
The first octet contains octet 1 [17] [ref!] of the NAS message, the second octet contains octet 2 of the NAS message and so on.




(10.3.3.16)
Integrity check info

The Integrity check info contains the RRC message sequence number needed in the calculation of XMAC-I [40] [ref!] and the calculated MAC-I.

Table xx : Integrity check info information elements

	< Integrity check info IE > ::=

< Message authentication code : bit (32) >

< RRC Message sequence number : octet string (15) > ;


Table xx: Integrity check info information element details

	Message authentication code (32 bit field)
MAC-I [40] [ref!]. The Message Authentication Code bits are numbered b0-b31, where b0 is the least significant bit. The 27 MSB of the IE shall be set to zero and the 5 LSB of the IE shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm.
RRC Message sequence number (integer field)
The local RRC hyper frame number (RRC HFN) is concatenated with the RRC message sequence number to form the input parameter COUNT-I for the integrity protection algorithm. 

The IE value shall be set to zero when the encoded RRC message is used as the MESSAGE parameter in the integrity protection algorithm.


(10.3.3.26)
Protocol error cause

This IE indicates the cause for a message or information which was not comprehended.

Table xx : Protocol error cause information elements

	< Protocol error cause IE > ::=

< Protocol error cause : bit (3) >;


Table xx: Protocol error cause information element details

	Protocol Error cause (3 bit field)
000   CSN.1 violation or encoding error

001   Message type non-existent or implemented

010   Message not compatible with receiver state

011   Information element not comprehended

100   spare

101   spare

110   spare

111   spare


(10.3.3.36)
RRC transaction identifier

This IE contains an identification of the RRC procedure transaction for the message this IE was included within.
Table xx : RRC transaction identifier information elements

	< RRC transaction identifier IE > ::=

< RRC transaction identifier : octet string (3) >;


Table xx: Integrity check info information element details

	RRC transaction identifier (integer field)
Range: 0 to 3


(10.3.8.12)
Protocol error information

This information element contains diagnostics information returned by the receiver of a message that was not completely understood.

Table xx : Protocol error information elements

	< Protocol error information IE > ::=

{ 0   -- Diagnostics type

< Protocol error cause : < Protocol error cause IE >>

| 1   -- spare

< extension > };


Table xx: Protocol error information element details

	Protocol error cause IE
This information element is defined in clause (10.3.3.26).


(13.4.5a) 
ESTABLISHED_SIGNALLING_CONNECTIONS

This variable is used to store information about established signalling connections.

Table xx : ESTABLISHED_SIGNALLING_CONNECTIONS information elements

	< ESTABLISHED_SIGNALLING_CONNECTIONS IE > ::=

{ 0 | 1 { < Signalling connection list : bit (2) >

{ < Signalling connection identity : < Core Network Domain Identity IE >> } (val(Signalling connection list) + 1) } };


Table xx: ESTABLISHED_SIGNALLING_CONNECTIONS information element details

	Signalling connection list IE (2 bit field)

The maximum number of CN domains (maxCNdomains) is 4.
Core Network Domain Identity IE
This information element is defined in clause (10.3.1.1).


(13.4.6) 
ESTABLISHMENT_CAUSE

This variable is used to store the cause for establishment of a signalling connection received by upper layers, to be used at RRC connection establishment.

Table xx : ESTABLISHMENT_CAUSE information elements

	< ESTABLISHMENT_CAUSE IE > ::= { 0 | 1 < Establishment cause IE> };


Table xx: ESTABLISHMENT_CAUSE information element details

	Establishment cause IE
This information element is defined in clause (10.3.3.11).


(13.4.27) 
TRANSACTIONS

This variable stores the identifications of the ongoing RRC procedure transactions.

Table xx : TRANSACTIONS information elements

	< TRANSACTIONS IE > ::=

{ 0 | 1 { < Accepted transactions : bit (5) >

{ < Message type : < Message type IE >>

 < RRC transaction identifier : < RRC transaction identifier IE >>} (val(Accepted transactions) + 1) }

{ 0 | 1 { < Rejected transactions : bit (5) >

{ < Message type : < Message type IE >>

 < RRC transaction identifier : < RRC transaction identifier IE >>} (val(Rejected transactions) + 1) };


Table xx: TRANSACTIONS information element details

	Accepted transactions ( 5 bit field)

The maximum number of accepted transactions (maxtransactions) shall be 25 [FFS].
Rejected transactions (5 bit field)
The maximum number of rejected transactions (maxtransactions) shall be 25 [FFS].

RRC transaction identifier IE
This information element is defined in clause (10.3.3.36).

Message Type IE

This information element is defined in FFS.
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