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Handover procedure between GAN and GPRS/UMTS
1. Introduction

This paper proposes the mechanism to support the seamless handover between GAN and GERAN/UTRAN based on the architecture and protocol stack shown in GANE-07031. By providing seamless mobility between GAN and GERAN/UTRAN, operators can maximize the investment on the GAN infrastructure and users can enjoy the service continuity regardless of the access system that they are using.  The seamless handover is provided by eGANC acting as proxy GSN.

2. Architecture
Figure 1 shows the basic network architecture to support seamless mobility between GAN and GERAN/UTRAN.  The eGANC is serving as an anchor by acting as proxy GSN.
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Figure 1 Network architecture for seamless handover between GERAN/UTRAN and GAN
When a user is in GERAN/UTRAN, the eGANC becomes the GGSN toward SGSN.  Then it proxies the PDP context creation to GGSN, acting as SGSN.  This is proxy GSN functionality of eGANC.

When a user is in GAN, eGANC acts as SGSN toward GGSN, since eGANC already includes the SGSN functionalities, by combining GANC and SGSN.

3. Handover from GERAN/UTRAN to GAN
Figure 2 shows the brief example handover flow from GERAN/UTRAN to GAN.  
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Figure 2 HO flow from GERAN/UTRAN to GAN
1. The user is in GERAN/UTRAN system coverage and requests the PDN or Operator IP service by sending ‘Activate PDP context request’ to SGSN.  
2. SGSN resolves the APN to eGANC and creates PDP context toward the eGANC. 
3. eGANC proxies the ‘create PDP context’ message to the GGSN.  eGANC may use a separate DNS or another mechanism to resolve the GGSN address.

4. The SGSN sends the response to the client.
5. There is GPRS connection between UE and SGSN, GTP between SGSN and eGANC, and another GTP between eGANC and GGSN.

6. User moves to GAN area.  The user authentication and IPsec setup happens according to GAN spec.  The IPsec tunnel is used as a transport.
7. eGAN client sends the eGAN_activate_PDP_context to the eGANC inside IPsec tunnel.  

8. eGANC has the user context toward GGSN already and only needs to update the PDP context toward that GGSN.  

9. Once GGSN sends the update_PDP_context response, the eGANC sends the eGAN_activate_PDP_context response to the client.  Then eGANC switches the user plane path from GPRS to GAN.

10. Data is transported through eGAN connection (IPsec tunnel) between UE and the eGANC and through GTP between eGANC and GGSN.

4.  Handover from GAN to GERAN/UTRAN
Figure 3 shows the brief example handover flow from GAN to GERAN/UTRAN.  
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Figure 3 Handover from GAN to GERAN/UTRAN
1. When a user enters the GAN area first, the connection with eGANC happens first.  The UE establishes the IPsec with eGANC after the authentication is successfully done.

2. eGAN client sends the eGAN_activate_PDP_context to the eGANC inside IPsec tunnel.

3. eGANC uses the DNS (or other mechanism) to resolve the GGSN IP address and sends ‘create_PDP_context’ message to GGSN.  eGANC is acting as SGSN.

4. After receiving the response from GGSN, eGANC sends ‘eGAN_activate_PDP_context’ to the UE.

5. Data is transported through eGAN connection (IPsec tunnel) between UE and the eGANC and through GTP between eGANC and GGSN.

6. User moves out of the GAN area. As the UE is about to lose GAN connection, the UE establishes the PDP context through GPRS by sending ‘activate_PDP_context’ to the SGSN.

7. SGSN resolves eGANC address and sends ‘Create_PDP_context’ message to eGANC.

8. eGANC already has the user context from GAN connection, and simply updates PDP context towards the GGSN.

9. SGSN sends ‘activate PDP context response’ to the UE.

10.  There is GPRS connection between UE and SGSN, GTP between SGSN and eGANC, and another GTP between eGANC and GGSN.

5. Advantages of the proposed solution

This section describes the benefits that can be achieved by the proposed solution.  

· Little handover delay: Handover delay is very small because there are no explicit message exchanges needed for handover other than standard authentication and authorization procedures.  There is no unnecessary conversion needed from/to IP and non-IP in the path.  If the terminal supports simultaneous radio, then the terminal can start authentication and authorization before actually performing the handover and there is virtually no handover delay at the actual handover.  The internal switching of bearer at the eGANC is the only required time.
· No packet overhead: There is no additional packet overhead for both GERAN/UTRAN and GAN.  Standard 3GPP packets are used for GERAN/UTRAN connection, and there is no additional layer to support for GAN except required IPsec.  This is more important for real-time traffic, e.g. VoIP, where the packet size is relatively small (e.g. < 64 bytes).  
· No L2 dependency: there is no need at the client that the GPRS/UMTS related parameters to be transported to the GAN side.  This is very critical advantage, since any dependencies on L2 usually means longer delay, even if it ever happens.

6. Conclusions and Proposal

The handover mechanism proposed in this paper makes seamless handover possible without additional overhead both in client and the network side.   It supports the seamless service continuity across these access networks by designating the eGANC as the anchor point without requiring any further changes in already existing nodes. 
It is proposed the suggested architecture and mechanism are added in the TR to support seamless handover between GAN and GERAN/UTRAN while providing efficient PS data traffic handling. 
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