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Relocation procedure for Gb enhancement

1 Introduction

This contribution addresses the support of the Real-Time packet handover on the Gb interface and proposes a relocation mechanism as a basis of the PS handover procedure.

Multiple solutions can be envisaged, depending on the major requirements that we try to fulfil. The main objectives pursued here are:

· To minimise the impacts on the Core Network.

· To re-use some of the principles applying to 3G, e.g. packet forwarding.

· To keep the impacts on the radio interface as slight as possible.

One assumption is that the LLC layer works in unacknowledged mode, although the proposal may be modified if LLC acknowledged mode is used. However, implementing unacknowledged mode for Real Time services seems to cover the most realistic scenarios.

Another assumption is to operate an (IP based) BSS to BSS interface. It can be noticed that, similarly to the 3G case, this interface may be provided directly between BSSs, or via a transport mechanism provided by the Core Network.

The present document does not pretend to draw in detail the full picture of the RT PS handover, but rather intend to trigger some discussions about the principles proposed here, and to give the bases for further work depending on how much this solution is found attractive.

2 Proposal

The Real Time handover is determined by the source BSS. As it is detailed in other PS Handover related contributions, there is a need for a RR-like functionality for MSs working in Gb mode and subject to handover.

The key point of this proposal is to run a relay function in the source and the target BSSs. This is similar with the data forwarding principle used in 3G UTRAN for PS domain SRNS relocation, except that, in the UTRAN case, this applies only for the downlink PDUs.

The leading intention of introducing such a mechanism in GERAN is to minimise the impacts on the Core Network.

The procedure for the inter-SGSN case would look like the following (some of the listed steps may be omitted in the intra-SGSN case):

· Handover decision is taken by the source BSS.

· The source BSS, via the direct BSS-BSS interface, informs the target BSS that a MS needs to be handed over. Required information about the MS is provided (MS capabilities, TLLI, etc.) as well as information about the TBF(s) that is (are) subject to packet handover.

· The target BSS provides the necessary information to access the new cell efficiently (e.g. NACC-like information) and the description of the resources allocated in the new cell to achieve the packet handover.

· At this stage, a tunnel has been built (several alternatives are possible - see below) between the peer BSSs for this MS.

· The <Handover Command> message is sent to the MS (whether it is an RR or an RLC/MAC message is not addressed here).

· Then, the MS is able to initiate the GMM mobility procedure (Routing Area Update) in the new cell (through the Gb interface connecting the target SGSN).

· While the GMM procedure is ongoing:

· The MS uses the TBF(s) that have just been handed over to continue sending traffic which is routed through the inter-BSS tunnel to the source Gb, i.e. the Real Time traffic is still anchored in the old (source) SGSN, using the old LLC machine.

· The MS uses the TBF(s) that have just been handed over to receive the traffic routed from the source SGSN / Gb through the inter-BSS tunnel.

· The GMM procedure ends.

· The new BSS receives and sends packets through the "new" Gb.

· The tunnel is discontinued.

At some stage, the routing on the BSS-BSS interface should stop, i.e. the traffic should go towards the new SGSN. The corresponding trigger point is proposed to be the reception of the first downlink packet on the new Gb, which indicates that the path to the GGSN has been established through the new SGSN. Other solutions are likely to be possible.

The transport aspects are not described. The tunnel for packet forwarding could be either provisioned and permanently established between the peer BSSs (such a tunnel is needed only between neighbour BSSs), or dynamically established each time a handover is triggered using dedicated procedures.

The CN side aspects have to be investigated further. Regarding the LLC layer, it seems easy to re-establish a new LLC layer “on the fly” in the MS and the SGSN. This requires that the relevant security parameters are exchanged in advance, and that the last used LLC frame number is provided at inter-SGSN change. No wrap-around is likely to happen given the range of LLC frame numbers vs. the time needed for the relocation.

3 Conclusion

This proposal is open for discussion.
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