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Problem
During CT6 #78 in Anaheim, US, CR 0629 to TS 31.111 (document C6-150620) was agreed, indicating that the ME shall omit the URI from the ENVELOPE (EVENT DOWNLOAD - MT call), if the URI is too long to be included.

As part of the discussion, it was noted that the IMS URI data object is used also in another message going from the ME to the UICC, i.e. ENVELOPE (CALL CONTROL). So, a similar problem would exist also in that scenario.
This discussion paper describes some of the possible options to solve the issue.
Options

The table below lists some of the options to solve the issue.
	Option
	Summary
	Discussion

	Option #1
	Splitting the ENVELOPE command into multiple ENVELOPE commands
	This approach is already used for the ENVELOPE (MMS Transfer Status): the original ENVELOPE command is split into multiple commands and sent one after the other, marking the last one with a specific flag.
Impact of this option is large on both UICC and ME.

	Option #2
	Writing the URI in a new EF (that can be much larger) and then performing CALL CONTROL indicating to take URI from EF
	The solution proposes to create a new EF which can be much larger than the limit of the URI in the ENVELOPE command and write the URI there before performing the call control operation.
Impact of this option is medium on both UICC and ME.

	Option  #3
	Truncate the URI
	The solution proposes to truncate the URI so that it can fit in the ENVELOPE command. While the card would not have the full URI value, it can still perform a partial match of the URI to decide the response to the ME.

Impact of this option is small on both UICC and ME.

	Option  #4
	Truncate the URI with indication of truncation
	The proposal is similar to Option #3 above, with addition of a new optional TLV that indicates if the URI was truncated. The UICC can use this additional information to determine the response.
Impact of this option is small on both UICC and ME.

	Option #5
	Skip the call control by USIM procedure and consider as if the USIM accepted the call with the URI
	The proposal is for the ME to completely skip the call control procedure in case the URI exceeds the maximum length that can fit into an ENVELOPE command and proceed directly with the call establishment. This change would prevent call control on very long URIs.
Impact of this option is small and on ME only.

	Option #6
	Skip the call control by USIM procedure and consider as if the USIM rejected the call
	The proposal is for the ME to completely skip the call control procedure in case the URI exceeds the maximum length that can fit into an ENVELOPE command and block the call establishment. This change would prevent any call with very long URIs, if call control with URI is enabled on the UICC.

Impact of this option is small and on ME only.


Conclusions:

CT6 needs to decide how to address the problem, based on the discussion above.

Given the extreme small likelyhood of such long URI being used in the field and in order to reduce impact on both the UICC and the ME, it is recommended to proceed with the option #3 described above. This solution allows the UICC to perform the call control, even if without knowing the entire value of the URI, without having large impact on a feature that was introduced in Rel.10.
