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Discussion paper on supporting ICE information
Source: Vodafone
At the last SA Plenary (TSGS#39) the following stage 1 CRs were approved 

· S1-080309 - Requirements for “In Case of Emergency” (ICE) information

· S1-080320 – ICE:CR to TS 22.030

These are attached for reference 

Background 

The ICE information enables the first responder to an incident to access emergency contact details for the victim. Currently there is no standardised way to store, access or display this information and is only available in a proprietary mobile device dependant way thus making it difficult locate the information.
The aim of these CRs is to provide a standard format that allows user to provide the information in a more uniformed manner and the first responder having the ability to access the information. Thus CT6 are tasked to find a technical solution that supports the storage and access to of the ICE information on the UICC
Ambiguities with Change requests

On review of CR, S1-080309 - Requirements for “In Case of Emergency” (ICE) information, there appears to be some ambiguities as to what needs to be stored, CT6 could make assumptions or seek clarification. The following points are some ambiguities found so far.
· ICE Information type value – Is the examples shown in Table A.X.2 the extensive list or are there more envisaged now and in the future.

· What are the constraints for each entry type i.e. the amount data expected to be stored for each value?

· What graphics are expected to be supported

· The CR states that the default setting allows access to the ICE information even if the security features of either the UE or UICC are enable. However the user can disable access to the ICE file if the security features of either the UE or UICC are enable. It is not clear how this is expected to be achieved. Could it be by enabling PIN access to the file or by deleting the entries? 

· In the default settings with UE or UICC security features enabled the ICE information will publicly available to anyone who knows the MMI access code and has physical access to the device.  Therefore it is not clear how the UICC is supposed to distinguish that a person is authorised first response.
As the CRs mention the proposed ICE Information file is to be stored at an UICC level. The initial assumption is that the file with ICE information is to be independent of applications stored on the card and therefore there are two possible solutions either to store the information at Master File level or within DF_Telecom. Both are independent of applications and if it is the clear intention of the SA1 requirements that the ICE information is to be application independent then is the task of finding a solution not best suited to ETSI SCP remit
