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How to solve PIN management is not simple for Hosting Party SIM. 

As it is not mandatory for H(e)NB to providing user interface, it is not always possible to enter user PIN with H(e)NB. On the other hand, it is expected that H(e)NB device makers provides an interface for administration purpose, e.g. a HTTP based interface that can be accessed from a PC connected to the H(e)NB. 

Some MNO may require user PIN verification before H(e)NB operation, to ensure user privacy, and enhance security. User confirmation is sometimes necessary by contract or by local regulation.

Several possibilities for HPSIM
- if PIN is enabled, we may face problem with HNB user without interface. An UICC interface reset can occur when moving the H(e)NB, and there is no way for the user to notice the UICC is reset.
- PIN can be disabled at initial provisioning. But HPSIM can be inserted in a handset or another terminal, and PIN can be enabled. We can add a mechanism in HPSIM to indicate that it can not be used in a handset.
- another possibility is to remove PIN functionality from UICC. This will have a great impact in card OS architecture. And the resulting IC card will not be compliant to UICC defined in ETSI 102.221.
- another solution is to set READ access condition to ALWAYS for all files. This will break backward compatibility with HPM already deployed on the field. This is a problem for EF_IMSI that need to be protected by PIN. And anyway AUTHENTICATE command is rejected by UICC if PIN right is not granted.
Proposal:
· specify that HPSIM shall have the PIN disabled at initial provisioning.
· All EFs will have read access condition to PIN.
MNO should define proper operation policy, e.g. communicate to end user that the HPSIM is not intended to be used in a handset.

