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	Reason for change:
	According to the 23.501, when a Network Slice Specific Authentication and Authorization (NSSAA) is performed for a S-NSSAI then the AMF stores the status of NSSAA. During inter-AMF mobility the source AMF sends the status of NSSAA of all S-NSSAI(s) for which the NSSAA has been performed so that the target AMF need not to perform the NSSAA for each S-NSSAI again. This will reduce the redundant NSSAA procedure and make the registration procedure faster during inter-AMF mobility.

TS 23.502
5.15.10	Network Slice-Specific Authentication and Authorization

To perform the Network Slice-Specific Authentication and Authorization for an S-NSSAI, the AMF invokes an EAP- based Network Slice-Specific authorization procedure documented in TS 23.502 [3] clause 4.2.9 (see also TS 33.501 [29]) for the S-NSSAI. When an NSSAA procedure is started and is ongoing for an S-NSSAI, the AMF stores the NSSAA status of the S-NSSAI as pending, the NSSAA status of each S-NSSAI, if any is stored, is transferred when the AMF changes.
After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN

However in following scenarios the NSSAA status is not stored in the target system. 
1. During the inter-mobility from AMF supporting NSSAA to AMF not supporting NSSAA (e.g. Rel-15 AMF).
2. From 5GS to EPS.
3. From 5GS to UMTS (5G-SRVCC).
4. During IMS VOICE system fallback when the 5GS system handover the UE to the EPS when IMS voice call is supported in case the 5GS does not support IMS voice.
In all the above scenario when the UE moves back to the AMF supporting NSSAA then the AMF will perform NSSAA procedure again. This will create a lot of unnecessary signaling and delay the service as the service will be resumed if the NSSAA procedure will be done. 
The situation will be very sever in case 3 and 4 because every IMS call will lead to NSSAA. Also for the scenario when the UE is staying at the border of tracking area of 5GS and EPS.


	
	

	Summary of change:
	When the AMF determines that the target node (e.g. AMF/MME/SGSN) does not support NSSAA then the AMF stores the NSSAA status in UDM using service operation Amf3GppAccessRegistration and AmfNon3GppAccessRegistration.

When the UE moves to the AMF supporting NSSAA then the AMF gets this data using  GET Amf3GppAccessRegistration Information Retrieval
-	AmfNon3GppAccessRegistration Information Retrieval


	
	

	Consequences if not approved:
	1. Create a lot of signaling in the network as NSSAA involves a lot of signaling and involves many network nodes.
2. Delay in getting service as the NSSAA procedure needs to perform for S-NSSAI before establishing the PDU session and hence resuming the service.
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[bookmark: _Toc11338690][bookmark: _Toc27585370][bookmark: _Toc36457366]6.2.6.2.7	Type: Amf3GppAccessRegistrationModification
This type is derived from the type Amf3GppAccessRegistration by deleting all attributes that are not subject to modification by means of the HTTP PATCH method. 
Table 6.2.6.2.7-1: Definition of type Amf3GppAccessRegistrationModification
	Attribute name
	Data type
	P
	Cardinality
	Description

	guami
	Guami
	M
	1
	Guami of the AMF requesting the modification. If the MCC, MNC, AMF Region ID and AMF Set ID within the guami do not match the stored value, the modification request shall be rejected.

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall be included in the Deregistration service operation with a value of "TRUE". 

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier. 

	imsVoPs
	ImsVoPs
	O
	0..1
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF, or homogeneously not supported, or if support is non-homogeneous/unknown

	backupAmfInfo
	array(BackupAmfInfo)
	C
	0..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the Modification of the BackupAmfInfo.
The UDM uses this attribute to do an NRF query in order to invoke later services in a backup AMF, e.g. Namf_EventExposure

	epsInterworkingInfo
	EpsInterworkingInfo
	C
	0..1
	This IE shall be included if the AMF has determined per APN/DNN which PGW-C+SMF is selected for EPS interworking with N26 and the AMF supports EPS interworking of non-3GPP access. This IE shall also be included to update the PGW-C+SMF information if the AMF selects another PGW-C+SMF for EPS interworking with N26 for the same DNN. For each APN/DNN, only one PGW-C+SMF shall be selected by the AMF for EPS interworking.

	ueSrvccCapability
	boolean
	O
	0..1
	This IE indicates whether the UE supports 5G SRVCC:
- true: 5G SRVCC is supported by the UE and AMF;
- false: 5G SRVCC is not supported.

	nssaaStatusList
	array(NssaaStatus)
	C
	1..N
	This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and the status. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.

	Note:	Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable: true" in the OpenAPI file as deletion of these attributes is not applicable.



											*********** NEXT CHANGE **************

[bookmark: _Toc11338691][bookmark: _Toc27585371][bookmark: _Toc36457367]6.2.6.2.8	Type: AmfNon3GppAccessRegistrationModification 
This type is derived from the type AmfNon3GppAccessRegistration by deleting all attributes that are not subject to modification by means of the HTTP PATCH method. 
Table 6.2.6.2.8-1: Definition of type AmfNon3GppAccessRegistrationModification
	Attribute name
	Data type
	P
	Cardinality
	Description

	guami
	Guami
	M
	1
	Guami of the AMF requesting the modification. If the MCC, MNC, AMF Region ID and AMF Set ID within the guami do not match the stored value, the modification request shall be rejected.

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall be included in the Deregistration service operation with a value of "TRUE".

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier

	imsVoPs
	ImsVoPs
	O
	0..1
	If present indicates per UE that support of "IMS Voice over PS Sessions" has been modified to supported or not supported".
The value NON_HOMOGENEOUS_OR_UNKNOWN is not applicable.

	backupAmfInfo
	array(BackupAmfInfo)
	C
	0..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the Modification of the BackupAmfInfo.
The UDM uses this attribute to do an NRF query in order to invoke later services in a backup AMF, e.g. Namf_EventExposure

	nssaaStatusList
	array(NssaaStatus)
	C
	1..N
	This IE shall be present if available. When present, it shall contain the subscribed S-NSSAIs subject to NSSAA procedure and the status. See 3GPP TS 23.501 [2] clause 5.15.5.2.1 and 3GPP TS 23.502 [3] clause 5.2.2.2.2.

	Note:	Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable: true" in the OpenAPI file as deletion of these attributes is not applicable.



											*********** NEXT CHANGE **************

A.3 
*******Skipped for clearity************
    Amf3GppAccessRegistrationModification:
      type: object
      required:
        - guami
      properties:
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        purgeFlag:
          $ref: '#/components/schemas/PurgeFlag'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        imsVoPs:
          $ref: '#/components/schemas/ImsVoPs'
        backupAmfInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
        epsInterworkingInfo:
          $ref: '#/components/schemas/EpsInterworkingInfo'
        ueSrvccCapability:
          type: boolean
          nullable: true
        nssaaStatusList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NssaaStatus'
          minItems: 1

*******Skipped for clearity************
    AmfNon3GppAccessRegistrationModification:
      type: object
      required:
        - guami
      properties:
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        purgeFlag:
          $ref: '#/components/schemas/PurgeFlag'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        imsVoPs:
          $ref: '#/components/schemas/ImsVoPs'
        backupAmfInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
        nssaaStatusList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/NssaaStatus'
          minItems: 1

