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1. Introduction
<Introduction part (optional)>
2. Reason for Change
The HTTP Standards headers applicable to the Nudsf are described.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.598 V0.1.0.

* * * First Change * * * *
[bookmark: _Toc22187526][bookmark: _Toc22630748][bookmark: _Toc24568556][bookmark: _Toc22187546][bookmark: _Toc22630768][bookmark: _Toc24568576]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[x1]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[x1a]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[x2]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[x3]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".

* * * Next Change * * * *

6.1.2	Usage of HTTP
[bookmark: _Toc22187547][bookmark: _Toc22630769][bookmark: _Toc24568577]6.1.2.1	General
This clause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Nudsf_DataRepository<API Name> API is contained in Annex A.
[bookmark: _Toc22187548][bookmark: _Toc22630770][bookmark: _Toc24568578]6.1.2.2	HTTP standard headers
[bookmark: _Toc22187549][bookmark: _Toc22630771][bookmark: _Toc24568579]6.1.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
Add specific information for the API if applicable.
[bookmark: _Toc22187550][bookmark: _Toc22630772][bookmark: _Toc24568580]6.1.2.2.2	Content type 
This clause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. Adjust the text below if additional payload types are used e.g. for HATEOS.
The following content types shall be supported:
-	JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
[bookmark: _Hlk525213471][bookmark: _Hlk525213025]-	"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
-	JSON Patch (IETF RFC 6902 [x1]). The use of the JSON Patch format in a HTTP request body shall be signalled by the content type "application/json-patch+json".
[bookmark: _Toc20120564][bookmark: _Toc21623442][bookmark: _Toc27587145]6.1.2.2.3	Cache-Control
As described in IETF RFC 7234 [x3] clause 5.2, a "Cache-Control" header should be included in HTTP responses carrying a representation of cacheable resources. If it is included, it shall contain a "max-age" value, indicating the amount of time in seconds after which the received response is considered stale.
The "max-age" value shall be configurable by operator policy.
[bookmark: _Toc20120565][bookmark: _Toc21623443][bookmark: _Toc27587146]6.1.2.2.4	ETag
As described in IETF RFC 7232 [x2] clause 2.3, an "ETag" (entity-tag) header should be included in HTTP responses carrying a representation of cacheable or modifiable resources  to allow an NF Service Consumer performing a conditional GET request with an "If-None-Match" header or a conditional PUT/PATCH/DELETE request with an "If-Match" header. If it is included, it shall contain a server-generated strong validator, that allows further matching of this value (included in subsequent client requests) with a given resource representation stored in the server or in a cache.
[bookmark: _Toc20120566][bookmark: _Toc21623444][bookmark: _Toc27587147]6.1.2.2.5	If-None-Match
As described in IETF RFC 7232 [x2] clause 3.2, an NF Service Consumer may issue conditional GET or PUT requests towards UDSF by including an "If-None-Match" header in HTTP requests containing one or several entity tags received in previous responses for the same resource.
If the If-None-Match header is included with the PUT method, it shall be used with a value of "*" to prevent the inadvertent modification of an existing representation of the target resource when the client believes that the resource does not have a current representation.
[bookmark: _Toc20120567][bookmark: _Toc21623445][bookmark: _Toc27587148]6.1.2.2.6	If-Match
As described in IETF RFC 7232 [x2] clause 3.1, an NF Service Consumer may issue conditional PUT/PATCH/DELETE request towards UDSF by including an "If-Match" header in HTTP requests containing an entity tag received in previous responses for the same resource.
[bookmark: _Toc20120568][bookmark: _Toc21623446][bookmark: _Toc27587149]6.1.2.2.7	Last-Modified
As described in IETF RFC 7232 [x2] clause 2.2, a "Last-Modified" header should be included in HTTP responses carrying a representation of cacheable resources to allow an NF Service Consumer performing a conditional request with "If-Modified-Since" header.
[bookmark: _Toc20120569][bookmark: _Toc21623447][bookmark: _Toc27587150]6.1.2.2.8	If-Modified-Since
As described in IETF RFC 7232 [x2] clause 3.3, an NF Service Consumer may issue conditional GET request towards UDSF, by including an "If-Modified-Since" header in HTTP requests.
[bookmark: _Toc20120570][bookmark: _Toc21623448][bookmark: _Toc27587151]6.1.2.2.9	When to Use Entity-Tags and Last-Modified Dates
Both "ETag" and "Last-Modified" headers should be sent in the same HTTP response as stated in IETF RFC 7232 [x2] clause 2.4.
NOTE: "ETag" is a stronger validator than the "Last-Modified" and is preferred.
If the UDSF included an "ETag" header with the resource then a conditional GET request for this resource shall be performed with the "If-None-Match" header, and a PUT/PATCH/DELETE request for this resource shall be performed with the "If-Match" header.
6.1.2.2.10	Content-Location
[bookmark: _GoBack]As described in IETF RFC 7231 [x1a] clause 3.1.4.2, the UDSF shall include the Content-Location header set to the URI of the expired Record when sending a Notification to an NF Consumer.
* * * Next Change * * * *

[bookmark: _Toc22187551][bookmark: _Toc22630773][bookmark: _Toc24568581]6.1.2.3	HTTP custom headers
[bookmark: _Toc489605322][bookmark: _Toc492899753][bookmark: _Toc492900032][bookmark: _Toc492967834][bookmark: _Toc492972922][bookmark: _Toc492973142][bookmark: _Toc492974840]The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be applicable.
Add specific information for the API if applicable.

* * * End of Changes * * * *

