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1. Introduction
Add the principles for overload control. 
2. Reason for Change
Specify the principles for overload control. It is introduced as section 11.1A instead of section 11.2 - since in the skeleton of TR, 11.2 already starts with solutions. If agreeable, the rapporteur can renumber the clauses and add this as 11.2
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.843v0.3.0.

* * * First Change * * * *
[bookmark: _Toc531930703]11.1	Introduction
11.1A	Principles of Overload Control
Reactive overload control based on HTTP reject status codes by HTTP clients is already specified in 3GPP release 15 in 3GPP TS 29.500 [3]. The high level principles of new overload control mechanisms to be adopted in Release 16 are summarized below:
a)	Any new overload conveyance and overload control mechanism shall co-exist with release 15 mechanism;
b)	Conveyance of overload control information by any means is optional;
c)	If a receiving NF / NF service instance does not understand the conveyed overload control information it shall ignore it. The overload control adopted by such receiving NF / NF service instances shall be the release 15 mechanism;
d)	An NF / NF service (instance) capable of conveying overload control information, shall also return the specific HTTP status codes specified in 3GPP TS 29.500 [3], subclause 6.4 when the overload condition has not eased even after conveying overload control information (i.e the sending NF / NF service (instance) assumes that the receiving NF / NF service instance only supports release 15 overload control mechanism);
e)	It shall be possible to associate the conveyed overload control information with a specific scope. The scopes shall be identified as part of the study;
f)	The overload control mechanism shall allow preferential treatment of priority users (eMPS) and emergency services;
g)	It shall be possible for an NF / NF service consumer to know the overload status of an NF / NF service producer even if they are not directly interacting (i.e interacting via an intermediary). Example use cases are AMF sending a PDU session establishment request to H-SMF via a V-SMF and SMF communicating with AMF via a I-SMF.
Editor's Note:	Other principles, if any, are FFS.
* * * End of Changes * * * *

