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1. Introduction
<Introduction part (optional)>

2. Reason for Change
It is FFS if an ephemeral resource has to be created at the NSSF after the POST. As decision of the NSSF is only based on current request from the NF service consumer without considering previous request and decision. So an ephemeral resource is not needed.
3. Conclusions

Remove the editor’s note.
4. Proposal

It is proposed to agree the following changes to 3GPP TS29.531.
 * * First Change * * * *

5.2.2.2.2
Get service operation of Nnssf_NSSelection service during the registration procedure

In this procedure, the NF Service Consumer (e.g. AMF) retrieves the Allowed NSSAI, target AMF Set or the list of candidate AMF(s) and other optional information.
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Figure 5.2.2.2.2-1: Retrieve the network slice information during the registration procedure

1
The AMF shall send a POST request to the NSSF. The payload of the body shall contain at least Requested NSSAI, Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.

2
On success, "200 OK" shall be returned, the payload body containing at least the
Allowed NSSAI, target AMF Set or the list of candidate AMF(s).

Editor's Note: the description of failure cases is FFS


* * * Next Change * * * *

5.2.2.2.3
Get service operation of Nnssf_NSSelection service during the PDU session establishment
In this procedure, the NF Service Consumer (e.g. AMF) retrieves the NRF and the optionally the NSI ID of the network slice instance:
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Figure 5.2.2.2.3-1: Retrieve the network slice information during the PDU session establishment procedure

1
The NF Service consumer (e.g. AMF or NSSF in the different PLMN) shall send a POST request to the NSSF. The payload of the body shall contain at least S-NSSAI, the NF type of the NF service consumer and Requester ID. For the procedure invoked in the Serving PLMN, the payload of the body shall also contain non-roaming/LBO roaming/HR roaming indication, PLMN ID of the SUPI and TAI.  For the procedure invoked in the Home PLMN, the payload of the body shall also contain the PLMN ID of Serving PLMN
2
On success, "200 OK" shall be returned, the payload body containing at least the
NRF to be used to select NFs/services within the selected Network Slice instance.

Editor's Note: the description of failure cases is FFS


* * * End of Changes * * * *
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