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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control. 
y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

This clause will describe the scope of the corresponding service specification.

The present document specifies the stage 3 protocol and data model for the Nudm Service Based Interface. It provides stage 3 protocol definitions and message flows, and specifies the API for each service offered by the UDM.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]
3GPP TS 33.501: "Security Architecture and Procedures for 5G System".
[7]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
[8]
3GPP TS 23.003: "Numbering, addressing and identification".
 3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Overview
4.1
Introduction

Within the 5GC, the UDM offers services to the AMF, SMF, SMSF, NEF and AUSF via the Nudm service based interface (see 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]).

Figure 4.1-1 provides the reference model (in service based interface representation and in reference point representation), with focus on the UDM.
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Figure 4.1-1: Reference model – UDM 

The functionalities supported by the UDM are listed in subclause 6.2.7 of 3GPP TS 23.501 [2].
5
Services offered by the UDM
5.1
Introduction

The UDM offeres the following services via the Nudm interface:

-
Nudm_SubscriberDataManagement Service

-
Nudm_UEContextManagement Service

-
Nudm_UEAuthentication Service

-
Nudm_EventExposure Service

5.2
Nudm_SubscriberDataManagement Service
5.2.1
Service Description
For the Nudm_SubscriberDataManagement service the following service operations are defined:

-
Get
-
Subscribe

-
Unsubscribe
-
Notification

The Nudm_SubscriberDataManagement Service is used by Consumer NFs (AMF, SMF, SMSF) to retrieve the UE's subscription data relevant to the consumer NF from the UDM by means of the Get service operation. 
It is also used by Consumer NFs to subscribe to notifications of data change by means of the Subscribe service operation.

It is also used to unsubscribe from notifications of data changes by means of the Unsubscribe service operation.
It is also used by the Consumer NFs (AMF, SMF, SMSF) that have previously subscribed, to get notified by means of the Notification service operation when UDM decides to modify the subscribed data. 
5.2.2
Service Operations
5.2.2.1
Introduction
This subclause will contain a generic introduction of the service operationsdescribed in the following subclauses.

5.2.2.2
Get
5.2.2.2.1
General

The following procedures using the Get service operation are supported:

-
Subscribed Network Slice Selection Assistance Information Retrieval
-
Access and Mobility Subscription Data Retrieval
-
SMF Selection Subscription Data Retrieval
-
Session Management Subscription Retrieval
5.2.2.2.2
Subscribed Network Slice Selection Assistance Information Retrieval 
Figure 5.2.2.2.2-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive the UE's NSSAI (see also 3GPP TS 23.502 [3] figure 4.2.2.2.3-1 step 3). The request contains the UE's identity (/{supi}) and the type of the requested information (/nssai).
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Figure 5.2.2.2.2-1: Requesting a UE's NSSAI

1.
The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's subscribed NSSAI. 

2.
The UDM responds with "200 OK" with the message body containig the UE's NSSAI as relevant for the requesting NF service consumer.
5.2.2.2.3
Access and Mobility Subscription Data Retrieval
Figure 5.2.2.2.3-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive the UE's Access and Mobility Subscription data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's identity (/{supi}) and the type of the requested information (/am-data).
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Figure 5.2.2.2.3-1: Requesting a UE's Access and Mobility Subscription Data

1.
The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's Access and Mobility Subscription Data. 

2.
The UDM responds with "200 OK" with the message body containig the UE's Access and Mobility Subscription Data as relevant for the requesting NF service consumer.


5.2.2.2.4
SMF Selection Subscription Data Retrieval

Figure 5.2.2.2.4-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive the UE's SMF Selection Subscription data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's identity (/{supi}) and the type of the requested information (/smf-select-data).
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Figure 5.2.2.2.4-1: Requesting a UE's SMF Selection Subscription Data

1.
The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's SMF Selection Subscription Data. 

2.
The UDM responds with "200 OK" with the message body containig the UE's SMF Selection Subscription Data as relevant for the requesting NF service consumer.
5.2.2.2.5
Session Management Subscription Retrieval
Figure 5.2.2.2.5-1 shows a scenario where the NF service consumer (e.g. SMF) sends a request to the UDM to receive the UE's session management subscription (see also 3GPP TS 23.502 [3] figure 4.3.2.2.1-1 step 4a-4b). The request contains the UE's identity (/{supi}), the type of the requested information (/sm-data), and query parameters (singleNssai, dnn).
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Figure 5.2.2.2.5-1: Requesting a UE's Session Management Subscription Data

1.
The NF service consumer (e.g. SMF) sends a GET request to the resource representing the UE's session management subscription, with query parameters indicating the selected network slice and/or the DNN.

2.
The UDM responds with "200 OK", the message body containing the UE's session management subscription data as relevant for the requesting NF service consumer.

5.2.2.3
Subscribe

5.2.2.3.1
General

This subclause provides a general description of the Subscribe operation.
5.2.2.3.2
Subscription to notifications of data change

Figure 5.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to notifications of data change (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains a callback URI and the URI of the monitored resource.
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Figure 5.2.2.3.2-1: NF service consumer subscribes to notifications

1.
The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../{supi}/sdm-subscriptions), to create a subscription as present in message body.

2.
The UDM responds with "201 Created" with the message body containing a representation of the created subscription. The Location HTTP header shall contain the URI of the created subscription.

5.2.2.4
Unsubscribe

5.2.2.4.1
General

This subclause provides a general description of the Unsubscribe operation.
5.2.2.4.2
Unsubscribe to notifications of data change

Figure 5.2.2.4.2-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from notifications of data changes (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the URI previously received in the Location HTTP header of the response to the subscription.
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Figure 5.2.2.4.2-1: NF service consumer unsubscribes to notifications

1.
The NF service consumer sends a DELETE request to the resource identified by the URI previously received during subscription creation.

2.
The UDM responds with "204 No Content".
5.2.2.5
Notification
5.2.2.5.1
General 
The following procedures using the Notification service operation are supported:

-
Data change notification to NF


5.2.2.5.2
Data Change Notification To NF
Figure 5.2.2.5.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive such notification) about subscription data change (see also 3GPP TS 23.502 [3] clause 4.5.2). The request contains the callbackReference URI as previously received in the SdmSubscription (see subclause 6.1.6.2.4).
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Figure 5.2.2.5.2-1: Subscription Data Change Notification

1.
The UDM sends a POST request to the callbackReference as provided by the NF service consumer during the subscription.

2.
The NF service consumer responds with "204 No Content".
5.2.2.5.3
<Procedure 2 using Nudm_SubscriberDataManagement Notification service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.5.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods. 

5.3
Nudm_UEContextManagement Service

5.3.1
Service Description

For the Nudm_UEContextManagement service the following service operations are defined:

-
Registration

-
DeregistrationNotification

-
Deregistration

-
Get

-
Update

The Nudm_UEContextManagement Service is used by Consumer NFs (AMF, SMS, SMSF) to register at the UDM by means of the Registration service operation. 

It is also used the by registered Consumer NFs (AMF) to get notified by means of the DeregistrationNotification service operation when UDM decides to deregister the registered consumer NF.

It is also used by the registered Consumer NFs (AMF, SMF, SMSF) to deregister from the UDM by means of the Deregistration service operation.

It is also used by consumer NFs (NEF) to retrieve registration information from the UDM by means of the Get service operation.

It is also used by the registered Consumer NFs (AMF, SMF) to update registration information stored at the UDM by means of the Update service operation.
5.3.2
Service Operations

One subclause per service operation. 

This subclause will include a description of the different service operationssupported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.

5.3.2.1
Introduction

This subclause will contain a generic introduction of the service operationsdescribed in the following subclauses.

5.3.2.2
Registration

5.3.2.2.1
General
The Registration service operation is invoked by a NF that has been selected to provide service to the UE to store related UE Context Management information in UDM. 

NF Consumers are AMF for access and mobility management service, SMF for session management services and SMSF providing SMS services.

As part of this registration procedure, the UDM authorizes or rejects the subscriber to use the service provided by the registered NF, based on subscription data (e.g. roaming restrictions).
The following procedures using the Registration service operation are supported:

-
AMF registration for 3GPP access

-
AMF registration for non-3GPP access

-
SMF registration

-
SMSF registration

5.3.2.2.2
AMF registration for 3GPP access 
Figure 5.3.2.2.2-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration information for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's identity (/{ue-id}) which shall be a SUPI and the AMF Registration Information for 3GPP access.
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Figure 5.3.2.2.2-1: AMF registering for 3GPP access

1.
The AMF sends a PUT request to the resource representing the UE's AMF registration for 3GPP access to update or create AMF registration information. 

2a.
On success, and if another AMF is registered for 3GPP access, the UDM updates the Amf3GppAccessRegistration resource by replacing it with the received resource information, and responds with "204 No Content". 

UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI provided by the old AMF.
2b.
If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores the received AMF registration data for 3GPP access and responds with HTTP Status Code "201 created". A response body may be included to convey additional information to the NF consumer (e.g., features supported by UDM).

2c.
If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element).
5.3.2.2.3
AMF registration for non 3GPP access 
Figure 5.3.2.2.3-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration information for non 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's identity (/{ue-id}) which shall be a SUPI and the AMF Registration Information for non 3GPP access.
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Figure 5.3.2.2.3-1: AMF registering for non 3GPP access

1.
The AMF sends a PUT request to the resource representing the UE's AMF registration for non 3GPP access to update or create AMF registration information. 

2a.
On success, and if another AMF is registered for non-3GPP access, the UDM updates the AmfNon3GppAccessRegistration resource by replacing it with the received resource information, and responds with "204 No Content". 

UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI provided by the old AMF.
2b.
If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores the received AMF registration data for non-3GPP access and responds with HTTP Status Code "201 created". A response body may be included to convey additional information to the NF consumer (e.g., features supported by UDM).
2c.
If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in the "ProblemDetails" element). 
5.3.2.2.4
SMF registration 

Figure 5.3.2.2.4-1 shows a scenario where an SMF sends a request to the UDM to create a new registration (see also 3GPP TS 23.502 [3] figure 4.3.2.2.1-1 step 4). The request contains the UE's identity (/{supi}) and the SMF Registration Information.
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Figure 5.3.2.2.4-1: SMF registration

1.
The SMF sends a PUT request to the resource .../{supi}/registration/smf-registrations/{pduSessionId}, to create an SMF Registration as present in the message body. 

2.
The UDM responds with "201 Created" with the message body containing a representation of the created SMF registration. 
5.3.2.3
DeregistrationNotification

5.3.2.3.1
General 
The following procedures using the DeregistrationNotification service operation are supported:

-
UDM initiated NF Deregistration


5.3.2.3.2
UDM initiated NF Deregistration
Figure 5.3.2.3.2-1 shows a scenario where the UDM notifies the registered NF about its deregistration (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the callback URI as received by the UDM during registration, and Deregistration Data.
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Figure 5.3.2.3.2-1: UDM initiated NF Deregistration

1.
The UDM sends a POST request to the callbackReference as provided by the NF service consumer during the registration. 

2.
The UDM responds with "204 No Content". 
5.3.2.3.3
<Procedure 2 using Nudm_UEContextManagement RemoveNotification service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.3.2.3.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods. 

5.3.2.4
Deregistration

5.3.2.4.1
General 
The following procedures using the Deregistration service operation are supported:

-
AMF deregistration for 3GPP access

-
AMF deregistration for non-3GPP access

-
SMF deregistration

-
SMSF deregistration


5.3.2.4.2
AMF deregistration for 3GPP access
Figure 5.3.2.4.2-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity (/{supi}) and an instruction to set the purgeFlag within the Amf3GppAccessRegistration resource.


[image: image17.emf]AMF UDM

1. PATCH …/{supi}/registration/amf-3gpp-access

(Instruction: set PurgeFlag)

2. 204 No Content


Figure 5.3.2.4.2-1: AMF deregistering for 3GPP access

1.
The AMF sends a PATCH request to the resource representing the UE's AMF registration for 3GPP access. 

2.
The UDM responds with "204 No Content". 
5.3.2.4.3
AMF deregistration for non-3GPP access
Figure 5.3.2.4.3-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM for non-3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity (/{supi}) and an instruction to set the purgeFlag within the AmfNon3GppAccessRegistration resource.
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Figure 5.3.2.4.3-1: AMF deregistering for non-3GPP access

1.
The AMF sends a PATCH request to the resource representing the UE's AMF registration for non-3GPP access. 

2.
The UDM responds with "204 No Content". 
5.3.2.4.4
SMF deregistration

Figure 5.3.2.4.4-1 shows a scenario where the SMF sends a request to the UDM to deregister an individual SMF registration (see also 3GPP TS 23.502 [3] figure 4.3.2.2-1 step 20). The request contains the UE's identity (/{supi}) and the PDU Session ID (/{pduSessionId}.
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Figure 5.3.2.4.4-1: SMF deregistration

1.
The SMF sends a DELETE request to the resource representing the individual SMF registration that is to be deregistered. 

2.
The UDM responds with "204 No Content". 
5.3.2.4.5
SMSF deregistration

tbd


5.3.2.5
Get

5.3.2.5.1
General 
The following procedures using the Get service operation are supported:

-
Amf3GppAccessRegistration Information Retrieval

-
AmfNon3GppAccessRegistration Information Retrieval

-
SmfRegistrations Information Retrieval

-
SmsfRegistration Information Retrieval


5.3.2.5.2
Amf3GppAccessRegistration Information Retrieval
Figure 5.3.2.5.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve the UE's Amf3GppAccessRegistration Information. The request contains the UE's identity (/{ue-id}) which shall be a GPSI and the type of the requested information (/registration/amf-3gpp-access).
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Figure 5.3.2.5.2-1: Requesting a UE's AMF Registration Information for 3GPP Access

1.
The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's AMF registration information for 3GPP access. 

2.
The UDM responds with "200 OK" with the message body containig the UE's Amf3GppAccessRegistration.
5.3.2.5.3
AmfNon3GppAccessRegistration Information Retrieval
Figure 5.3.2.5.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve the UE's AmfNon3GppAccessRegistration Information. The request contains the UE's identity (/{ue-id}) which shall be a GPSI and the type of the requested information (/registration/amf-non-3gpp-access).
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Figure 5.3.2.5.3-1: Requesting a UE's AMF Registration Information for 3GPP Access

1.
The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's AMF registration information for non-3GPP access. 

2.
The UDM responds with "200 OK" with the message body containig the UE's AmfNon3GppAccessRegistration.
5.3.2.5.4
SmfRegistrations Information Retrieval

tbd

5.3.2.5.5
SmsfRegistration Information Retrieval

tbd


5.3.2.6
Update

5.3.2.6.1
General 
The following procedures using the Update service operation are supported:

-
Update a parameter (e.g. PEI) in the AMF registration for 3GPP access

-
Update a parameter (e.g.PEI) in the AMF registration for non-3GPP access


5.3.2.6.2
Update A Parameter (e.g. PEI) in the AMF Registration For 3GPP Access
Figure 5.3.2.6.2-1 shows a scenario where the AMF sends a request to the UDM to update a parameter within the Amf3GppAccessRegistration resource. The request contains the UE's identity (/{supi}) and an instruction to modify a parameter (e.g. PEI).
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Figure 5.3.2.6.2-1: AMF registration parameter update for 3GPP access

1.
The AMF sends a PATCH request to the resource representing the UE's AMF registration for 3GPP access. 

2.
The UDM responds with "204 No Content". 
5.3.2.6.3
Update A Parameter (e.g. PEI) in the AMF Registration For Non 3GPP Access
Figure 5.3.2.6.3-1 shows a scenario where the AMF sends a request to the UDM to update a parameter within the AmfNon3GppAccessRegistration resource. The request contains the UE's identity (/{supi}) and an instruction to modify a parameter (e.g. PEI).
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Figure 5.3.2.6.3-1: AMF registration parameter update for non-3GPP access

1.
The AMF sends a PATCH request to the resource representing the UE's AMF registration for non-3GPP access. 

2.
The UDM responds with "204 No Content". 


5.4
Nudm_UEAuthentication Service

5.4.1
Service Description 
For the Nudm_UEAuthentication service the following service operation is defined:

-
Get

The Nudm_UEAuthentication service is used by the AUSF to request the UDM to select an authentication method, calculate one or more fresh authentication vectors (AV) for the selected method, and provide them to the AUSF by means of the Get service operation. See 3GPP TS 33.501 [6] subclause 7.5.

Editor’s Note:
 Another service operation (Authentication Result indication) may be needed to cover the requirements from 3GPP TS 33.501 [6] subclause 6.1.4.
5.4.2
Service Operations

5.4.2.1
Introduction

This subclause will contain a generic introduction of the service operationsdescribed in the following subclauses.

5.4.2.2
Get
5.4.2.2.1
General

The following procedure using the Get service operation is supported:

-
Authentication Vector Retrieval
5.4.2.2.2
Authentication Vector Retrieval
Figure 5.4.2.2.2-1 shows a scenario where the NF service consumer (AUSF) retrieves fresh authentication vectors for the UE from the UDM (see also 3GPP TS 33.501 [6] subclause 6.1.2). The request contains the UE's identity (supi), the serving network name, the number of  AVs requested and the access type (3GPP access or non-3GPP access).
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Figure 5.4.2.2.2-1: NF service consumer requesting a fresh AV

1.
The NF service consumer sends a POST request (custom method: calculate-av) to the resource representing the UE's security information. 

2.
The UDM responds with "200 OK" with the message body containing AVs. 
5.4.2.2.3
<Procedure 2 using Nudm_UEAuthentication Request service operation >

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.4.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods. 

5.5
Nudm_EventExposure Service

5.5.1
Service Description

For the Nudm_EventExposure service the following service operations are defined:

-
Subscribe

-
Unsubscribe

-
Notify

The Nudm_EventExposure service is used by consumer NFs (e.g. NEF) to subscribe to notifications of event occurrence by means of the Subscribe service operation. For events that can be detected by the AMF, the UDM makes use of the appropriate AMF service operation to subscribe on behalf of the consumer NF (e.g. NEF). 

The Nudm_EventExposure service is also used by the consumer NFs (e.g. NEF) that have previously subscribed to notificatios, to unsubscribe by means of the Unsubscribe service operation. For events that can be detected by the AMF, the UDM makes use of the appropriate AMF service operation to unsubscribe on behalf of the consumer NF (e.g. NEF).

The Nudm_EventExposure service is also used by the subscribed consumer NFs (e.g. NEF) to get notified by the UDM when a subscribed event occurs at the UDM by means of the Notify service operation. For subscribed events that can occur at the AMF, the consumer NF (e.g. NEF) makes use of the corresponding AMF service operation to get notified by the AMF directly without UDM involvement.

For details see 3GPP TS 23.502 [3] subclause 4.15.
5.5.2
Service Operations

One subclause per service operation. 

This subclause will include a description of the different service operationssupported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.

5.5.2.1
Introduction

This subclause will contain a generic introduction of the service operationsdescribed in the following subclauses.

5.5.2.2
Subscribe

5.5.2.2.1
General

This subclause provides a general description of the Subscribe operation.
5.5.2.2.2
Subscription to Notification of event occurrence
Figure 5.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to notifications of event occurrence (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 1). The request contains a callback URI, the type of event that is monitored and additional information e.g. event filters and reporting options.
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Figure 5.5.2.2.2-1: NF service consumer subscribes to notifications

1.
The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../{gpsi}/ee-subscriptions), to create a subscription as present in message body.

2.
The UDM responds with "201 Created" with the message body containing a representation of the created subscription. The Location HTTP header shall contain the URI of the created subscription.
5.5.2.2.3
<Procedure 2 using Nudm_EventExposure Subscribe service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.5.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods. 

5.5.2.3
Unsubscribe

5.5.2.3.1
General

This subclause provides a general description of the Unsubscribe operation.
5.5.2.3.2
Unsubscribe to notifications of event occurrence
Figure 5.2.2.4.2-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from notifications of event occurrence. The request contains the URI previously received in the Location HTTP header of the response to the subscription.
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Figure 5.2.2.4.2-1: NF service consumer unsubscribes to notifications

1.
The NF service consumer sends a DELETE request to the resource identified by the URI previously received during subscription creation.

2.
The UDM responds with "204 No Content".
5.5.2.3.3
<Procedure 2 using Nudm_EventExposure Unsubscribe service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.5.2.3.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods. 

5.5.2.4
Notify

5.5.2.4.1
General

This subclause provides a general description of the Notify operation.
5.5.2.4.2
Event Occurrence Notification
Figure 5.5.2.4.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive such notification) about occurrence of an event (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 4a). The request contains the callbackReference URI as previously received in the EeSubscription (see subclause 6.4.6.2.2).
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Figure 5.5.2.4.2-1: Event Occurrence Notification

1.
The UDM sends a POST request to the callbackReference as provided by the NF service consumer during the subscription.

2.
The UDM responds with "204 No Content".
5.5.2.4.3
<Procedure 2 using Nudm_EventExposure Notify service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.5.2.4.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods. 
6
API Definitions

6.1
Nudm_SubscriberDataManagement Service API 

6.1.1
API URI
URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/

where the "apiName" shall be set to "nudm-sdm" and the "apiVersion" shall be set to "v1" for the current version of this specification.

6.1.2
Usage of HTTP

6.1.2.1
General
This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.
6.1.2.2
HTTP standard headers
6.1.2.2.1
General

6.1.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.1.2.3
HTTP custom headers
6.1.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.
6.1.3
Resources 

6.1.3.1
Overview
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Figure 6.1.3.1-1: Resource URI structure of the nudm-sdm API

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.1.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Nssai
	/{supi}/nssai
	GET
	Retrieve the UE's subscribed Network Slice Selection Assistance Information

	AccessAndMobilitySubscriptionData
	/{supi}/am-data
	GET
	Retrieve the UE's subscribed Access and Mobility Data

	SmfSelectionSubscriptionData
	/{supi}/smf-select-data
	GET
	Retrieve the UE's subscribed SMF Selection Data

	SessionManagementSubscription
	/{supi}/sm-data
	GET
	Retrieve the UE's session management subscription data

	SdmSubscriptions
	/{supi}/sdm-subscriptions
	POST
	Create a subscription

	Individual subscription
	/{supi}/sdm-subscriptions/{subscriptionId}
	DELETE
	Delete the subscription identified by {subscriptionId}, i.e. unsubscribe

	Data change notification callback
	{callbackReference} 
(NF Service Consumer provided callback reference)
	POST
	Notify Data change


6.1.3.2
Resource: Nssai
6.1.3.2.1
Description
This resource represents the subscribed Nssai for a SUPI. It is queried by the AMF before registering, and is used to assist network slice selection. See 5.2.2.2.2 and 3GPP TS 23.501 [2] clause 5.15.3.

6.1.3.2.2
Resource Definition

Resource URI: {apiRoot}/nudm-sdm/v1/{supi}/nssai
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+)"


6.1.3.2.3
Resource Standard Methods

6.1.3.2.3.1
GET
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	Nssai
	M
	1
	200 OK
	Upon success, a response body containing the NSSAI shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.3.3
Resource: SdmSubscriptions
6.1.3.3.1
Description

This resource is used to represent subscriptions to notifications.

6.1.3.3.2
Resource Definition

Resource URI: {apiRoot}/nudm-sdm/v1/{supi}/sdm-subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.3.2-1.

Table 6.1.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"


6.1.3.3.3
Resource Standard Methods

6.1.3.3.3.1
POST
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SdmSubscription
	M
	1
	The subscription that is to be created.


Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SdmSubscription
	M
	1
	201 Created
	Upon success, a response body containing a representation of the created Individual subscription resource shall be returned.

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.3.4
Resource: Individual subscription

6.1.3.4.1
Description

This resource is used to represent an individual subscription to notifications.

6.1.3.4.2
Resource Definition

Resource URI: {apiRoot}/nudm-sdm/v1/{supi}/sdm-subscriptions/{subscriptionId}

This resource shall support the resource URI variables defined in table 6.1.3.4.2-1.

Table 6.1.3.4.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"

	subscriptionId
	The subscriptionId identifies an individual subscription to notifications. The value is allocated by the UDM during creation of the Subscription resource.


6.1.3.4.3
Resource Standard Methods

6.1.3.4.3.1
DELETE
This method shall support the URI query parameters specified in table 6.1.3.4.3.1-1.

Table 6.1.3.4.3.1-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and response codes specified in table 6.1.3.4.3.1-3.
Table 6.1.3.4.3.1-2: Data structures supported by the Delete Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	The request body shall be empty.


Table 6.1.3.4.3.1-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.3.5
Resource: AccessAndMobilitySubscriptionData

6.1.3.5.1
Description

This resource represents the subscribed Access and Mobility Data for a SUPI. It is queried by the AMF after registering.

6.1.3.5.2
Resource Definition

Resource URI: {apiRoot}/nudm-sdm/v1/{supi}/am-data

This resource shall support the resource URI variables defined in table 6.1.3.5.2-1.

Table 6.1.3.5.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"


6.1.3.5.3
Resource Standard Methods

6.1.3.5.3.1
GET
This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.

Table 6.1.3.5.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.5.3.1-2 and the response data structures and response codes specified in table 6.1.3.5.3.1-3.
Table 6.1.3.5.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.5.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AccessAndMobilitySubscriptionData
	M
	1
	200 OK
	Upon success, a response body containing the Access and Mobility Subscription Data shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.3.6
Resource: SmfSelectionSubscriptionData

6.1.3.6.1
Description

This resource represents the subscribed SMF Selection Data for a SUPI. It is queried by the AMF after registering.

6.1.3.6.2
Resource Definition

Resource URI: {apiRoot}/nudm-sdm/v1/{supi}/smf-select-data

This resource shall support the resource URI variables defined in table 6.1.3.6.2-1.

Table 6.1.3.6.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"


6.1.3.6.3
Resource Standard Methods

6.1.3.6.3.1
GET
This method shall support the URI query parameters specified in table 6.1.3.6.3.1-1.

Table 6.1.3.6.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.6.3.1-2 and the response data structures and response codes specified in table 6.1.3.6.3.1-3.
Table 6.1.3.6.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.6.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SmfSelectionSubscriptionData
	M
	1
	200 OK
	Upon success, a response body containing the SMF Selection Subscription Data shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.3.7
Resource: SessionManagementSubscription

6.1.3.7.1
Description

This resource represents the Session Management subscription data for a SUPI. It is queried by the SMF during session setup, using query parameters representing the selected network slice and the DNN. The SMF is responsible for enforcing the user session management subscription.

6.1.3.7.2
Resource Definition

Resource URI: {apiRoot}/nudm-sdm/v1/{supi}/sm-data

This resource shall support the resource URI variables defined in table 6.1.3.7.2-1.

Table 6.1.3.7.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+)"


6.1.3.7.3
Resource Standard Methods

6.1.3.7.3.1
GET
This method shall support the URI query parameters specified in table 6.1.3.7.3.1-1.

Table 6.1.3.7.3.1-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	singleNssai
	SingleNssai
	O
	0..1
	

	dnn
	Dnn
	O
	0..1
	


Editor's Note:
It is FFS how to format JSON objects when they need to be included as part of the URI query parameters

If "singleNssai" is not included, and "dnn" is not included, UDM shall return all DNN configurations for all network slice(s).

If "singleNssai" is included, and "dnn" is not included, UDM shall return all DNN configurations for the requested network slice identified by "singleNssai".

If "singleNssai" is not included, and "dnn" is included, UDM shall return all DNN configurations identified by "dnn" for all network slices where such DNN is available.

If "singleNssai" is included, and "dnn" is included, UDM shall return the DNN configuration identified by "dnn", if such DNN is available in the network slice identified by "singleNssai".

This method shall support the request data structures specified in table 6.1.3.7.3.1-2 and the response data structures and response codes specified in table 6.1.3.7.3.1-3.
Table 6.1.3.7.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.1.3.7.3.1-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SessionManagementSubscription
	M
	1..N
	200 OK
	Upon success, a response body containing the Session Management Subscription data shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.4
Custom Operations without associated resources 
Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 
6.1.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.1.4.2
Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.1.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.1.4.2.2
Operation Definition
This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.1.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.1.4.2. 

6.1.5
Notifications

6.1.5.1
General
This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
6.1.5.2
Data Change Notification
The POST method shall be used for Data Change Notifications and the URI shall be as provided during the subscription procedure.

Resource URI: {callbackReference} 
Support of URI query parameters is specified in table 6.1.5.2-1.

Table 6.1.5.2-1: URI query parameters supported by the POST method 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Support of request data structures is specified in table 6.1.5.2-2 and of response data structures and response codes is specified in table 6.1.5.2-3.
Table 6.1.5.2-2: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	AccessAndMobilitySubscriptionData
	O
	0..1
	Access and Mobility Subscription Data

	SmfSelectionSubscriptionData
	O
	0..1
	SMF Selection Subscription Data

	SmsManagementSubscriptionData
	O
	0..1
	SMS Management Subscription Data

	SessionManagementSubscriptionData
	O
	0..1
	Session Management Subscription Data


Table 6.1.5.2-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.1.5.3
<notification 2>

6.1.6
Data Model
6.1.6.1
General

This subclause specifies the application data model supported by the API.

Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).

Table 6.1.6.1-1 specifies the structured data types defined for the Nudm_SDM service API. For simple data types defined for the Nudm_SDM service API see table 6.1.6.3.2-1.
Table 6.1.6.1-1: Nudm_SDM specific Data Types
	Data type
	Section defined
	Description

	SingleNssai
	6.1.6.2.2
	A single Network Slice Selection Assistance Information

	Nssai
	6.1.6.2.3
	Network Slice Selection Assistance Information

	SdmSubscription
	6.1.6.2.4
	A subscription to notifications

	AccessAndMobilitySubscriptionData
	6.1.6.2.5
	Access and Mobility Subscription Data

	SmfSelectionSubscriptionData
	6.1.6.2.6
	SMF Selection Subscription Data

	DnnInfo
	6.1.6.2.7
	Data Network Name and associated information (LBO roaming allowed flag)

	SnssaiInfo
	6.1.6.2.8
	S-NSSAI and associated information (DNN Info)

	SessionManagementSubscription
	6.1.6.2.9
	User subscribed session management data

	DnnConfiguration
	6.1.6.2.10
	User subscribed data network configuration

	5GQosProfile
	6.1.6.2.11
	5G QoS parameters associated to the session for a data network

	PduSessionTypes
	6.1.6.2.12
	Default/allowed session types for a data network

	SscModes
	6.1.6.2.13
	Default/allowed SSC modes for a data network


Table 6.1.6.1-2 specifies data types re-used by the Nudm_SDM service API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudm_SDM service API. 
Table 6.1.6.1-2: Nudm_SDM re-used Data Types
	Data type
	Reference
	Comments

	Dnn
	tbd
	Data Network Name

	ProblemDetails
	tbd
	Common data type used in response bodies

	Uri
	tbd
	Uniform Resource Identifier

	Gpsi
	3GPP TS 29.571 [7]
	Generic Public Subscription Identifier

	RatType
	3GPP TS 29.571 [7]
	Radio Access Technology Type


6.1.6.2
Structured data types
This subclause will specify the structured data types.
6.1.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.
6.1.6.2.2
Type: SingleNssai
Table 6.1.6.2.2-1: Definition of type SingleNssai
	Attribute name
	Data type
	P
	Cardinality
	Description

	sst
	Sst
	M
	1
	Service/Slice Type

	sd
	Sd
	O
	0..1
	Slice Differentiator

	
	
	
	
	


6.1.6.2.3
Type: Nssai 
Table 6.1.6.2.3-1: Definition of type Nssai
	Attribute name
	Data type
	P
	Cardinality
	Description

	defaultSingleNssais
	SingleNssai
	O
	0..8
	A list of Single Nssai used as default

	singleNssais
	SingleNssai
	O
	0..N
	A list of Single Nssai


6.1.6.2.4
Type: SdmSubscription 
Table 6.1.6.2.4-1: SdmSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description

	callbackReference
	Uri
	M
	1
	URI provided by the NF service consumer to receive notifications

	monitoredResourceUri
	Uri
	M
	1
	A URI that identifies the resource for which a change triggers a notification


6.1.6.2.5
Type: AccessAndMobilitySubscriptionData

Table 6.1.6.2.5-1: Definition of type AccessAndMobilitySubscriptionData
	Attribute name
	Data type
	P
	Cardinality
	Description

	gpsi
	Gpsi
	O
	0..N
	List of Generic Public Subscription Identifier; see 3GPP TS 29.571 [7]

	internalGroupId
	ffs
	O
	0..N
	

	subscribed-UeAmbr
	ffs
	
	
	

	nssai
	Nssai
	O
	0..1
	Network Slice Selection Assistance Information

	ratRestriction
	RatType
	O
	0..N
	List of RAT Types that are restricted; see 3GPP TS 29.571 [7]

	forbiddenArea
	ffs
	
	
	

	serviceAreaRestriction
	ffs
	
	
	

	coreNetworkTypeRestriction
	ffs
	
	
	

	rfspIndex
	RfspIndex
	O
	0..1
	Index to RAT/Frequency Selection Priority; see ffs

	subsRegTimer
	SubscribedPeriodicRegistrationTimer
	O
	0..1
	Subscribed periodic registration timer; see ffs

	ueUsageType
	ffs
	
	
	

	ladnInformation
	ffs
	
	
	

	mpsPriority
	ffs
	
	
	


6.1.6.2.6
Type: SmfSelectionSubscriptionData

Table 6.1.6.2.6-1: Definition of type SmfSelectionSubscriptionData
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscribedDnnInfo
	DnnInfo
	O
	0..N
	List of Data Network Names and associated information (LBO roaming allowed flag); see 3GPP TS 23.501 [2] clause 6.3.2.

	subscribedSnssaiInfo
	SnssaiInfo
	O
	0..N
	List of S-NSSAIs and associated information (DNN Info); see 3GPP TS 23.501 [2] clause 6.3.2.

	NOTE:
 Either subscribedDnnInfo or subscribedSnssaiInfo shall be present


Editor’s Note:
It is ffs whether subscribedDnnInfo can be removed
6.1.6.2.7
Type: DnnInfo

Table 6.1.6.2.7-1: Definition of type DnnInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	Dnn
	M
	1
	Data Network Name

	defaultDnnIndicator
	DefaultDnnIndicator
	O
	0..1
	Indicates whether this DNN is the default DNN:
true: The DNN is the default DNN;
false: The DNN is not the default DNN;
absent: The DNN is not the default DNN

	lboRoamingAllowed
	LboRoamingAllowed
	O
	0..1
	indicates whether local breakout for the DNN is allowed when roaming:
true: Allowed;
false: Not allowed;
absent: Not allowed;


6.1.6.2.8
Type: SnssaiInfo

Table 6.1.6.2.8-1: Definition of type SnssaiInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	singleNssai
	SingleNssai
	M
	1
	SingleNssai

	dnnInfos
	DnnInfo
	M
	1..N
	list of Data Network Names for the S-NSSAI and associated information


6.1.6.2.9
Type: SessionManagementSubscription 
Table 6.1.6.2.9-1: SessionManagementSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description

	singleNssai
	SingleNssai
	M
	1
	A single Network Slice Selection Assistance Information

	dnnConfiguration
	DnnConfiguration
	O
	0..N
	Additional DNNs configuration for the network slice


6.1.6.2.10
Type: DnnConfiguration 
Table 6.1.6.2.10-1: DnnConfiguration

	Attribute name
	Data type
	P
	Cardinality
	Description

	dnn
	Dnn
	M
	1
	Data Network Name

	pduSessionTypes
	PduSessionTypes
	M
	1
	Default/Allowed session types

	sscModes
	SscModes
	M
	1
	Default/Allowed SSC modes

	ladnIndicator
	LadnIndicator
	O
	0..1
	Indicates whether the DNN is a local area data network

	5gQosProfile
	5GQosProfile
	O
	0..1
	5G QoS parameters associated to the session for a data network

	sessionAMBR
	TBD
	O
	0..1
	The maximum aggregated uplink and downlink bit rates to be shared across all Non-GBR QoS Flows in each PDU Session

	3gppChargingCharacteristics
	TBD
	O
	0..1
	Subscribed charging characteristics data associated to the session for a data network

	staticIpAddress
	TBD
	O
	0..2
	Subscribed static IP address(es) of the IPv4 and/or IPv6 type


6.1.6.2.11
Type: 5GQosProfile 
Table 6.1.6.2.11-1: 5GQosProfile

	Attribute name
	Data type
	P
	Cardinality
	Description

	5qi
	TBD
	M
	1
	Default 5G QoS identifier

	arp
	TBD
	M
	1
	Default allocation and retention priority


6.1.6.2.12
Type: SessionTypes 
Table 6.1.6.2.12-1: PduSessionTypes

	Attribute name
	Data type
	P
	Cardinality
	Description

	defaultSessionType
	TBD
	M
	1
	Default session type

	allowedSessionType
	TBD
	O
	0..N
	Additional session types allowed for the data network


6.1.6.2.13
Type: SscModes 
Table 6.1.6.2.13-1: SscModes

	Attribute name
	Data type
	P
	Cardinality
	Description

	defaultSscMode
	TBD
	M
	1
	Default SSC mode

	allowedSscMode
	TBD
	O
	0..2
	Additional SSC modes allowed for the data network


6.1.6.3
Simple data types and enumerations
This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
6.1.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.1.6.3.2
Simple data types 

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	DefaultDnnIndicator
	boolean
	Indicates whether a DNN is the default DNN

	LadnIndicator
	boolean
	Indicates whether the DNN is a local area data network

	LboRoamingAllowed
	boolean
	This flag indicates whether local breakout is allowed when roaming.

	RfspIndex
	integer
	Index to RAT/Frequency Selection Priority

	Sd
	integer
	Slice Differentiator

	Sst
	integer
	Slice/Service Type

	SubscribedPeriodicRegistrationTimer
	integer
	Value in seconds


6.1.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.1.5.3.3-1.

Table 6.1.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


6.1.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.
6.1.6.4
Binary data
This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.
6.1.7
Error Handling

Table 6.1.7-1 lists common response body data structures used within the nudm_sdm API

Table 6.1.7-1: Common Response Body Data Structures

	Data type
	P
	Cardinality
	Response

codes
	Description

	NOTE: 
In addition common data structures as defined in 3GPP TS 29.500 [4] are supported.


Editor's Note:
 A subclause 6.1.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
6.2
Nudm_UEContextManagement Service API 

6.2.1
API URI
URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/

where the "apiName" shall be set to "nudm-uecm" and the "apiVersion" shall be set to "v1" for the current version of this specification.
6.2.2
Usage of HTTP

6.2.2.1
General
This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.2.2.2
HTTP standard headers
6.2.2.2.1
General

6.2.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.2.2.3
HTTP custom headers
6.2.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.
6.2.3
Resources 

6.2.3.1
Overview


[image: image31.emf]//{apiRoot}/nudm-uecm/v1

/{ue-id}

/registration

/amf-3gpp-access

/amf-non-3gpp-access

/smf-registrations

/{pduSessionId}

/smsf


Figure 6.2.3.1-1: Resource URI structure of the Nudm_UECM API

Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.2.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	Amf3GppAccessRegistration
	/{ue-id}/registration/amf-3gpp-access
	PUT
	Update the AMF registration for 3GPP access

	
	
	PATCH
	Modify the AMF registration for 3GPP access

	
	
	GET
	Retrieve the AMF registration information for 3GPP access

	AmfNon3GppAccessRegistration
	/{ue-id}/registration/amf-non-3gpp-access
	PUT
	Update the AMF registration for non 3GPP access

	
	
	PATCH
	Modify the AMF registration for non 3GPP access

	
	
	GET
	Retrieve the AMF registration information for non 3GPP access

	SmfRegistrations
	/{ue-id}/registration/smf-registrations
	


	



	IndividualSmfRegistration
	/{ue-id}/registration/smf-registrations/{pduSessionId}
	PUT
	Create an SMF registration identified by PDU Session Id

	
	
	DELETE
	Delete an individual SMF registration

	
	
	PATCH
	Modify an individual SMF Registration

	SmsfRegistration
	/{ue-id}/registration/smsf
	PUT
	Update the SMSF registration

	
	
	PATCH
	Modify the SMSF registration

	
	
	GET
	Retrieve the SMSF registration information


6.2.3.2
Resource: Amf3GppAccessRegistration 
6.2.3.2.1
Description

This resource represents the registered AMF for 3GPP access. 

6.2.3.2.2
Resource Definition

Resource URI: {apiRoot}/nudm-uecm/v1/{ue-id}/registration/amf-3gpp-access 
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.2.1

	ue-id
	Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2) 
SUPI (i.e. imsi or nai) is used with the PUT and PATCH methods; GPSI (i.e. msisdn or extid) is used with the GET method.

pattern: "(imsi-[0-9]{5,15}|nai-.+|msisdn-[0-9]{5,15}|extid-.+|.+)"


6.2.3.2.3
Resource Standard Methods

6.2.3.2.3.1
PUT
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	Amf3GppAccessRegistration
	M
	1
	The AMF registration for 3GPP access is replaced with the received information.


Table 6.2.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned 

	NOTE: 
In addition common data structures as listed in table 6.2.7-1 are supported.


6.2.3.2.3.2
PATCH
tbd

6.2.3.2.3.3
GET
This method shall support the URI query parameters specified in table 6.2.3.2.3.3-1.

Table 6.2.3.2.3.3-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.3-2 and the response data structures and response codes specified in table 6.2.3.2.3.3-3.
Table 6.2.3.2.3.3-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	


Table 6.2.3.2.3.3-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	Amf3GppAccessRegistration
	M
	1
	200 OK
	Upon success, a response body containing the Amf3GppAccessRegistration shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.2.7-1 are supported.



6.2.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.3.2.4.1
Overview
Table 6.2.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.2.3.2.4.2
Operation: < operation 1 >
This subclause will specify the meaning of the operation applied on the resource. 
6.2.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.2.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.2.3.2.4.2.2-2.
Table 6.2.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.3.2.4.3
Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.2.3.2.4.1.

6.2.3.3
Resource: AmfNon3GppAccessRegistration
6.2.3.3.1
Description

This resource represents the registered AMF for non 3GPP access. 

6.2.3.3.2
Resource Definition

Resource URI: {apiRoot}/nudm-uecm/v1/{ue-id}/registration/amf-non-3gpp-access/

This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.

Table 6.2.3.3.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.2.1

	ue-id
	Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2) 
SUPI (i.e. imsi or nai) is used with the PUT and PATCH methods; GPSI (i.e. msisdn or extid) is used with the GET method.

pattern: "(imsi-[0-9]{5,15}|nai-.+|msisdn-[0-9]{5,15}|extid-.+|.+)"


6.2.3.3.3
Resource Standard Methods

6.2.3.3.3.1
PUT
This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and response codes specified in table 6.2.3.3.3.1-3.
Table 6.2.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AmfNon3GppAccessRegistration 
	M
	1
	The AMF registration for non 3GPP access is replaced with the received information.


Table 6.2.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned

	NOTE: 
In addition common data structures as listed in table 6.2.7-1 are supported.


6.2.3.3.3.2
PATCH
tbd

6.2.3.3.3.3
GET
This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.

Table 6.2.3.3.3.3-1: URI query parameters supported by the GET method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and response codes specified in table 6.2.3.3.3.3-3.
Table 6.2.3.3.3.3-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a 
	
	
	


Table 6.2.3.3.3.3-3: Data structures supported by the GET Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AmfNon3GppAccessRegistration
	M
	1
	200 OK
	Upon success, a response body containing the AmfNon3GppAccessRegistration shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.2.7-1 are supported.


6.2.3.4
Resource: SmfRegistrations

6.2.3.4.1
Description

This resource is used to represent SMF registrations.
6.2.3.4.2
Resource Definition

Resource URI: {apiRoot}/nudm-uecm/v1/{supi}/registration/smf-registrations

This resource shall support the resource URI variables defined in table 6.2.3.4.2-1.

Table 6.2.3.4.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.4.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"


6.2.3.4.3
Resource Standard Methods

none
6.2.3.5
Resource: IndividualSmfRegistration

6.2.3.5.1
Resource Definition

Resource URI: {apiRoot}/nudm-uecm/v1/{supi}/registration/smf-registrations/{pduSessionId}

This resource shall support the resource URI variables defined in table 6.2.3.5.1-1.

Table 6.2.3.5.1-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"

	pduSessionId
	The pduSessionId identifies an individual SMF registration. 


6.2.3.5.2
Resource Standard Methods

6.2.3.5.2.1
PUT
This method shall support the URI query parameters specified in table 6.2.3.5.2.1-1.

Table 6.2.3.5.2.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.5.2.1-2 and the response data structures and response codes specified in table 6.2.3.5.2.1-3.
Table 6.2.3.5.2.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	SmfRegistration
	M
	1
	The registration that is to be created


Table 6.2.3.5.2.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	SmfRegistration
	M
	1
	201 Created
	Upon success, a response body containing a representation of the created Individual SmfRegistration resource shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.4.7-1 are supported.


6.2.3.5.2.2
DELETE
This method shall support the URI query parameters specified in table 6.2.3.5.2.2-1.

Table 6.2.3.5.2.2-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.5.2.2-2 and the response data structures and response codes specified in table 6.2.3.5.2.2-3.
Table 6.2.3.5.2.2-2: Data structures supported by the DELETE Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	The request body shall be empty.


Table 6.2.3.5.2.2-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.4.7-1 are supported.


6.2.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 
6.2.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.2.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.2.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.2.4.2.2-1 and 6.2.4.2.2-2.
Table 6.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.2.4.2. 

6.2.5
Notifications

6.2.5.1
General
This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
6.2.5.2
Deregistration Notification
The POST method shall be used for Deregistration Notifications and the URI shall be as provided during the registration procedure.

Resource URI: {callbackReference} 
Support of URI query parameters is specified in table 6.2.5.2-1.

Table 6.2.5.2-1: URI query parameters supported by the POST method 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Support of request data structures is specified in table 6.2.5.2-2 and of response data structures and response codes is specified in table 6.2.5.2-3.
Table 6.2.5.2-2: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	DeregistrationData
	M
	1
	Includes Deregistration Reason


Table 6.2.5.2-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.2.5.3
<notification 2>

6.2.6
Data Model

6.2.6.1
General

This subclause specifies the application data model supported by the API.

Editor’s Note:
It is ffs which data types should be specified in 3GPP TS 29.571. 

Table 6.2.6.1-1 specifies the structured data types defined for the Nudm_UECN service API. For simple data types defined for the Nudm_UECM service API see table 6.2.6.3.2-1.
Table 6.2.6.1-1: Nudm_UECM specific Data Types
	Data type
	Section defined
	Description

	Amf3GppAccessRegistration
	6.2.6.2.2
	The complete set of information relevant to the AMF where the UE has registered via 3GPP access.

	PurgeFlag
	6.2.6.3.2
	This flag indicates whether or not the NF has deregistered.

	AmfNon3GppAccessRegistration
	6.2.6.2.3
	The complete set of information relevant to the AMF where the UE has registered via non 3GPP access.

	DeregistrationData
	6.2.6.2.5
	Data sent with the Deregistration Notification

	DeregistrationReason
	6.2.6.3.3
	The reason for sending the Deregistration Notification

	SmfRegistration
	6.2.6.2.4
	The complete set of information relevant to an SMF serving the UE


Table 6.2.6.1-2 specifies data types re-used by the Nudm_uecm service API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudm_uecm service API. 
Table 6.2.6.1-2: Nudm_UECM re-used Data Types
	Data type
	Reference
	Comments

	Dnn
	tbd
	Data Network Name

	NfId
	tbd
	Network Function Identifier

	PduSessionId
	tbd
	PDU Session ID

	Pei
	tbd
	Permanent Equipment Identifier

	ProblemDetails
	tbd
	Common data type used in response bodies

	
	
	


6.2.6.2
Structured data types
This subclause will specify the structured data types.
6.2.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.
6.2.6.2.2
Type: Amf3GppAccessRegistration
Table 6.2.6.2.2-1: Definition of type Amf3GppAccessRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfId
	NfId
	M
	1
	Identifier of the serving AMF. It shall be formatted as a Globally Unique AMF ID, as defined in 3GPP TS 23.003 [8].

	
	
	
	
	

	supportedServices
	Tbd
	O
	0..N
	

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall not be included in the Registration service operation.

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier

	
	
	
	
	

	imsVoPS
	ImsVoPS
	O
	0..1
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF, or homogeneously not supported, or if support is non-homogeneous/unknown. Absence of this attribute shall be interpreted as "non homogenous or unknown" support.

	deregCallbackUri
	Uri
	M
	1
	a URI provided by the AMF to receive (implicitly subscribed) notifications on deregistration

	
	
	
	
	


6.2.6.2.3
Type: AmfNon3GppAccessRegistration 
Table 6.2.6.2.3-1: Definition of type AmfNon3GppAccessRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfId
	NfId
	M
	1
	Identifier of the serving AMF. It shall be formatted as a Globally Unique AMF ID, as defined in 3GPP TS 23.003 [8].

	
	
	
	
	

	supportedServices
	Tbd
	O
	0..N
	

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall not be included in the Registration service operation.

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier

	ueReachabilityRequestedFlag
	tbd
	M
	1
	If set, indicates that the UDM has requested UE reachability notification

	tbd
	
	
	
	

	deregCallbackUri
	Uri
	M
	1
	a URI provided by the AMF to receive (implicitly subscribed) notifications on deregistration


6.2.6.2.4
Type: SmfRegistration 
Table 6.2.6.2.4-1: Definition of type SmfRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	smfId
	NfId
	M
	1
	Identifier of the SMF

	pduSessionId
	PduSessionId
	M
	1
	PDU Session ID

	dnn
	Dnn
	M
	1
	Data Network Name

	tbd
	
	
	
	


6.2.6.2.5
Type: DeregistrationData 
Table 6.2.6.2.5-1: Definition of type DeregistrationData
	Attribute name
	Data type
	P
	Cardinality
	Description

	deregReason
	DeregistrationReason
	M
	1
	String; see subclause 6.2.6.3.3

	tbd
	
	
	
	


6.2.6.3
Simple data types and enumerations
This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
6.2.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.2.6.3.2
Simple data types 

The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	PurgeFlag
	boolean
	This flag indicates whether or not the NF has deregistered.


6.2.6.3.3
Enumeration: DeregistrationReason
The enumeration DeregistrationReason represents the reason for the Deregistration Notification. It shall comply with the provisions defined in table 6.2.6.3.3-1.

Table 6.2.6.3.3-1: Enumeration DeregistrationReason
	Enumeration value
	Description

	"UE_INITIAL_REGISTRATION"
	see 3GPP TS 23.502 [3]

	"UE_REGISTRATION_AREA_CHANGE"
	see 3GPP TS 23.502 [3]

	"SUBSCRIPTION_WITHDRAWN"
	see 3GPP TS 23.502 [3]

	"5GS_TO_EPS_MOBILITY"
	see 3GPP TS 23.502 [3]


6.2.6.3.4
Enumeration: ImsVoPS
Table 6.2.6.3.4-1: Enumeration ImsVoPS

	Enumeration value
	Description

	"HOMOGENEOUS_SUPPORT"
	"IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF.

	"HOMOGENEOUS_NON_SUPPORT"
	"IMS Voice over PS Sessions" is homogeneously not supported in all TAs in the serving AMF.

	"NON_HOMOGENEOUS_OR_UNKNOWN"
	"IMS Voice over PS Sessions" is not homogeneously supported in all TAs in the serving AMF, or its support is unknown.



6.2.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.2.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.2.3. and 6.2.4. 

Editor's Note:
 A subclause 6.2.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
6.3
Nudm_UEAuthentication Service API 

6.3.1
API URI
URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/

where the "apiName" shall be set to "nudm-ueau" and the "apiVersion" shall be set to "v1" for the current version of this specification.
6.3.2
Usage of HTTP

6.3.2.1
General
This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.3.2.2
HTTP standard headers
6.3.2.2.1
General

6.3.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.3.2.3
HTTP custom headers
6.3.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.
6.3.3
Resources 

6.3.3.1
Overview

Figure 6.3.3.1-1 describes the resources supported by the Nudm_UEAU API.
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Figure 6.3.3.1-1: Resource URI structure of the nudm_ueau API

Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.3.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	SecurityInformation
	/{supi}/security-information/calculate-av
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	calculate-av (POST)
	The UDM calculates fresh authentication vectors based on the received information and the stored security information for the SUPI


6.3.3.2
Resource: SecurityInformation
6.3.3.2.1
Description

This resource represents the information that is needed together with the serving network name and the access type to calculate fresh authentication vectors. See 3GPP TS 33.501 [6].
6.3.3.2.2
Resource Definition

This subclause will describe the Resource URI and the supported resource variables.

Resource URI: {apiRoot}/nudm-ueau/v1/{supi}/security-information
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.

Table 6.3.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.3.1

	supi
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] subclause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"


6.3.3.2.3
Resource Standard Methods

No Standard Methods are supported for this resource.
6.3.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.3.3.2.4.1
Overview
Table 6.3.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	/calculate-av
	POST
	Calculate a fresh AV


6.3.3.2.4.2
Operation: calculate-av
6.3.3.2.4.2.1
Description

This custom operation is used by the NF service consumer (AUSF) to request fresh authentication vector for the SUPI from the UDM. The UDM calculates the authentication vectors taking into account the information received from the NF service consumer (AUSF) and the current representation of this resource. For details see 3GPP TS 33.501 [6].
6.3.3.2.4.2.2
Operation Definition

This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.2.2-2.
Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AuthenticationInfoRequest
	M
	1
	Contains the serving network name, the number of AVs requested and the access type (3GPP access or non-3GPP access


Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AuthenticationInfoResult
	M
	1
	200 OK
	Upon success, a response body containing the authentication vectors shall be returned 

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.3.3.2.4.3
Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.3.3.2.4.1.

6.3.3.3
Resource: <resource 2>

And so on if there are more than two resources supported by the service. Same structure as in subclause 6.3.3.2. 
6.3.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 
6.3.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.3.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.3.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.3.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.3.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.3.4.2.2-1 and 6.3.4.2.2-2.
Table 6.3.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.3.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.3.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.3.4.2. 

6.3.5
Notifications

6.3.5.1
General
This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
6.3.5.2
<notification 1>

6.3.5.3
<notification 2>

6.3.6
Data Model

6.3.6.1
General

This subclause specifies the application data model supported by the API.

Editor’s Note:
It is ffs which data types should be specified in 3GPP TS 29.571. 

Table 6.3.6.1-1 specifies the structured data types defined for the Nudm_UEAU service API. For simple data types defined for the Nudm_UEAU service API see table 6.3.6.3.2-1.
Table 6.3.6.1-1: Nudm_UEAU specific Data Types
	Data type
	Section defined
	Description

	AuthenticationInfoRequest
	6.3.6.2.2
	Contains Serving Network Name and Authentication Method

	AuthenticationInfoResult
	6.3.6.2.3
	Contains an Authentication Vector (AV)

	AvEapAkaPrime
	6.3.6.2.4
	Contains RAND, XRES, AUTN, CK’, and IK’

	Av5GAka
	6.3.6.2.5
	Contains RAND, XRES*, AUTN, KASME*

	ResynchronizationInfo
	6.3.6.2.6
	Contains RAND and AUTS


Table 6.3.6.1-2 specifies data types re-used by the Nudm_UEAU service API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudm_UEAU service API. 
Table 6.3.6.1-2: Nudm_UEAU re-used Data Types
	Data type
	Reference
	Comments

	ProblemDetails
	tbd
	Common data type used in response bodies


6.3.6.2
Structured data types
6.3.6.2.1
Introduction

This subclause defines the structures to be used in POST request / response bodies. 

Allowed structures are: array, object.
6.3.6.2.2
Type: AuthenticationInfoRequest
Table 6.3.6.2.2-1: Definition of type AuthenticationInfoRequest
	Attribute name
	Data type
	P
	Cardinality
	Description

	servingNetworkName
	ServingNetworkName
	M
	1
	See 3GPP TS 33.501 [6] subclause 6.1.1.3

	accessType
	AccessType
	M
	1
	String

see subclause 6.3.6.3.3

	numberOfRequestedAVs
	NumberOfRequestedAVs
	M
	1
	Number of requested Authentication Vectors

	resynchronizationInfo
	ResynchronizationInfo
	O
	0..1
	Contains RAND and AUTS; see 3GPP TS 33.501 [6] subclause 7.5



6.3.6.2.3
Type: AuthenticationInfoResult
Table 6.3.6.2.3-1: Definition of type AuthenticationInfoResult
	Attribute name
	Data type
	P
	Cardinality
	Description

	avEapAkaPrime
	AvEapAkaPrime
	O
	0..1
	Authentication Vector for method EAP-AKA’

	av5GAka
	Av5GAka
	O
	0..N
	Authentication Vector for method 5G-AKA

	
	
	
	
	


6.3.6.2.4
Type: AvEapAkaPrime

Table 6.3.6.2.4-1: Definition of type AvEapAkaPrime
	Attribute name
	Data type
	P
	Cardinality
	Description

	rand
	Rand
	M
	1
	

	xres
	Xres
	M
	1
	

	autn
	Autn
	M
	1
	

	ckPrime
	CkPrime
	M
	1
	

	ikPrime
	IkPrime
	M
	1
	


6.3.6.2.5
Type: Av5GAka

Table 6.3.6.2.5-1: Definition of type Av5GAka
	Attribute name
	Data type
	P
	Cardinality
	Description

	rand
	Rand
	M
	1
	

	xresStar
	XresStar
	M
	1
	

	autn
	Autn
	M
	1
	

	kasmeStar
	KasmeStar
	M
	1
	


6.3.6.2.6
Type: ResynchronizationInfo

Table 6.3.6.2.6-1: Definition of type ResynchronizationInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	rand
	Rand
	M
	1
	

	auts
	Auts
	M
	1
	


6.3.6.3
Simple data types and enumerations
This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
6.3.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.3.6.3.2
Simple data types 

The simple data types defined in table 6.3.6.3.2-1 shall be supported.

Table 6.3.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	Autn
	string
	pattern: "[A-Fa-f0-9]{32}"

	Auts
	string
	pattern: "[A-Fa-f0-9]{28}"

	CkPrime
	string
	pattern: "[A-Fa-f0-9]{32}"

	IkPrime
	string
	pattern: "[A-Fa-f0-9]{32}"

	KasmeStar
	string
	pattern: "[A-Fa-f0-9]{64}"

	NumberOfRequestedAVs
	integer
	Number of requested authentication vectors

	Rand
	string
	pattern: "[A-Fa-f0-9]{32}"

	ServingNetworkName
	string
	See 3GPP TS 33.501 [6] subclause 6.1.1.3

	Xres
	string
	pattern: "[A-Fa-f0-9]{8,32}"

	XresStar
	string
	pattern: "[A-Fa-f0-9]{32}"


Editor’s Note:
Use of Base64 instead of pattern [A-Fa-f0-9] is ffs.
6.3.6.3.3
Enumeration: AccessType
The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.3.5.3.3-1.

Table 6.3.6.3.3-1: Enumeration AccessType
	Enumeration value
	Description

	"3GPP_ACCESS"
	3GPP access

	"NON_3GPP_ACCESS"
	non-3GPP access


Editor’s Note: 
AccessType could be defined in 3GPP TS 29.571 [7] and reused by this specification

6.3.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.
6.3.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.3.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.3.3. and 6.3.4. 

Editor's Note:
 A subclause 6.3.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
6.4
Nudm_EventExposure Service API 

6.4.1
API URI
URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/

where the "apiName" shall be set to "nudm-ee" and the "apiVersion" shall be set to "v1" for the current version of this specification.
6.4.2
Usage of HTTP

6.4.2.1
General
This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.4.2.2
HTTP standard headers
6.4.2.2.1
General

6.4.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.4.2.3
HTTP custom headers
6.4.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.
6.4.3
Resources 

6.4.3.1
Overview
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Figure 6.4.3.1-1: Resource URI structure of the Nudm_EE API

Table 6.4.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.4.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	EeSubscriptions
	/{gpsi}/ee-subscriptions
	POST
	Create a subscription

	Individual subscription
	/{gpsi}/ee-subscriptions/{subscriptionId}
	DELETE
	Delete the subscription identified by {subscriptionId}, i.e. unsubscribe

	Event occurrence notification callback
	{callbackReference}

(NF Service Consumer provided callback reference)
	POST
	Notify Event Occurrence


6.4.3.2
Resource: EeSubscriptions
6.4.3.2.1
Description

This resource is used to represent subscriptions to notifications.
6.4.3.2.2
Resource Definition

Resource URI: {apiRoot}/nudm-ee/v1/{gpsi}/ee-subscriptions
This resource shall support the resource URI variables defined in table 6.4.3.2.2-1.

Table 6.4.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.4.1

	gpsi
	Represents the Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] subclause 5.9.8)

pattern: "(msisdn-[0-9]{5,15}|ext-id-.+@.+|.+)"


6.4.3.2.3
Resource Standard Methods

6.4.3.2.3.1
POST
This method shall support the URI query parameters specified in table 6.4.3.2.3.1-1.

Table 6.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.4.3.2.3.1-2 and the response data structures and response codes specified in table 6.4.3.2.3.1-3.
Table 6.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	EeSubscription
	M
	1
	The subscription that is to be created


Table 6.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	EeSubscription
	M
	1
	201 Created
	Upon success, a response body containing a representation of the created Individual subscription resource shall be returned.

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	NOTE: 
In addition common data structures as listed in table 6.4.7-1 are supported.


6.4.3.3
Resource: Individual subscription
6.4.3.3.1
Resource Definition

Resource URI: {apiRoot}/nudm-ee/v1/{gpsi}/ee-subscriptions/{subscriptionId}

This resource shall support the resource URI variables defined in table 6.4.3.3.1-1.

Table 6.4.3.3.1-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.1.1

	gpsi
	Represents the Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] subclause 5.9.8)

pattern: "(msisdn-[0-9]{5,15}|ext-id-.+@.+|.+)"

	subscriptionId
	The subscriptionId identifies an individual subscription to notifications. The value is allocated by the UDM during creation of the Subscription resource.


6.4.3.3.1
Resource Standard Methods

6.4.3.3.1.1
DELETE
This method shall support the URI query parameters specified in table 6.4.3.3.1.1-1.

Table 6.4.3.3.1.1-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.4.3.3.1.1-2 and the response data structures and response codes specified in table 6.4.3.3.1.1-3.
Table 6.4.3.3.1.1-2: Data structures supported by the Delete Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	The request body shall be empty.


Table 6.4.3.3.1.1-3: Data structures supported by the DELETE Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.4.7-1 are supported.


6.4.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 
6.4.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.4.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.4.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.4.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.4.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.4.4.2.2-1 and 6.4.4.2.2-2.
Table 6.4.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.4.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.4.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.4.4.2. 

6.4.5
Notifications

6.4.5.1
General
This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
6.4.5.2
Event Occurrence Notification
The POST method shall be used for Event Occurrence Notifications and the URI shall be as provided during the subscription procedure.

Resource URI: {callbackReference} 
Support of URI query parameters is specified in table 6.4.5.2-1.

Table 6.4.5.2-1: URI query parameters supported by the POST method 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


Support of request data structures is specified in table 6.4.5.2-2 and of response data structures and response codes is specified in table 6.4.5.2-3.
Table 6.4.5.2-2: Data structures supported by the POST Request Body 
	Data type
	P
	Cardinality
	Description

	MonitoringReport
	M
	1
	contains information regarding the occurred event


Table 6.2.5.2-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	NOTE: 
In addition common data structures as listed in table 6.1.7-1 are supported.


6.4.5.3
<notification 2>

6.4.6
Data Model

6.4.6.2
General

This subclause specifies the application data model supported by the API.

Editor’s Note:
It is ffs which data types should be specified in 3GPP TS 29.571. 

Table 6.4.6.2-1 specifies the data types defined for the Nudm_EE service API.

Table 6.4.6.1-1: Nudm_EE specific Data Types
	Data type
	Section defined
	Description

	EeSubscription
	6.4.6.2.2
	A subscription to Notifications

	MonitoringConfiguration
	6.4.6.2.3
	Monitoring Configuration

	MonitoringReport
	6.4.6.2.4
	Monitoring Report


Table 6.4.6.1-2 specifies data types re-used by the Nudm_EE service API from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nudm_EE service API. 
Table 6.4.6.1-2: Nudm_EE re-used Data Types
	Data type
	Reference
	Comments

	Uri
	tbd
	Uniform Resource Identifier


6.4.6.2
Structured data types
This subclause will specify the structured data types.
6.4.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.
6.4.6.2.2
Type: EeSubscription
Table 6.4.6.2.2-1: Definition of type EeSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	callbackReference
	Uri
	M
	1
	URI provided by the NF service consumer to receive notifications

	monitoringConfiguration
	MonitoringConfiguration
	M
	1..N
	see subclause 6.4.6.2.3


6.4.6.2.3
Type: MonitoringConfiguration

Table 6.4.6.2.3-1: Definition of type MonitoringConfiguration
	Attribute name
	Data type
	P
	Cardinality
	Description

	eventType
	EventType
	M
	1
	String; see subclause 6.4.6.3.3

	tbd
	
	
	
	


6.4.6.2.4
Type: MonitoringReport

Table 6.4.6.2.4-1: Definition of type MonitoringReport
	Attribute name
	Data type
	P
	Cardinality
	Description

	eventType
	EventType
	M
	1
	String; see subclause 6.4.6.3.3

only the following values are allowed:

"UE_REACHABILITY_FOR_SMS"
"CHANGE_OF_SUPI_PEI_ASSOCIATION"
"ROAMING_STATUS"

	tbd
	
	
	
	


6.4.6.3
Simple data types and enumerations
This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
6.4.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.4.6.3.2
Simple data types 

The simple data types defined in table 6.4.6.3.2-1 shall be supported.

Table 6.4.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	<one simple data type, e.g. boolean, integer, null, number, string>
	


6.4.6.3.3
Enumeration: EventType
Table 6.4.6.3.3-1: Enumeration EventType
	Enumeration value
	Description

	"LOSS_OF_CONNECTIVITY"
	Loss of connectivity

	"UE_REACHABILITY_FOR_DATA"
	UE reachability for data

	"UE_REACHABILITY_FOR_SMS"
	UE reachability for SMS

	"LOCATION_REPORTING"
	Location Reporting

	"CHANGE_OF_SUPI_PEI_ASSOCIATION"
	Change of SUPI-PEI association

	"ROAMING_STATUS"
	Roaming Status

	"COMMUNICATION_FAILURE"
	Communication Failure

	"AVAILABILITY_AFTER_DNN_FAILURE"
	Availability after DNN failure


6.4.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.
6.4.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.4.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.4.3. and 6.4.4. 

Editor's Note:
 A subclause 6.4.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
Annex A (normative):
OpenAPI specification
A.1
General 

This subclause will describe the purpose of the Annex.

A.2
Nudm_SDM API
This clause will contain the OpenAPI 3.0.0 Document for the Nudm_SDM API. 

A.3
Nudm_UECM API

This clause will contain the OpenAPI 3.0.0 Document for the Nudm_SDM API. 

A.4
Nudm_UEAU API

This clause will contain the OpenAPI 3.0.0 Document for the Nudm_UEAU API. 

A.3
Nudm_EE API

This clause will contain the OpenAPI 3.0.0 Document for the Nudm_EE API. 
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