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1. Introduction
<Introduction part (optional)>

2. Reason for Change
This pCR completes the description of the POST method on the resource "ue-authentications"
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.509 v0.3.0.
* * * First Change * * * *
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* * * First Change * * * *

6.1.3.2.3.1
POST 
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	AuthenticationInfo
	M
	1
	contains the UE id (i.e. SUCI or SUPI as specified in 3GPP TS 33.501 [x1]), the serving network name, the number of AVs requested and the access type (3GPP access or non-3GPP access)



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	AuthenticationInfo (FFS)
	M
	1
	201 Created
	

Upon success, if 5G AKA is selected, the response body will contain one or more AVs and if a confirmation is requested a "link" for the AMF to PUT the confirmation. If a confirmation is requested only one AV shall be present. If EAP-AKA' is selected, the response body will contain an EAP-request/AKA'-challenge packet and a "link" for the AMF to POST the EAP response.
The HTTP response shall include a "Location" header that contains the resource URI of the created resource.



Editor's Note: Error handling is FFS
Editor's Note: Data type needs to be define in clause 6.1.6
Editor's Note: it is FFS if the Data type is same in the Request and Response Body
* * * End of Changes * * * *

