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1. Reason for Change
The protocol details on how to activate or deactivate the user plane connection of a PDU session are not specified yet.
The call flows for an N2 handover preparation and execution are specified in subclauses 4.9.1.3.2 and 4.9.1.3.3 of TS 23.502.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v0.3.0.
* * * First Change * * * *

2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6]
3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[x]
3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".

* * * Next Change * * * *

5.2.2.3.4
N2 Handover


5.2.2.3.4.1
General
The hoState attribute of an SM context represents the handover state of the PDU session. The hoState attribute may take the following values:

-
NONE: no handover is in progress for the PDU session;

-
PREPARING: a handover is in preparation for the PDU session; SMF is preparing the N3 tunnel between the target 5G-AN and UPF, i.e. the UPF's F-TEID is assigned for uplink traffic;
-
PREPARED: a handover is prepared for the PDU session; SMF is updated for the N3 tunnel between the target 5G-AN and UPF, with the target 5G-AN's F-TEID to be assigned for downlink traffic upon handover execution;
-
COMPLETED: the handover is completed (successfully);
-
CANCELLED: the handover is cancelled.
5.2.2.3.4.2
N2 Handover Preparation 
The NF Service Consumer (e.g. AMF) shall request the SMF to prepare the handover of an existing PDU session, i.e. prepare the N3 tunnel between the target 5G-AN and UPF, as follows. 
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Figure 5.2.2.3.4.2-1: N2 Handover Preparation

1.
The NF Service Consumer shall request the SMF to prepare the handover of the PDU session by sending a PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
updating the hoState attribute of the individual SM Context resource in the SMF to PREPARING;  

-

target user location (e.g. target TAI or target RAN ID); 

-
Target AMF ID, for a N2 handover with AMF change; 
-
other information, if necessary. 

2.
Upon receipt of such a request, if the SMF can proceed with preparing the handover of the PDU session (see subclause 4.9.1.3 of 3GPP TS 23.501 [2]), the SMF shall set the hoState attribute to PREPARING and shall return a 200 OK response including the following information:

-
hoState attribute set to PREPARING; 

-
N2 SM information to request the target 5G-AN to assign resources to the PDU session (see Handover Preparation procedure in subclause 8.4.1 of 3GPP TS 38.413 [x]), including (among others) the transport layer address and tunnel endpoint of the uplink termination point for the user plane data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic). 

2'.
If the SMF cannot proceed with preparing the handover of the PDU session (e.g. the UE moves into a non-allowed service area), the SMF shall return a 403 Forbidden response, with the following information: 

-
failure cause (i.e. reason for non-acceptance); 

-
hoState attribute set to NONE.  

3.
If the SMF returned a 200 OK response, the NF Service Consumer (e.g. AMF) shall subsequently update the SM context in the SMF by sending PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
hoState attribute set to PREPARED;

-
N2 SM information received from the target 5G-AN, including the transport layer address and tunnel endpoint of the downlink termination point for the user data for this PDU session (i.e. target 5G-AN's GTP-U F-TEID for downlink traffic), if the target 5G-AN succeeded in establishing resources for the PDU session; 

-
N2 SM information including the Cause of the failure, if resources failed to be established for the PDU sessions.  

4.
If the 5G-AN succeeded in establishing resources for the PDU sessions, the SMF shall set the hoState attribute to PREPARED and return a 200 OK response including the following information: 
-
hoState attribute to PREPARED; 

-
N2 SM information containing DL forwarding tunnel information to be sent to the source 5G-AN by the AMF. 
Editor's note: the description of timer in SMF for controlling the setup of the data forwarding tunnels is FFS.
4'.
If the SMF cannot proceed with preparing the handover of the PDU session (e.g. the target 5G-AN failed to establish resources for the PDU session), the SMF shall set the hoState to NONE, release resources reserved for the handover to the target 5G-AN, and return a 403 Forbidden response, with the following information: 

-
failure cause (i.e. reason for non-acceptance); 

-
hoState attribute set to NONE.  

5.2.2.3.4.3
N2 Handover Execution 

The NF Service Consumer (e.g. AMF) shall request the SMF to complete the execution the handover of an existing PDU session, upon being notified by the target 5G-AN that the handover to the target 5G-AN has been successful, as follows. 
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Figure 5.2.2.3.4.3-1: N2 Handover Execution
1.
The NF Service Consumer shall request the SMF to complete the execution of the handover of the PDU session by sending a PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
updating the hoState attribute of the individual SM Context resource in the SMF to COMPLETED;  

-
other information, if necessary. 

2.
Upon receipt of such a request, the SMF shall return a 200 OK response including the following information:

-
hoState attribute set to COMPLETED. 
The SMF shall complete the execution of the handover, e.g. switch the PDU session towards the downlink termination point for the user data received from the target 5G-AN (i.e. target 5G-AN's GTP-U F-TEID for downlink traffic), and set the hoState to NONE.
5.2.2.3.4.4
N2 Handover Cancellation 

The NF Service Consumer (e.g. AMF) shall request the SMF to cancel the handover of an existing PDU session, e.g. upon receipt of such a request from the source 5G-AN, as follows. 
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Figure 5.2.2.3.4.3-1: N2 Handover Cancellation
1.
The NF Service Consumer shall request the SMF to complete the execution of the handover of the PDU session by sending a PATCH request, as specified in subclause 5.2.2.3.1, with the following information: 

-
updating the hoState attribute of the individual SM Context resource in the SMF to CANCELLED;  

-
cause information;
-
other information, if necessary. 

2.
Upon receipt of such a request, the SMF return a 200 OK response including the following information:

-
hoState attribute set to CANCELLED. 

The SMF shall cancel the execution of the handover, e.g. release resources reserved for the handover to the target 5G-AN, and set the hoState to NONE.

* * * Next Change * * * *

6.1.6.2.4
Type: SMContextUpdateData

Table 6.1.6.2.4-1: Definition of type SmContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.

When present, this IE shall contain the permanent equipment identifier.

	amfId
	AmfId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility. 

When present, it shall contain the identifier of the serving AMF.

	anType
	AnType
	C
	0..1
	This IE shall be present upon a change of Access Network Type. 

When present, this IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE location information.

	ueTimeZone
	UeTimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE Time Zone.

	hoState
	HoState
	C
	0..1
	This IE shall be present to request the preparation, execution or cancellation of a handover of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	n1SmContainer
	N1SmContainer
	C
	0..1
	This IE shall be present if N1 SM Information has been received from the UE.

	n2SmContainer
	N2SmContainer
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 

	FFS
	
	
	
	


6.1.6.2.5
Type: SMContextUpdatedData

Table 6.1.6.2.5-1: Definition of type SmContextUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	hoState
	HoState
	C
	0..1
	This IE shall be present if the SMF was requested to prepare, execute or cancel a handover for the PDU session in the corresponding request.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	n1SmContainer
	N1SmContainer
	C
	0..1
	This IE shall be present if N1 SM Information needs to be sent to the UE.

	n2SmContainer
	N2SmContainer
	C
	0..1
	This IE shall be present if N2 SM Information needs to be sent to the AN. 

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.3.3
Enumeration: HoState

The enumeration HoState represents the handover state of a PDU session. It shall comply with the provisions defined in table 6.1.6.3.3-1.
Table 6.1.6.3.3-1: Enumeration HoState
	Enumeration value
	Description

	NONE
	No handover is in progress for the PDU session.

	PREPARING
	A handover is in preparation for the PDU session; see subclause 5.2.2.3.4.1.

	PREPARED
	A handover is prepared for the PDU session; see subclause 5.2.2.3.4.1.

	COMPLETED
	The handover is completed.

	CANCELLED
	The handover is cancelled.


* * * End of Changes * * * *
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