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1. Introduction
<Introduction part (optional)>

2. Reason for Change
This pCR provides the definition of Nnssf_NSSAIAvailablity API
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS29.531.
* * * First Change * * * *

6.2
Nnssf_NSSAIAvailability Service API 


6.2.1
API URI

URIs of this API shall have the following root:

{apiRoot}/{apiName}/{apiVersion}/

where the "apiName" shall be set to "nnssf-nssaiavailability" and the "apiVersion" shall be set to "v1" for the current version of this specification.
6.2.2
Usage of HTTP

6.2.2.1
General
This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.2.2.2
HTTP standard headers
6.2.2.2.1
General

6.2.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.2.2.3
HTTP custom headers
6.2.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.
6.2.3
Resources 

6.2.3.1
Overview
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Figure 6.2.3.1-1: Resource URI structure of the Nnssf_NSSAIAvailability API

Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.2.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NSSAI Availability Collection
	//{apiRoot}/nnssf-nssaiavailability/
v1/nssai-availability/
	PUT
	Updates the NSSF with the S-NSSAIs the AMF supports per TA.

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	NSSAI Availability Notification Callback
	{amfNssaiAvailabilityUrl}
	POST
	The NSSF uses this callback URL to Update the AMF with any S-NSSAIs restricted per TA in the serving PLMN of the UE.


6.2.3.2
Resource: NSSAI Availability Collection
6.2.3.2.1
Description

This resource represents a collection of NSSAI Availability resources generated by the NSSF.
6.2.3.2.2
Resource Definition

Resource URI: //{apiRoot}/nnssf-nssaiavailability/v1/nssai-availability/
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	apiRoot
	See subclause 6.2.1

	
	

	
	


6.2.3.2.3
Resource Standard Methods

6.2.3.2.3.1
PUT
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NssaiAvailabilityData
	M
	1..N
	Representation of the data to be sent to the NSSF to update the NSSF with the S-NSSAIs the AMF supports per TA.

	amfNssaiAvailabilityUrl
	O
	0..1
	URL on which the NSSF may notify any change of NSSAI availability information. See clause 6.2.3.3.


Table 6.2.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	NssaiAvailabilityData
	O
	1..N
	201 Created
	This case represents a successful update of the NSSF with the S-NSSAIs the AMF supports per TA.
If the authorized NSSAI availability (i.e. any S-NSSAIs restricted per TA and per PLMN in the serving PLMN of the UE) is changed, the NSSF shall return a data structure of type "NssaiAvailabilityData" in the response payload body.

	
	
	
	FFS
	


Editor's Note: the description of failure cases is FFS
6.2.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.3.2.4.1
Overview
Table 6.2.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.2.3.2.4.2
Operation: < operation 1 >
This subclause will specify the meaning of the operation applied on the resource. 
6.2.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.2.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.3.2.4.3
Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.1.3.2.4.1.

6.2.3.3
Resource: NSSAI Availability Notification Callback
6.2.3.3.1
Description

This resource represents the callback reference provided by the NF Service Consumer (e.g. AMF) to update the NSSAI availability information. 
6.2.3.2.2
Resource Definition

Resource URI: {amfNssaiAvailabilityUrl}
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	amfNssaiAvailabilityUrl
	Callback reference provided by the AMF during the update of the supported S-NSSAI(s) per TA to the NSSF

	
	

	
	


6.2.3.2.3
Resource Standard Methods

6.2.3.2.3.1
POST
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	NssaiAvailabilityData
	M
	1..N
	Representation of the data to be sent to the AMF to update any S-NSSAIs restricted per TA and per PLMN in the serving PLMN of the UE, authorized by the NSSF in the serving PLMN.


Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	200 OK
	This case represents a successful update of the AMF with any S-NSSAIs restricted per TA and per PLMN in the serving PLMN of the UE. 

	
	
	
	FFS
	


Editor's Note: the description of failure cases is FFS
6.2.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.3.2.4.1
Overview
Table 6.2.3.2.4.1-1: Custom operations
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.2.3.2.4.2
Operation: < operation 1 >
This subclause will specify the meaning of the operation applied on the resource. 
6.2.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.2.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.3.2.4.3
Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.1.3.2.4.1.
6.2.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 
6.2.4.1
Overview
This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.2.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.2.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.2.4.2. 

6.2.5
Notifications

6.2.5.1
General
This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
6.2.5.2
<notification 1>

6.2.5.3
<notification 2>

6.2.6
Data Model

6.2.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.2.6.1-1 specifies the data types defined for the Nnssf_NSSAIAvailability service based interface protocol.

Table 6.2.6.1-1: Nnssf_NSSAIAvailability specific Data Types
	Data type
	Section defined
	Description

	NssaiAvailabilityData
	6.2.6.2.2
	

	RestrictedSNssai
	6.2.6.2.3
	


Table 6.2.6.1-2 specifies data types re-used by the N<NF> service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface. 
Table 6.2.6.1-2: N<NF> re-used Data Types
	Data type
	Reference
	Comments

	
	
	


6.2.6.2
Structured data types
6.2.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.
6.2.6.2.2
Type: NssaiAvailabilityData
Table 6.2.6.2.2-1: Definition of type NssaiAvailabilityData
	Attribute name
	Data type
	P
	Cardinality
	Description

	tai
	Tai
	M
	1
	This IE shall contain the identifier of the Tracking Area

	supportedSNssai
	SingleNssai
	O
	0..N
	This IE shall contain the S-NSSAI(s) supported by the AMF for the TA.

	restrictedSNssai
	RestrictedSNssai
	O
	0..N
	This IE shall contain the restricted S-NSSAI(s) per PLMN for the TA. If the restrictedSNssai is not present, no restricted S-NSSAI is applicable to the TA. When present, this IE shall be included only by the NSSF.


6.2.6.2.3
Type: RestrictedSNssai
Table 6.2.6.2.3-1: Definition of type RestrictedSNssai

	Attribute name
	Data type
	P
	Cardinality
	Description

	homePlmnId
	PlmnId
	M
	1
	This IE shall contain the home PLMN ID of the PLMN with which the serving network has roaming agreement.

	sNssai
	SingleNssai
	O
	0..N
	This IE shall contain restricted S-NSSAI. If the sNssai is not present, no restricted S-NSSAI is applicable to the PLMN ID.


6.2.6.3
Simple data types and enumerations
This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
6.2.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.2.6.3.2
Simple data types 

The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	<one simple data type, e.g. boolean, integer, null, number, string>
	


6.2.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.1.5.3.3-1.

Table 6.2.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


6.2.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.
6.2.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.2.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.2.3. and 6.2.4. 

Editor's Note:
 A subclause 6.2.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
* * * End of Changes * * * *
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