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1. Reason for Change
TR 29.891 is expected to be sent to CT#78 for Approval. This pCR makes a general clean-up of the TR, e.g. removing guidance information, a few empty clauses and a few editor's notes which have either been solved now or which served as guidance information.
It also documents the conclusion earlier agreed on N4 protocol selection in the conclusion section.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v1.1.0.
* * * First Change * * * *



* * * Next Change * * * *

3
Definitions, symbols and abbreviations



3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1], 3GPP TS 23.501 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] or 3GPP TS 23.501 [2].








3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1], 3GPP TS 23.501 [2] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1] or 3GPP TS 23.501 [2].

CRUD
Create, Read, Update and Delete

HOL
Head-of-line
HTTP
Hypertext Transfer Protocol

JSON
JavaScript Object Notation
REST
Representational State Transfer
RPC
Remote procedure call
SCTP
Stream Control Transmission Protocol
TCP
Transmission Control Protocol

UDP
User Datagram Protocol
* * * Next Change * * * *

4
Architecture and Requirements


* * * Next Change * * * *

5
Protocol and procedures for User Plane interfaces


* * * Next Change * * * *

6
Protocols, procedures and services for Control Plane interfaces


* * * Next Change * * * *

6.2.2.1
Solution 1 – Diameter 

6.2.2.1.1
Solution Description

Diameter is an authentication, authorization, and accounting protocol for computer networks. It evolved from and replaces the much less capable RADIUS protocol that preceded it.
The Diameter base protocol is defined by IETF RFC 6733 [25], Diameter applications can extend the base protocol by adding new commands, attributes, or both.
The communication between two diameter peers starts with the establishment of a transport connection (TCP or SCTP). Diameter security is provided by IPsec or TLS/DTLS.

The protocol stack of Diameter is described in Figure 6.2.2.1.1-1.
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Figure 6.2.2.1.1-1: Diameter stack
The message format of Diameter is described in Figure 6.2.2.1.1-2.
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Figure 6.2.2.1.1-2: Diameter message format
The characteristics of Diameter protocol set are as follows:

-
A pure binary formatted protocol, mainly used in mobile network,
-
Session based connection setup and maintenance. Transaction based communication between servers, andprovides stateless and stateful interaction,
-
A peer-to-peer communication model, while supports relay, proxy and redirect agents, and provides mechanisms for policy decision, message routing and session state maintenance,
-
Flexible routing method: both Diameter header and application AVPs can be applied as filters and routing rules,
-
Enhanced extendibility: operators and vendors can define their own commands and AVPs,
-
Reliable transport is provided by the underlying transport protocol, e.g. SCTP (see IETF RFC 4960 [23]),
-
TLS/DTLS/IPSec can be applied to provide a transport level security.
* * * Next Change * * * *

6.3
Void





* * * Next Change * * * *

6.4
Session Management Function Procedures and Services

6.4.1
Requirements


* * * Next Change * * * *













* * * Next Change * * * *

6.5
Access and Mobility Management Function Procedures and Services

6.5.1
Requirements


* * * Next Change * * * *

















* * * Next Change * * * *

6.7
Unified Data Management Services and Operations

6.7.1
Requirements


* * * Next Change * * * *

6.7.1.3
Requirements on Services offered by the UDM to the AMF 




* * * Next Change * * * *

6.7.1.4
Requirements on Services offered by the UDM to the SMF




* * * Next Change * * * *

6.7.1.5
Requirements on Services offered by the UDM to the AUSF




* * * Next Change * * * *

6.7.1.6
Requirements on Services offered by the UDM to the NEF


* * * Next Change * * * *

6.7.1.7
Requirements on Services offered by the UDM to the SMSF


* * * Next Change * * * *

















* * * Next Change * * * *

6.8
Network Function Service Registration, Discovery and Selection

* * * Next Change * * * *

6.8.5.2.2
Evaluation


* * * Next Change * * * *

6.10.1.2
Requirements on Services offered by the UDR 


* * * Next Change * * * *

6.11
Void














* * * Next Change * * * *

7
User Plane Management Procedures over N4

7.1
Requirements


This subclause provides an overview of the stage 2 requirements and procedures for the UPF and the User Plane management over N4 specified in subclauses 5.7.1, 5.8.2, 6.2.3 and A.3.1.3 of 3GPP TS 23.501 [2] and subclause 4.4 of 3GPP TS 23.502 [3]. Refer to these stage 2 references for a comprehensive description of the requirements.

The User Plane Function (UPF) handles the user plane path of PDU sessions. The UPF transmits the PDUs of the PDU session in a single tunnel between 5GC and (R)AN.

The UPF supports the following functionalities:

-
External PDU session point of interconnect to Data Network;
-
Anchor point for Intra-/Inter-RAT mobility (including sending End Marker packets);
-
PDU session type: IPv4, IPv6, Ethernet, Unstructured (type of PDU totally transparent to the 5GS); 

-
support of IPv6 multi-homed PDU session;

-
traffic detection capabilities; 
-
packet routing & forwarding;
-
traffic usage reporting, e.g. allowing SMF support for charging;

-
SDF mapping to QoS Flows;

-
QoS enforcement for user plane, including:

-
packet filtering, gating, UL/DL rate enforcement, UL/DL Session-AMBR enforcement (with the Session-AMBR computed by the UPF over the Averaging window provisioned over N4, see subclause 5.7.3 of 3GPP TS 23.501 [2]), UL/DL Guaranteed Flow Bit Rate (GFBR) enforcement, UL/DL Maximum Flow Bit Rate (MFBR) enforcement, etc;

-
marking packets with the QoS Flow ID (QFI) in an encapsulation header on N3 (the QoS flow is the finest granularity of QoS differentiation in the PDU session);

-
enabling/disabling reflective QoS activation via the User Plane, i.e. marking DL packets with the Reflective QoS Indication (RQI) in the encapsulation header on N3, for DL packets matching a QoS Rule that contains an indication to activate reflective QoS.

-
Downlink packet buffering and downlink data notification triggering;

-
this includes the support and handling of the ARP priority of QoS Flows over the N4 interface, to support priority mechanism (see subclause 5.22 of 3GPP TS 23.501 [2]): 
-
"For a UE that is not configured for priority treatment, upon receiving the "N7 PDU-CAN Session Modification" message from the PCF with an ARP priority level that is entitled for priority use, the SMF sends an "N4 Session Modification Request" to update the ARP for the Signalling QoS Flows, and sends an "N11 SM Request with PDU Session Modification Command" message to the AMF, as specified in clause 4.3.3.2 of TS 23.502 [3].
-
"If an IP packet arrives at the UPF for a UE that is CM-IDLE over a QoS Flow which has an ARP priority level value that is entitled for priority use, delivery of priority indication during the Paging procedure is provided by inclusion of the ARP in the N4 interface "Downlink Data Notification" message, as specified in clause 4.2.3.4 of TS 23.502 [3]."

-
Activation and release of the UP connection of an PDU session, upon UE transition between the CM-IDLE and CM-CONNECTED states (i.e. activation and release of N3 tunnelling towards the access network);
-
Uplink Classifier enforcement to support routing traffic flows to a data network, e.g. based on the destination IP address/Prefix of the UL PDU;
-
Branching Point to support routing of traffic flows of an IPv6 multi-homed PDU session to a data network, based on the source Prefix of the PDU;
-
Lawful intercept;
-
Uplink Traffic verification (SDF to QoS flow mapping, i.e. checking that QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE e.g. when using reflective QoS);
-
Transport level packet marking in the uplink and downlink, e.g. based on 5QI and ARP of the associated QoS flow;

-
Data forwarding between the SMF and the UE or DN, e.g. IP address allocation or DN authorization during the establishment of a PDU session;
For IP PDU session type, the UPF traffic detection capabilities may detect traffic using traffic pattern based on at least any combination of:

-
PDU session;
-
5QI;
-
IP Packet Filter Set, comprising:

-
Source/destination IP address or IPv6 network prefix;
-
Source / destination port number;

-
Protocol ID of the protocol above IP/Next header type;
-
Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask;

-
Flow Label (IPv6);

-
Security parameter index.
-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.
In the IP Packet Filter Set:

-
a value left unspecified in a filter matches any value of the corresponding information in a packet;
-
an IP address or Prefix may be combined with a prefix mask;
-
port numbers may be specified as port ranges.

For Ethernet PDU session type, the SMF may control UPF traffic detection capabilities based on at least any combination of:

-
PDU session;
-
5QI;
-
Ethernet Packet Filter Set, comprising:

-
Source/destination MAC address;

-
EtherType as defined in IEEE 802.3;

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q 

-
Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q

-
IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload.

Packet Filter Set is used in the QoS rules or SDF template to identify a QoS flow. The Packet Filter Set may contain packet filters for the DL direction, the UL direction or packet filters that are applicable to both directions.

* * * Next Change * * * *

8
Interworking with E-UTRAN connected to EPC

8.1
Requirements


* * * Next Change * * * *

8.1.3
Procedure Requirements for the N26 interface 

8.1.3.1
Idle mode mobility from 5GS to EPS in single-registration mode

For idle-mode mobility from 5GC to EPC, the UE performs:

-
a TAU procedure with 4G-GUTI mapped from 5G-GUTI and the MME retrieves the UE's MM and SM context from 5GC, if the UE has a PDU session established or if the UE or the EPC support "attach without PDN connectivity"; 
-
an attach procedure, if the UE is registered without PDU session in 5GC and the UE or the EPC does not support attach without PDN connectivity. 
This requires the support of the following N26 procedure:

-
procedure allowing the MME to request the UE's MM and SM contexts from the AMF, such as the Context Request procedure defined over S10.


8.1.3.2
Idle mode mobility from EPS to 5GS in single-registration mode

For idle-mode mobility from EPC to 5GC, the UE performs registration procedure with 5G-GUTI mapped from 4G-GUTI and the AMF and SMF retrieve the UE's MM and SM context from EPC. 
This requires the support of the following N26 procedure:

-
procedure allowing the AMF to request the UE's MM and SM contexts from the MME, such as the Context Request procedure defined over S10.


* * * Next Change * * * *

8.2
Solution and Protocol Selection


* * * Next Change * * * *

9
Specific Services


9.1
SMS services 


* * * Next Change * * * *

9.1.1.3
Requirements on Services offered by the SMSF to the AMF


* * * Next Change * * * *

















* * * Next Change * * * *

9.2
Public Warning System


* * * Next Change * * * *

9.3
Location services


* * * Next Change * * * *

9.4
IMS support


9.4.1.3
IMS Emergency Service

* * * Next Change * * * *

9.5
Emergency services


* * * Next Change * * * *

9.6
Multimedia Priority Services


* * * Next Change * * * *

9.7
PEI checking


9.7.1
Requirements

9.7.2
Solution and Protocol Selection




* * * Next Change * * * *

9.8
Mission Critical Services


* * * Next Change * * * *





* * * Next Change * * * *

10
Other Aspects


10.1
Numbering, Addressing and Identification in 5G System


* * * Next Change * * * *

10.2
Subscriber data in 5G System


* * * Next Change * * * *

10.3
Network slicing

10.3.1.1
General Requirements

The 5GS network slicing is specified in subclause 5.15 of 3GPP TS 23.501 [2].
A network slice comprises all the resources required to fulfil the service and may include the Core Network control plane and user plane Network Function and the 5G Radio Access Network and the N3IWF functions to the non-3GPP Access Network.
An S-NSSAI (Single Network Slice Selection Assistance information) assists the network in selecting a specific Network Slice instance. The NSSAI is a collection of S-NSSAIs (Single Network Slice Selection Assistance Information). 
When a UE Registers with a PLMN, the UE shall provide to the network in RRC and NAS layer either the Configured-NSSAI, the Accepted NSSAI or sub-set of those, if stored in the UE, for the RAN to sends NAS signalling to the specific AMF. If the UE does not provide any NSSAI (Accepted or Configured) for the selected PLMN in RRC Connection Establishment and in NAS, the RAN sends NAS signalling to a default AMF.
The NSSF shall support the following functionality:

The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE. Based on this information, local configuration, and other locally available information including RAN capabilities in the registration area, the NSSF does the following:

-
Selecting the set of network slice instances serving the UE;

-
Determining the Allowed NSSAI;

-
Determining the AMF Set to be used to serve the UE, or, based on configuration, a list of candidate AMF(s), possibly by querying the NRF;

-
May determine the NRF(s) to be used to select NFs/services within the selected Network Slice instance(s).
The AMF selects an SMF in a network slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies. The selected SMF establishes a PDU session based on S-NSSAI and DNN.
The following CT4 requirements apply:

-
Subscription data in UDM including the S-NSSAI of the Network Slices that the UE subscribes to. 

-
The selection mechanism for initial AMF to select target AMF by querying the NSSF, and the redirect mechanism between initial AMF and the target AMF.

-
The selection mechanism for AMF to select SMF based on the selected network slice instance, DNN and other information e.g. UE subscription and local operator policies. 

-
The selection mechanism for SMF to select UPF based on the selected network slice instance, DNN and other information e.g. UE subscription and local operator policies. 

* * * Next Change * * * *

10.4
Impacts due to Virtualization

* * * Next Change * * * *

10.5
Network Sharing

* * * Next Change * * * *

11
Conclusions and Recommendations

* * * Next Change * * * *

11.4
User Plane Management Procedures over N4

It is concluded to support PFCP on the N4 interface and enhance 3GPP TS 29.244 [7] to support the N4 interface (see subclause 7.4).
* * * Next Change * * * *

11.5
Interworking with E-UTRAN connected to EPC

To keep impacts on legacy MME implementations minimal and help early availability of solutions for 5GC interworking with EPC, it is concluded to define the N26 interface based on the S10 interface as specified in subclause 8.2.1.

The MME selects the AMF, and the AMF selects the MME, using the DNS procedures for MME selection specified in 3GPP TS 29.303 [62]. 

.

The description of the N26 messages will be documented in a new stage 3 specification only containing the information applicable to N26. 
* * * Next Change * * * *

Annex A:
Impacts to Specifications


Editor's Note: Potential specifications impacts on the following topics are FFS: 

-
Location procedures (e.g. interfaces to E-SMLC and GMLC);

-
DSF interfaces;

-
Cell Broadcast Centre interface with the 5G System; 

-
Potential impacts to legacy SMS interfaces, e.g. to retrieve the identity/address of the user's serving SMSF. 
* * * End of Changes * * * *

