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* * * First Change * * * *

1
Scope

The present document specifies the stage 3 of the control plane of the GPRS Tunnelling Protocol, Version 2 for Evolved Packet System interfaces (GTPv2-C).

In this document, unless otherwise specified, the S2a, S2b, S5 and S8 interfaces refer always to the GTP-based S2a, S2b, S5 and S8 interfaces respectively . 

GTPv2-C shall be used across the following EPC signalling interfaces: S2a, S2b, S3, S4, S5, S8, S10, S11 and S16.

GTPv2-C shall be used across the Sm and Sn interfaces for MBMS in EPS.

GTPv2-C based protocols shall also be used across Sv (3GPP TS 29.280 [15]) and S101/S121 (3GPP TS 29.276 [14]) interfaces.
GTPv2-C shall be used across the N26 interface for 5GC (3GPP TS 23.501 [x1] and 3GPP TS 23.502 [x2]).
The procedures supported between the TWAN and the PGW on the S2a interface, and between the ePDG and the PGW on the S2b interface are specified in 3GPP TS 23.402 [45]. 
The present document specifies functions, procedures and information which apply to GERAN Iu mode. However, functionality related to GERAN Iu mode is neither maintained nor enhanced.
* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.003: "Numbering, addressing and identification".

[3]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[4]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[5]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[6]
IETF RFC 791 (STD 0005): "Internet Protocol", J. Postel.

[7]
IETF RFC 768 (STD 0006): "User Datagram Protocol", J. Postel.

[8]
3GPP TS 32.251: "Telecommunication Management; Charging Management; Packet Switched (PS) domain charging.

[9]
3GPP TS 32.298: "Telecommunication Management; Charging Management; Charging Data Record (CDR) parameter classification.

[10]
3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)".

[11]
3GPP TS 33.102: "3G security; Security architecture".
[12]
3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture".

[13]
3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".

[14]
3GPP TS 29.276: "3GPP Evolved Packet System (EPS); Optimized handover procedures and protocols between E-UTRAN Access and cdma2000 HRPD Access; Stage 3".

[15]
3GPP TS 29.280: "Evolved Packet System (EPS); 3GPP Sv interface (MME to MSC, and SGSN to MSC) for SRVCC".

[16]
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".

[17]
3GPP TS 23.007: "Restoration procedures".

[18]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management ".

[19]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[20]
3GPP TS 36.414: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 data transport".

[21]
3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".

[22]
3GPP TS 29.118: "Mobility Management Entity (MME) - Visitor Location Register (VLR) SGs interface specification".

[23]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[24]
void

[25]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[26]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunnelling protocols; Stage 3".

[27]
3GPP TS 44.018: "Mobile radio interface layer 3 specification; Radio Resource Control Protocol".

[28]
3GPP TS 48.008: "Mobile Switching Centre - Base Station System (MSC-BSS) interface; Layer 3 specification".

[29]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[30]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General Aspects".

[31]
IETF RFC 1035: "Domain Names - Implementation and Specification".

[32]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".

[33]
3GPP TS 25.413: "UTRAN Iu interface Radio Access Network Application Part (RANAP) signalling".

[34]
3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS protocol (BSSGP)".

[35]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[36]
3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data Record (CDR) transfer".

[37]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[38]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN) ".

[39]
IETF RFC 3588: "Diameter Base Protocol ".
[40]
IETF RFC 4607: "Source-Specific Multicast for IP".

[41]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[42]
3GPP TS 29.010: "Information element mapping between Mobile Station - Base Station System (MS - BSS) and Base Station System ‑ Mobile-services Switching Centre (BSS - MSC); Signalling procedures and the Mobile Application Part (MAP)".
[43]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[44]
3GPP TS 32.423: "Telecommunication management; Subscriber and equipment trace: Trace data definition and management".

[45]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses. 
[46]
3GPP TR 25.999: "HSPA Evolution (FDD)".

[47]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services".
[48]
3GPP TS 23.203: "Policy and charging control architecture; Stage 2".
[49]
ITU-T Recommendation X.691 (07/2002): "Information technology – ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)".

[50]
3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP accesses".
[51]
3GPP TS 23.139: "3GPP system - fixed broadband access network interworking; Stage 2".
[52]
IEEE Std 802.11-2012: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".

[53]
IETF RFC 5905: "Network Time Protocol Version 4: Protocol and Algorithms Specification".

[54]
3GPP TS 32.299: "Telecommunication Management; Charging Management; Diameter charging applications.
[55]
3GPP TS 23.251: " Network Sharing; Architecture and Functional Description".

[56]
3GPP TS 23.271: "Location Services".

[57]
3GPP TS 29.173: "Diameter-based SLh interface for Control Plane LCS".

[58]
IETF RFC 5453: "Reserved IPv6 Interface Identifiers".

[59]
IETF RFC 4776: "Dynamic Host Configuration Protocol (DHCPv4 and DHCPv6) Option for Civic Addresses Configuration Information".

[60]
IETF RFC 3046: "DHCP Relay Agent Information Option".

[61]
3GPP TS 23.380: "IMS Restoration Procedures".
[62]
3GPP TS 22.153: "Multimedia Priority Service".
[63]
3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC)
via non-3GPP access networks; stage 3".
[64]
ITU-T Recommendation E.212: "The international identification plan for mobile terminals and mobile users".
[65]
IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers".

[66]
3GPP TS 24.244: "Wireless LAN control plane protocol for trusted WLAN access to EPC".
[67]
IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".
[68]
3GPP TS 29.273: "3GPP EPS AAA Interfaces".

[69]
3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".
[70]
3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

[71]
3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".
[72]
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[73]
3GPP TS 24.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 3".

[74]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[75]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[76]
3GPP TS 36.323: "Evolved Universal Terrestrial Radio Access (E-UTRA); Packet Data Convergence Protocol (PDCP) specification".

[77]
IETF RFC 4995: "The RObust Header Compression (ROHC) Framework".
[78]
3GPP TS 43.020: "Security related network functions".

[79]
3GPP TS 36.444: "EUTRAN M3 Application Protocol (M3AP)".
[80]
3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes; stage 3".
[x1]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[x2]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
* * * Next Change * * * *

4.1
GTP Tunnel

GTP tunnels are used between two nodes communicating over a GTP based interface, to separate traffic into different communication flows. 

A GTP tunnel is identified in each node with a TEID, an IP address and a UDP port number. The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using GTP-C or S1-MME or Iu-PS messages. The GTPv2 entity communicates to the peer GTPv2 entity the TEID value at which it expects to receive all subsequent control plane messages related to that GTP tunnel via the: 

-
"Sender F-TEID for Control Plane" IE, 

-
"PGW S5/S8/S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface" IE, 
-
"MSC Server Sv TEID for Control Plane" IE,

-
"S3/S16/S10 Address and TEID for Control Plane" IE, or

-
"MME/SGSN Sv TEID for Control Plane" IE.

The criteria defining when the same or different GTP tunnels shall be used between the two nodes differs between the control and the user plane, and also between interfaces.

For the control plane, for each end-point of a GTP-C tunnel:

-
The TEID-C shall be unique per PDN-Connection on GTP based S2a, S2b, S5 and S8 interfaces. The same tunnel shall be shared for the control messages related to all bearers associated to the PDN-Connection. A TEID-C on the S2a/S2b/S5/S8 interface shall be released after all its associated EPS bearers are deleted.
-
There shall be only one pair of TEID-Cs per UE on each of the S3, S10, S16 and the N26 interfaces. The same tunnel shall be shared for the control messages related to the same UE operation. A TEID-C on the S3/S10/S16/N26 interface shall be released after its associated UE context is removed or the UE is detached. For the S3 interface, when ISR is active for the UE, during I-RAT handover between the ISR associated nodes, the existing S3 TEID-C may be re-used or new S3 TEID-C may be allocated. During this scenario, if the node decides to allocate new S3 TEID-C, it shall release its own old S3 TEID-C.
-
There shall be only one pair of TEID-C per UE over the S11 and the S4 interfaces. The same tunnel shall be shared for the control messages related to the same UE operation. A TEID-C on the S11/S4 interface shall be released after all its associated EPS bearers are deleted. 
-
There shall be only one pair of TEID-C per MBMS Bearer Service (i.e. per TMGI and MBMS Flow Identifier, if the MBMS Flow Identifier is provided; or per TMGI, if the MBMS Flow Identifier is not provided) over the Sm and Sn interfaces respectively. The same tunnel shall be shared for the control messages related to the same MBMS Bearer Service. A TEID-C on the Sm/Sn interface shall be released after the MBMS Bearer Session is stopped.
For GTP-U, a TEID-U is used according to 3GPP TS 29.281 [13].

NOTE:
GTP-U is based on GTP version 1 (GTPv1).

* * * Next Change * * * *

5.5.2
Conditions for sending TEID=0 in GTPv2-C header
If a peer's TEID is not available, the TEID field still shall be present in the header and its value shall be set to "0" in the following messages:
-
Create Session Request message on S2a/S2b/S5/S8

-
Create Session Request message on S4/S11, if for a given UE, the SGSN/MME has not yet obtained the Control TEID of the SGW.

-
Create Indirect Data Forwarding Tunnel Request message on S4/S11, if the SGW selected by the MME/S4-SGSN for indirect data forwarding is different from the SGW used as anchor.

-
Identification Request/Response messages.

-
Forward Relocation Request message: over S10, S16, N26 interfaces, over S3 interface during I-RAT handover when ISR is not active. 
-
Forward Relocation Request message over S3 interface during I-RAT handover between ISR associated nodes, when ISR is active for the UE, and if the node decides to allocate new S3 TEID-C.
-
Context Request message.

-
Relocation Cancel Request message except for the case where the old SGSN/MME has already been assigned the Tunnel Endpoint Identifier Control Plane of the new SGSN/MME.

-
Relocation Cancel Response message if the new SGSN/MME does not have the Tunnel Endpoint Identifier Control Plane of the old SGSN/MME.

-
Delete PDN Connection Set Request/Response messages.
-
Configuration Transfer Tunnel message.

-
RAN Information Relay message.

-
If a node receives a message and the TEID-C in the GTPv2 header of the received message is not known, it shall respond with "Context not found" Cause in the corresponding response message to the sender, the TEID used in the GTPv2-C header in the response message shall be then set to zero.
-
If a node receives a request message containing protocol error, e.g. Mandatory IE missing, which requires the receiver to reject the message as specified in clause 7.7, it shall reject the request message. For the response message, the node should look up the remote peer’s TEID and accordingly set the GTPv2-C header TEID and the message cause code. As an implementation option, the node may not look up the remote peer’s TEID and set the GTPv2-C header TEID to zero in the response message. However in this case, the cause code shall not be set to "Context not found".

-
MBMS Session Start Request message. 
- 
PGW Restart Notification / PGW Restart Notification Acknowledge messages. 
-
Downlink Data Notification message sent on S11/S4 as part of the Network Triggered Service Restoration procedure (see 3GPP TS 23.007 [17]), and corresponding Downlink Data Notification Acknowledge and Downlink Data Notification Failure Indication if the SGW did not include the Sender F-TEID for Control Plane IE in the Downlink Data Notification message. 
-
Stop Paging Indication message is sent to the the restarted CN node (or another node in the same pool) as part of the Network Triggered Service Restoration procedure with ISR (see 3GPP TS 23.007 [17]).
-
Suspend Notification and Suspend Acknowledge messages: over S16 interface; over S3 interface when ISR is not active.
-
PGW Downlink Triggering Notification message on S5 and S11/S4, PGW Downlink Triggering Acknowledge message on S11/S4, and PGW Downlink Triggering Acknowledge message on S5 if the PGW did not include the Sender F-TEID for Control Plane IE in the PGW Downlink Triggering Notification message.

-
UE Registration Query Request and UE Registration Query Response messages over S3 interface.

NOTE: 
Legacy implementation conforming to earlier versions of this specification can send the Change Notification Request/Response messages on the TEID zero in spite of the peer’s node TEID being available.
* * * Next Change * * * *

6.1.0
Message Type
GTP defines a set of messages between two associated EPC network elements. The messages to be used shall be as defined in Table 6.1-1.

Table 6.1-1: Message types for GTPv2

	Message Type value (Decimal)
	Message
	Reference
	Initial
	Triggered

	0
	Reserved
	
	
	

	1
	Echo Request
	
	X
	

	2
	Echo Response
	
	
	X

	3
	Version Not Supported Indication
	
	
	X

	4 to 16
	Reserved for S101 interface
	TS 29.276 [14]
	
	

	17 to 24
	Reserved for S121 interface
	TS 29.276 [14]
	
	

	25 to 31
	Reserved for Sv interface
	TS 29.280 [15]
	
	

	
	SGSN/MME/ TWAN/ePDG to PGW (S4/S11, S5/S8, S2a, S2b)
	
	
	

	32
	Create Session Request
	
	X
	

	33
	Create Session Response
	
	
	X

	36
	Delete Session Request
	
	X
	

	37
	Delete Session Response
	
	
	X

	
	SGSN/MME/ePDG to PGW (S4/S11, S5/S8, S2b)
	
	
	

	34
	Modify Bearer Request
	
	X
	

	35
	Modify Bearer Response
	
	
	X

	
	MME to PGW (S11, S5/S8)
	
	
	

	40
	Remote UE Report Notification
	
	X
	

	41
	Remote UE Report Acknowledge
	
	
	X

	
	SGSN/MME to PGW (S4/S11, S5/S8)
	
	
	

	38
	Change Notification Request
	
	X
	

	39
	Change Notification Response
	
	
	X

	42 to 63
	For future use
	
	
	

	164
	Resume Notification
	
	X
	

	165
	Resume Acknowledge
	
	
	X

	
	Messages without explicit response
	
	
	

	64
	Modify Bearer Command 

(MME/SGSN/ TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	65
	Modify Bearer Failure Indication 

(PGW to MME/SGSN/ TWAN/ePDG – S5/S8, S11/S4, S2a, S2b)
	
	
	X

	66
	Delete Bearer Command 

(MME/SGSN to PGW – S11/S4, S5/S8)
	
	X
	

	67
	Delete Bearer Failure Indication

(PGW to MME/SGSN – S5/S8, S11/S4))
	
	
	X

	68
	Bearer Resource Command 

(MME/SGSN/TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	69
	Bearer Resource Failure Indication 

(PGW to MME/SGSN/TWAN/ePDG – S5/S8, S11/S4, S2a, S2b)
	
	
	X

	70
	Downlink Data Notification Failure Indication

(SGSN/MME to SGW – S4/S11)
	
	X
	

	71
	Trace Session Activation

(MME/SGSN/ TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	72
	Trace Session Deactivation

(MME/SGSN/ TWAN/ePDG to PGW – S11/S4, S5/S8, S2a, S2b)
	
	X
	

	73
	Stop Paging Indication

(SGW to MME/SGSN – S11/S4)
	
	X
	

	74 to 94
	For future use
	
	
	

	
	PGW to SGSN/MME/ TWAN/ePDG (S5/S8, S4/S11, S2a, S2b)
	
	
	

	95
	Create Bearer Request
	
	X
	X

	96
	Create Bearer Response
	
	
	X

	97
	Update Bearer Request
	
	X
	X

	98
	Update Bearer Response
	
	
	X

	99
	Delete Bearer Request
	
	X
	X

	100
	Delete Bearer Response
	
	
	X

	
	PGW to MME, MME to PGW, SGW to PGW, SGW to MME, PGW to TWAN/ePDG, TWAN/ePDG to PGW (S5/S8, S11, S2a, S2b)
	
	
	

	101
	Delete PDN Connection Set Request
	
	X
	

	102
	Delete PDN Connection Set Response
	
	
	X

	
	PGW to SGSN/MME(S5, S4/S11)
	
	
	

	103
	PGW Downlink Triggering Notification
	
	X
	

	104
	PGW Downlink Triggering Acknowledge
	
	
	X

	105 to 127
	For future use
	
	
	

	
	MME to MME, SGSN to MME, MME to SGSN, SGSN to SGSN, MME to AMF, AMF to MME (S3/S10/S16/N26)
	
	
	

	128
	Identification Request
	
	X
	

	129
	Identification Response
	
	
	X

	130
	Context Request
	
	X
	

	131
	Context Response
	
	
	X

	132
	Context Acknowledge
	
	
	X

	133
	Forward Relocation Request
	
	X
	

	134
	Forward Relocation Response
	
	
	X

	135
	Forward Relocation Complete Notification
	
	X
	

	136
	Forward Relocation Complete Acknowledge
	
	
	X

	137
	Forward Access Context Notification
	
	X
	

	138
	Forward Access Context Acknowledge
	
	
	X

	139
	Relocation Cancel Request
	
	X
	

	140
	Relocation Cancel Response
	
	
	X

	141
	Configuration Transfer Tunnel
	
	X
	

	142 to 148
	For future use
	
	
	

	152
	RAN Information Relay
	
	X
	

	
	SGSN to MME, MME to SGSN (S3)
	
	
	

	149
	Detach Notification
	
	X
	

	150
	Detach Acknowledge
	
	
	X

	151
	CS Paging Indication
	
	X
	

	153
	Alert MME Notification
	
	X
	

	154
	Alert MME Acknowledge
	
	
	X

	155
	UE Activity Notification
	
	X
	

	156
	UE Activity Acknowledge
	
	
	X

	157
	ISR Status Indication
	
	X
	

	158
	UE Registration Query Request
	
	X
	

	159
	UE Registration Query Response
	
	
	X

	
	SGSN/MME to SGW, SGSN to MME (S4/S11/S3)

SGSN to SGSN (S16), SGW to PGW (S5/S8)
	
	
	

	162
	Suspend Notification
	
	X
	

	163
	Suspend Acknowledge
	
	
	X

	
	SGSN/MME to SGW (S4/S11)
	
	
	

	160
	Create Forwarding Tunnel Request
	
	X
	

	161
	Create Forwarding Tunnel Response
	
	
	X

	166
	Create Indirect Data Forwarding Tunnel Request
	
	X
	

	167
	Create Indirect Data Forwarding Tunnel Response
	
	
	X

	168
	Delete Indirect Data Forwarding Tunnel Request
	
	X
	

	169
	Delete Indirect Data Forwarding Tunnel Response
	
	
	X

	170
	Release Access Bearers Request
	
	X
	

	171
	Release Access Bearers Response
	
	
	X

	172 to 175
	For future use
	
	
	

	
	SGW to SGSN/MME (S4/S11)
	
	
	

	176
	Downlink Data Notification
	
	X
	

	177
	Downlink Data Notification Acknowledge
	
	
	X

	179
	PGW Restart Notification
	
	X
	

	180
	PGW Restart Notification Acknowledge
	
	
	X

	
	SGW to SGSN (S4)
	
	
	

	178
	Reserved. Allocated in earlier version of the specification.
	
	
	

	181 to 199
	For future use
	
	
	

	
	SGW to PGW, PGW to SGW (S5/S8)
	
	
	

	200
	Update PDN Connection Set Request
	
	X
	

	201
	Update PDN Connection Set Response
	
	
	X

	202 to 210
	For future use
	
	
	

	
	MME to SGW (S11)
	
	
	

	211
	Modify Access Bearers Request
	
	X
	

	212
	Modify Access Bearers Response
	
	
	X

	213 to 230
	For future use
	
	
	

	
	MBMS GW to MME/SGSN (Sm/Sn)
	
	
	

	231
	MBMS Session Start Request
	
	X
	

	232
	MBMS Session Start Response
	
	
	X

	233
	MBMS Session Update Request
	
	X
	

	234
	MBMS Session Update Response
	
	
	X

	235
	MBMS Session Stop Request
	
	X
	

	236
	MBMS Session Stop Response
	
	
	X

	237 to 239
	For future use
	
	
	

	
	Other
	
	
	

	240 to 247
	Reserved for Sv interface (see also types 25 to 31)
	TS 29.280 [15]
	
	

	248 to 255
	For future use
	
	
	


* * * Next Change * * * *

6.2
Message Granularity

The GTPv2-C messages shall be sent per UE on the S3, S10, S16 and the N26 interfaces.

The GTPv2-C messages shall be sent per PDN-Connection on the S2a, S2b, S4, S11, S5 and S8 interfaces apart from the following exclusion.

The following GTPv2-C messages are sent per UE on the S4 and S11 interfaces:

-
Downlink Data Notification / Acknowledge / Failure Indication;
-
Stop Paging Indication;
-
Delete Indirect Data Forwarding Tunnel Request/Response;
-
Delete Session Request/Response with Scope Indication set to 1 during following procedures with SGW change:

-
Tracking Area Update procedure;
-
Routing Area Update procedure;
-
Handover procedure;
-
SRNS Relocation Cancel Using S4;

-
Inter RAT handover Cancel procedure;

-
S1 based handover cancel procedure;

-
Delete Bearer Request/Response during a TAU/RAU/Handover procedure if the Cause value "ISR deactivation"  is included in the Delete Session Request message, or when it is sent to delete the bearer resources on the other ISR associated CN node if the ISRAI flag is not set in the Modify Bearer Request/Modify Access Bearers Request message.
-
Release Access Bearers Request/Response;
-
Create Indirect Data Forwarding Tunnel Request/Response;
-
Trace Session Activation;
-
Trace Session Deactivation;

-
Create Forwarding Tunnel Request/Response. 
The following GTPv2-C messages are sent per UE on the S11 interface:

-
Modify Access Bearers Request/Response. 
The following GTPv2-C messages are sent per GTP-C entity on the S2a, S2b, S5, S8, and S11 interfaces:
-
Delete PDN Connection Set Request/Response.
The following GTPv2-C messages are sent per GTP-C entity on the S5 and S8 interfaces:
-
Update PDN Connection Set Request/Response.
The following GTPv2-C messages are sent per GTP-C entity on the S4 and S11 interfaces:
-
PGW Restart Notification/Acknowledge.
The following GTPv2-C path management messages are sent per GTP-C entity on all GTPv2-C interfaces:
-
Echo Request/Response;

-
Version Not Supported Indication.
* * * End of Changes * * * *

