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* * * Second Change * * * *

8.15
Bearer Quality of Service (Bearer QoS)

Bearer Quality of Service (Bearer QoS) is transferred via GTP tunnels. The sending entity copies the value part of the Bearer l QoS into the Value field of the Bearer QoS IE.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 80 (decimal)
	

	
	2-3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Spare
	PCI
	PL
	Spare
	PVI
	

	
	6
	Label (QCI)
	

	
	7 to 11
	Maximum bit rate for uplink
	

	
	12 to 16
	Maximum bit rate for downlink
	

	
	17 to 21
	Guaranteed bit rate for uplink
	

	
	22 to 26
	Guaranteed bit rate for downlink
	

	
	27 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.15-1: Bearer Quality of Service (Bearer QoS)

Octet 5 represents the Allocation/Retention Priority (ARP) parameter. The meaning and value range of the parameters within the ARP are defined in 3GPP TS 29.212 [29]. The bits within the ARP octet are:

-
Bit 1 – PVI (Pre-emption Vulnerability): See 3GPP TS 29.212[29], clause 5.3.47 Pre-emption-Vulnerability AVP.

-
Bit 2 – spare

-
Bits 3 to 6 – PL (Priority Level): See 3GPP TS 29.212[29], clause 5.3.45 Priority-Level AVP. PL encodes each priority level defined for the Priority-Level AVP as the binary value of the priority level.

-
Bit 7 – PCI (Pre-emption Capability): See 3GPP TS 29.212[29], clause 5.3.46 Pre-emption-Capability AVP.

-
Bit 8 – spare.

Octet 6 contains the "QCI" value, as specified in 3GPP TS 23.203 [48].
The QCI and the ARP Priority Level within the Bearer QoS may be used to determine the required GTPv2 message priority of a GTP-C message carrying the Bearer QoS.
The UL/DL MBR and GBR fields are encoded as kilobits per second (1 kbps = 1000 bps) in binary value. The UL/DL MBR and GBR fields may require converting values in bits per second to kilobits per second when the UL/DL MBR and GBR values are received from an interface other than GTPv2 interface. If such conversions result in fractions, then the value of UL/DL MBR and GBR fields shall be rounded upwards. For non-GBR bearers, both the UL/DL MBR and GBR should be set to zero. The range of QCI, Maximum bit rate for uplink, Maximum bit rate for downlink, Guaranteed bit rate for uplink and Guaranteed bit rate for downlink are specified in 3GPP TS 36.413 [10].
NOTE:
The encoding in 3GPP TS 24.301 [23] and 3GPP TS 36.413 [10] is different from the encoding within this specification.

* * * Third Change * * * *

8.64
eMLPP Priority

The eMLPP-Priority shall be coded as depicted in Figure 8.64-1. The eMLPP Priority is coded as the value part of the eMLPP-Priority IE defined in 3GPP TS 48.008 [29] (not including 3GPP TS 48.008 IEI and 3GPP TS 48.008 [29] length indicator). 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 134 (decimal)
	

	
	2 to 3
	Length = n 
	

	
	4
	Spare
	Instance
	

	
	5 to (n+4)
	eMLPP-Priority
	


Figure 8.64-1: eMLPP Priority
The eMLPP Priority may be used to determine the required GTPv2 message priority of a GTP-C message carrying this IE.
* * * Fourth Change * * * *

10.X
DSCP

If:

-
GTPv2 entities support using the GTPv2 message priority mechanism as specified in subclause 5.4 and subclause 12.3.9.3.4 for DSCP marking, 

-
the transport network utilizes DSCP marking, and
-
message-dependant DSCP marking is possible for the protocol stack, 

then the DSCP marking as defined by IETF RFC 2474 [xx] shall be set for IP packet carrying this GTPv2 message based on the priority set in the GTP-C message header.

* * * Fifth Change * * * *

12.3.9.3.4
Based on the Message Priority signalled in the GTP-C message

Message prioritization may be performed by an overloaded node, when handling incoming messages during an overloaded condition, based on the relative GTP-C message priority signalled in the GTP-C header (see subclauses 5.4 and 5.5). 

A GTP-C entity shall determine whether to set and use the message priority in GTP-C signalling within the PLMN and/or across the PLMN boundaries, based on operator policy and roaming agreements. The following requirements shall apply if being used.

A sending GTP-C entity shall determine the relative message priority to signal in the message according to the principles specified in subclause 12.3.9.3.1. The QCI and the ARP Priority Level within the Bearer QoS may be used to determine the required GTPv2 message priority of a GTP-C message carrying the Bearer QoS. If the message affects multiple bearers (e.g. Modify Bearer Request), the relative message priority should be determined considering the highest priority ARP among all the bearers. 
A GTP-C entity should set the same message priority in a Triggered message or Triggered Reply message as received in the corresponding Initial message or Triggered message respectively. 
The message priority values sent on intra-network interfaces may differ from the values sent on inter-network interfaces. When messages cross PLMN boundaries, the Message Priority in the GTP-C header may be stripped or modified in these messages. 

NOTE :
This is to take into account that the priority definitions can vary between PLMNs and avoid messages from a foreign PLMN to gain unwarranted preferential treatment.

For incoming GTP-C messages that do not have a message priority in the GTP-C header, the receiving GTP-C entity:

-
shall apply a default priority, if the incoming message is an Initial message; 

-
should apply the message priority sent in the Initial message or Triggered message, if the incoming message is a Triggered or Triggered Reply message (respectively). 

This feature should be supported homogenously across the nodes in the network, otherwise an overloaded node will process initial messages received from the non-supporting nodes according to the default priority while initial messages received from supporting nodes will be processed according to the message priority signalled in the GTP-C message.

* * * End of Changes * * * *

