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1. Introduction

SA2 have replaced the Structured Data Storage network Funktion (SDSF) with the Unified Data Repository (UDR). SA2’s assumption (see Editor’s Note in 23.501 clause 6.2.11) is that the Unified Data Repository is based on the User Data Repository as specified in 3GPP TS 23.335 to allow UDM-FEs, PCF-FEs and Provisioning FEs access to provisioned data where the data format is not standardized. In addition to this, the UDR provides a service based interface (Nudr) to the NEF (and possibly other NFs) allowing access to well defined (data model to be standardized) data e.g. for exposure.
2. Reason for Change

This pCR provides the necessary updated to align with modified architecture with regard to SDSF and UDR. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0:
* * * First Change * * * *

6.1
General
This clause describes the protocols and the overall architecture for the Control Plane interfaces within the 5G Core Network, excluding PCC related interfaces (out of scope of CT4), and excluding the N4 interface which is studied separately in clause 7. 

This covers the following interfaces specified in 3GPP TS 23.501 [2]: 

-
in service-based representation: Namf, Nsmf, Nudm, Nnrf, Nausf, Nnef, Nsmsf, Nudr .
-
in reference point representation: N8, N10, N11, N12, N13, N14, N16, N17, N18,  N20, N21.

* * * Next Change * * * *

6.9
Unstructured Data Storage Function Procedures and Services
6.9.1
Requirements

The 5G system supports "stateless" NFs where the "compute" resource is decoupled from the "storage" resource. When NFs are implemented according to this architecture, they store and retrieve their unstructured data into/from a storage function: the Unstructured Data Storage Function (UDSF).
NOTE 1: 
Unstructured data does not mean the data has no structure but rather that it does not need to be specified by 3GPP CT4. The data of one NF is opaque for the UDSF, for the NFs of a different type (e.g. the AMF is a NF of a different type than the SMF) and for the NFs of the same type but from different vendors.

Figure 6.9.1-1 shows the data storage architecture for unstructured data.
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Figure 6.9.1-1: Data storage architecture for unstructured data from any NF

The requirements to the UDSF function are described below.
Data management requirements:

The NF shall be able to store and retrieve the data with the following basic operations:

-
Create data.

-
Read data.

-
Update data.

-
Delete data.

In addition the solution should support the following capabilities:

-
Transaction integrity.

-
Pessimistic locking.
If multiple instances of the same NF type and same vendor can read and write the same data, the following additional operations should be supported:

-
Subscribe to notifications of data change.
-
Notification of a data change.
Performance requirements:

The UDSF may be used to store data with very different characteristics and with different real time performance requirements ranging from low to very high ones.

The protocol used over N18 shall provide latency as low as possible.
Multiple logical storage spaces:

NFs of the same type and same vendor may need to store different data in different repositories. The UDSF shall support multiple logical storage spaces. Each logical storage unit shall have a unique identifier.
UDSF sharing:

NFs may share a UDSF for storing their respective unstructured data. NFs of the same type and vendor shall have one or more different logical storage spaces and it shall be possible to prevent NFs of another type or another vendor from accessing it. NFs of different types or of different vendors shall use different access keys.

Collocation with UDR:

UDSF may be collocated with the UDR.

Load and overload requirement:

The solution shall support load control mechanisms to allow an automatic distribution of the traffic load amongst the different instances of the UDSF.

The solution shall support overload control mechanisms to protect UDSF instance when they reach a congestion state and to request the NFs to throttle the requests sent to the UDSF.

Multiple data consistency levels:

Different NFs may require different data consistency levels.

Editor's note:
whether the consistency level shall be passed over the N18 reference point or used by the NF to select the UDSF and the logical storage space is FFS.

Security requirements:
Transport of messages between the NFs and UDSF should be protected.
Editor's note:
the exact level of protection (encryption and/or integrity protection) is FFS.
NF independent:

The architecture described in Figure 6.9.1-1 is applicable to any NF. The solution shall be independent from the NF type.
* * * Next Change * * * *

6.10
Structured Data Storage Function Procedures and Services
6.10.1
Requirements
6.10.1.1
General

The UDR stores permanent data (Subscription Data, Policy Data) that are subject to provisioning where the data structure need not be standardized, and it stores transient/temporary data that are not subject to provisioning where the data structure shall be standardize.
As depicted in Figure 6.10.1-1, the 5G system architecture allows any NF (Provisioning-FE, UDM-FE, PCF-FE, NEF-FE, see 3GPP TS 23.501 [2] figure 4.2.5.2 and 3GPP TS 23.502 [3] table 5.2.11.1-1)  to manage structured data in the UDR using services offered by the UDR via the Nudr service based interface. The UDR belongs to the same PLMN where the NF is located.
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Figure 6.10.1-1: Data storage architecture for structured data
NOTE 1: 
structured data means that the UDR shall be aware of the structure (data model). The data of the NF is not opaque for the UDR. For specific data (e.g. subscription data, authentication data, policy data) the data's structure is not to be standardized and a proprietary data model is used; for other data (e.g. for exposure) the data's structure will be standardized by 3GPP.
NOTE 2:
The UDR can store transient/temporary data for roaming subscribers.
NOTE 3:
There can be multiple UDRs deployed in the network, each of which can serve different kinds of NFs and store data for them, e.g. separate UDRs can be deployed to serve UDM FE, PCF and NEF respectively.
The requirements for the Unified Data Repository Function include all requirements for the User Data Repository as specified in 3GPP TS 23.335 [12]. In addition the following requirements are identified:

Data management requirements:

Same as the UDSF.
Performance requirements:

Same as the UDSF.
Multiple logical storage spaces:

Same as the UDSF.
UDR sharing:

The UDR can be shared by the NEF, the PCF and the UDM.


Collocation with UDSF:

The UDR can be collocated with the UDSF.

Load and overload requirement:

Same as for the UDSF.

Multiple data consistency levels:

Same as UDSF.

Security requirements:
Transport of messages between the NEF, UDM, PCF and UDR can be protected. Client applications should be authenticated.

Data structure requirements:
The structure of the following data stored in the UDR shall be standardized (see 3GPP TS 23.501 [2] clause 4.2.5):
· Packet Flow Descriptions (PFDs) for application detection.
· application request information for multiple UEs 
· structured data for exposure.
NOTE 4:
Standardization of data models for these data are in the scope of CT3


6.10.1.2
Requirements on Services offered by the UDR 

Editor’s Note:
The following sub-clauses describe in short the UDR services offered to the Provisioning-FE (see 3GPP 23.502 [3] table 5.2.11.1-1) and to other NFs (UDM-FE, PCF-FE, NEF, see 3GPP 23.502 [3] table 5.2.11.1-1):


Nudr_User Data Management service

6.10.1.2.1
Nudr_User Data Management Service

This service offered by the UDR to the Provisioning-FE allows the Provisioning-FE to make use of the following service operations:

Create:

The Provisioning-FE inserts a new data record to the UDR.

Delete:

The Provisioning-FE deletes an existing data record from the UDR.

Update:

The Provisioning-FE modifies an existing data record in the UDR.
This service offered by the UDR to the NF allows the NF to make use of the following service operations:

Query:

The NF retrieves data from the UDR.

Subscribe/Un-subscribe:

The NF subscribes/un-subscribes to notifications of data changes at the UDR.

Notify:

The UDR notifies the NF about a data change.


Editor’s Note:
UDR services according to 3GPP TS 23.502 [3] clause 5.2.11 (so far) seem to only cover permanent subscription data (created, updated and deleted by the Provisioning-FE, read and subscribed by/notified to the UDM and the PCF), however, the UDR also stores transient/temporary data not subject to provisioning. It is ffs which NFs create, update and delete transient/temporary data stored at the UDR.
* * * End of Changes * * * *
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