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1. Reason for Change
3GPP CT4 is assessing candidate protocols for the 5G Service Based Architecture. 
Subclause 6.2.2.2 (HTTP solution) contains a few editor's notes requiring further description and assessment of certain aspects. This contribution further details and compares the HTTP versions HTTP/2 vs. HTTP/1.1.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0.
* * * First Change * * * *
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* * * Next Change * * * *

6.2.2.2
Solution 2 – HTTP
6.2.2.2.1
Solution Description

6.2.2.2.1.x1
General

The Hypertext Transfer Protocol (HTTP) is an IETF defined protocol, which provides stateless application-level protocol for distributed, collaborative, hypertext information systems. 

6.2.2.2.1.x2
HTTP/1.1

HTTP/1.1 is specified in IETF RFC 7230 [26], 7231 [x1], 7232 [x2], 7233 [x3], 7234 [x4] and 7235 [x5].
The HTTP/1.1 architecture and routing mechanism are defined in IETF RFC 7230 [26]. 

Few main characteristics of HTTP/1.1 are listed below:

-
Text formatted protocol: text-based framing and text-based HTTP Header; 
-
Text-based or binary-encoded HTTP Body (see subclauses 6.2.2.5 for further description and assessment of candidate protocols for Serialization);
-
supports HTTP Pipelining: an HTTP client can send multiple HTTP requests to an HTTP server within one HTTP/1.1 connection without having to wait for the HTTP responses of the earlier requests; however the HTTP server shall send the responses in the same order as the corresponding requests, which can result in delayed responses if an earlier request cannot be responded yet (known as HOL blocking at HTTP level);
-
practically requires to open multiple TCP connections towards the same server to mitigate the problem of HOL blocking when it is required to send multiple requests to that server;
-
support of forwarding and routing mechanism, such as redirector, proxy;
-
TLS can be applied to provide a transport level security;
-
Extendibility: both HTTP Header and Body can be extended; and
Editor's Note:
Extensibility mechanism is to be addressed.
-
Supporting of Request/Response, Subscription/Notification communication pattern.

Editor's Note:
How to support server-initiated messages is FFS.
6.2.2.2.1.x3
HTTP/2

HTTP/2 is specified in IETF RFC 7540 [15] and 7541 [x6].
HTTP/2 does not obsolete the HTTP/1.1 message syntax. HTTP/1.1 semantics remain unchanged.
Few main characteristics of HTTP/2 are listed below:


-
Binary formatted protocol: binary framing, binary encoded HTTP Header; HTTP/2 sends binary frames, all with the same layout. Binary framing eases implementations figuring out the start and end of frames.
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Figure 6.2.2.2.1.x3-1
HTTP/2 Frame Layout
-
Text-based or binary encoded HTTP Body (like supported by HTTP/1.1,  see subclauses 6.2.2.5 for further description and assessment of candidate protocols for Serialization);
-
Header compression, which enables to encode headers in 1 or 2 octets only (relying on static and/or dynamic tables for header compression);
-
Multiplexed streams: a stream is an independent, bi-directional sequence of frames exchanged between the client and server within an HTTP/2 connection. A single HTTP/2 connection can contain multiple concurrently open streams, with either endpoint interleaving frames from multiple streams this solves the problem of HOL of HTTP/1.1; 
-
one TCP connection per server (a new TCP connection needs to be set up when exhausting the available unused streams ids);
-
Server side initiated push, which allows the server to proactively push information to the client that can be used upon subsequent matching requests from the client; 
-
Stream based transfer with priority and dependency control: each stream has a priority which tells the peer which streams to consider most important in case of resource restraints at the server (e.g. overload); the client can also tell the server which other stream a particular stream depends on, to enable the server to prioritize the completion of the parent stream;
-
Flow control at connection and stream's levels: the HTTP connection and each of its streams have their own advertised flow window that the other end is allowed to send data for. 



6.2.2.2.1.x4
Transport protocol
Many transport layer protocols can be applied to HTTP, such as:
-
TCP/TLS/HTTP: HTTP is in most cases transported using TCP (see IETF RFC 793 [13]), which provides a reliable/security transport;
-
UDP/QUIC/HTTP: QUIC (see IETF draft-ietf-quic-transport [18], IETF draft-ietf-quic-tls [19], IETF draft-ietf-quic-http [20], and IETF draft-ietf-quic-recovery [21]) is a multiplexed and secure transport protocol that runs on top of UDP, while without incurring a dependency on upgrades to middle-boxes.
See subclause 6.2.2.6 for further description and assessment of candidate transport protocols.
6.2.2.2.1.x5
Support of Notifications
6.2.2.2.2
Evaluation
6.2.2.2.2.x1
Comparison of HTTP versions
HTTP/1.1 is widely available but HOL blocking at HTTP level is a major concern for its possible use in the 5GC. This would require 5GC NFs acting as HTTP clients to open numerous concurrent TCP connections towards other 5GC NFs acting as HTTP servers. Text-based framing also results in a more complex and inefficient parsing of HTTP frames. 
HTTP/2 provides higher performances by supporting:

-
the multiplexing of HTTP requests over the same TCP connection without HOL blocking at HTTP level, thus also avoiding the need to open multiple TCP connections towards a same HTTP server;

-
binary framing, which allows easier and more efficient parsing of HTTP frames; 

-
header compression. 

Consequently HTTP/2 shall be used if an HTTP solution is adopted for the SBA protocol. 
6.2.2.2.2.x2
Support of Notifications

6.2.2.2.2.x3
Overall evaluation

See subclause 6.2.2.4 for the overall evaluation of HTTP solution.
* * * End of Changes * * * *
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