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[bookmark: _Toc454284302][bookmark: _Toc454284393]6.7	S-CSCF Assignment
The list of mandatory and optional capabilities received by an I-CSCF from the HSS allows operators to distribute users between S-CSCFs, depending on the different capabilities (e.g. features, role, geographical location) that each S-CSCF may have. Alternatively, an operator has the possibility to steer users to certain S-CSCFs. 
The operator shall define (possibly based on the functionality offered by each S-CSCF installed in the network) the exact meaning of the S-CSCF mandatory and optional capabilities available in his network. It is an operator task to allocate a unique value to represent a single capability (e.g. support of "wildcarded PSI") or a set of capabilities (e.g. support of "alias" and "Shared IFC sets" and "wildcarded PSI") and to use these values to identify capabilities that are mandatory and/or optional to support for a given subscription. It is a configuration task for the operator to ensure that the I-CSCF has a correct record of the capabily values received from the HSS for each S-CSCF available in his network. The I-CSCF and the HSS do not need to know the semantic of these values. This semantic is exclusively an operator issue.
As a first choice, the I-CSCF shall select an S-CSCF that has all the mandatory and optional capabilities for the user. Only if that is not possible shall the I-CSCF apply a ‘best-fit’ algorithm. If more than one S-CSCF is identified that supports all mandatory capabilities the I-CSCF may then consider optional capabilities in selecting a specific S-CSCF. The ‘best-fit’ algorithm is implementation dependent and out of the scope of this specification.
It is the responsibility of the operator to ensure that there are S-CSCFs which have mandatory capabilities indicated by the HSS for any given user. However, configuration errors may occur. If such errors occur and they prevent the I-CSCF from selecting an S-CSCF which meets the mandatory capabilities indicated by the HSS, the I-CSCF shall inform the operator via the O&M subsystem. 
As an alternative to selecting an S-CSCF based on the list of capabilities received from the HSS, it is possible to steer users to certain S-CSCFs. To do this, the operator may include one or more S-CSCF names as part of the capabilities of the user profile. The reason for the selection (e.g. all the users belonging to the same company/group could be in the same S-CSCF to implement a VPN service) and the method of selection are operator issues and out of the scope of this specification. If this alternative is chosen, the HSS shall include Server-Name AVPs in the Server-Capabilities AVP and should not include Mandatory-Capability AVPs or Optional-Capability AVPs in the Server-Capabilities AVP, and the I-CSCF when receiving Server-Name AVPs within the Server-Capabilities AVP shall discard any Mandatory-Capability AVP and any Optional-Capability AVP received within the Server-Capabilities AVP.
The following table is a guideline for operators that records S-CSCF capabilities that need to be supported by an S-CSCF in order to serve a user or a service (identified by a Public User Identity or Public Service Identity), that cannot be served by an S-CSCF which is only compliant to a previous 3GPP release.
Table 6.7: Guidelines for S-CSCF Capabilities
	Capability
	Mandatory or Optional (NOTE 1)
	Description

	Support of "Wildcarded PSI"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of Wildcarded PSIs.

	Support of "OrigUnreg SPT"
	M
	This capability indicates that the assigned S-CSCF shall be able to process iFCs with a Session Case "Originating_Unregistered" received from the HSS in the user profile.

	Support of "OrigCDIV SPT"
	M
	This capability indicates that the assigned S-CSCF shall be able to process iFCs with a Session Case "Originating_CDIV" received from the HSS in the user profile.

	Support of "Shared iFC sets"
	O
	This capability indicates that the assigned S-CSCF may support the "SiFC" feature defined in the 3GPP TS 29.229 [5].

	Support of "Display Name"
	O
	This capability indicates that the assigned S-CSCF may support the handling of "Display Name". The behaviour of the S-CSCF related to this missing data is the same as if the HSS did not send the Display Name. 

	Support of "Alias"
	O
	This capability indicates that the assigned S-CSCF may support the "AliasInd" feature defined in 3GPP TS 29.229 [5].

	Support of  "SIP Digest Authentication"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of SIP Digest Authentication.

	Support of  "NASS Bundled Authentication"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of NASS Bundled Authentication.

	Support of  "Wildcarded IMPUs"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of Wildcarded Public User Identities.

	Support of "Loose-Route "
	M
	This capability indicates that the assigned S-CSCF shall support the loose-route mechanism. 

	[bookmark: _GoBack]Support of "Service Level Trace"
	M
	This capability indicates that the assigned S-CSCF shall support the Service Level Trace mechanism.

	Support of "Priority Service"
	M
	This capability indicates that the S-CSCF shall support a network default pre-configured namespace (e.g. “wps”) and the associated Service Priority Level. See IETF RFC 4412 [22] and 3GPP TS 24.229 [8].

	[bookmark: OLE_LINK2]Support of "Extended Priority "
(NOTE 2)
	M
	This capability indicates that the S-CSCF shall support the Priority Namespaces and their associated Priority Levels. See IETF RFC 4412 [22] and 3GPP TS 24.229 [8].

	Support of "Early IMS Security"
	M
	This capability indicates that the assigned S-CSCF shall support  GIBA.

	Support of "Reference Location"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of reference location as defined in 3GPP TS 23.167 [23].

	Support of "Priviledged-Sender"
	M
	This capability indicates that the S-CSCF shall support priviledged sender. See 3GPP TS 24.229 [8].

	Support of "IMSI"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of the IMSI.

	Support of "Maximum Number of allowed simultaneous registrations"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of maximum number of allowed simultaneous registrations per user as received from the HSS.

	NOTE 1:	Mandatory (M) corresponds to a Mandatory Capability that shall be supported by the assigned S-CSCF for a given user. The I-CSCF shall not select an S-CSCF that does not meet a mandatory capability. The selection of a S-CSCF not supporting this capability would lead to an unspecified network behaviour. 

	Optional (O) corresponds to an Optional Capability that may be supported by the assigned S-CSCF for a given user. The selection of a S-CSCF that would not support this capability will not significantly affect the network behaviour.
NOTE 2: 	Support of "Extended Priority " is backward compatible with continued support of the "Priority Service".
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Annex E (normative):
XML schema for the Cx interface user profile
The file CxDataType_Rel11.xsd, attached to this specification, contains the XML schema for the user profile that is sent over the Cx interface. The user profile XML schema defines that are used in the user profile XML. The data that is allowed to be sent in the user profile may vary depending on the features supported by the Diameter end points, see 3GPP TS 29.229 [5]. The user profile XML schema file is intended to be used by an XML parser. The version of the Cx application sending the user profile XML shall be the same as the version of the sent user profile XML and thus it implies the version of the user profile XML schema to be used to validate it.
Table E.1 describes the data types and the dependencies among them that configure the user profile XML schema.
Table E.1: XML schema for the Cx interface user profile: simple data types
	Data type
	Tag
	Base type
	Comments

	tPriority
	Priority
	integer
	>= 0

	tProfilePartIndicator
	ProfilePartIndicator
	enumerated
	Possible values:
0 (REGISTERED)
1 (UNREGISTERED)

	tSharedIFCSetID
	SharedIFCSetID
	integer
	>= 0

	tGroupID
	Group
	integer
	>= 0

	tRegistrationType
	RegistrationType
	enumerated
	Possible values:
0 (INITIAL_REGISTRATION)
1 (RE-REGISTRATION)
2 (DE-REGISTRATION)

	tDefaultHandling
	DefaultHandling
	enumerated
	Possible values: 
0 (SESSION_CONTINUED)
1 (SESSION_TERMINATED)

	tDirectionOfRequest
	SessionCase
	enumerated
	Possible values: 
0 (ORIGINATING_REGISTERED)
1 TERMINATING_REGISTERED 
2 (TERMINATING_UNREGISTERED)
3 (ORIGINATING_UNREGISTERED)
4 (ORIGINATING_CDIV)

	tPrivateID
	PrivateID
	anyURI
	Syntax described in IETF RFC 2486 [14]

	tSIP_URL
	Identity
	anyURI
	Syntax described in IETF RFC 3261 [11] or 3GPP TS 23003 (See Note 1)

	tTEL_URL
	Identity
	anyURI
	Syntax described in IETF RFC 3966 [15] or 3GPP TS 23003 (See Note 1)

	tIdentity
	Identity
	(union)
	Union of tSIP_URL, and tTEL_URL

	tIdentityType
	IdentityType
	enumerated
	Possible values:
0 (DISTINCT PUBLIC_USER_IDENTITY)
1 (DISTINCT_PSI)
2 (WILDCARDED_PSI) (See Note 2)
3 (NON_DISTINCT_IMPU) (See Note 3)
4 (WILDCARDED_IMPU) (See Note 4)

	tServiceInfo
	ServiceInfo
	string
	

	tString
	RequestURI, Method, Header, Content, Line, AccessType, AccessInfo, AccessValue
	string
	

	tBool
	ConditionTypeCNF, ConditionNegated, BarringIndication
	boolean
	Possible values: 
0 (false)
1 (true)

	tSubscribedMediaProfileId
	SubscribedMediaProfileId
	integer
	>=0

	tDisplayName
	DisplayName
	string
	

	tAliasIdentityGroupID
	AliasIdentityGroupID
	string
	

	tServiceLevelTraceInfo
	ServiceLevelTraceInfo
	string
	Syntax described in clause 14 within IETF draft-dawes-sipping-debug [20]Not used in this release

	tServicePriorityLevel
	ServicePriorityLevel
	enumerated
	Possible values:
0 (Highest priority)
1
2
3
4 (Lowest priority)

	tPriorityNamespace
	PriorityNamespace
	string
	Possible values are those of the namespaces that are defined in IETF RFC 4412 [22] or defined according to the IANA registration procedure described in IETF RFC 4412 [22] for Resource-Priority Namespaces. 

	tPriorityLevel
	PriorityLevel
	string
	Possible values depend on the PriorityNamespace and are specified with the associated namespace that is defined in IETF RFC 4412 [22] or defined according to the IANA registration procedure described in IETF RFC 4412 [22] for Resource-Priority Namespaces 

	tIMSI
	IMSI
	string
	Syntax described in 3GPP TS 23.003 [17]. ASCII encoded according to ANSI X3.4 [26].

	tMaxNumOfAllowedSimultRegistrations
	MaxNumOfAllowedSimultRegistrations
	integer
	>= 1

	NOTE 1:	Only when the “Identity” tag is a Wildcarded Identity the syntax is described in 3GPP TS 23.003. It applies to both WILDCARDED_IMPU and WILDCARDED_PSI.
NOTE 2:	Wildcarded PSI could optionally be included as well in tPublicIdentityExtension.
NOTE 3:	The IMPU is not explicitly provisioned in HSS. In this case, corresponding Wildcarded IMPU is included in tPublicIdentityExtension3.
NOTE 4:	WILDCARDED_IMPU indicates that the content of the identity in the “Identity” tag is a Wildcarded Public User Identity. In this case, Wildcarded IMPU could optionally be included as well in tPublicIdentityExtension3.



Table E.2: XML schema for the Cx interface user profile: complex data types
	Data type
	Tag
	Compound of

	
	
	Tag
	Type
	Cardinality

	tIMSSubscription
	IMSSubscription
	PrivateID
	tPrivateID
	1

	
	
	ServiceProfile
	tServiceProfile
	(1 to n) 

	
	
	Extension
	tIMSSubscriptionExtension
	(0 to 1)

	tIMSSubscriptionExtension
	Extension
	IMSI
	tIMSI
	(0 to 1)

	
	
	Extension
	tIMSSubscriptionExtension2
	(0 to 1)

	tIMSSubscriptionExtension2
	Extension
	ReferenceLocationInformation
	tReferenceLocationInformation
	(0 to n)

	tReferenceLocationInformation
	ReferenceLocationInformation
	AccessType
	tString (NOTE 4)
	(0 to 1)

	
	
	AccessInfo
	tString (NOTE 4)
	(0 to 1)

	
	
	AccessValue
	tString (NOTE 4)
	(0 to 1)

	tServiceProfile
	ServiceProfile
	PublicIdentity
	tPublicIdentity
	(1 to n

	
	
	CoreNetworkServicesAuthorization
	CoreNetworkServicesAuthorization
	(0 to 1

	
	
	InitialFilterCriteria
	tInitialFilterCriteria
	(0 to n)

	
	
	Extension
	tServiceProfileExtension
	[bookmark: OLE_LINK6][bookmark: OLE_LINK7](0 to 1)

	tServiceProfileExtension
	Extension
	SharedIFCSetID
	tSharedIFCSetID
	(0 to n)

	tCoreNetworkServicesAuthorization
	CoreNetworkServicesAuthorization
	SubscribedMediaProfileId
	tSubscribedMediaProfileId
	(0 to 1)

	
	
	Extension
	tCNServicesAuthorizationExtension
	(0 to 1)

	tPublicIdentity
	PublicIdentity
	BarringIndication
	tBool
	(0 to 1)

	
	
	Identity
	tIdentity
	1

	
	
	Extension
	tPublicIdentityExtension
	(0 to 1)

	tInitialFilterCriteria
	InitialFilterCriteria
	Priority
	tPriority
	1

	
	
	TriggerPoint
	tTrigger
	(0 to 1)

	
	
	ApplicationServer
	tApplicationServer
	1

	
	
	ProfilePartIndicator
	tProfilePartIndicator
	(0 to 1)

	tTrigger
	TriggerPoint
	ConditionTypeCNF
	tBool
	1

	
	
	SPT
	tSePoTri
	(1 to n)

	tSePoTri
	SPT
	ConditionNegated
	tBool
	(0 to 1)

	
	
	Group
	tGroupID
	(1 to n

	
	
	Choice of
	RequestURI
	tString
	1

	
	
	
	Method
	tString
	1

	
	
	
	SIPHeader
	tHeader
	1

	
	
	
	SessionCase
	tDirectionOfRequest
	1

	
	
	
	SessionDescription
	tSessionDescription
	1

	
	
	Extension
	tSePoTriExtension
	(0 to 1)

	tSePoTriExtension
	Extension
	RegistrationType
	tRegistrationType
	(0 to 2)

	tHeader
	SIPHeader
	Header
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tSessionDescription
	SessionDescription
	Line
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tApplicationServer
	ApplicationServer
	ServerName
	tSIP_URL
	1

	
	
	DefaultHandling
	tDefaultHandling
	(0 to 1)

	
	
	ServiceInfo
	tServiceInfo
	(0 to 1)

	
	
	Extension
	tApplicationServerExtension
	(0 to 1)

	tApplicationServerExtension
	Extension
	IncludeRegisterRequest
	tIncludeRegisterRequest
	(0 to 1)

	
	
	IncludeRegisterResponse
	tIncludeRegisterResponse
	(0 to 1)

	tIncludeRegisterRequest
	IncludeRegisterRequest
	(NOTE 2)
	(NOTE 2)
	(0 to 1)

	tIncludeRegisterResponse
	tIncludeRegisterResponse
	(NOTE 2)
	(NOTE 2)
	(0 to 1)

	tPublicIdentityExtension
	Extension
	IdentityType
	tIdentityType
	(0 to 1)

	
	
	WildcardedPSI
	anyURI (NOTE 3)
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension2
	(0 to 1)

	tPublicIdentityExtension2
	Extension
	DisplayName
	tDisplayName
	(0 to 1)

	
	
	AliasIdentityGroupID
	tAliasIdentityGroupID
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension3
	(0 to 1)

	tPublicIdentityExtension3
	Extension
	WildcardedIMPU
	anyURI (NOTE 3)
	(0 to 1)

	
	
	ServiceLevelTraceInfo
	tServiceLevelTraceInfo
	(0 to 1)

	
	
	ServicePriorityLevel
	ServicePriorityLevel
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension4
	(0 to 1)

	tPublicIdentityExtension4
	Extension
	ExtendedPriority
	tExtendedPriority
	(0 to n)

	
	
	Extension
	tPublicIdentityExtension5
	(0 to 1)

	tPublicIdentityExtension5
	Extension
	MaxNumOfAllowedSimultRegistrations
	tMaxNumOfAllowedSimultRegistrations
	(0 to 1)

	tExtendedPriority
	ExtendedPriority
	PriorityNamespace
	tPriorityNamespace
	1

	
	
	PriorityLevel
	tPriorityLevel
	1

	tCNServicesAuthorizationExtension
	Extension
	ListOfServiceIds
	tListOfServiceIds
	(0 to 1)

	tListOfServiceIds
	ListOfServiceIds
	ServiceId
	tString
	(0 to n)

	NOTE 1: 	"n" shall be interpreted as non-bounded.
NOTE 2: 	empty cells shall be interpreted as complex XML elements without defined content.
NOTE 3: 	the syntax of Wildcarded Public User Identity and Wildcarded Service Identity shall be as described in 3GPP TS 23.003 [17].
NOTE 4: 	the syntax of AccessType, AccessInfo and AccessValue is as described in 3GPP TS 24.229 [8] for P-Access-Network-Info header fields: AccessType corresponds to the "access-type" field whereas AccessInfo and AccessValue correspond to the type and associated value defined for the "access-info" field.
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