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1. Introduction
CT4 has completed the analysis  for restoration. The agreed solution for partial failure need to be captured in normative work.
2. Reason for Change
Introduce partial failure as concluded in TR 29.844.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 1.1.0.
* * * First Change * * * *

7.3
Message Types

The PFCP message types to be used over the Sxa, Sxb and Sxc reference points are defined in Table 7.3-1.

Table 7.3-1: Message Types

	Message Type value (Decimal)
	Message
	Applicability

	
	
	Sxa
	Sxb
	Sxc

	0
	Reserved
	
	
	

	
	Sx Node related messages
	
	
	

	1
	Sx Heartbeat Request
	X
	X
	X

	2
	Sx Heartbeat Response
	X
	X
	X

	3
	Sx PFD Management Request
	-
	X
	X

	4
	Sx PFD Management Response
	-
	X
	X

	5
	Sx Association Setup Request
	X
	X
	X

	6
	Sx Association Setup Response
	X
	X
	X

	7
	Sx Association Update Request
	X
	X
	X

	8
	Sx Association Update Response
	X
	X
	X

	9
	Sx Association Release Request
	X
	X
	X

	10
	Sx Association Release Response
	X
	X
	X

	11
	Sx Version Not Supported Response
	X
	X
	X

	X1
	Sx Session Set Deletion Request
	X
	X
	-

	X2
	Sx Session Set Deletion Response
	X
	X
	-

	1y to 49
	For future use
	
	
	

	
	Sx Session related messages
	
	
	

	50
	Sx Session Establishment Request
	X
	X
	X

	51
	Sx Session Establishment Response
	X
	X
	X

	52
	Sx Session Modification Request
	X
	X
	X

	53
	Sx Session Modification Response
	X
	X
	X

	54
	Sx Session Deletion Request
	X
	X
	X

	55
	Sx Session Deletion Response
	X
	X
	X

	56
	Sx Session Report Request
	X
	X
	X

	57
	Sx Session Report Response
	X
	X
	X

	58 to 99
	For future use. 
	
	
	

	
	Other messages
	
	
	

	100 to 255 
	For future use
	
	
	


* * * Next Change * * * *

7.4.x
Sx Session Setl Deletion
7.4.x.1
Sx Session Set Deletion Request
The Sx Session Set Deletion Request shall be sent over the Sxa and Sxb interface by the CP function to request the UP function to delete the Sx sessions related to a partial failure.
The Sx Session Set Deletion Request shall be also sent over the Sxa and Sxb interface by the UP function to request the CP function to delete the Sx sessions related to a partial failure.
Table 7.4.x.1-1: Information Elements in a Sx Session Set Deletion Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Node ID
	M
	
	X
	X
	-
	Node ID

	SGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	PGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	SGW-U FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	-
	-
	FQ-CSID

	PGW-U FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID

	TWAN FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID

	ePDG FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	
	X
	-
	FQ-CSID

	MME FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID


7.4.x.2
Sx Session Set Deletion Response
The Sx Session Set Deletion Response shall be sent over the Sxa and Sxb interface by the UP function to the CP function as a reply to the Sx Partial Deletion Request.

Table 7.4.x.2-1: Information Elements in a Sx Partial Deletion Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Cause
	M
	
	X
	X
	-
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to an conditional or mandatory IE missing or faulty.
	X
	X
	-
	Offending IE

	Node ID
	M
	
	X
	X
	-
	Node ID


* * * Next Change * * * *

7.5.2
Sx Session Establishment Request

7.5.2.1
General 
The Sx Session Establishment Request shall be sent over the Sxa, Sxb and Sxc interface by the CP function to establish a new Sx session context in the UP function.

Table 7.5.2.1-1: Information Elements in an Sx Session Establishment Request

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FSEID
	M
	This IE contains the unique identifier allocated by the CP function identifying the session.
	X
	X
	X
	F-SEID

	Create PDR
	M
	This IE shall include one or more PDRs to be associated to the Sx session.
See Table 7.5.2.2-1.
	X
	X
	X
	Create PDR

	Create FAR
	M
	This IE shall include one or more FARs to be associated to the Sx session.
See Table 7.5.2.3-1.
	X
	X
	X
	Create FAR

	Create URR
	C
	This IE shall be present if a measurement action shall be applied to packets matching one or more PDR(s) of this Sx session. 

Several IEs within the same IE type may be present to represent multiple URRs.
See Table 7.5.2.4-1.
	X
	X
	X
	Create URR

	Create QER
	C
	This IE shall be present if a QoS enforcement action shall be applied to packets matching one or more PDR(s) of this Sx session.

Several IEs within the same IE type may be present to represent multiple QERs.
See Table 7.5.2.5-1.
	-
	X
	X
	Create QER

	Create BAR
	O
	When present, this IE shall contain the buffering instructions to be applied by the UP function to any FAR of this Sx session set with the Apply Action requesting the packets to be buffered and with a BAR ID IE referring to this BAR. See table 7.5.2-x.
	X
	-
	-
	Create BAR

	SGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	MME FQ-CSID
	C
	This IE shall be included when received on the S11 interface or on S5/S8 interface according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	PGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	ePDG FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID

	TWAN FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID


Editor’s note: IEs and conditions of IEs are FFS.
* * * Next Change * * * *

7.5.3
Sx Session Establishment Response

7.5.3.1
General
The Sx Session Establishment Response shall be sent over the Sxa, Sxb and Sxc interface by the UP function to the CP function as a reply to the Sx Session Establishment Request.

Table 7.5.3.1-1: Information Elements in a Sx Session Establishment Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Cause
	M
	
	X
	X
	X
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to an conditional or mandatory IE missing or faulty.
	X
	X
	X
	Offending IE

	UP F-SEID
	M
	This IE contains the unique identifier allocated by the UP function identifing the session
	X
	X
	X
	F-SEID

	Created PDR 
	C
	This IE shall be present if the cause is set to "success" and the UP function was requested to allocate the local F-TEID for the PDR. 

When present, this IE shall contain the PDR information associated to the Sx session. There may be several instances of this IE.

See table 7.5.3.2-1.
	X
	X
	-
	Created PDR

	Load Control Information
	O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.

See Table 7.5.3.3-1.
	X
	X
	X
	Load Control Information

	Overload Control Information
	O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.

See Table 7.5.3.4-1.
	X
	X
	X
	Overload Control Information

	SGW-U FQ-CSID
	C
	This IE shall be included by according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	X
	-
	-
	FQ-CSID

	PGW-U FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID


Editor’s note: IEs and conditions of IEs are FFS.
Editor’s note: If the handling of one or more rule cause an error the UP rejects the request and may report the rule(s) which causes the error to be clarified and added. 
* * * Next Change * * * *

7.5.4
Sx Session Modification Request 

7.5.4.1
General
The Sx Session Modification Request is used over the Sxa, Sxb and Sxc interface by the CP function to request the UP function to modify the Sx session.

Table 7.5.4.1-1: Information Elements in a Sx Session Modification Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	CP F-SEID
	C
	This IE shall be present if the CP function decides to change its FSEID for the Sx session. The UP function shall use the new CP F-SEID for subsequent Sx Session related messages for this Sx Session. See Note 2.
	X
	X
	X
	F-SEID

	Remove PDR
	C
	When present, this IE shall contain one or more PDR Rules which are requested to be removed. See Table 7.5.4-8.
	X
	X
	X
	Remove PDR

	Remove FAR
	C
	When present, this IE shall contain one or more FAR Rules which are requested to be removed. See Table 7.5.4-9.
	X
	X
	X
	Remove FAR

	Remove URR
	C
	When present, this shall contain one or more URR Rules which are requested to be removed. See Table 7.5.4-10.
	X
	X
	X
	Remove URR

	Remove QER
	C
	When present, this IE shall contain one or more QER Rules which are requested to be removed. See Table 7.5.4-11.
	-
	X
	X
	Remove QER

	Remove BAR
	C
	When present, this IE shall contain the BAR Rule which is requested to be removed. See Table 7.5.4.y-1.
	X
	-
	-
	Remove BAR

	Create PDR
	C
	This IE shall be present if the CP function requests the UP function to create new PDR(s).
See Table 7.5.2.2-1.
	X
	X
	X
	Create PDR

	Create FAR
	C
	FARs which need to be created. 

See Table 7.5.2.3-1.
	X
	X
	X
	Create FAR

	Create URR
	C
	URRs which need to be created. 

See Table 7.5.2.4-1.
	X
	X
	X
	Create URR

	Create QER
	C
	QERs which need to be created. 

See Table 7.5.2.5-1.
	-
	X
	X
	Create QER

	Create BAR
	C
	This IE shall be present if the CP function requests the UP function to create a new BAR. 
See Table 7.5.2.2-1.
	X
	-
	-
	Create BAR

	Update PDR
	C
	PDRs which need to be modified. 

See Table 7.5.4.6-1.
	X
	X
	X
	Update PDR

	Update FAR
	C
	FARs which need to be modified. 

See Table 7.5.4.7-1.
	X
	X
	X
	Update FAR

	Update URR
	C
	This IE shall be present if URR(s) previously created for the Sx session need to be modified.

Several IEs within the same IE type may be present to represent a list of modified URRs. Previously URRs that are not modified shall not be included. See Table 7.5.4.8-1.
	X
	X
	X
	Update URR

	Update QER
	C
	This IE shall be present if QER(s) previously created for the Sx session need to be modified. 

Several IEs within the same IE type may be present to represent a list of modified QERs. 

Previously created QERs that are not modified shall not be included.
See Table 7.5.4.9-1.
	-
	X
	X
	Update QER

	Update BAR
	C
	This IE shall be present if a BAR previously created for the Sx session needs to be modified. 

A previously created BAR that is not modified shall not be included.
See Table 7.5.4.3-3.
	X
	-
	-
	Update BAR

	SxSMReq-Flags
	C
	This IE shall be included if at least one of the flags is set to 1. 

-
DROBU (Drop Buffered Packets): the CP function shall set this flag if the UP function is requested to drop the packets currently buffered for this Sx session (see NOTE 1). 
	X
	-
	-
	SxSMReq-Flags

	Query URR
	C
	This IE shall be present if the CP function requests immediate usage report(s) to the UP function. 

Several IEs within the same IE type may be present to represent a list of URRs for which an immediate report is requested.
See Table 7.5.4.10-1.
	X
	X
	X
	Query URR

	PGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	SGW-C FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	MME FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	X
	X
	-
	FQ-CSID

	ePDG FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID

	TWAN FQ-CSID
	C
	This IE shall be included according to the requirements in 3GPP TS 23.007 [24].
	-
	X
	-
	FQ-CSID

	NOTE 1:
The CP function may request the UP function to drop the packets currently buffered for the Sx session when using extended buffering of downlink data packets, buffering is performed in the UP function and the DL Data Buffer Expiration Time is handled by the CP function. In this case, when the DL Data Buffer Expiration Time expires, the CP function shall send an Sx Session Modification Request including the DROBU flag (to drop the downlink data packets currently buffered in the UP function) and updating the Apply Action within the FARs of this Sx session to request the UP function to start buffering the downlink data packets with notifying the arrival of subsequent donwlink data packets. See subclause 5.9.3 of 3GPP TS 23.214 [2].

NOTE 2:
When changing the CP F-SEID of an established Sx Session, the CP function shall be able to handle any incoming Sx Session related messages sent by the UP function with the previous CP F-SEID for a duration at least longer than twice the PFCP retransmission timer (N1xT1).


Editor’s note: 
additional and conditions of IEs are FFS.
* * * Next Change * * * *

8.1.2
Information Element Types

A PFCP message may contain several IEs. In order to have forward compatible type definitions for the PFCP IEs, all of them shall be TLV (Type, Length, Value) coded. PFCP IE type values are specified in the Table 8.1.2-1. The last column of this table indicates whether the IE is:

-
Fixed Length: the IE has a fixed set of fields, and a fixed number of octets.

-
Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present.

-
Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
An IE of any of the above types may have a null length as specified in subclause 5.6.3. This shall not be considered as an error by the receiving PFCP entity.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.

Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits. 

Table 8.1.2-1: Information Element Types 

	IE Type value

(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	0
	Reserved
	
	

	1
	Create PDR
	Extendable / Table 7.5.2.2-1
	Not Applicable

	2
	PDI
	Extendable / Table 7.5.2.2-2
	Not Applicable

	3
	Create FAR
	Extendable / Table 7.5.2.3-1
	Not Applicable

	4
	Forwarding Parameters
	Extendable / Table 7.5.2.3-2
	Not Applicable

	5
	Additional Forwarding Parameters
	Extendable / Table 7.5.2.3-3
	Not Applicable

	6
	Create URR
	Extendable / Table 7.5.2.4-1
	Not Applicable

	7
	Create QER
	Extendable /Table 7.5.2.5-1
	Not Applicable

	8
	Created PDR
	Extendable / Table 7.5.3.2-1
	Not Applicable

	9
	Update PDR
	Extendable / Table 7.5.4.2-1
	Not Applicable

	10
	Update FAR
	Extendable / Table 7.5.4.3-1
	Not Applicable

	11
	Update Forwarding Parameters
	Extendable / Table 7.5.4.3-2
	Not Applicable

	12
	Update BAR (Sx Session Report Response)
	Extendable / Table 7.5.9.2-1 
	Not Applicable

	13
	Update URR
	Extendable / Table 7.5.4.4
	Not Applicable

	14
	Update QER
	Extendable / Table 7.5.4.5
	Not Applicable

	15
	Remove PDR
	Extendable / Table 7.5.4.6
	Not Applicable

	16
	Remove FAR
	Extendable / Table 7.5.4.7
	Not Applicable

	17
	Remove URR
	Extendable / Table 7.5.4.8
	Not Applicable

	18
	Remove QER
	Extendable / Table 7.5.4.9
	Not Applicable

	19
	Cause
	Fixed / Subclause 8.2.1
	2

	20
	Source Interface
	Extendable / Subclause 8.2.2
	1

	21
	F-TEID
	Extendable / Subclause 8.2.3
	1/9/21/25

	22
	PDN Instance
	Variable Length / Subclause 8.2.4
	Not Applicable

	23
	SDF Filter
	Extendable / Subclause 8.2.5
	2

	24
	Application ID
	Variable Length / Subclause 8.2.6
	Not Applicable

	25
	Gate Status
	Extendable / Subclause 8.2.7
	1

	26
	MBR
	Extendable / Subclause 8.2.8
	10

	27
	GBR
	Extendable / Subclause 8.2.9
	10

	28
	QER Correlation ID
	Extendable / Subclause 8.2.10
	4

	29
	Precedence
	Extendable / Subclause 8.2.11
	4

	30
	DL Transport Level Marking
	Extendable / Subclause 8.2.12
	2

	31
	Volume Threshold
	Extendable /Subclause 8.2.13
	1

	32
	Time Threshold
	Extendable /Subclause 8.2.14
	4

	33
	Monitoring Time
	Extendable /Subclause 8.2.15
	4

	34
	Subsequent Volume Threshold
	Extendable /Subclause 8.2.16
	1

	35
	Subsequent Time Threshold
	Extendable /Subclause 8.2.17
	4

	36
	Inactivity Detection Time
	Extendable /Subclause 8.2.18
	4

	37
	Reporting Triggers
	Extendable /Subclause 8.2.19
	1

	38
	Redirect Information
	Extendable /Subclause 8.2.20
	(8+a-1)-4

	39
	Report Type
	Extendable / Subclause 8.2.21
	1

	40
	Offending IE
	Fixed / subclause 8.2.22
	2

	41
	Forwarding Policy
	Extendable / Subclause 8.2.23
	

	42
	Destination Interface
	Extendable / Subclause 8.2.24
	1

	43
	UP Function Features
	Extendable / Subclause 8.2.25
	1

	44
	Apply Action
	Extendable / Subclause 8.2.26
	1

	45
	Downlink Data Service Information
	Extendable / Subclause 8.2.27
	1

	46
	Downlink Data Notification Delay
	Extendable / Subclause 8.2.28
	1

	47
	DL Buffering Duration
	Extendable / Subclause 8.2.29
	1

	48
	DL Buffering Suggested Packet Count
	Variable / Subclause 8.2.30
	Not Applicable

	49
	SxSMReq-Flags
	Extendable / Subclause 8.2.31
	1

	50
	SxSRRsp-Flags
	Extendable / Subclause 8.2.32
	1

	51
	Load Control Information
	Extendable / Table 7.5.3.3-1
	Not Applicable

	52
	Sequence Number
	Fixed Length / Subclause 8.2.33
	4

	53
	Metric
	Fixed Length / Subclause 8.2.34
	1

	54
	Overload Control Information
	Extendable / Table 7.5.3.4-1
	Not Applicable

	55
	Timer
	Extendable / Subclause 8.2 35
	1

	56
	Packet Detection Rule ID
	Extendable / Subclause 8.2 36
	2

	57
	F-SEID
	Extendable / Subclause 8.2 37
	9

	58
	Application ID's PFDs
	Extendable / Table 7.4.3.1-2
	Not Applicable

	59
	PFD context
	Extendable / Table 7.4.3.1-3
	Not Applicable

	60
	Node ID
	/ Subclause 8.2.38
	

	61
	PFD contents
	Extendable / Subclause 8.2.39
	2

	62
	Measurement Method
	Extendable / Subclause 8.2.40
	1

	63
	Usage Report Trigger
	Extendable / Subclause 8.2.41
	2

	64
	Measurement Period
	/ Subclause 8.2.42
	

	65
	Active/Inactive Rule
	/ Subclause 8.2.43
	

	66
	Volume Measurement
	/ Subclause 8.2.44
	

	67
	Duration Measurement
	/ Subclause 8.2.45
	

	68
	Application Detection Information
	Extendable / Subclause 7.5.8.3
	

	69
	Time of First Packet
	/ Subclause 8.2.46
	

	70
	Time of Last Packet
	/ Subclause 8.2.47
	

	71
	Final Inactivity Time Threshold
	/ Subclause 8.2.48
	

	72
	Dropped DL Traffic Threshold
	/ Subclause 8.2.49
	

	73
	Final Volume Threshold
	/ Subclause 8.2.50
	

	74
	Final Time Threshold
	/ Subclause 8.2.51
	

	75
	Start Time
	/ Subclause 8.2.52
	

	76
	End Time
	/ Subclause 8.2.53
	

	77
	Query URR
	Extendable / Table 7.5.4.10-1
	Not Applicable

	78
	Usage Report (in Session Modification Response)
	Extendable / Table 7.5.5.2-1
	Not Applicable

	79
	Usage Report (Session Deletion Response)
	Extendable / Table 7.5.7.2-1
	Not Applicable

	80
	Usage Report (Session Report Request)
	Extendable / Table 7.5.8.3-1
	Not Applicable

	81
	URR ID
	Extendable / Subclause 8.2.54
	4

	82
	Linked URR ID
	Extendable / Subclause 8.2.55
	4

	83
	Downlink Data Report
	Extendable / Table 7.5.8.2-1
	Not Applicable

	84
	Outer Header Creation
	Extendable / Subclause 8.2.56
	

	85
	Create BAR
	Extendable / Table 7.5.2.6-1
	Not Applicable

	86
	Update BAR (Session Modification Request)
	Extendable / Table 7.5.4.11-1
	Not Applicable

	87
	Remove BAR
	Extendable / Table 7.5.4.12-1
	Not Applicable

	88
	BAR ID
	Extendable / Subclause 8.2.57
	1

	89
	CP Function Features
	Extendable / Subclause 8.2.58
	1

	90
	Usage Information
	Extendable / Subclause 8.2.59
	1

	91
	Application Instance ID
	Variable Length / Subclause 8.2.60
	Not Applicable

	92
	Flow Information
	Extendable / Subclause 8.2.61
	4

	93
	UE IP Address
	Extendable / Subclause 8.2.62
	5

	94
	Packet Rate
	Extendable / Subclause 8.2.63
	4

	95
	Outer Header Removal
	Extendable / Subclause 8.2.64
	1

	96
	Sx Profile
	Extendable / Subclause 8.2.65
	1

	97
	DL Flow Level Marking
	Extendable / Subclause 8.2.66
	2

	98
	Header Enrichment
	Extendable / Subclause 8.2.67
	q-4

	99
	Error Indication Report
	Extendable / Table 7.5.8.4-1
	Not Applicable

	100
	Measurement Information
	Extendable / Subclause 8.2.68
	1

	y
	FQ-CSID
	Extendable / Subclause 8.2.x
	

	z to 65535
	Spare. For future use.
	
	


* * * Next Change * * * *

8.x
Fully qualified PDN Connection Set Identifier (FQ-CSID)

A fully qualified PDN Connection Set Identifier (FQ-CSID) identifies a set of PDN connections belonging to an arbitrary number of UEs on a SGW-C, PGW-C, SGW-U and PGW-U. The FQ-CSID is used on Sxa and Sxb interfaces. 

The size of CSID is two octets. The FQ-CSID is coded as follows:

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x1 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	FQ-CSID Node-ID Type
	Number of CSIDs= m
	

	
	6 to p
	Node-Address 
	

	
	(p+1) to (p+2)
	First PDN Connection Set Identifier (CSID)
	

	
	(p+3) to (p+4)
	Second PDN Connection Set Identifier (CSID)
	

	
	...
	...
	

	
	q to q+1
	m-th PDN Connection Set Identifier (CSID)
	

	
	(q+2) to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: FQ-CSID

Where Node-ID Type values are:

0
indicates that FQ-CSID Node-ID is a global unicast IPv4 address and p = 9.

1
indicates that FQ-CSID Node-ID is a global unicast IPv6 address and p = 21. 
2
indicates that FQ-CSID Node-ID is a 4 octets long field with a 32 bit value stored in network order, and p= 9. The coding of the field is specified below:

-
Most significant 20 bits are the binary encoded value of (MCC * 1000 + MNC). 

-
Least significant 12 bits is a 12 bit integer assigned by an operator to an MME, SGW-C, SGW-U, PGW-C or PGW-U. Other values of Node-Address Type are reserved. 

Values of Number of CSID other than 1 are only employed in the Sx Session Delete Request.

The node that creates the FQ-CSID, (i.e. SGW-C for SGW-C FQ-CSID, SGW-U for SGW-U FQ-CSID, PGW-C for PGW-C FQ‑CSID and PGW-U for PGW-U FQ‑CSID), is responsible for making sure the Node-ID is globally unique and the CSID value is unique within that node.

* * * End of Changes * * * *

