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*** 1st Change ***

7.3.4
DRMP

The DRMP AVP is of type Enumerated and it is defined in IETF RFC 7944 [8]. This AVP allows the MCPTT User Database and the MCPTT Server to indicate the relative priority of Diameter messages. The DRMP AVP is used to set the DSCP marking for transport of the associated Diameter message.
*** 3rd Change ***

C.1
General

IETF RFC 7944 [8] specifies a Diameter message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter messages. With this information, other Diameter nodes may leverage the relative priority of Diameter messages into routing, resource allocation, set the DSCP marking for transport of the associated Diameter message, and also abatement decisions when overload control is applied.

*** 4th Change ***

C.2.1
General 

The Diameter message priority mechanism is an optional feature.

It is recommended to make use of IETF RFC 7944 [8] over the MCPTT-2 and CSC-13 interfaces of an operator network when the overload control defined in Annex A is applied on these interfaces. If the Diameter message priority mechanism is supported, the DRMP AVP is used to set the DSCP marking for transport of the associated Diameter message.
*** 5th Change ***

C.2.2
MCPTT Server and Configuration Management Server behaviour

When the MCPTT Server and the Configuration Management Server support the Diameter message priority mechanism, the MCPTT Server and the Configuration Management Server shall comply with IETF RFC 7944 [8]. In particular, when priority is required, the MCPTT Server and the Configuration Management Server shall include the DRMP AVP indicating a priority level in the requests it sends, set the DSCP marking for transport of this request, and prioritise received requests according to priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP and set the DSCP marking in the answer to a received request if the priority of the answer is different from the one of the request. When the priority value of the answer is the same as the request, the DSCP marking of the answer shall be set based on the DRMP marking of the request.
Diameter requests related to priority traffic (e.g. MCPTT emergency call) shall contain a DRMP AVP with a high priority of which the level value is operator dependent.

When not-explicitly requested, the inclusion and priority value of the DRMP AVP in Diameter messages are implementation specific.

*** 6th Change ***

C.2.3
MCPTT User Database behaviour

When the MCPTT User Database supports the Diameter message priority mechanism, the MCPTT User Database shall comply with IETF RFC 7944 [8]. In particular, when priority is required, the MCPTT User Database shall include the DRMP AVP indicating a priority level in the requests it sends set the DSCP marking for transport of this request, and prioritise received requests according to priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP and set the DSCP marking in the answer to a received request if the required priority of the answer is different from the one of the request. When the priority value of the answer is the same as the request, the DSCP marking of the answer shall be set based on the DRMP marking of the request.
When not explicitly requested, the inclusion and priority value of the DRMP AVP in Diameter messages are implementation specific.
*** End of Changes ***
