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	Reason for change:
	An AS subscribes to notifications using a User Identity that is used to identify such a subscription and corresponding notification.

This User Identity may be deleted in HSS, if so, corresponding subscription is not valid any longer.

The AS must be aware of that, since it will not receive any longer any notification, but it considers it is subscribed. 
For Subscriptions to any Data Reference other than IMSPublicIdentity, the AS is informed using DeletedIdentities flag:

If Public Identity(ies) are deleted and the AS has subscribed to be notified of changes to IMSPublicIdentity(see table 7.6.1), the class DeletedIdentities shall not be used. If Public Identity(ies) are deleted and the AS has not subscribed to be notified of changes to IMSPublicIdentity but has any other subscription active for the deleted identity(ies), the HSS shall notify the AS of the deletion of the identity(ies) using the class DeletedIdentities.

However, for subscriptions to IMSPublicIdentity (DataRef 10), the AS does not receive this information. One may think, the AS may infer the identity used to subscribe is deleted from the identities returned in the notification, but this is not possible because if an identity is not present it does not mean that this is deleted. On the contrary, depending on the IdentitySet the subscription applies to, the absence of an identity may mean that it is either barred, or unregistered, or it may not even be part of the expected returned set. 

	
	

	Summary of change:
	A new AVP is defined to be optionally included in the PNR message, when the HSS has deleted the corresponding User Identity.
Extra correction:

UDR Flag information element definition is modified to include behavioral description now included in 29.329. Same approach is followed for the new PNR Flag definition.
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	IOT problems.
The AS considers a subscription to IMSPublicIdentity is still valid, but it will not received notifications any longer.
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* * * First Change * * * *

6.1.4
Notifications (Sh-Notif)
This procedure is used between the HSS and the AS. The procedure is invoked by the HSS and is used:

-
To inform the AS of changes in transparent and/or non-transparent data to which the AS has previously subscribed to receive Notifications for, using Sh-Subs-Notif (see 6.1.3).

This procedure is mapped to the commands Push-Notification-Request/Answer in the Diameter application specified in 3GPP TS 29.329 [5]. Tables 6.1.4.1 and 6.1.4.2 detail the involved information elements.

Table 6.1.4.1: Sh-Notif 

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity

(See 7.1)
	User-Identity
	M
	IMS Public User Identity or Public Service Identity or MSISDN for which data has changed.

If the request refers to a Wildcarded PSI, the HSS may include any PSI matching the corresponding Wildcarded PSI in this information element. The AS shall find the corresponding Wildcarded PSI with this information.

See section 7.1 for the content of this AVP.

	Wildcarded PSI (See 7.1A)
	Wildcarded-Public-Identity
	O
	If the request refers to a Wildcarded PSI, the HSS shall include the corresponding Wildcarded PSI in this information element.

If this information element is present, it shall be used by the AS instead of the User Identity to identify the identity affected by the request. If that is the case, the terms User Identity or Public Service Identity in the detailed behaviour refer to the Wildcarded PSI.

If this information element is present, Wildcarded Public User Identity shall not be present.

	Wildcarded Public User Identity (See 7.1B)
	Wildcarded-IMPU
	O
	If the request refers to a Wildcarded Public User Identity, the HSS shall include the corresponding Wildcarded Public User Identity in this information element.

If this information element is present, it shall be used by the AS instead of the User Identity to identify the identity affected by the request. If that is the case, the terms User Identity or Public User Identity in the detailed behaviour refer to the Wildcarded Public User Identity.

If this information element is present, Wildcarded PSI shall not be present.

	Data

(See 7.6)
	User-Data
	M
	Changed data.

	Private Identity

(see 7.6.19)
	User-Name
	C
	Private Identity of the user for whom the data is required.

This information element shall be present only if the associated request included the Private Identity.



	PNR Flags
(see 7.XX)
	PNR-Flags
	O
	This Information Element contains a bit mask. See 7.XX for the meaning of the bits.


Table 6.1.4.2: Sh-Notif Resp

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 7.5)
	Result-Code / Experimental-Result
	M
	Result of the request. 

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for Sh errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.


* * * Next Change * * * *

6.1.4.1
Detailed behaviour

The keys to the updated data are part of the information element User-Data AVP. When data repository is updated Service-Indication and Sequence Number shall also be part of the information element User-Data.

Since authentication pending is a transient state of normally very short duration, notification of an IMS user's state change, to and from the authentication pending state shall not be sent to Application Servers, when the previous state before authentication pending and next state after authentication pending are the same. If the states are different before the authentication pending state is entered and after the authentication pending state is left then notification is sent to the AS of this new state.

If the HSS and AS supports the Notif-Eff feature and if multiple subscriptions to notifications are associated with a Public User Identity, the HSS may combine the notifications for multiple Data References and Service Indications into a single notification message.

If the HSS supports the Update-Eff and Notif-Eff features, the HSS may generate only one notification message to be sent to the AS(s) supporting the Notif-eff feature, grouping the data changes notifications according to the subscribed notifications and the resulting successful achievement of a Sh-Update procedure with multiple repository data instances, from an AS that supports the Update-Eff feature. This notification message may also include other notifications as described with the Notif-Eff feature.

Removal of the subscribed data is indicated with the content of User-Data AVP. The content shall be compliant with the XML-schema defined in Annex D. Removed repository data shall be indicated with RepositoryData element that does not contain ServiceData element. Removed S-CSCF name shall be indicated with empty SCSCFName element. Removed IP Address Secure Binding Information shall be indicated with empty IPv4Addres, or IPv6Prefix and/ or IPv6 interface element respectively. If all iFCs for the user that are relevant for the AS have been removed it shall be indicated with empty IFCs element.

Removal of Public Identity for which the AS has any active subscription other than IMSPublicIdentity (see table 7.6.1) shall be indicated in the DeletedIdentities element. Removal of Public Identity for which the AS has any active subscription for IMSPublicIdentity shall be indicated with the Deleted Subscription indication of the PNR Flags.
If One-Time-Notification AVP was included by the AS in Sh-Subs-Notif, the HSS shall remove the related subscription information after sending Sh-Notif, i.e. no subsequent notifications shall be sent to AS.
Notifications shall include the data updated for the received IMPU/MSISDN and Private Identity (if present).

NOTE:
Data referred to a Private Identity (e.g. IMS Private User Identity) implies that only the data (e.g. UE reachability) specific for that Private Identity is included, regardless of the type of User Identity received (e.g. IMS Public User Identity shared by multiple IMS Private User Identities).

Table 6.1.4.1 details the valid result codes that the AS can return in the response.

Table 6.1.4.1.1: Sh-Notif response valid result codes

	Result-Code AVP value
	Condition

	DIAMETER_SUCCESS
	The request succeeded.

	DIAMETER_ERROR_USER_DATA_NOT_RECOGNIZED
	The request failed. The AS informs the HSS that the received user information contained information, which was not recognized or supported by the AS.

	DIAMETER_ERROR_USER_UNKNOWN
	The request failed because the Public Identity or MSISDN are is not found in the AS. 

	DIAMETER_ERROR_TOO_MUCH_DATA
	The request failed. The AS informs the HSS that it tried to push too much data into the AS.

	DIAMETER_ERROR_NO_SUBSCRIPTION_TO_DATA
	The request failed. The AS informs the HSS that the notification refers to information to which the AS is not subscribed.

	DIAMETER_UNABLE_TO_COMPLY
	The request failed.


If DIAMETER_ERROR_USER_UNKNOWN is received in the Sh-Notif response, the HSS shall remove all of the subscription to notification information subscribed by the AS related to the specific User Identity.
* * * Next Change * * * *

7.20
UDR Flags
This information element carries the following indications (see 3GPP 29.329 [5] for coding details):





Table 7.20/1: UDR Flags

	Name
	Description

	Location-Information-EPS-Supported
	Location Information EPS Supported shall be only applicable if CS Location Information is requested.

It indicates that EPS Location Information may be sent to the AS when CS Location Information is requested.

When set, the HSS shall indicate to the MSC/VLR the support of Location Information EPS.

	RAT-Type-Requested
	RAT Type Requested shall be only applicable if PS or EPS Location Information is requested

When set, it indicates that RAT Type is requested as part of the PS or EPS Location Information.


* * * Next Change * * * *

7.XX
PNR Flags
This information element carries the following indication (see 3GPP 29.329 [5] for coding details):

Table 7.XX/1: PNR Flags

	Name
	Description

	Deleted-Subscription
	Deleted-Subscription shall be only applicable for notification to changes to IMSPublicIdentity. 

When set, it indicates that the Subscription to Notification(s) identified by the User Identity in the PNR message is terminated in the HSS (e.g. when the User Identity is deleted).


* * * End of Changes * * * *
