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1. Introduction
Subclause 4.3.1 of 3GPP TS 23.214 requires support of DL Data Buffering by the SGW. 

The corresponding requirements for the Sxa reference point need to be specified.

2. Reason for Change
Subclause 5.9 of TS 23.214 specifies the stage 2 requirements to support buffering of DL data in the UP function with CUPS. 

The following aspects (some more detailed than the current stage 2 specification) need to be considered for the Sx protocol design:
1) The support of buffering in the UP function is mandatory. The support of buffering in the CP function is optional. Support of buffering in the CP function requires some specific support by the UP function, e.g. support of the Source Interface value "CP side" and the capability to receive buffered DL packets from the CP function with double GTP-U headers removal. Whether the UP function supports buffering in the CP function needs to be signalled to the CP function. 
2) Buffering in CP function is supported by provisioning the UP function with a FAR to forward the DL packets to the CP function. When the UE transitions to the connected state, the SGW-C provisions the UP function with a FAR to forward the DL packets to the RAN node. The SGW-C also forwards any buffered DL packets to the SGW-U to relay them to the UE.
It is FFS whether a mechanism needs to be specified to ensure that the DL data buffered in the CP function are delivered by the SGW-U before any downlink data packet newly received from S5/S8.
3) Buffering in the UP function is supported by activating buffering in the SGW-U via an Sx Session Establishment Request or an Sx Session Modification Request. Buffering in the UP function may be activated for a subset of the PDRs, e.g. to support the establishment or release of a partial set of the radio access bearers for a UE in UTRAN. When the UE transitions to the connected state, the SGW-C provisions the UP function with FAR(s) to forward the DL packets to the RAN node.
The SGW-C decides whether the buffering timers are handled by the SGW-U or by the SGW-C. It is assumed that a UP function may not necessarily support these timers, and consequently, that support of these timers is reported by the UP function to the CP function. 
After starting the buffering, when the first downlink packet arrives for any PDR (i.e. any bearer) for which buffering and notifying to the CP function is required, the SGW-U sends an Sx Session Report Request message to the SGW-C and identifies the PDR(s) (i.e. S5/S8 bearer) on which downlink packets were received. It is assumed here that the UP function sends only one Sx Session Report when downlink packets are received for different PDRs (i.e. on different bearers) of the same Sx session. However, if so, this raises the question on how to trigger the sending a second DDN from the SGW-C to the MME when a downlink packet is received for a bearer with a higher ARP, without the UP function being aware of the ARP (per existing TS 23.214 requirements). This is FFS. 
Delay Downlink Packet Notification

The MME/SGSN may inform the SGW that for all UEs served by the MME/SGSN, the Downlink Packet Data Notification shall be delayed for a period D. If the parameter D is handled by the SGW-U, the SGW-C includes the parameter D in the Sx session establishment for new Sx sessions, in the Sx session modification for Sx sessions which are not in buffering state (when transitioning these sessions to the buffering state), and in the next Sx report ack message for Sx sessions already in buffering state. The SGW-U shall then delay the sending of subsequent Sx reporting upon next DL data arrival.
Extended buffering

The MME/SGSN invoking extended buffering indicates it to the Serving GW in the Downlink Data Notification Ack message, includes a DL Buffering Duration time and optionally a DL Buffering Suggested Packet Count.

If the MME/SGSN included the DL Suggested Packet Count, the SGW-C shall include the DL Suggested Packet Count in the Sx Session Report Response. 

If the DL Data Buffer Expiration Time is handled by the SGW-U, the SGW-C includes it in the Sx Session Report Response and requests the SGW-U to buffer DL data packets. When the SGW-U receives the DL Data Buffer Expiration Time, the SGW-U buffers the DL data packets without reporting the arrival of the first DL data packet until the DL Data Buffer Expiration Time expires. When the DL Data Buffer Expiration Time expires, the SGW-U shall discard the buffered DL packets and shall restart buffering DL data packets with reporting the arrival of the first DL data packet.

If the DL Data Buffer Expiration Time is handled by the SGW-C, the SGW-C requests the SGW-U to buffer the DL data packets without reporting the arrival of the first DL data packet. When the DL Data Buffer Expiration Time expires, the SGW-C requests the SGW-U to drop the buffered data packets and to start buffering the DL data packets with reporting of the arrival of the first DL data packet, via a Sx Session Modification. 

If the DL Suggested Packet Count was included in the request from the SGW-C, the SGW-U buffers the DL data packets up to the number of packets indicated by the DL Suggested Packet Count.
DDN Throttling

The MME/SGSN can request the SGWs to selectively reduce the number of Downlink Data Notification requests it sends for downlink non-priority traffic received for UEs in idle mode according to a throttling factor and for a throttling delay specified in the Downlink Data Notification Ack message.

DDN throttling is performed by the SGW-C. The throttling delay timer and throttling factor are not provided to SGW-U. 

Upon receipt of an Sx Session Report Request notifying the arrival of DL data packets, the SGW-C decides whether or not to send a DDN to MME/SGSN based on the requested throttling factor. The SGW-C may indicate in the Sx Session Report Response whether SGW-U shall discard the buffered packet and may also indicate whether SGW-U shall notify when additional DL packets arrive. 

4) TS 23.214 proposes to encode the Buffering Parameters (Downlink Data Notification Delay, DL Buffering Duration, DL Buffering Suggested Packet Count) within the FAR. However these buffering parameters are applicable to the entire Sx session, i.e. it is not required to support these buffering settings per bearer. Designing these parameters per FAR would add unnecessary complexity to the UP function and signalling overhead over Sxa as all the FARs of the Sx session would need to be updated whenever any of these parameters needs to be modified. It is therefore proposed to handle the Buffering Parameters at the Sx session level, rather than at the FAR level. Protocol extensions to address these issues are FFS.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 v0.3.0.

* * * First Change * * * *
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* * * Next Change * * * *

5.2.1
General

The packet forwarding scenarios supported over the Sx reference points are specified in 3GPP TS 23.214 [2].

The CP function controls the packet processing in the UP function by establishing, modifying or terminating Sx Session contexts and by configuring (i.e. adding, modifying or deleting) PDRs, FARs, QERs and/or URRs per Sx session context, whereby an Sx session context may correspond to an individual PDN connection, a TDF session, or a standalone session not tied to any PDN connection or TDF session used e.g. for forwarding Radius, Diameter or DHCP signalling between the PGW-C and the PDN. 

Each PDR shall contain a PDI, i.e. one or more match fields against which incoming packets will be matched, and may be associated to the following rules providing the set of instructions to apply to packets matching the PDI:

-
one or more FARs, which contain instructions related to the processing of the packets as follows:

-
an Apply Action parameter, which indicates whether the UP function shall forward, drop or buffer the packet with or without notifying the CP function about the arrival of a DL packet;  

-
forwarding and/or buffering parameters, which the UP function shall use if the Apply Action parameter requests the packets to be forwarded or buffered respectively. These parameters may remain configured in the FAR regardless of the Apply Action parameter value, to minimize the changes to the FAR during the transitions of the UE between the idle and connected modes.

NOTE 1:
Buffering refers here to the buffering of the packet in the UP function. The UP function is instructed to forward DL packets to the CP function when applying buffering in the CP function. See subclause 5.3.1.
-
one or more QERs, which contains instructions related to the QoS enforcement of the traffic;

-
one or more URRs, which contains instructions related to traffic measurement and reporting.
Different FARs of a same Sx session may be configured with a different Apply-Action value, e.g. to enable the forwarding of downlink data packets for some PDRs while requesting to buffer downlink data packets for other PDRs.
NOTE 2: This is necessary to establish or release a partial set of radio access bearers in UTRAN. 
Editor's note:
Details on how the CP and UP functions shall handle the QERs and URRs, e.g. when the DL traffic is buffered in the UP or CP function, are FFS.

The same FAR and/or URR may only be associated to one or multiple PDRs of the same Sx session context. 

The same QER may be associated to one or multiple PDRs of the same or multiple Sx session contexts. For instance, the enforcement of APN-AMBR in the PGW-U may be achieved by associating the same QER (via the same QoS Enforcement Rule Correlation ID) to all the PDRs corresponding to the non-GBR bearers of all the UE's PDN connections to the same APN. A QER that is associated to multiple Sx sessions shall be configured, with the same QER contents, in each of these Sx sessions.

On receipt of a packet, the UP function shall perform a lookup of the configured PDRs, starting with the PDRs with the highest precedence and continuing then with PDRs in decreasing order of precedence, until a PDR is found to match the incoming packet. Only the highest precedence PDR matching the packet shall be selected, i.e. the UP function shall stop the PDRs lookup once a matching PDR is found.

A packet matches a PDR if all the match fields of the PDI of the PDR are matching the corresponding packet header fields. If a match field is not included in the PDI, it shall be considered as matching all possible values in the header field of the packet. If the match field is present and does not include a mask, the match field shall be considered as matching the corresponding header field of the packet if it has the same value. If the match field is present and includes a mask (e.g. IP address with a prefix mask, the match field shall be considered as matching the corresponding header field of the packet if it has the same value for the bits which are set in the mask. 
The match fields of the PDI may correspond to outer and/or inner packet header fields, e.g. uplink bearer binding verification in the PGW-U may be achieved by configuring a PDR with the PDI containing the local GTP-U F-TEID (for outer IP packet matching) and the SDF filters of the data flows mapped to the bearer (for inner IP packet matching).

The CP function shall not configure more than one PDR with the same match fields in the PDI (i.e. with the same set of match fields and with the same value). The CP function may configure PDRs with the same value for a subset of the match fields of the PDI but not all. For instance, the CP function may configure two PDRs which differ by having one match field set to a specific value in one PDR and the same match field not included in the other PDR (thus matching any possible value). 

The CP function may configure a PDR with all match fields wildcarded (i.e. all match fields omitted in the PDI) and with the lowest precedence, to control how the UP function shall process packets unmatched by other PDRs. The CP function may configure the UP function to send these packets to the CP function or to drop them. 

The UP function should drop packets unmatched by any PDRs.

The packet processing flow in the UP function is illustrated in Figure 5.2.1-1.
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Figure 5.2.1-1: Packet processing flow in the UP function
At the termination of an Sx session, the UP function shall delete the Sx session context and all the associated non-preconfigured rules. 

NOTE 3:
When a QER is associated to multiple Sx sessions, deleting the QER in one Sx session does not result in deleting the QER in the other Sx sessions to which the QER was also associated. 
* * * Next Change * * * *

5.3
Data Forwarding between the CP and UP functions

5.3.1
General

Forwarding of user plane data between the CP and UP functions may take place as part of the following scenarios (see 3GPP TS 23.214 [2]).

Table 5.3.1-1: Data forwarding scenarios between the CP and UP functions

	
	Scenario description
	Data forwarding direction
	Applicable to

	1
	Forwarding of user-plane packets between the UE and the CP function 
	UP to CP function

CP to UP function
	PGW

	2
	Forwarding of packets between the CP function and the external PDN / SGi 
	UP to CP function

CP to UP function
	PGW

	3
	Forwarding of packets subject to buffering in the CP function
	UP to CP function

CP to UP function
	SGW


Editor's note:
Forwarding of user-plane packets between the UP function and the CP function may also take place for lawful interception (pending SA2/SA3 requirements) and restoration scenarios (pending CT4 conclusions on the restoration study).

Editor's note:
It is FFS how the CP function sends End Marker packets to UP function.

User plane packets shall be forwarded between the CP and UP functions by encapsulating the user plane packets using  GTP-U encapsulation (see 3GPP TS 29.281 [3]). 

For forwarding data from the UP function to the CP function, the CP function shall configure PDR(s) per Sx session context, with the PDI identifying the user plane traffic to forward to the CP and with a FAR set with the Interface Direction "CP function side" and set to perform GTP-U encapsulation and to forward the packets to a GTP-u F-TEID uniquely assigned in the CP function per Sx session and PDR. The CP function shall then identify the PDN connection and the bearer to which the forwarded data belongs by the F-TEID in the header of the encapsulating GTP-U packet.

For forwarding data from the CP function to the UP function, the CP function shall configure one or more PDR(s) per Sx session context, with the PDI set with the Interface Direction "CP function side" and identifying the GTP-u F-TEID uniquely assigned in the UP function per PDR, and with a FAR set to perform GTP-U decapsulation and to forward the packets to the intended destination. URRs and QERs may also be configured.
Editor's note:
It is FFS whether a mechanism is required to ensure that the DL data buffered in the CP function are delivered to the UE by the SGW-U before any downlink data packet newly received over S5/S8.

Sx session contexts may correspond to individual PDN connections, TDF sessions, or standalone sessions not tied to any PDN connection or TDF session used e.g. for forwarding RADIUS, Diameter or DHCP signalling between the PGW-C and the PDN. 

The CP function may establish one Sx-u tunnel per:

-
 bearer of PDN connection e.g. for the data forwarding scenarios 1 and 3;

-
 UP function or PDN e.g. for the data forwarding scenario 2.

* * * Next Change * * * *

7.5.2
Sx Session Establishment Request

The Sx Session Establishment Request shall be sent over the Sxa, Sxb and Sxc interface by the CP function to establish a new Sx session context in the UP function.

Table 7.5.2-1: Information Elements in an Sx Session Establishment Request

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	This IE shall uniquely identify the Sx session in the CP function
	X
	X
	X
	

	Create PDR
	M
	This IE shall include one or more PDRs to be associated to the Sx session.
See Table 7.5.2-2.
	X
	X
	X
	Create PDR

	Create FAR
	M
	This IE shall include one or more FARs to be associated to the Sx session.
See Table 7.5.2-4.
	X
	X
	X
	Create FAR

	Create URR
	C
	This IE shall be present if a measurement action shall be applied to packets matching one or more PDR(s) of  this Sx session. 

Several IEs within the same IE type may be present to represent multiple URRs.
See Table 7.5.2-7.
	X
	X
	X
	Create URR

	Create QER
	C
	This IE shall be present if a QoS enforcement action shall be applied to packets matching one or more PDR(s) of this Sx session.

Several IEs within the same IE type may be present to represent multiple QERs.  

See Table 7.5.2-8.
	-
	X
	X
	Create QER


Editor’s note: IEs and conditions of IEs are FFS.
Editor’s note: It needs to be decided how to structure the session ID. 
It needs to be decided if Session ID should be moved to the message header.
It is FFS how the UP and CP identify uniquely an Sx session.
[…]
Table 7.5.2-4: Create FAR IE within Sx Session Establishment Request
	Octet 1 and 2
	
	Create FAR IE Type = 3 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for that Sx session.
	X
	X
	X
	FAR ID

	Apply Action
	M
	This IE shall indicate the action to apply to the packets, See subclause 5.2.1.
	X
	X
	X
	Apply Action

	Forwarding Parameters
	C
	This IE shall be present when the Apply Action requests the packets to be forwarded. It may be present otherwise. 

When present, it shall contain the forwarding instructions to be applied by the UP function when the Apply Action requests the packets to be forwarded. 

See table 7.5.2-5.
	X
	X
	X
	Forwarding Parameters

	Buffering Parameters
	O
	
When present, this IE shall contain the buffering instructions to be applied by the UP function when the Apply Action requests the packets to be buffered. See table 7.5.2-6.
	X
	-
	-
	Buffering Parameters


Editor’s note: IEs and conditions of IEs are FFS.
Editor's Note: Per existing requirements, the buffering parameters in an SGW are applicable to all the bearers of a PDN connection, i.e. it is not possible to provision different buffering parameters per bearer. Provisioning the Buffering parameters per FAR results in additional complexity to the UP function and signalling overhead over Sxa as all the FARs of the Sx session need then be updated whenever any of these parameters needs to be modified. Protocol extensions to address these issues are FFS. 
[…]
Table 7.5.2-6: Buffering Parameters IE in FAR IE
	Octet 1 and 2
	
	Buffering-Parameters IE Type = 5 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see subclause 8.2.x) and the UP function has to delay the notification to the CP function about the arrival of DL data packets. 
When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	Downlink Data Notification Delay



[…]

* * * Next Change * * * *

7.5.4
Sx Session Modification Request 

The Sx Session Modification Request is used over the Sxa, Sxb and Sxc interface by the CP function to request the UP function to modify the Sx session.

Table 7.5.4-1: Information Elements in a Sx Session Modification Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	
	X
	X
	X
	

	Remove PDR
	C
	This IE when present may contain one ore more PDR Rules which are requested to be removed. See Table 7.5.4-8.
	X
	X
	X
	Remove PDR

	Remove FAR
	C
	This IE when present may contain one or more FAR Rules which are requested to be removed. See Table 7.5.4-9.
	X
	X
	X
	Remove FAR

	Remove URR
	C
	This IE when present may contain one or more URR Rules which are requested to be removed. See Table 7.5.4-10.
	X
	X
	X
	Remove URR

	Remove QER
	C
	This IE when present may contain one or more QER Rules which are requested to be removed. See Table 7.5.4-11.
	-
	X
	X
	Remove QER

	Create PDR
	C
	PDRs which need to be created. 

See Table 7.5.2-2.
	X
	X
	X
	Create PDR

	Create FAR
	C
	FARs which need to be created. 

See Table 7.5.2-4.
	X
	X
	X
	Create FAR

	Create URR
	C
	URRs which need to be created. 

See Table 7.5.2-7.
	X
	X
	X
	Create URR

	Create QER
	C
	QERs which need to be created. 

See Table 7.5.2-8.
	-
	X
	X
	Create QER

	Update PDR
	C
	PDRs which need to be modified. 

See Table 7.5.4-2.
	X
	X
	X
	Update PDR

	Update FAR
	C
	FARs which need to be modified. 

See Table 7.5.4-3.
	X
	X
	X
	Update FAR

	Update URR
	C
	This IE shall be present if URR(s) previously created for the Sx session need to be modified.

Several IEs within the same IE type may be present to represent a list of modified URRs. Previously URRs that are not modified shall not be included.See Table 7.5.4-6.
	X
	X
	X
	Update URR

	Update QER
	C
	This IE shall be present if QER(s) previously created for the Sx session  need to be modified. 

Several IEs within the same IE type may be present to represent a list of modified QERs. 

Previously created QERs that are not modified shall not be included.
See Table 7.5.4-7.
	-
	X
	X
	Update QER

	SxSMReq-Flags
	C
	This IE shall be included if at least one of the flags is set to 1. 

· DROBU (Drop Buffered Packets): the CP function shall set this flag if the UP function is requested to drop the packets currently buffered for this Sx session (see NOTE 1). 
	X
	-
	-
	SxSMReq-Flags

	NOTE 1:
The CP function may request the UP function to drop the packets currently buffered for the Sx session when using extended buffering of downlink data packets, buffering is performed in the UP function and the DL Data Buffer Expiration Time is handled by the CP function. In this case, when the DL Data Buffer Expiration Time expires, the CP function shall send an Sx Session Modification Request including the DROBU flag (to drop the downlink data packets currently buffered in the UP function) and updating the Apply Action within the FARs of this Sx session to request the UP function to start buffering the downlink data packets with notifying the arrival of subsequent donwlink data packets. See subclause 5.9.3 of 3GPP TS 23.214 [2].


Editor’s note: 
additional and conditions of IEs are FFS.
Editor’s note: 
The modification procedure it is assumed that only the delta changes are provided, it need to be clarified how to perform change of values, add new values and cancel values..

Editor’s note: 
It needs to be decided how to structure the session ID. 
It needs to be decided if Session ID should be moved to the message header.
It is FFS how the UP and CP identifying uniquely a session.
[…]
Table 7.5.4-3: Update FAR IE within Sx Session Modification Request 

	Octet 1 and 2
	
	Update FAR IE Type = 10 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	If present, this IE shall identify whether the PDR applies to incoming packets from the access side (i.e. UL traffic), the core side (i.e. DL traffic), or the CP function side (i.e. data forwarded from the CP function).
	X
	X
	X
	FAR ID

	Apply Action
	
	
	
	
	
	Apply Action

	Updated Forwarding parameters
	C
	See table 7.5.4-4.
	X
	X
	X
	Update Forwarding Parameters

	Updated Buffering Parameters
	C
	This IE shall be present if the Buffering Parameters need to be modified. See Table 7.5.4-5. 
	X
	-
	-
	Update Buffering Parameters


Editor’s note: additional IEs and conditions are FFS.
[…]
Table 7.5.4-5: Update Buffering Parameters IE in FAR
	Octet 1 and 2
	
	Update Buffering Parameters IE Type = 12 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see subclause 8.2.x) and the Downlink Data Notification Delay needs to be modified.

When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	Downlink Data Notification Delay


 
[…]
* * * Next Change * * * *

7.5.8
Sx Session Report Request 

The Sx Session Report Request shall be sent over the Sxa, Sxb and Sxc interface by the UP function to report information to the UP function.
Table 7.5.8-1: Information Elements in a Sx Session Report Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	
	X
	X
	X
	

	Report Type
	M
	This IE shall indicate the type of the report.
	X
	X
	X
	Report Type

	Downlink Data Report
	C
	This IE shall be present if the Report Type indicates a Downlink Data Report. 
	X
	-
	-
	Downlink Data Report


Editor's Note: Details on the IEs and conditions are FFS.
Table 7.5.8-x: Downlink Data Report IE within Sx Session Report Request 

	Octet 1 and 2
	
	Downlink Data Report IE Type = xx (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	This IE shall identify the PDR for which downlink data packets have been received at the UP function. 
More than one IE with this type may be included to represent multiple PDRs having received downlink data packets.
	X
	-
	-
	PDR ID

	Downlink Data Service Information
	C
	This IE shall be included for an Sx session with an IP PDN type, if the UP function supports the Paging Policy Differentiation feature (see subclause 4.9 of 3GPP TS 23.401 [y]). 
When present, for each PDR and for each packet that triggers a Downlink Data Notification, the UP function shall copy, into the Paging Policy Indication value within this IE, the value of the DSCP in TOS (IPv4) or TC (IPv6) information received in the IP payload of the GTP-U packet from the PGW (see IETF RFC 2474 [x]).

One IE with this type shall be included per PDR ID reported in the message. When multiple PDR ID IEs are present in the message, the Downlink Data Service Information IEs shall be reported according to the order of the PDR ID IEs.  
	X
	-
	-
	Downlink Data Service Information


* * * Next Change * * * *

7.5.9
Sx Session Report Response
The Sx Session Report Response shall be sent over the Sxa, Sxb and Sxc interface by the CP function to the UP function as a reply to the Sx Session Report Request.

Table 7.5.9-1: Information Elements in a Sx Session Report Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Cause
	M
	
	X
	X
	X
	Cause

	SxSRRsp-Flags
	C
	This IE shall be included if at least one of the flags is set to 1. 
· DROBU (Drop Buffered Packets): the CP function shall set this flag if the UP function needs to drop the packets currently buffered for this Sx session (see NOTE 1). 

	X
	-
	-
	SxSRRsp-Flags

	NOTE 1:
The CP function may request the UP function to drop the packets currently buffered for the Sx session, when buffering is performed in the UP function, upon receipt of an Sx Session Report Request notifying the CP function about the arrival of downlink data packets for which the CP function decides to throttle the corresponding Downlink Data Notification message over S11/S4 and. See subclause 5.9.3 of 3GPP TS 23.214 [2].


Editor's Note: Details on the IEs and conditions are FFS.
Editor's Note: It is FFS how to modify the Buffering Parameters in an Sx Session Report Response message. 
Per existing requirements, the buffering parameters in an SGW are applicable to all the bearers of a PDN connection, i.e. it is not possible to provision different buffering parameters per bearer. Provisioning the Buffering parameters per FAR results in additional complexity to the UP function and signalling overhead over Sxa as all the FARs of the Sx session need then be updated whenever any of these parameters needs to be modified. 
Table 7.5.9-y: Update Buffering Parameters IE in 'FFS'
	Octet 1 and 2
	
	Update Buffering Parameters IE Type = 12 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see subclause 8.2.x) and the Downlink Data Notification Delay needs to be modified.

When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	Downlink Data Notification Delay

	DL Buffering Duration
	C
	This IE shall be present if the UP function indicated support of the DL Buffering Duration parameter (see subclause 8.2.x) and extended buffering of downlink data packet is required in the UP function. 

When present, this IE shall indicate the duration during which the UP function shall buffer the downlink data packets without sending any further notification to the CP function about the arrival of DL data packets.
	X
	-
	-
	DL Buffering Duration

	DL Buffering Suggested Packet Count
	O
	This IE may be present if extended buffering of downlink data packet is required in the UP function. 

When present, this IE shall indicate the maximum number of downlink data packets suggested to be buffered in the UP function.
	X
	-
	-
	DL Buffering Suggested Packet Count

	NOTE 1:
If the Apply Action is set to the value 'Buffer and Notify the CP function' and the DL Buffering Duration is set, the UP function shall not notify the CP function for the duration indicated by the DL Buffering Duration.   


* * * Next Change * * * *

8.1.2
Information Element Types

A PFCP message may contain several IEs. In order to have forward compatible type definitions for the PFCP IEs, all of them shall be TLV (Type, Length, Value) coded. PFCP IE type values are specified in the Table 8.1.2-1. The last column of this table indicates whether the IE is:

-
Fixed Length: the IE has a fixed set of fields, and a fixed number of octets.

-
Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present.

-
Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.

Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits. 

Table 8.1.2-1: Information Element Types 

	IE Type value

(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	x
	Apply Action
	Extendable / 8.2.x
	1

	x
	Downlink Data Service Information
	Extendable / 8.2.x
	1

	x
	Downlink Data Notification Delay
	Extendable / 8.2.x
	1

	x
	DL Buffering Duration
	Extendable / 8.2.x
	1

	x
	DL Buffering Suggested Packet Count
	Variable / 8.2.x
	Not Applicable

	x
	SxSMReq-Flags
	Extendable / 8.2.x
	1

	x
	SxSRRsp-Flags
	Extendable / 8.2.x
	1

	x
	UP Function Features
	Extendable / 8.2.x
	1

	0 to 65535
	Spare. For future use.
	
	


* * * Next Change * * * *

8.2.x
Apply Action
The Apply Action IE indicates whether forwarding, dropping or buffering is to be applied to a packet. It is coded as shown in Figure 8.2.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	Apply Action value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: Apply-Action
The octet 5 shall be encoded as follows:

· Bit 5 to 8 – Spare, for future use and set to zero.
· Bits 1 to 4 indicates the action to be applied to the packets, as specified in Table 8.2.x-1.
Table 8.2.x-1: Apply-Action value 

	Action to be applied to the Data Packet
	Value (Decimal)

	Forward
	0

	Buffer and Notify the CP function
	1

	Buffer without notifying the CP function
	2

	Drop
	3

	For future use. Shall not be sent. If received, shall be interpreted as the value "1".
	4 to 15


8.2.x
Downlink Data Service Information
The Downlink Data Service Information IE is used to carry downlink data service information. It is coded as shown in Figure 8.2.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	PPI
	

	
	m
	Spare
	Paging Policy Indication value
	

	
	p to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: Downlink Data Service Information
The PPI flag in octet 5 indicates whether the Paging Policy Indication value in octet 'm' shall be present. If PPI is set to '1', then the Paging Policy Indication value shall be present. If PPI is set to '0', then octet 'm' shall not be present.

The Paging Policy Indication value, in octet 'm', shall be encoded as the DSCP in TOS (IPv4) or TC (IPv6) information received in the IP payload of the GTP-U packet from the PGW (see IETF RFC 2474 [x]).
8.2.x
Downlink Data Notification Delay
The Downlink Data Notification Delay IE indicates the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about the arrival of the packet. It is coded as depicted in Figure 8.2.x-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Delay Value in integer multiples of 50 millisecs, or zero
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: Downlink Data Notification Delay
Delay Value shall be set to zero in order to clear a previously set delay condition.
8.2.x
DL Buffering Duration
The DL Buffering Duration IE indicates the duration during which the UP function is requested to buffer the downlink data packets. It is coded as shown in figure 8.2.x-1 and table 8.2.x.1

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Timer unit
	Timer value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: DL Buffering Duration 
Table 8.2.x.1: DL Buffering Duration
	Timer value 

Bits 5 to 1 represent the binary coded timer value.

Timer unit 

Bits 6 to 8 defines the timer value unit as follows:

Bits 

8 7 6

0 0 0  value is incremented in multiples of 2 seconds

0 0 1  value is incremented in multiples of 1 minute 

0 1 0  value is incremented in multiples of 10 minutes

0 1 1  value is incremented in multiples of 1 hour

1 0 0  value is incremented in multiples of 10 hours

1 1 1  value indicates that the timer is infinite

Other values shall be interpreted as multiples of 1 minute in this version of the protocol.

Timer unit and Timer value both set to all "zeros" shall be interpreted as an indication that the timer is stopped. 


8.2.x
DL Buffering Suggested Packet Count
The DL Buffering Suggested Packet Count IE indicates the maximum number of downlink data packets suggested to be buffered in the UP function for this Sx session. It is coded as depicted in Figure 8.2.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to n+4
	Packet Count Value
	


Figure 8.2.x-1: DL Buffering Suggested Packet Count
The Packet Count value is encoded with the number of octets defined in the Length field, e.g. when n=2, the range of the Packet Count value is from 0 to 65535. 

The length shall be set to 1 or 2 octets.
8.2.x
SxSMReq-Flags
The SxSMReq-Flags IE indicates flags applicable to the Sx Session Modification Request message. It is coded as depicted in Figure 8.2.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Spare
	DROBU
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: SxSMReq-Flags
The following bits within Octet 5 shall indicate:

-
Bit 2 to 8 – Spare, for future use, shall be set to zero by the sender and discarded by the receiver.

· Bit 1 – DROBU (Drop Buffered Packets): if this bit is set to 1, it indicates that the UP function shall drop all the packets currently buffered for the Sx session, if any, prior to further applying the action specified in the Apply Action value of the FARs.

8.2.x
SxSRRsp-Flags
The SxSRRsp-Flags IE indicates flags applicable to the Sx Session Report Response message. It is coded as depicted in Figure 8.2.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Spare
	DROBU
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: SxSRRsp-Flags
The following bits within Octet 5 shall indicate:

-
Bit 2 to 8 – Spare, for future use, shall be set to zero by the sender and discarded by the receiver.
· Bit 1 – DROBU (Drop Buffered Packets): if this bit is set to 1, it indicates that the UP function shall drop all the packets currently buffered for the Sx session, if any, prior to further applying the action specified in the Apply Action value of the FARs.

8.2.x
UP Function Features
The UP Function Features IE indicates the features supported by the UP function. It is coded as depicted in Figure 8.2.x-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = x (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 
	Supported-Features
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.x-1: UP Function Features
The UP Function Features IE takes the form of a bitmask where each bit set indicates that the corresponding feature is supported. Spare bits shall be ignored by the receiver. The same bitmask is defined for all PFCP interfaces.   
The following table specifies the features defined on PFCP interfaces and the interfaces on which they apply.
Table 8.2.x.1: UP Function Features
	Feature Octet /  Bit
	Feature
	Interface
	Description

	5/1
	BUCP
	Sxa
	Downlink Data Buffering in CP function is supported by the UP function. 


	5/2
	DDND
	Sxa
	The buffering parameter 'Downlink Data Notification Delay' is supported by the UP function. 

	5/3
	DLBD
	Sxa
	The buffering parameter 'DL Buffering Duration' is supported by the UP function. 

	
	
	
	

	
	
	
	

	Feature Octet / Bit: The octet and bit number within the Supported-Features IE, e.g. "5 / 1".

Feature: A short name that can be used to refer to the octet / bit and to the feature.
Interface: A list of applicable interfaces to the feature.
Description: A clear textual description of the feature.


* * * End of Changes * * * *
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